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	Reason for change:
(

	The 3GPP SA5 SWG-B Service Charging Meeting Report (S5-054306) identifies some issues that are currently still open in relation to the the approved TS 32.272. In also states some principle agreements that require further action to complete the PoC charging work consistently.

1. The S5-054306 states about the S5-054397 AVP & CDR fields for PoC Offline & AVP Table (Nokia): “This proposal was agreed in principal by the addition of the ‘Talk bust exchange’ parameter in the PoC-Information and therefore already included in PoC specific part of the CDRs. But the details of this parameter are for further study and the outcome of this investigation should be added into TS 32.299.”

· This contribution proposes a solution to this issue. 

· Also this contribution proposes the adding of the other PoC specific AVPs of the 32.272 to the TS 32.299.
2. The S5-054306 states also about  S5-054457 TS 32.272-130 PoC Charging which holds also for the current approved version of the TS 32.2727: “There is one major open issue remaining, and that is, in brief, the completion of the content of CDRs and Charging Events.”

· This contribution addresses the Charging Avents part of the about statement.

3. Furthermore the 32.272 (600) says in Section 6.3.2.2 PoC charging information for charging events: “The detailed charging event parameter definitions are specified in 3GPP TS 32.299 [50].”
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Change in Clause 7.2

7.2
AVPs for Credit Control

For the purpose of online charging additional AVPs are used in CCR and CCA. The information is summarized in the following table along with the AVP flag rules.

Detailed descriptions of AVPs that are used specifically for 3GPP charging are provided in the subclauses below the table. However, for AVPs that are just borrowed from other applications only the reference (e.g. [402]), is provided in the following table and the detailed description is not repeated.

Table 7.3: Use Of Diameter Credit Control 

	AVP Name
	AVP 

Code
	Clause 

defined
	Value 

Type
	AVP Flag rules

	
	
	
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	CC-Correlation-Id
	[402]
	[402]
	OctetString
	
	
	
	
	

	CC-Input-Octets
	[402]
	[402]
	Unsigned64
	
	
	
	
	

	CC-Money
	[402]
	[402]
	Grouped
	
	
	
	
	

	CC-Output-Octets
	[402]
	[402]
	Unsigned64
	
	
	
	
	

	CC-Request-Number
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	CC-Request-Type
	[402]
	[402]
	Enumerated
	
	
	
	
	

	CC-Service-Specific-Units
	[402]
	[402]
	Unsigned64
	
	
	
	
	

	CC-Session –Failover
	[402]
	[402]
	Enumerated
	
	
	
	
	

	CC-Sub-Session-Id
	[402]
	[402]
	Unsigned64
	
	
	
	
	

	CC-Time
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	CC-Total-Octets
	[402]
	[402]
	Unsigned64
	
	
	
	
	

	CC-Unit-Type
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Check-Balance-Result
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Cost-Information
	[402]
	[402]
	Grouped
	
	
	
	
	

	Cost-Unit
	[402]
	[402]
	UTF8String
	
	
	
	
	

	Credit-Control
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Credit-Control-Failure-Handling
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Currency-Code
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	Direct-Debiting-Failure-Handling
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Exponent
	[402]
	[402]
	Integer32
	
	
	
	
	

	Final-Unit-Action
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Final-Unit-Indication
	[402]
	[402]
	Grouped
	
	
	
	
	

	Granted-Service-Unit
	[402]
	[402]
	Grouped
	
	
	
	
	

	Granted-Service-Unit -Pool-Identifier
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	Granted-Service-Unit -Pool-Reference
	[402]
	[402]
	Grouped
	
	
	
	
	

	Multiple-Services-Credit-Control
	[402]
	[402]
	Grouped
	
	
	
	
	

	Multiple-Services-Indicator
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Rating-Group
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	Redirect-Address-Type
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Redirect-Server
	[402]
	[402]
	Grouped  
	
	
	
	
	

	Redirect-Server-Address
	[402]
	[402]
	UTF8String
	
	
	
	
	

	Requested-Action
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Requested-Service-Unit
	[402]
	[402]
	Grouped
	
	
	
	
	

	Restriction -Filter-Rule
	[402]
	[402]
	IPFiltrRule
	
	
	
	
	

	Service-Identifier
	[402]
	[402]
	UTF8String
	
	
	
	
	

	Service-Parameter-Info
	[402]
	[402]
	Grouped
	
	
	
	
	

	Service-Parameter-Type
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	Service- Parameter-Value
	[402]
	[402]
	OctetString
	
	
	
	
	

	Subscription-Id
	[402]
	[402]
	Grouped
	
	
	
	
	

	Subscription-Id-Data
	[402]
	[402]
	UTF8String
	
	
	
	
	

	Subscription-Id-Type
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Tariff-Change-Usage
	[402]
	[402]
	Enumerated
	
	
	
	
	

	Tariff-Time-Change
	[402]
	[402]
	Time
	
	
	
	
	

	Unit-Value
	[402]
	[402]
	Grouped
	
	
	
	
	

	Used-Service-Unit
	[402]
	[402]
	Grouped
	
	
	
	
	

	 User-Equipment-Info
	[402]
	[402]
	Grouped
	
	
	
	
	

	 User-Equipment-Info-Type
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	 User-Equipment-Info-Value
	[402]
	[402]
	UTF8String
	
	
	
	
	

	 Value-Digits
	[402]
	[402]
	Integer64
	
	
	
	
	

	 Validity-Time
	[402]
	[402]
	Unsigned32
	
	
	
	
	

	3GPP Diameter Credit Control AVPs

	Service-Information
	Tbd.
	7.2.2.1
	Grouped
	
	
	
	
	

	PS-Furnish-Charging-Information
	865
	7.2.2.2
	Grouped
	
	
	
	
	

	GPRS-Charging-Id 
	846
	7.1.2.18
	UTF8String
	
	
	
	
	

	PS-Free-Format-Data
	866
	7.2.2.3
	OctetString
	
	
	
	
	

	PS-Append-Free-Format-Data
	867
	7.2.2.4
	Enumerated
	
	
	
	
	

	Time-Quota-Threshold
	868
	7.2.2.5
	Unsigned64
	
	
	
	
	

	Volume-Quota-Threshold
	869
	7.2.2.6
	Unsigned64
	
	
	
	
	

	Trigger-Type
	870
	7.2.2.7
	
	
	
	
	
	

	Quota-Holding-Time
	871
	7.2.2.8
	
	
	
	
	
	

	Reporting-Reason
	872
	7.2.2.9
	
	
	
	
	
	

	Quota-Consumption-Time
	Tbd
	7.2.2.10
	Unsigned32
	
	
	
	
	

	PoC-Server-Role
	Tbd.
	
	Enumerated
	
	
	
	
	

	PoC-Session-Type
	Tbd.
	
	Enumerated
	
	
	
	
	

	Number-Of-Participants
	Tbd.
	
	Tbd.
	
	
	
	
	

	List-Of-Participants
	Tbd.
	
	Tbd.
	
	
	
	
	

	Talk-Burst-Exchange
	Tbd.
	
	Grouped
	
	
	
	
	


7.2.1
Diameter Credit Control AVPs

7.2.1.1
Rating-Group AVP

The Rating-Group AVP is defined in DCC [402]. It contains the charging key (defined in 3GPP TS 23.125 [70]). Each quota allocated to a Diameter CC session has a unique Rating Group value as specified in DCC [402].

7.2.2
3GPP Specific Credit Control AVPs

7.2.2.1
Service-Information AVP

The ServiceInformation AVP is of type Grouped. Its purpose is to allow the transmission of additional service specific information elements which are not covered in this document.

The ServiceInformation AVP has the following format:

Service-Information :: = 
< AVP Header: TBD>

[PS-Information]

[WLAN-Information]

[IMS-Information]

[MMS-Information]

[LCS-Information]











[POC-Information]











[MBMS-Information]
The format and the contents of the fields inside the ServiceInformation AVP are specified in the middle-tier documents which are applicable for the specific service. Note that the formats of the fields are service-specific, i.e. the format will be different for the various services.

Further fields may be included in the ServiceInformation AVP when new services are introduced. 

7.2.2.2
PS-Furnish-Charging-Information AVP

The PS-Furnish-Charging-Information AVP (AVP code 865) is of type Grouped. Its purpose is to add online charging session specific information, received via the Ro interface, onto the Rf interface in order to facilitate its inclusion in CDRs. The PS- Furnish-Charging-Information AVP has the following format:

PS-Furnish-Charging-Information :: = 
< AVP Header: TBD>

{GPRS-Charging-Id}

{PS-Free-Format-Data}

[PS-Append-Free-Format-Data]

7.2.2.3
PS-Free-Format-Data AVP 

The PS-Free-Format-Data AVP (AVP code 866) is of type OctectString and holds online charging session specific data.

7.2.2.4
PS-Append-Free-Format-Data AVP 

The PS-Append-Free-Format-Data AVP (AVP code 867) is of type enumerated and indicates if the information sent in the PS-Free-Format-Data AVP must be appended to the PS-free-format-data stored for the online-session.

The following values are defined:

0
‘Append’: If this AVP is present and indicates ‘Append’, the GGSN shall append the received PS free format data to the PS free format data stored for the online charging session.

1
‘Overwrite’: If this AVP is absent or in value ‘Overwrite’, the GGSN shall overwrite all PS free format data already stored for the online charging session. 

The GGSN shall ignore this AVP if no PS free format data is stored for the online charging session.

7.2.2.5
Time-Quota-Threshold

The Time-Quota-Threshold AVP (AVP code 868) is of type Unsigned64 and contains a threshold value in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, until the time at which the original quota would have been consumed.

7.2.2.6
Volume-Quota-Threshold

The Volume-Quota-Threshold AVP (AVP code 869) is of type Unsigned64 and contains a threshold value in octets. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Total-Octets, CC-Input-Octets or CC-Output-Octets AVP (i.e. when the granted quota is a volume quota).

If received, the Credit Control client shall seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, up to the volume indicated in the original quota.

7.2.2.7
Trigger-Type AVP

The Trigger-Type AVP (AVP code 870) is of type Enumerated and indicates a single re-authorisation event type. When included in the Credit Control Answer command, the Trigger-Type AVP indicates the events that shall cause the credit control client to re-authorise the associated quota. The client shall not re-authorise the quota when events which are not included in the Trigger AVP occur.

When included in the Credit Control Request command indicates the specific event which caused the re-authorisation request of the Reporting-Reason with value RATING_CONDITION_CHANGE associated.
It has the following values:

CHANGE_IN_SGSN_IP_ADDRESS (1)

· This value is used to indicate that a change in the SGSN IP address shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_QOS (2)

· This value is used to indicate that a change in the end user  negotiated QoS shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_LOCATION (3)

· This value is used to indicate that a change in the end user location shall cause the credit control client to ask for a re-authorisation of the associated quota.

CHANGE_IN_RAT (4)

· This value is used to indicate that a change in the radio access technology shall cause the credit control client to ask for a re-authorisation of the associated quota.

7.2.2.8
Quota-Holding-Time AVP

The Quota-Holding-Time AVP (AVP code 871) is of type Unsigned32 and contains the quota holding time in seconds.  The client shall start the quota holding timer when quota consumption ceases.  This is always when traffic ceases, i.e. the timer is re-started at the end of each packet. The Credit Control Client shall deem a quota to have expired when no traffic associated with the quota is observed for the value indicated by this AVP.
This optional AVP may only occur in a CCA command.  It is contained in the Multiple-Services-Credit-Control AVP.  It applies equally to the granted time quota and to the granted volume quota.

A Quota-Holding-Time value of zero indicates that this mechanism shall not be used. If the Quota-Holding-Time AVP is not present, then a locally configurable default value in the client shall be used.

7.2.2.9
Reporting-Reason AVP

The Reporting-Reason AVP (AVP code 872) is of type Enumerated and specifies the reason for usage reporting for one or more types of quota for a particular category.  It can occur directly in the Multiple-Services-Credit-Control AVP, or in the Used-Service-Units AVP within a Credit Control Request command reporting credit usage. It shall not be used at command level. It shall always and shall only be sent when usage is being reported.

The following values are defined for the Reporting-Reason AVP:

THRESHOLD


(0)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that the threshold has been reached.

QHT



(1)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that the quota holding time specified in a previous CCA command has been hit (i.e. the quota has been unused for that period of time).

FINAL


(2)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that a normal PDP context termination has happened.
QUOTA_EXHAUSTED


(3)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that the quota has been exhausted.

VALIDITY_TIME



(4)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that the credit authorization lifetime provided in the Validity-Time AVP has expired.
OTHER_QUOTA_TYPE


(5)

· This value is used to indicate that the reason for usage reporting of the particular quota type indicated in the Used-Service-Units AVP where it appears is that, for a multi-dimensional quota, one reached a trigger condition and the other quota is being reported.
RATING_CONDITION_CHANGE


(6)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that a change has happened in some of the rating conditions that were previously armed (through the Trigger-Type AVP, e.g. QoS, Radio Access Technology,…). The specific condition that has changed is indicated in an associated Trigger-Type AVP.
FORCED_REAUTHORISATION


(7)

· This value is used to indicate that the reason for usage reporting of all quota types of the Multiple-Service-Credit-Control AVP where its appears is that it is there has been a Server initiated re-authorisation procedure, i.e. receipt of RAR command

The values QHT, FINAL, VALIDITY_TIME, FORCED_REAUTHORISATION, RATING_CONDITION_CHANGE apply for all quota types and are used directly in the Multiple-Services-Credit-Control AVP, whereas the values THRESHOLD, QUOTA_EXHAUSTED and OTHER_QUOTA_TYPE apply to one particular quota type and shall occur only in the Used-Service-Units AVP.

When the value RATING_CONDITION_CHANGE is used, the Trigger-Type AVP shall also be included to indicate the specific event which caused the re-authorisation request.

7.2.2.10
Quota-Consumption-Time AVP

The Quota-Consumption-Time AVP (AVP code tbd) is of type Unsigned32 and contains an idle traffic threshold time in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).

7.2.2.11
 PoC-Server-Role AVP

The PoC Server Role AVP (AVP code xxx) is of type Enumerated and specifies the role of the PoC server.

The identifier can be one of the following:

0 Participating PoC Server

1 Controlling PoC Server

7.2.2.12
PoC-Session-Type AVP

The PoC Session Type AVP (AVP code xxx) is of type Enumerated and specifies the type of the PoC session.

The identifier can be one of the following, refer Appendix C.5.1 in OMA-CP-POC [204]:
0 1 to 1 PoC session

1 chat PoC group session

2 pre-arranged PoC group session

3 ad-hoc PoC group session
7.2.2.13 Number-Of-Participants
The Number-Of-Participants AVP (AVP code xxx) is of type XXX (Unsigned32) and specifies the number of invited parties of the PoC session. The Number-Of-Participants AVP has the following format:

Tbd.
7.2.2.14 List-Of-Participants
The List-Of-Participants AVP (AVP code xxx) is of type XXX holds the address (Public User ID: SIP URL, E.164, etc.) of the parties whom are involved into the PoC session. The List-Of-Participants AVP has the following format:

Tbd.
7.2.2.15
Talk-Burst-Exchange AVP

The Talk-Burst-Exchange AVP (AVP code xxx) is of type Grouped and specifies for an offline participant the accumulated duration, data volume and number of sent or received talk bursts during a session. The Talk-Burst-Exchange AVP has the following format:

               Talk-Burst-Exchange::= < AVP Header: TBD >  
                                     < Talk-Burst-Exchange-Type >
                                     [ CC-Time ]   

                                     [ CC-Input-Octets ]  

                                     [ CC-Service-Specific-Units ] 

The detailed description of CC-Time, CC-Input-Octets and CC-Service-Specific-Units is described in [402].
7.2.2.16 Talk-Burst-Exchange-Type

The Talk-Burst-Exchange AVP (AVP code xxx) is of type Enumerated and specifies the type of the talk burst exchange being charged. 
The identifier can be one of the following:
0 Sent
1 Received-acknowledged
2 Received-unacknowledged
End of Change in Clause 7.2
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