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1 Output Documents

1.1 Documents for approval

The RG requests SWG-C to forward the following documents to SA5 for approval: 

	Type
	Tdoc#
	TS
	Rel
	Title
	Relation to other CR

	
	
	
	
	
	


1.2 Documents for Information to SA

-

1.3 Documents to be withdrawn

-

1.4 Any other action requested by the SWG or SA5

-

2 Progress status

Percentage of completion: 5% (previously 0%)

Summary of progress: 
2 input contributions are reviewed. Both are to be updated and resubmitted to next meeting.

Outstanding issues:

3 Minutes

	Tdoc
	Title/Discussion/Conclusion
	Source 

	S5-056422  
	Requirements for the security IRP
4.1 Conclusion: to be clarified further.

4.2 Bulletin 1 not ok; 
4.2 bulletin 2 is ok which is already addressed in 371.

4.3

1st ok

2nd out of itf-N scope.

3rd out of itf-N scope.

4th is agreed. Instance level.

5th is bound to 4th  Class level.

6th further studied/clarified.

7th is agreed, already addressed in 371.

4.4

1st is to change the access control list, permission of particular role.

2nd agree. Operation signature/notification.

3rd agree

4th agree not to depend on orb vendor specific product feature.
Conclusion: This contribution is to be updated and resubmitted.

	Lucent

	S5-056451 
	IRP Security Management SS Draft v1.3
Nortel: cover’s purpose section has editorial errors.

Nortel: an action point is assigned to provide another SS, lightweight, cost effective.

Lucent: what to be standardized? Huawei answer: (1)Format of credential and (2) transfer mechanism of credential.

Siemens: How Mgr differentiates credentials? Conclusion: this is out of scope of itf-N.

E/// considers its outside 3GPP standardization scope to standardize: 

•
Access Control Policy semantics and syntax.

•
Protocol between IRPManager and authenticator_b (the issuer of credential);

•
Protocol between YyyIRP and authenticator_a (the checking of credential);

•
Format(s) of credential; algorithm(s) to generate the credential.

E/// supports standardization of 

•
Protocol between IRPManager and YyyIRP to carry the credential.
Conclusion: This contribution is to be updated and resubmitted.

	Huawei


4 Action items

	Item
	Description
	Release
	Owner
	Status 
	Target 

	42bis.1
	provide another SS, which is lightweight, cost effective.
	Rel-7
	Nortel Networks
	Open
	SA5#43


Participant list

	Attendee name
	Company

	Lou Min
	Nortel

	Pirt Trevor
	Motorola

	Yang Li
	Huawei

	Clemens Suerbaum
	Siemens

	Geoff Caryer
	BT

	Wang Enxi
	Nokia

	Hai Jianzhong
	CMCC

	Edwin Tse
	Ericsson

	John Islip
	Lucent

	Istvan Aba
	T-Mobile

	Jörg Schmidt
	Motorola














































































































































































































- 1 -
- 4 -

