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1
Decision/action requested

The current Diameter AVPs and AVP values are not sufficient described to support the needed PoC specific charging scenarios. Description of a PoC specific value for the Service-Context-Id and Service-Identifier added. PoC specific AVP values for for different PoC session types and events corrected.
The proposed changes should be added into the next version. 
2
References

· TS 32.272 v1.0.0 in Tdoc SP-050013

3
Rationale

none

4
Detailed proposal

6.2
Data description for PoC online charging

< Provide some introductory statement as appropriate.  If this TS does not specify online charging for XXX, then an appropriate reference or other explanation shall be provided (cf. scope clause), and all following subclauses shall only have the text “Void. Refer to clause 6.2”. >
6.2.1
Diameter message contents

6.2.1.1
Summary of Online Charging Message Formats

PoC Online Charging uses the approach based on a series of "interrogations" as defined by Diameter Credit Control Application [402]: 

· First interrogation, 

· Zero, one or more intermediate interrogations. 

· Final interrogation.

In addition to a series of interrogations, also a one time event (interrogation) can be used e.g. in the case when service execution is always successful.

All of these interrogations use Credit-Control-Request (CCR) and Credit-Control-Answer (CCA) messages defined in TS 32.299 [50].

The CCR for the "intermediate interrogation" and "final interrogation" reports the actual number of "units" that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's account.

Table 6.6 describes the use of these messages for online charging.

Table 6.6: Online Charging Messages Reference Table

	Command-Name
	Source
	Destination
	Abbreviation

	Credit-Control-Request
	PoC Server
	OCS
	CCR

	Credit-Control-Answer
	OCS
	PoC Server
	CCA


6.2.1.2
Structure for the Credit Control Message Formats

IMS online charging used the diameter credit control application with the two messages CCR and CCA. The request performs rating of the PoC service and reserves units on the users account. The answer replies back with amount of reserved units or an error code if the user is out of credit. Detailed information about the diameter online charging application is described in TS 32.299 [50].

This sub clause describes the different AVPs used in the credit control messages.

6.2.1.2.1
Credit-Control-Request Message

Table 6.7 illustrates the basic structure of a Diameter CCR message from the PoC Server as used for PoC online charging.

Table 6.7: Credit-Control-Request (CCR) Message Contents 
	AVP
	Type
	Category
	Description

	Session-Id
	value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	value
	M
	Described in Diameter Base Protocol [401]

	Destination-Realm
	value
	M
	Described in Diameter Base Protocol [401]

	Auth-Application-Id
	value
	M
	Described in Diameter Base Protocol [401]

	Service-Context-Id
	value
	M
	The format of the Service-Context-Id is: 
"service-context" "@" "domain" 
service-context = Token 
The Token is an arbitrary string of characters and digits. domain = represents the entity that allocated the Service-Context-Id. It can be ietf.org or 3gpp.org etc. Value used for PoC service charging: 32272@3gpp.org
Described in Diameter Credit Control Application [402]

	CC-Request-Type
	value
	M
	Described in Diameter Credit Control Application [402]

	CC-Request-Number
	value
	M
	Described in Diameter Credit Control Application [402]

	Destination-Host
	value
	OC
	Described in Diameter Base Protocol [401]

	User-Name
	value
	OC
	Described in Diameter Base Protocol [401]

	CC-Sub-Session-Id
	value
	OM
	Described in Diameter Credit Control Application [402]

	Acct-Multi-Session-Id
	value
	OC
	Described in Diameter Credit Control Application [402]

	Origin-State-Id
	value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	value
	OC
	Described in Diameter Base Protocol [401]

	Subscription-Id
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Identifier
	Value
	OC
	The value PoC Charging can be one of the following:

0  Session participation
1 Talk Burst sending
2 Talk Burst receiving
3 Instant personal alert
4 PoC group advertisement
Described in Diameter Credit Control Application [402]

	Termination-Cause
	Value
	OC
	Described in Diameter Base Protocol [401]

	Requested-Service-Unit
	Grouped
	OC
	Described in Diameter Credit Control Application [402]

	Requested-Action
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Used-Service-Unit
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Multiple-Services-Indicator
	value
	OC
	Described in Internet-Draft, Diameter Credit Control Application [402]

	Multiple-Services-Credit Control
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Parameter-Info
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	CC-Correlation-Id
	value
	OC
	Described in Diameter Credit Control Application [402]

	User–Equipment-Info
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Service-Information 
	Grouped
	OC
	Described in TS 32.299 [50]

	   PS-Information
	Grouped
	OC
	Described in TS 32.251 [11]

	   IMS-Information
	Grouped
	OC
	Described in TS 32.260 [20]

	   PoC-Information
	Grouped
	OC
	Described in subclause 6.3.2.2


The full description of the AVPs is specified in TS 32.299 [50].

6.2.1.2.2
Credit-Control-Answer Message

Table 6.8 illustrates the basic structure of a Diameter CCA message as used for the PoC Server. This message is always used by the OCS as specified below, independent of the receiving PoC server and the CCR request type that is being replied to.

Table 6.8: Credit-Control-Answer (CCA) Message
	AVP
	Type
	Category
	Description

	Session-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	Result-Code
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Host
	Value
	M
	Described in Diameter Base Protocol [401]

	Origin-Realm
	Value
	M
	Described in Diameter Base Protocol [401]

	Auth-Application-Id
	Value
	M
	Described in Diameter Base Protocol [401]

	CC-Request-Type
	Value
	M
	Described in Diameter Credit Control Application [402]

	CC-Request-Number
	Value
	M
	Described in Diameter Credit Control Application [402]

	User-Name
	Value
	OC
	Described in Diameter Base Protocol [401]

	CC-Session-Failover 
	Value
	OC
	Described in Diameter Credit Control Application [402]

	CC-Sub-Session-Id
	Value
	OM
	Described in Diameter Credit Control Application [402]

	Acct-Multi-Session-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Origin-State-Id
	Value
	OC
	Described in Diameter Base Protocol [401]

	Event-Timestamp
	Value
	OC
	Described in Diameter Base Protocol [401]

	Granted-Service-Unit
	Grouped
	OC
	Described in Diameter Credit Control Application [402]

	Multiple-Services-Credit-Control
	Multiple-grouped
	OC
	Described in Diameter Credit Control Application [402]

	Final-Unit-Indication
	Grouped
	OC
	Described in Diameter Credit Control Application [402]

	Check-Balance-Result
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Credit-Control-Failure-Handling
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Direct-Debiting-Failure-Handling
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Validity-Time
	Value
	OC
	Described in Diameter Credit Control Application [402]

	Redirect-Host
	Multiple-value
	OC
	Described in Diameter Base Protocol [401]

	Redirect-Host-Usage
	Value
	OC
	Described in Diameter Base Protocol [401]

	Redirect-Max-Cache-Time
	Value
	OC
	Described in Diameter Base Protocol [401]

	Proxy-Info
	Multiple-grouped
	OC
	Described in Diameter Base Protocol [401]

	Route-Record
	Multiple-Value
	OC
	Described in Diameter Base Protocol [401]

	Failed-AVP
	Multiple-grouped
	OC
	Described in Diameter Base Protocol [401]

	AVP
	Multiple-value
	OC
	Described in Diameter Base Protocol [401]


6.2.2
PoC specific charging application information

Editor’s note: This subclause should contain the description of the DCCA service context identification.
6.3
PoC Charging specific parameters

6.3.1
Definition of the PoC charging information

6.3.2
Formal parameter description

6.3.2.1
PoC charging information assignment for CDRs

Editor’s note: The reference to TS 32.298 is needed.

6.3.2.2
PoC charging information assignment for AVPs 

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Base [401] and DCCA [402] is available in the Diameter application specification TS 32.299 [50]. 

AVPs that are used for PoC online charging are provided in the Service-Information AVP. PoC specific charging information is provided within the PoC-Information-AVP.

PoC-Information-AVP
::= 
<AVP Header: xxx>



{ PoC-Server- Role }



{ PoC-Session-Type }



{ PoC-Subscriber-Session-Type }

Editor's Note: The list of information required is not complete.

The detailed structure of the PoC-Information AVP can be found in table 6.9. 

The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see Diameter Base [401]. 

Table 6.9: Structure of the Service-Information AVP used for PoC Charging
	
	AVP Flag rules 

	AVP Name
	AVP Code
	Defined in
	Value Type
	Must
	May
	Should not
	Must not

	Service-Information 
	
	[50]
	
	
	
	
	

	PS-Information
	
	[11]
	
	
	
	
	

	Charging-Id
	
	[11]
	
	
	
	
	

	GGSN-Address
	
	[11]
	
	
	
	
	

	IMS-Information
	
	[20]
	
	
	
	
	

	Event-Type
	
	[20]
	
	
	
	
	

	User-Session-ID
	
	[20]
	
	
	
	
	

	Calling-Party-Address
	
	[20]
	
	
	
	
	

	Called-Party-Address
	
	[20]
	
	
	
	
	

	Time-stamp
	
	[20]
	
	
	
	
	

	Inter-Operator-Identifier
	
	[20]
	
	
	
	
	

	IMS-Charging-Identifier
	
	[20]
	
	
	
	
	

	SDP-Session-Description
	
	[20]
	
	
	
	
	

	SDP-Media-Components
	
	[20]
	
	
	
	
	

	UUS-Data
	
	[20]
	
	
	
	
	

	Cause
	
	[20]
	
	
	
	
	

	PoC-Information
	
	6.3.2.2
	Grouped
	
	
	
	

	PoC-Server-Role
	
	6.3.2.2.1
	Enumerated
	M,V
	P
	
	

	PoC-Session-Type
	
	6.3.2.2.2 
	Enumerated
	M,V
	P
	
	

	PoC-Subscriber-Session-Role
	
	6.3.2.2.3 
	Enumerated
	M,V
	P
	
	


Editor’s note: The location information of each involved party (in roaming cases e.g. MNC and MCC) is needed and could be added via other service specific information AVP i.e. from the IMS-Information AVP.

6.3.2.2.1
PoC-Server-Role AVP

The PoC Server Role AVP (AVP code xxx) is of type Enumerated and specifies the role of the PoC server.

The identifier can be one of the following:

0 Participating PoC Server

1 Controlling PoC_Server

Editor’s note: Either the PoC-Server-Role AVP or the PoC-Subscriber-Session-Role AVP should be removed from this specification because they telling the same information. 
6.3.2.2.2
PoC Session Type AVP

The PoC Session Type AVP (AVP code xxx) is of type Enumerated and specifies the type of the PoC session.

The identifier can be one of the following: refer Appendix C.5.1 in OMA-CP-POC [204]:
0 “1 to 1” PoC_session

1 “chat” PoC_group session 
2 “prearanged” PoC_group session

3 “adhoc” PoC_group session
6.3.2.2.3
PoC-Subscriber-Session-Role AVP

The PoC Subscriber Session Role AVP (AVP code xxx) is of type Enumerated and specifies the role of the subscriber.

The identifier can be one of the following, refer OMA-AD-POC [203]: 
0 POC_SESSION_OWNER 

1 POC_SESSION_PARTICIPANT

2 
3 
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