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1. Overall Description:
Thank you for your liaisons. During 3GPP SA5 #41 meeting, SA5 SWGC reviewed the liaison and planned to continue Security Management Study in Release 7 to enhance the release 6 security work within OM domain.
The objective of SA5 Security Management work task in release 7 is as follows:
1. Application Layer Authentication: A capability that allows the IRP Agent to securely determine if the IRP Manager is the user it claims to be.

2. Application Layer Authorization: A capability that allows the IRP Agent to securely determine if the authenticated IRP Manager has the right to manage part or all of the managed network. 

3. Security Aspect: A Security Aspect section is to be added in each existing IRP respectively.

Regarding the interim electronic meetings on M.3016 Recommendation, some 3GPP SA5 member companies have participated respectively. Thanks for informing us.
2. Actions:

none
3. Date of Next SA5 Meetings:
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