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Decision/action requested

It is proposed that the re-authorisation triggers proposed below be included in 32.251
2
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3
Rationale

· This Contribution is a RESUBMISSION of [5]. [5] was postponed in the last meeting due to the lack of time. As in the last meeting it was agreed not to proceed with 32.253, the previous contribution [5] has been split in 2: one for 32.299 where the AVPs are introduced, and one for 32.251 where procedural text for the AVP is introduced; thus, following the general recommendations done in the last meeting. The content has not changed.

· In this contribution the AVP description and procedures are introduced in 32.251.
· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)

· SA5 needs to study how Diameter Credit Control fulfils the existing requirement in 23.125 and further 3GPP needs that SA5 may identify

· Any 3GPP specifics need to be identified so that they can be specified

· [4] proposed additional triggers for credit re-authorisation above those provided in DCC

· [3] noted the result of this discussion that such functionality may be required but needed further study

· This contribution provides such further study for idle timeout and GPRS-based triggers

4
Consequences and implications

Progress of Flow Based Charging specification.

5
Discussion

5.1
Re-authorisation triggers

TS 23.125 includes the following requirement in Sections 5.4 and 5.5:

“The Traffic Plane function shall report triggered re-authorisation of existing charging rules for on-line charging;”
“In case of online charging, it shall be possible for the OCS to apply re-authorisation of credit in case of particular events e.g. credit authorisation lifetime expiry, idle timeout, charging rule is changed, GPRS events such as SGSN change, QoS changes, RAT type change.”
It is important to distinguish between these “reauthorisation triggers”, which apply only to online charging, and “event triggers”, described in TS23.125 Section 5.7, which apply to both online and offline charging. “Event triggers” cause the TPF to contact the Charging Rules Function for updates to the Charging Rules. “Re-authorisation triggers” cause the TPF to seek re-authorisation for a quota from the OCS.

It should be noted that whilst some triggers could apply equally to both online and offline charging, it is important to provide OCS control of the triggers applied in the online case. This avoids unnecessary re-authorisation signalling.

Some indication is therefore needed from the OCS to instruct the DCC client to monitor for specified re-authorisation triggers for a specific granted quota. Once the trigger has been detected by the DCC client, the associated resource quota allocation takes the appropriate action specific to the event, e.g. re-authorise or return the quota or stop the quota usage timer.

Multiple triggers may be associated to a single quota allocation.

We propose the following re-authorisation triggers (based on TS23.125):
1. Credit authorisation lifetime expiry

2. Idle timeout

3. Change in SGSN IP Address
4. Change in negotiated QoS
5. Change in user location information
6. Change in Radio Access Technology
Note that 1 and 2 are generally applicable, wheras 3 to 6 are only applicable to GPRS. In the following sections we consider the support required in Gy for each of these events.

5.1.1
Credit authorisation lifetime expiry

This is provided through the DCC Validity-Time AVP provided in the Credit Control Answer command.

5.1.2
Idle timeout

This requires that a quota is provided with a “Quota Holding Time” in the Credit Control Answer command. Once the quota has been unused for this period of time, the Network Element shall return the quota to the OCS.
We propose a new 3GPP AVP to specify the Quota Holding Time.

5.1.3
Change in SGSN IP address,  negotiated QoS, user location or RAT
The GGSN must be instructed to monitor for these events.


We propose a new 3GPP AVP in the Credit Control Answer command containing a list of the events which should be monitored.

5.2
Reporting reason

With the introduction of multiple triggers for quota re-authorisation, it is necessary to introduce an indication of the reason for Quota re-authorisation within the CCR.

We propose a new Reported-Reason AVP which is a simple enumeration of the possible reasons.
6
Proposal

The following text is proposed for 32.251:
5.2.3.2.1
Triggers for starting and stopping an FBC credit control session

To be completed. Below is a reminder of what needs to be considered.

Start and end of a credit control session coincide with the start and end of a PDP context; even when a PDP context is made free of charge the credit control session continues, i.e the authorisation by the OCS is granted and credit control does not fail.

Credit authorisation lifetime expiry

This is provided through the DCC Validity-Time AVP provided in the Credit Control Answer command
5.2.3.2.2
Triggers for providing interim information for an FBC credit control session

To be completed. Below is a reminder of what needs to be considered.

· start and stop of service data flow,

· time & volume limit per PDP context,

· time & volume limit per service data flow,

change of charging condition (QoS, tariff time), as listed in 5.3.1.2.
5.2.3.2.2.x
Idle timeout

The OCS may specify an idle timeout associated with a granted quota using the Quota-Holding-Time AVP. If no traffic associated with the quota is observed for this time, the quota is returned to the OCS.
5.2.3.2.2.x.1    Quota-Holding-Time AVP

The Quota-Holding-Time AVP (AVP code tbd) is of type Unsigned32 and contains the quota holding time in seconds.  The Credit Control Client will deem a quota to have expired when the quota holding time is elapsed.  The client shall start the quota holding timer when quota consumption ceases.  This is always when traffic ceases, i.e. the timer is re-started at the end of each packet.

Editor's note: Check  whether Unsigned64 is more relevant.

This optional AVP may only occur in a CCA command.  It is contained in the Multiple-Services-Credit-Control AVP.  It applies equally to the granted time quota and to the granted volume quota.

A Quota-Holding-Time value of zero indicates that this mechanism shall not be used. If the Quota-Holding-Time AVP is not present, then a locally configured default value may be used.

5.2.3.2.2.y
Reporting-Reason AVP
The Reporting-Reason AVP (AVP code tbd) is of type Enumerated and specifies the reason for usage reporting for one or more types of quota for a particular category.  It can occur directly in the Multiple-Services-Credit-Control AVP, or in the Used-Service-Units AVP within a Credit Control Request reporting credit usage.  It shall not be used at command level.  It shall always and shall only be sent when usage is being reported.

The values QHT, FINAL, VALIDITY_TIME and RATING_CONDITION_CHANGE apply for all quota types and are used directly in the Multiple-Services-Credit-Control AVP, whereas the values THRESHOLD, QUOTA_EXHAUSTED and OTHER_QUOTA_TYPE apply to one particular quota type and shall occur only in the Used-Service-Units AVP.
When the value RATING_CONDITION_CHANGE is used, the Trigger AVP shall also be included to indicate the specific event which caused the re-authorisation request.
The following values are defined for the Reporting-Reason AVP: 

     THRESHOLD                  0

     QHT                        1

     FINAL                      2

     QUOTA_EXHAUSTED            3

     VALIDITY_TIME              4

     OTHER_QUOTA_TYPE           5

     RATING_CONDITION_CHANGE    6

     FORCED_REAUTHORISATION     7
Editor's note: Need to specify more details for each value in the spec. Check for redundancies. Consider need to expand some values to be more specific. Values should be included in 32.299 and indicate in middle-tier TSs, such as 32.251, how they will be used.
5.2.3.2.2.z
Change of charging conditions
There are a number of mid-session service events (Re-authorisation triggers), which could affect the rating of the current service usage, e.g. end user QoS changes or location updates. When allocating resources, the OCS can instruct the Network Element to re-authorize the quota upon a number of different session related triggers. In these cases a spontaneous credit re-authorization may be sent to the OCS including information related to the service event even if all the granted service units have not been used.

Multiple Trigger-Type AVPs may be associated to a single quota allocation.
Editor's note: Arming of multiple triggers needs to be explained in light Enumerated type. Consider use of bit mask to eliminate need for multiple AVPs.
The OCS instructs the Network Element to monitor for such events by using the Trigger-Type AVP.
Editor's note: Reverse order of above 2 sentences.
The triggers are:

1. Change in SGSN

2. Change in End User Negotiated QoS

3. Change in End User Location
4. Change in Radio Access Technology.
5.2.3.2.2.z.1    Trigger-Type AVP

The Trigger-Type AVP (AVP code tbc) is of type Enumerated and indicates a single re-authorisation event type. When included in the Credit Control Answer command, the Trigger-Type AVP indicates the events that shall cause the credit control client to re-authorise the associated quota. The client shall not re-authorise the quota when events which are not included in the Trigger AVP occur.

 It has the following values:

	CHANGE_IN_SGSN_IP_ADDRESS
	1

	CHANGE_IN_QOS
	2

	CHANGE_IN_LOCATION
	3

	CHANGE_IN_RAT
	4


Editor's note: Combine the above 2 clauses since they are related.
