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1
Decision/action requested

It is proposed that the re-authorisation triggers proposed below be included in 32.299
2
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3
Rationale

· This Contribution is a RESUBMISSION of [5]. [5] was postponed in the last meeting due to the lack of time. As in the last meeting it was agreed not to proceed with 32.253, the previous contribution [5] has been split in 2: one for 32.299 where the AVPs are introduced, and one for 32.251 where procedural text for the AVP is introduced; thus, following the general recommendations done in the last meeting. The content has not changed.

· In this contribution the new AVPs for 32.299 are introduced.

· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)

· SA5 needs to study how Diameter Credit Control fulfils the existing requirement in 23.125 and further 3GPP needs that SA5 may identify

· Any 3GPP specifics need to be identified so that they can be specified

· [4] proposed additional triggers for credit re-authorisation above those provided in DCC

· [3] noted the result of this discussion that such functionality may be required but needed further study

· This contribution provides such further study for idle timeout and GPRS-based triggers

4
Consequences and implications

Progress of Flow Based Charging specification.

5
Discussion

5.1
Re-authorisation triggers

TS 23.125 includes the following requirement in Sections 5.4 and 5.5:

“The Traffic Plane function shall report triggered re-authorisation of existing charging rules for on-line charging;”
“In case of online charging, it shall be possible for the OCS to apply re-authorisation of credit in case of particular events e.g. credit authorisation lifetime expiry, idle timeout, charging rule is changed, GPRS events such as SGSN change, QoS changes, RAT type change.”
It is important to distinguish between these “reauthorisation triggers”, which apply only to online charging, and “event triggers”, described in TS23.125 Section 5.7, which apply to both online and offline charging. “Event triggers” cause the TPF to contact the Charging Rules Function for updates to the Charging Rules. “Re-authorisation triggers” cause the TPF to seek re-authorisation for a quota from the OCS.

It should be noted that whilst some triggers could apply equally to both online and offline charging, it is important to provide OCS control of the triggers applied in the online case. This avoids unnecessary re-authorisation signalling.

Some indication is therefore needed from the OCS to instruct the DCC client to monitor for specified re-authorisation triggers for a specific granted quota. Once the trigger has been detected by the DCC client, the associated resource quota allocation takes the appropriate action specific to the event, e.g. re-authorise or return the quota or stop the quota usage timer.

Multiple triggers may be associated to a single quota allocation.

We propose the following re-authorisation triggers (based on TS23.125):
1. Credit authorisation lifetime expiry

2. Idle timeout

3. Change in SGSN IP Address
4. Change in negotiated QoS
5. Change in user location information
6. Change in Radio Access Technology
Note that 1 and 2 are generally applicable, wheras 3 to 6 are only applicable to GPRS. In the following sections we consider the support required in Gy for each of these events.

5.1.1
Credit authorisation lifetime expiry

This is provided through the DCC Validity-Time AVP provided in the Credit Control Answer command.

5.1.2
Idle timeout

This requires that a quota is provided with a “Quota Holding Time” in the Credit Control Answer command. Once the quota has been unused for this period of time, the Network Element shall return the quota to the OCS.
We propose a new 3GPP AVP to specify the Quota Holding Time.

5.1.3
Change in SGSN IP address,  negotiated QoS, user location or RAT
The GGSN must be instructed to monitor for these events.


We propose a new 3GPP AVP in the Credit Control Answer command containing a list of the events which should be monitored.

5.2
Reporting reason

With the introduction of multiple triggers for quota re-authorisation, it is necessary to introduce an indication of the reason for Quota re-authorisation within the CCR.

We propose a new Reported-Reason AVP which is a simple enumeration of the possible reasons.
6
Proposal

The following text is proposed for 32.299 (appropriate section(s) tbd):

Table 6.3: Credit-Control-Request (CCR) Message Contents for Online Charging
	Diameter Credit Control Application AVPs

	AVP
	Used in Online CCR

	<Diameter Header: 272, REQ, PXY>
	yes

	<Session-Id>
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Destination-Realm }
	yes

	{Auth-Application-Id}
	Yes

	[Destination-Host]
	Yes

	[Vendor-Specific-Application-Id]
	yes

	
[ Vendor-Id ]
	Yes

	
{ Auth-Application-Id }
	Yes

	
{ Acct-Application-Id }
	Yes

	[User-Name]
	Yes

	[Acct-Multi-Session-Id]
	No

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	* [Proxy-Info]
	No

	
{ Proxy-Host }
	No

	
{ Proxy-State }
	No

	* [Route-Record]
	No

	[Termination-Cause]
	No

	*[AVP]
	No

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[CC-Subsession-Id]
	Yes

	*[Subscription-Id]
	Yes 

	
{Subscription-Id-Type}
	yes

	
{Subscription-Id-Data}
	yes

	[Requested-Action]
	yes 

	[Requested-Service-Unit]
	yes 

	
[CC-Time]
	yes

	
[CC-Money]
	yes

	

{Unit-Value}
	yes

	


{Value-Digits}
	yes

	


[Exponent]
	yes

	

[Currency-Code]
	yes

	
[CC-Total-Octets]
	yes

	
[CC-Input-Octets]
	yes

	
[CC-Output-Octets]
	yes

	
[CC-Service-Specific-Units]
	yes

	
*[AVP]
	yes

	*[Used-Service-Unit]
	yes 

	
[Tariff-Change-Usage]
	yes

	
[CC-Time]
	yes

	
[CC-Money]
	yes

	

{Unit-Value}
	yes

	


{Value-Digits}
	yes

	


[Exponent]
	yes

	

[Currency-Code]
	yes

	
[CC-Total-Octets]
	yes

	
[CC-Input-Octets]
	yes

	
[CC-Output-Octets]
	yes

	
[CC-Service-Specific-Units]
	yes

	
*[AVP]
	yes

	*[Service-Parameter-Info]
	yes 

	
[Service-Parameter-Type]
	Yes

	
[Service-Parameter-Value]
	Yes

	[CC-Correlation-Id]
	No

	[Service-Identifier]
	No

	[Multiple-Services-Indicator]
	Yes

	*[Multiple-Services-Credit Control]
	Yes

	               [ Reporting-Reason ]
	Yes

	
[Granted-Service-Unit]
	No

	
[Requested-Service-Unit]
	Yes

	

[CC-Time]
	yes

	

[CC-Money]
	yes

	


{Unit-Value}
	yes

	



{Value-Digits}
	yes

	



[Exponent]
	yes

	


[Currency-Code]
	yes

	

[CC-Total-Octets]
	yes

	

[CC-Input-Octets]
	yes

	

[CC-Output-Octets]
	yes

	

[CC-Service-Specific-Units]
	yes

	

*[AVP]
	yes

	
*[Used-Service-Unit]
	Yes

	                             [ Reporting-Reason ]
	Yes

	

[Tariff-Change-Usage]
	yes

	

[CC-Time]
	yes

	

[CC-Money]
	yes

	


{Unit-Value}
	yes

	



{Value-Digits}
	yes

	



[Exponent]
	yes

	


[Currency-Code]
	yes

	

[CC-Total-Octets]
	yes

	

[CC-Input-Octets]
	yes

	

[CC-Output-Octets]
	yes

	

[CC-Service-Specific-Units]
	yes

	

*[AVP]
	yes

	
[Tariff-Change-Usage]
	No

	
*[Service-Identifier]
	Yes

	
[Rating-Group]
	Yes

	
*[G-S-U-Pool-Reference]
	No

	
[Validity-Time]
	No

	
[Result-Code]
	No

	
[Final-Unit-Indication]
	No

	
*[AVP]
	Yes

	[User-Equipment-Info]
	Yes

	
{User-Equipment-Info-Type}
	yes

	
{User-Equipment-Info-Value}
	yes

	3GPP Credit control AVPs

	[ServiceInformation]
	Yes

	
[PS-Information]
	Yes

	
[WLAN-Information]
	Yes

	
[IMS-Information]
	Yes

	
[MMS-Information]
	Yes

	
[LCS-Information]
	Yes


6.4.3
Credit-Control-Answer Message

Table 6.4 illustrates the basic structure of a Diameter Credit Control Credit-Control-Answer message as used for online charging. This message is always used by the OCS as specified below, independent of the receiving network element and the CCR record type that is being replied to.

Table 6.4: Credit Control Answer (CCA) Message Contents for Online Charging

	Diameter base protocol AVPs

	AVP
	Used in online CCA

	<Diameter Header: 272, PXY>
	yes

	<Session-Id>
	yes

	{Result-Code}
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Auth-Application-Id}
	Yes

	[Vendor-Specific-Application-Id]
	yes

	
[ Vendor-Id ]
	Yes

	
{ Auth-Application-Id }
	Yes

	
{ Acct-Application-Id }
	Yes

	[User-Name]
	Yes

	[Acct-Multi-Session-Id]
	no

	*[Redirect-Host]
	No

	[Redirect-Host-Usage]
	No

	[Redirect-Max-Cache-Time]
	No

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	*[Proxy-Info]
	no

	
{ Proxy-Host }
	No

	
{ Proxy-State }
	No

	*[Route-Record]
	no

	*[AVP]
	no

	Diameter Credit Control AVPs

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[CC-Subsession-Id]
	Yes

	[CC-Session Failover]
	No

	*[Subscription-Id]
	yes

	[Granted-Service-Unit]
	yes

	
[Tariff-Time-Change]
	yes

	
[CC-Time]
	yes

	
[CC-Money]
	yes

	

{Unit-Value}
	yes

	


{Value-Digits}
	yes

	


[Exponent]
	yes

	

[Currency-Code]
	yes

	
[CC-Total-Octets]
	yes

	
[CC-Input-Octets]
	yes

	
[CC-Output-Octets]
	yes

	
[CC-Service-Specific-Units]
	yes

	
*[AVP]
	yes

	
	

	[Cost-Information]
	yes

	
{Unit-Value}
	yes

	

{Value-Digits}
	yes

	

[Exponent]
	yes

	
{Currency-Code}
	yes

	
[Cost-Unit]
	yes

	[Final-Unit-Indication]
	yes

	
{Final-Unit-Action}
	yes

	
*[Restriction-Filter-Rule]
	yes

	
*[Filter-Id]
	yes

	
[Redirect-Server]
	yes

	[Check-Balance-Result]
	yes

	[Credit-Control-Failure-Handling]
	yes

	[Validity-Time]
	yes

	*[Trigger-Type]
	yes

	[Direct-Debiting-Failure-Handling]
	yes

	*[Multiple-Services-Credit-Control]
	yes

	               [ Quota-Holding-Time ]
	Yes

	
[Granted-Service-Unit]
	Yes

	

[Tariff-Time-Change]
	yes

	

[CC-Time]
	yes

	

[CC-Money]
	yes

	


{Unit-Value}
	yes

	



{Value-Digits}
	yes

	



[Exponent]
	yes

	


[Currency-Code]
	yes

	

[CC-Total-Octets]
	yes

	

[CC-Input-Octets]
	yes

	

[CC-Output-Octets]
	yes

	

[CC-Service-Specific-Units]
	yes

	

*[AVP]
	yes

	
[Requested-Service-Unit]
	No

	
*[Used-Service-Unit]
	No

	
[Tariff-Change-Usage]
	Yes

	
*[Service-Identifier]
	Yes

	
[Rating-Group]
	Yes

	
*[G-S-U-Pool-Reference]
	Yes

	

{G-S-U-Pool-Identifier}
	Yes

	

{CC-Unit-Type}
	Yes

	

{Unit-Value}
	Yes

	
[Validity-Time]
	Yes

	
[Result-Code]
	Yes

	
[Final-Unit-Indication]
	Yes

	

{Final-Unit-Action}
	yes

	

*[Restriction-Filter-Rule]
	yes

	

*[Filter-Id]
	yes

	

[Redirect-Server]
	yes

	


{Redirect-Address-Type}
	yes

	


{Redirect-Server-Address}
	yes

	
*[AVP]
	Yes


