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1
Decision/action requested

It is proposed that the threshold based re-authorisation mechanism proposed below be included in 32.251
2
References
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[2] DIAMETER Credit Control, draft-ietf-aaa-diameter-cc-05.txt, work in progress

[3] Bearer Charging Rapporteur Report #38Bis, S5-044404

[4] Diameter Credit Control for Flow Based Charging and GPRS v2, S5-044431


[5] S5-044546 Threshold-based re-authorisation triggers
3
Rationale

· This Contribution is a RESUBMISSION of [5]. [5] was postponed in the last meeting due to the lack of time. As in the last meeting it was agreed not to proceed with 32.253, the previous contribution [5] has been split in 2: one for 32.299 where the AVP is introduced, and one for 32.251 where procedural text for the AVP is introduced; thus, following the general recommendations done in the last meeting. The content has not changed.

· In this contribution the AVPs description and procedures for 32.251 are introduced.

· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)

· SA5 needs to study how Diameter Credit Control fulfils the existing requirement in 23.125 and further 3GPP needs that SA5 may identify

· Any 3GPP specifics need to be identified so that they can be specified

· [4] proposed additional triggers for credit re-authorisation above those provided in DCC

· [3] noted the result of this discussion that such functionality may be required but needed further study

· This contribution provides such further study for threshold based re-authorisation

4
Consequences and implications

Progress of Flow Based Charging specification.

5
Discussion

As discussed in S5-044547 (resubmitted as S5-044xxx),, the OCS may provide re-authorisation triggers to the TPF which control the re-authorisation of the provided quota. In order to avoid service interruption, it is useful to be able to re-authorise a quota before it has been fully consumed. Service can then continue whilst re-authorisation is in progress with a lower chance that the user obtains service when their account is empty.
In order to support this, we propose that the server should be able to provide thresholds to the client in association with a quota. When a quota falls below the threshold, this triggers re-authorisation. New AVPs are required to indicate Time and Volume thresholds.

6
Proposal

The following text is proposed for addition to 32.251:

5.2.3.2.2
Triggers for providing interim information for an FBC credit control session

To be completed. Below is a reminder of what needs to be considered.

· start and stop of service data flow,

· time & volume limit per PDP context,

· time & volume limit per service data flow,

· change of charging condition (QoS, tariff time), as listed in 5.3.1.2.

5.2.3.2.2.1
Time-Quota-Threshold

The Time-Quota-Threshold AVP (AVP code tbd) is of type Unsigned32 and contains a threshold value in seconds. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Time AVP (i.e. when the granted quota is a time quota).
The Credit Control client MUST seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, until the time at which the original quota would have been consumed.

5.2.3.2.2.2
Volume-Quota-Threshold

The Volume-Quota-Threshold AVP (AVP code tbd) is of type Unsigned32 and contains a threshold value in octets. This AVP may be included within the Multiple-Services-Credit-Control AVP when this AVP also contains a Granted-Service-Units AVP containing a CC-Total-Octets, CC-Input-Octets or CC-Output-Octets AVP (i.e. when the granted quota is a volume quota).
The Credit Control client MUST seek re-authorisation from the server for the quota when the quota contents fall below the supplied threshold. The client shall allow service to continue whilst the re-authorisation is progress, up to the volume indicated in the original quota.”
