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1
Decision/action requested

It is proposed to complete the description of the Rating-Group AVP (already included in 32.299), introducing the procedural text that maps the charging key directly to the DCC Rating-Group the following text is proposed for 32.251
2
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3
Rationale

· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)

· SA5 needs to study how Diameter Credit Control fulfils the existing requirement in 23.125 and further 3GPP needs that SA5 may identify

· 23.125 contains a requirement to associate a Charging Key with each charging rule. This information needs to be communicated within Diameter Credit Control
· S5-044431[4] proposed Rating-Group-Id be used for this purpose. This was noted as ffs in [3], and it was recommended to propose the changes to 32.253 instead
· S5-044542 [5] Presented more study on this subject as requested in [3] and later on [4], and was aiming for some text in 32.251. In the report [6], the document was noted with an action to Nortel to investigate and study this issue further.
4
Consequences and implications

Progress of Flow Based Charging specification.

5
Discussion

TS23.125 [1], defines the Charging Key as “information used by the online and offline charging system for rating purposes”. For each PDP Context, flow based charging information is collected for each charging key.
In Diameter CC [2], it seems a good candidate for the charging key is the Rating-Group AVP. Each quota allocated to a Diameter CC session has a unique Rating-Group value. The use of this AVP does not imply that quota pooling within or across Diameter CC sessions is necessary, although it is possible as per requirements in 23.125.

The Service-Identifier AVP would be an alternative candidate for this information. However, the same Charging Key can be used for multiple charging rules, where all the services identified by the rules are rated the same, and there is no need for separate charging information to be collected. It can be seen, then, that Charging Key operates at the granularity of groups of services. Service-Identifier in DCC, however, is explicitly defined as referring to an individual service, such as an individual website.

Therefore, using Service-Identifier to carry the Charging Key would not be in the spirit of the definition in DCC. Since there is no requirement to individually rate or account for usage of such individual services, there is no need for the Service-Identifier AVP to be used.

6
Proposals
TS 32.299 already contains the Rating-Group AVP, as part of the Diameter Credit Control for the Online Charging (Gy).
To complete the description of the Rating-Group AVP, and to introduce the procedural text that maps the charging key directly to the DCC Rating-Group, the following text is proposed for 32.251:
5.3.2.2
Triggers for FBC online charging

CCR start / stop / interim is used to convey charging information related to the PDP context and service data flow data information collected for a UE/MS in the GGSN. CCA is used by the OCS to return quotas for the PDP context and / or service data flows or to instruct the GGSN on the further handling of the PDP context (terminate, continue, reroute, etc.)
Further details on the support of termination actions are ffs.

FBC online charging is employed instead of PDP context online charging if FBC is active in the GGSN. In contrast to the PDP context online charging, where only one volume container (uplink/downlink) can be active per PDP context, many service data flow volume containers per PDP context can be active simultaneously when FBC is enabled. A service data flow volume container is activated when traffic for a defined service data flow (including the wildcard for “all (other) traffic”) is detected; a service data flow volume count is closed when the termination of the service data flow is detected by the GGSN. Details on FBC can be found in TS 23.125 [70] and TS 32.240 [1].
If, according to the Charging Characteristics, online charging is activated, a CCR start is sent to the OCS and the OCS supplies a PDP context authorisation together with time and / or volume quotas for the PDP context and the service data flows, based on the information provided by the GGSN, e.g. QoS, APN. The GGSN monitors the quotas with respect to the actual volume or time used on the PDP context and / or the service data flows. The quota supervision mechanism is further described in TS 32.240 [1].
When a change of charging condition occurs, all volume counters are reported to the OCS with an interim CCR, and when new quotas for the changed charging condition is authorised, new volume counts are started for the PDP context and / or service data flows. If only partial quotas are authorised by the OCS (e.g. due to insufficient credit), the service data flows for which no quota was authorised are closed. If no new quota at all is authorised by the OCS (e.g. when the subscriber’s account on the OCS expires), the PDP context is closed. The OCS may also restrict the continuation of the session, such as to allow only charge free traffic, or to reroute the user to an account recharge site. See TS 32.240 [1] and TS 32.299 [50] for further information.
According to 23.125 [70] it shall be possible to report charging information showing usage for each user for each charging rule, e.g. a report may contain multiple containers, each container associated with a charging key. The category of the traffic which is used by the OCS to determine the appropriate rating is called Charging Key. This is the Rating-Group AVP as per DCC [402]. Each quota allocated to a Diameter CC session has a unique Rating-Group value.
The CCR includes details such as CCR Type, Served IMSI, Sequence Number etc. The CCA includes details such as credit control quotas and session management instructions (continue, terminate, interim interval, etc). Not all of the charging information to be collected is static, and other charging information is directly dependent on dynamic Packet-Switched service usage.

The subsequent subclauses identify in detail the conditions for reporting online charging information, management of user and credit control sessions and PS domain quota supervision.
