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Decision/action requested

A mechanism is needed on Gy to identify individual PDP contexts within a user session. Text specifying this is proposed for 32.251 v1.1.0
2
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3
Rationale

· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)

· A mechanism to identify the PDP context, with regard to the Diameter Credit Control session is needed.

· Individual PDP contexts within the user session can be identified by a unique Diameter Credit Control Session-Id, or by a Diameter sub-session id. In this way, the Diameter Credit Control server always knows the PDP contexts associated to each user login session and so the overall “user login session” state. This allows, for example, the diameter credit control server to re-authorise or terminate individual credit control sessions or all of the credit control sessions belonging to a user login session.

· However the use of the DCC session-id to identify each PDP context present a number of disadvantages discussed in the detail proposal. And on the other hand, the use of the Diameter sub-session id is backward compatible with clients and users that don’t support sub-sessions.
· For consistency, the actual mechanism to identify the PDP context needs to be specified and used across Gx as well as Gy. A similar proposal is done in CN3.
4
Detailed proposal
4.1 Introduction

This discussion is not new, and was introduced in the last 38bis meeting with the document S5-044431. Also some text proposed in this sense in S5-04448 was suggested to be moved to a mid-tier TS.
Once the use of DCC for Flow Based Charging has been adopted as working assumption, now is needed to specify the way individual PDP contexts within a user session are identified.

In the GPRS case, the TPF (traffic plane function) is the GGSN. The UE when accessing the GGSN for the first time will generate what has been called “primary PDP context”, based on a unique combination of MSISDN, APN, and IP address.
Once this user has been authorised for online charging, the Diameter credit-control client within the GGSN uses interrogation to initiate a session based credit-control process, i.e., a DCC session.
After the primary PDP context has been established, the UE can create more secondary PDP contexts associated with the primary PDP context.  The secondary PDP contexts will therefore be associated to the same MSISDN/APN/IP address as the primary.  This set of PDP contexts (including the primary and all of the secondaries if any) can be called “PDP session”.

Note that when the primary PDP context is terminated this does not imply that the whole PDP session (i.e. all secondary PDP contexts) must be removed.

4.2 Discussion
There are 3 possible approaches to specify the way individual PDP contexts within a user session are identified.

A) If Gy is designed in such a way that the primary PDP context correspond to a DCC session, and secondary PDP contexts to DCC sub-sessions, then the removal of the primary will cause the removal of the DCC session, and incidentally all of the sub-sessions (that is, all secondary PDP contexts will be also terminated). Clearly this is not a correct behaviour and must be avoided.
B) If each PDP context (primary and secondary) correspond to a DCC session, then the credit pooling mechanism included within Diameter Credit Control would not meet the requirements for Credit Pooling from 23.125. This is because the Diameter Credit Control credit pooling mechanism cannot work across PDP Contexts, whereas the Stage 2 requirement calls for credit to be sharable across all of the users PDP Contexts.

C) Instead, if each PDP Context corresponds to a separate sub-session, including the primary, then the primary sub-session can easily be removed without removing the other sub-sessions (Secondary PDP contexts). And at the same time we can use the IETF defined mechanism for credit pooling across PDP contexts. Also the selection of this approach is backward compatible with client and servers that don’t support sub-session. 
· Approach C) is proposed. This is developed further below:
It is proposed that when a Primary PDP Context is created, then this would cause establishment of a Diameter session containing a single sub-session. When a secondary is added, then a further sub-session is added. The sub-session corresponding to the primary can then be removed without removing the other sub-session or the overall session.

An important and additional advantage of this approach is that working with sub-sessions can be introduced in a backwards compatible manner:

1) A client which does not support sub-sessions does not include the Sub-session ID in any requests, so the server has no choice but to accept separate sessions for each PDP Context.

2) A server which does not support sub-sessions will ignore the Sub-session ID provided by the client. The client can detect this by the absence of the sub-session ID in the response. The client then proceeds with separate sessions.

With this association of PDP sessions to DCC sessions, credit pooling can be used across PDP Contexts. The way DCC will grant Units for the different services is per rating-id or service-id per DCC session. As all of the user’s PDP context for a given service (APN) is part of the same PDP session, this means that it will have a unique DCC session in the PDP session, and therefore all of the granted units could be shared among the different PDP context for the user. This behaviour is basic for a good end-user experience, that wouldn’t understand why the service is not working if he’s still got credit available in the worse case scenario, and for an optimization in the amount of signalling between the client and the server for requesting more credit.
NOTE:

This way of linking PDP context and DCC sessions and sub-session must be the same in the Gx interface, under CN3 responsibility. A contribution introducing this same approach will be presented at the next CN3 meeting (occurring at the same time as the SA5 SWG B meeting)
4.3  Proposal
It is proposed, for the reasons listed above, to add the following text to the appropriate clause of 32.251 (section 5.3.1 is suggested).
In the GPRS access case, the association between PDP sessions and Diameter Credit Control session is done in a one-to-one basis (i.e. 1 “PDP session”= 1 DCC session), and each PDP context, primary and secondary, will map to a Diameter sub-session (i.e. 1 PDP context = 1 DCC sub-session). 
The credit control session remains active in both the client and server until the PDP session is terminated. In the GPRS case, the last PDP context is terminated through the receipt or sending of delete PDP context message. The release of the last PDP Context will indicate the release of the DCC session (the association MSISDN, APN, IP address is not longer valid). At PDP context termination, the Diameter Credit Control session is used to report all active resource quotas from the credit control client to the server in a single CC-Request/Answer transaction.

The release of a single PDP Context, with others remaining, would be indicated by release of just the sub-session corresponding to that PDP Context.
A single subscriber login session may create and terminate multiple PDP contexts (primary and secondary) within a single user login session. Each of these PDP contexts are uniquely identified to the associated subscriber session by the combination of the user identity and PDP context identity information as described in 3GPP TS 29.060 and 3GPP TS 29.061. For example, the OCS knows the user identity from user name and/or IP address/IMSI/MSISDN. Individual PDP contexts within the user session can be identified by a Diameter sub-session id. In this way, the OCS always knows the PDP contexts associated to each user login session and so the overall “user login session” state. This allows, for example, the OCS to re-authorise or terminate individual credit control sessions or all of the credit control sessions belonging to a user login session.
************

Add in section 3.1. Definitions:
PDP Session: Unique association of a subscriber with a network access service given by the combination of MSISDN, APN and IP address. A PDP session can consist of one or more PDP contexts (one primary and zero or more secondaries).
***********

Modify the following clause:

5.3.2.1.1
Triggers for starting and stopping a credit control session

Editor’s note: a reminder follows.

Start and end of a credit control session coincide with the start and end of a PDP session. The start and end of a PDP session coincide with the creation of the first PDP context, and the removal of the last PDP context respectively; even when a PDP context is made free of charge the credit control session continues, i.e the authorisation by the OCS is granted and credit control does not fail.
Each PDP context, primary and secondary, will be associated to a DCC sub-session.
Editor’s note: to be completed.

