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1
Decision/action requested

Introduction of a mechanism to enhance efficiency of the alarm reporting
2
References

TS 32.112-2 V6.1.0
This document is a reworked version of S5-046463r1 with almost the same title. Compared to 
S5-046463r1, this document is more a kind of discussion paper. In clause 5 it takes into account the questions which were raised during the last meeting at SA5#38, Beijing, May 2004 (see report of CR-C session in S5-046409r1) – and also addresses new questions with proposed, but not final answers. Therefore the formal descriptions (formerly present in a CR-like format in an accompanying document in the S5-046463r1.zip file) were omitted. They would anyway require updates depending on the outcome of the discussions in the group.

Clause 3 of this document received some modifications compared to S5-046463r1 which take comments from SA5#38 into account. 

3
Rationale

In a telecommunications network there are multiple relations between different network resources, so that one event in one network resource can lead to a series of events in the same network element or even in other network elements. These interdependencies become visible at the Itf-N when a so-called “primary” event report (usually an alarm) from instance A results in a chain of “secondary” notifications like further alarm reports, state change event reports, attribute value change reports, relationship change reports of the same instance A and/or other instances B, C, D... .
In 3GPP the correlation of these “secondary”, derived notifications to the primary notification are modeled by the paramater correlatedNotifications.

Such series of notifications may result in:
· Unnecessary load for Itf-N – and consequently on the IRP Managers
· Diversion of the NM operators attention towards unimportant event reports
· Alarm alignment takes longer than necessary (in case of alarm report notifications)

The proposed mechanism avoids such problems while keeping the possibility to offer all information related to a specific alarm to the NM operator - but only when they are really needed.

For this mechanism basic building blocks of network management are re-used, i.e. event reporting, event logging and filtering. 
The main idea is to set the filter parameter of the subscription in order to forward to the connected NM systems (IRP Managers) only the so-called “primary” alarm event reports. All “secondary” event reports are logged in the IRP Agent. Only in the case a NM operator needs the “secondary” event reports for a better analysis of the “primary” alarm, these event reports are forwarded on a dedicated NM request.
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The proposed mechanism consists of the following steps:

a)
A log instance is configured by the IRP Manager in the IRP Agent  so that all event reports relevant for later evaluation are logged (e.g. state- or configuration changes or alarms of lower severity). 

b)  At the EM (IRP Agent) a filter is defined by an IRP Manager so that notifications which are not of primary interest for the manager are stored in this log. Then only the most relevant notifications reach the NM (IRP Manager) in a real-time fashion. 
In this way it is ensured that only such alarms are delivered to the IRP Manager and visible in its alarm list, that describe significant network failures from the operator’s point of view – without losing other information for a more detailed evaluation.
c)
If an NM operator need to retrieve more information to an event than what is contained in the primary notification,  then he can find out the event reports correlated to it by sending  an operation request sendRelatedEventReports with the following input parameters: 
· currentAlarm, which contains the „Notification identifier“ value of the “primary” alarm
· currentAlarmDerivedFromOtherEvents, which contains the list of values contained in the parameter „correlated notifications” of the “primary” alarm (this list may be empty).
     The IRP Agent receiving the request searches the log for the following entries:
· Event reports, which contain in their field „correlated notifications“ the value specified in currentAlarm. These are event reports which have been generated as consequence of the “primary” alarm.
· Event reports, which contain in their field „notification identifier“ one of the values specified in  currentAlarmDerivedFromOtherEvents. The “primary” alarm is correlated with these events reports (that have been generated before the “primary” alarm).
All these event reports are finally sent to the IRP Manager within the operation response (i.e. are the content of the output parameters)
This mechanism could be used separately and independently by different network management teams which might have different or conflicting goals and responsibilities and therefore categorize the urgency of certain events in a different way.
It is not intended to standardize rules for defining appropriate filters, because views and needs network operators are different and not to be standardized.
4
Consequences and implications

CR like document in S5-046463r1.zip (addressing TS 32.111-2) gives some orientation.
5
Issues of discussion
Question: To which IRP this functionality should be allocated?

The principle applies for all kind of notifications, not only alarm notifications. Nevertheless the relation to the alarmIRP is the closest one. 

Proposal: The functionality should become part of the alarmIRP, with an explicit mention of the possibility to use it for other types of notifications.

------------------------------- end of document -------------------------------
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