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1
Decision/action requested

How to address backward compatibility with respect to notifications
2
References

3
Rationale

One consideration when developing and deploying new interface specifications is how to handle notifications.

This would be where a manager is able to receive data using the latest interface specifications.
For field deployment, it may also have to receive notifications from IRP agents, which are at a previous IRP release. It is important that this may be achieved without any fear of incorrect interpretation.

4
Consequences and implications

Without clear agreement how to handle this the management system may be unable to process received information due to incorrect interpretation of the semantics of the data.

One failure might be to detect a rogue notification; at worst the management system might interpret the received data in an incorrect way without awareness that anything is wrong.

5
Issues of discussion

Backward compatibility requires some consideration to be given regarding how a management system at one release provides notifications to a management system at a different release.

When the notifications changes are of an additional nature this may not be so bad, however it is possible that the evolution of a specification could remove information from notifications in release (N+1).

If the intent is to support backward compatibility some considerations is necessary with respect to how the management system at release N+1 is to interpret the semantics of information compliant to the previous release N.

6
Management System Worst Scenarios

The mechanisms to select notifications to a particular IRP version should overcome most situations.

IN the event that invalid notifications are sent to the manager the worst behaviour a management system could exhibit would be to crash should any data element sent to it within a notification not be recognized.

As a minimal behaviour a management system should be able to dispose of a rogue notification if it is received.

An enhancement on this would be to log any notifications that cannot be interpreted and raise some form of indication that this has happened, as an investigation is probably necessary. 

In another situation there could be confusion regarding the interpretation of notifications, which include an enumerated value, where the enumeration changes from release N to release N+1. This could result in not so much an error, as in the manager's mis-interpretation of the enumerated values received over the wire. This would not necessarily cause a detectable error, but could cause an invalid processing of the notification, resulting in the management system doing the wrong, unexpected thing – which can be viewed as being more dangerous.

Proposal

One way of handling this is for the manager to check which versions of alarms and notifications are supported using either the entry point in release 6, or using the "get_xxx_IRP_versions" operation, and subscribe to an IRP version which both manager and agent can support.

 This should permit the management system to support the notifications correctly.

Note however that should the agent support backward compatible IDL, it should only support the notifications with the

set and range of data values defined for the subscribed release.

It would not be acceptable for the agent system to send any notification that is valid within release N+1, to a management system, which has subscribed and, is therefore expecting notifications at release N.

Neither is it acceptable for an IRP agent to send a notification at release N-1 to an IRP manger at release N.
