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1 Introduction and Executive Summary

1.1 Session data
The RG session was held on Q1 and Q2 30/3/2004 May 13th

The following Tdocs were input to this session:
	Type
	Input Tdoc#

-> Output Tdoc#

(if changed)
	Affected TS(s)
	Rel
	Title
	Source
	Input Status
	Reviewed
	Output Status

	Report
	S5-046311r3
	-
	-
	SWGC-37bis WT01-RG-report
	Convenor: Huawei
	New
	Yes
	RG Approved 

	LS
	S5-046483
	-
	-
	SG4 to SA5 re security management
	ITU-T
	New
	Yes
	RG noted

	Contribution
	S5-046479
	-
	   R6
	Protocols for IP Network Security to Support Itf-N
	Nortel
	New
	Yes
	RG noted

	Draft IS
	S5-046473
	32.372
	R6
	Huawei WT01 Security Activity log
	Huawei
	New
	Yes 
	Update and resubmit

	Draft  IS
	S5-046475
	32.372
	R6
	Huawei WT01 Authentication of IRPManager
	Huawei
	New
	No
	To be resubmitted

	Draft  IS
	S5-046476
	32.372
	R6
	Huawei WT01 Authorisation of IRPManager
	Huawei
	New
	No
	To be resubmitted

	Draft  IS
	S5-046474
	32.372
	R6
	Huawei WT01 Security Management  IS
	Huawei
	New
	No
	To be resubmitted

	Draft requirements
	S5-046478
	32.371
	R6
	Huawei WT01 Security Management : Concept and Requirement
	Huawei
	New
	No
	To be resubmitted

	Discussion paper
	S5-046470
	
	R6
	Bottom up approach to SecM IRP
	Ericsson
	No
	No
	To be resubmitted

	CR
	S5-046431
	
	R6
	Security Alarms Discussion
	Lucent
	Resubmitted 
	Yes
	Resubmit to CRC

	CR
	S5-046444
	
	R6
	Multi vendor security alarm considerations
	Lucent
	Resubmitted
	Yes
	Resubmit to CRC


1.2 Executive summary

1.2.1 Achievements of this meeting
6 of the 11 contributions submitted were reviewed in the meeting.
S5-046483 was noted and the invitation for SA5 to participate in ITU-T discussions

S5-046431 and S5-046444 should be resubmitted to CRC at the next meeting
S5-046479 content to be incorporated into WT01 specification

S5-046473 discussed in detail

1.2.2 Total achievements and progress of this WT/RG in the current release 

· Achievements:


LS response to ITU-T prepared

· Percentage of completion:
35%
· Problems:


Disagreement on architectural issues
.
1.2.3 Action requested by (and information to be forwarded to) SWG-C/D / SA5 

1. Documents for approval to SA

None
2. For information to SA:

None
3. Documents requested to be withdrawn: 

None.
4. Any other action requested by SWG-C/D SA5:

None.
2 Approval of the last meeting report

The report from #37bis meeting in Sophia Antipolis was approved. 

3 Action items 

	Item
	Description
	Release
	Owner
	Status after meeting #34
	WT RG respon-sible
	Target date

	#36bis
.1
	Security requirements shall be classified in to 2 levels by the impact on Itf-N.[Note: RG agrees to modify this action item as such in #37 meeting]
	Rel-6
	Nortel
	Closed
	WT01
	Meeting #37

	#37
.1
	ITU-T SG4 security draft specification shall be forwarded to SA3
	Rel-6
	Nortel
	Closed, to be confirmed
	WT01
	Meeting #37bis

	#37
.2
	A liaison letter shall be sent to SA3 to see if it is possible to have a joint meeting with SA3 in Beijing in May.
	Rel-6
	Nortel
	Closed, to be confirmed
	WT01
	Meeting #37bis

	#37

.3
	Review 33.210 and bring comments to the next meeting
	
	Group
	Closed
	WT01
	Meeting 

#37bis

	#37

.4
	Review S5-042107, liaison document from SG4 and Nortel initiate e-mail discussion before the next meeting
	
	Group
	Closed
	WT01
	Meeting 

#37bis

	#37.5
	Inform SWG-A about changing IP to transport and OAM to OAM&P in the architecture.
	Rel-6
	Huawei
	Open
	WT01
	Meeting 

#38

	#37bis.1
	Include support for mutual authentication in authentication class diagram and include Use Case for security session and list security session, and sequence charts showing Bulk CM and Alarm IRP.
	Rel-6
	Huawei
	Open
	WT01
	Meeting 

#38

	#37bis.2
	Check which notifications are standard or available in OMG
	Rel-6
	Huawei
	Open
	WT01
	Meeting 

#38

	#37bis.3
	Start E-mail discussion to decide what should be logged in Security Activity log.
	Rel-6
	T-Mobile
	Open
	WT01
	Meeting 

#38

	#37bis.4
	Motorola and Huawei work together on log alignment
	Rel-6
	Huawei/Motorola
	Open
	WT01
	Meeting 

#38

	#37bis.5
	Granularity levels: everyone consider granularity levels for authorisation prior to next meeting. Ericsson will lead e-mail discussion.
	Rel-6
	Everyone/Ericsson
	Open
	WT01
	Meeting 

#38

	#37bis.6
	Nortel to draft a short security document describing lower layer security (IPsec, SSL/TLS and SSH) for securing the underlying transport network.
	Rel-6
	Nortel
	Open
	WT01
	Meeting #38


4 Review of input documents
4.1 Tdoc S5- 046
5 Joint session(s) held with other RGs (if necessary)

None.
6 Any other business

None
7 Participants

For information about the attendees’ telephone numbers and/or email addresses, please refer to the SA5 document for registered participants (normally in S5-0x0x04).
	Attendee name
	Company

	Clemens Suerbaum
	Siemens

	Dave Sidor (Tue)
	Nortel

	Edwin Tse
	Ericsson

	John Islip
	Lucent

	Li Yyewen
	China Mobile

	LuoYunzhong
	CATT

	Mike Lee
	Nortel

	Olaf Pollakowski (Thu)
	Siemens

	Tapinder Pal
	T-Mobile

	Trevor Pirt
	Motorola

	Veronica Ayers (rapporteur)
	Huawei

	WangEnxi
	Nokia

	YangLi 
	Huawei
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