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1
Decision/action requested

Use a Bottom up approach for the Security Management IRP IS and CORBA/CMIP SSs, where the solution sets (with initial focus on CORBA SS) are developed before the IS, based on already existing standards for Security Management of each technology.

2
References

1. OMG CORBA: Core Specification, December 2001 Version 2.6 – formal/01-12-35

3
Rationale

Due to the fact that (a) requirements for the Security Management IRP are now being stabilised and (b) there are already well established security standards for CORBA and CMIP which established tools for these technologies are based on, it would create a problem for vendors as well as operators, both from cost and interoperability perspective, if the solution sets we develop for Security management in SA5 would not be aligned with those standards (e.g. OMG). Therefore we propose that SA5 first develop and agree on the solution sets, based on the requirements and knowledge of existing technology-specific standards for security management, and after that develop an Information Service specification that is as transparently as possible mapping the requirements to the agreed solution sets.

4
Consequences and implications

If this approach is not agreed, we foresee problems and delays developing the IS and SSs for Security management in SA5 – it would probably then have to be done in several iterations between the IS and SSs before we can find an agreeable set of SSs.

5
Issues of discussion

-

