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1
Decision/action requested

Addition of operations to lock/unlock the Itf-N functionality for a specific instance and its subordinate instances  
2
References

(Reference - in list form - should be made to previous SA5/3GPP documents or minute references, or to other readily-available sources).

??!!
3
Rationale

In certain scenarios floods of unwanted notifications including alarms will be sent to the IRP manager by network object instances. Thereby the interface and the management systems bear unnecessary load. Even worse: The operator’s awareness is drawn away from really urgent events. 
Example for such scenarios:

· A failed network element is replaced and tested after installation.

· The configuration of a network region is expanded by additional network elements and the new configuration is scrutinized by tests in the real network.
Filter mechanisms could be used to reduce the number of transmitted notifications, but to install all necessary filters can be a complex and awkward – and the same complicated task has to be reversed when returning to normal operation.

Another way to reduce the number of notifications could be to exclude all notifications of a specific event type e.g. by a suspendSubscription request. But then also those notifications from other instances which are still of interest would be blocked. An even more strict measure to blocking all notifications would prevent an IRP manager to detect if an IRP agent is still alive.

Therefore it is proposed to introduce an operation which allows to block the Itf-N interface for an IOC instance and its subordinate instances. If such a locking operation was requested, no request of the IRP manager related to this network area will be accepted by the IRP agent except the request to unlock the previous blocking request. The IRP agent will not send any notification concerning network resources of the network area via the Itf-N as long as locking persists. 
The following figure shows the principle:
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Example for a use case:

In a mobile network a resource modeled by IOC btsSiteManager is repaired. During the reparation on site including local testing the operator at the NMC shall not receive event reports from this btsSiteManager instance and all its subordinated network resources, which are contained in this instance, e.g. all its bts and related transceiver instances.
In this case the lockItfN!!part operation would contain the identity of the btsSiteManager in the parameter baseObjectInstance (see below).
4
Consequences and implications

6.3
Operations Interface
6.3.1
Operation lockItfNFunction (M)

6.3.1.1
Definition
This operation allows IRPManager to suspend the Itf-N functionality in both directions to and from an IRP agent completely or for a part of a network, with the separate choice to maintain the communication surveillance functionality. 
6.3.1.2
Input parameters

	Parameter Name
	Qualifier
	Information type
	Comment

	managerReference
	M
	ManagerId
	It identifies the manager who issues the operation.

	baseObjectInstance
	O
	ObjectInstance
	This parameter indicates the instance for which the manager does not want to receive event reports – including from its subordinate instances. Operations for the specified instances from an IRP manager are rejected by the IRP agent except the request to unlock the Itf-N again.
If this parameter is absent, then no notifications are generated by the IRP agent (possible exception see next parameter) and operations by an IRP manager are rejected by the IRP agent except the request to unlock the Itf-N again.

	communicationSurveillanceEnabled
	O
	Boolean
	This parameter indicates if communication surveillance (“heartbeat”) notifications shall still be generated or not by the IRP agent.


6.3.1.3
Output parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	status
	M
	ENUM (Success, Failure)
	

	lockInvocationId


	O
	Id
	The output parameter is only present if the request was performed successfully. Its value can be used in the operation unlockItfNFunction for cancellation of the current locking.


6.3.1.4
Pre-condition
ItfNFunctionUnlocked
	Assertion Name
	Definition

	ItfNFunctionUnlocked
	The Itf-N is not locked for the specified baseObjectInstance.


6.3.1.5
Post-condition
itfNFunctionLocked
	Assertion Name
	Definition

	itfNFunctionLocked
	The Itf-N functionality related to the selected network area is locked.


6.3.1.6
Exceptions

	Exception Name
	Definition

	internalError
	Condition: The request could not be fulfilled by the IPR agent.

Returned information: output parameter status is set to Failure.

Exit state: Entry State.


6.3.2
Operation UnlockItfNFunction (M)

6.3.2.1
Definition
This operation allows IRPManager to resume the functionality of a previously locked Itf-N to and from an IRP agent.

6.3.2.2
Input parameters

	Parameter Name
	Qualifier
	Information type
	Comment

	lockInvocationId
	M
	Id
	It identifies a previously lock request which shall be cancelled.


6.3.2.3
Output parameters

	Parameter Name
	Qualifier
	Matching Information
	Comment

	Status
	M
	ENUM (Success, Failure, FailureInvalidLockInvocationId)
	


6.3.2.4
Pre-condition
lockInvocationIdExists
	Assertion Name
	Definition

	lockInvocationIdExists
	The specified lockInvocationId exists and the Itf-N functionality has not yet been unlocked.


6.3.2.5
Post-condition
ItfNFunctionUnlocked
	Assertion Name
	Definition

	itfNFunctionUnlocked
	The Itf-N functionality is available again with regard to the related network resources.


6.3.2.6
Exceptions

	Exception Name
	Definition

	ItfNFunctionAlreadyUnlocked
	Condition: The request could not be fulfilled by the IPR agent, because the Itf-N was already unlocked.

Returned information: output parameter status is set to Failure.

Exit state: Entry State.

	invalidLockInvocationId
	Condition: The request could not be fulfilled by the IPR agent, because the lockInvocationId is unknown or the Itf-N functionality is already unlocked.

Returned information: output parameter status is set to FailureInvalidLockInvocationId.

Exit state: Entry State.


5
Issues of discussion

n.a.
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