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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part of a TS-family covering the 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication Management, as identified below: 

TS 32.421:
"Subscriber and equipment trace; Trace concepts and requirements";

TS 32.422:
"Subscriber and equipment trace; Trace control and configuration management";

TS 32.423:
"Subscriber and equipment trace; Trace data definition and management";

Subscriber and MS Trace provide very detailed information at call level on one or more specific mobile(s). This data is an additional source of information to Performance Measurements and allows going further in monitoring and optimisation operations. 

Contrary to Performance Measurements, which are a permanent source of information, Trace is activated on user demand for a limited period of time for specific analysis purpose 

Trace plays a major role in activities such as determination of the root cause of a malfunctioning mobile, advanced troubleshooting, optimisation of resource usage and quality, RF coverage control and capacity improvement, dropped call analysis, Core Network and UTRAN end to end  3G procedure validation.

The capability to log data on any interface at call level for a specific user (e.g. IMSI) or mobile type (e.g. IMEI or IMEISV) allows getting information which cannot be deduced from Performance Measurements such as perception of end-user QoS during his call (e.g. requested QoS vs. provided QoS), correlation between protocol messages and RF measurements, or interoperability with specific mobile vendors.

Moreover, Performance Measurements provide values aggregated on an observation period, Subscriber and Equipment Trace give instantaneous values  for a specific event (e.g. call, location update, etc.).

If Performance Measurements are mandatory for daily operations, future network planning and primary trouble shooting, Subscriber and MS Trace is the easy way to go deeper into investigation and 3G network optimisation.

In order to produce this data, Subscriber and MS trace are carried out in the NEs, which comprise the network. The data can then be transferred to an external system (e.g. an Operations System (OS) in TMN terminology, for further evaluation).

1
Scope

The present document describes Trace data definition and management. It covers the trace records content and the creation of trace records. 

The objectives of this Technical Specification are:

-
To provide the descriptions for a standard set of Trace data;

-
To define the common format of trace records; and

-
To define a method for Trace results reporting across the management interfaces.

Clause 4 details the various Trace records content, the mechanism for Trace records creation is detailed in clause 5, Annex A provides Trace report file format, Annex B provides the trace report file conventions and transfer procedure and Annex C provides the reporting trace functional architecture. Trace concepts and requirements are covered in TS 32.421 [2] while Trace control and configuration management are described in 3GPP TS 32.422 [3]. 

The definition of Trace data is intended to result in comparability of Trace data produced in a multi-vendor wireless 3G network.

The following is beyond the scope of the present document, and therefore the present document does not describe:

· Any notification mechanisms or IRPs for trace. Only file transfer mechanism is specified for trace data transfer;

· Any data compression mechanisms for trace data transfer

· Any Trace capability limitations (e.g. maximum number of simultaneous traced mobiles for a given NE).

2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TS 32.101: "Telecommunication management; Principles and high level requirements".

[2]
3GPP TS 32.421: "Telecommunication management; Subscriber and Equipment Trace: Trace Concepts & Requirements."

[3]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace: Trace control and configuration management".

[4]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions, symbols and abbreviations

[Editor’s note: All terminology shall be checked to ensure consistency with TSs 32.101 and 32.102. Also the impact of the split of documentation into three TSs needs to checked.]

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 32.421 [2] and 3GPP TS 32.422 [3] apply.

Minimum Level of detail: Allows for retrieval of a decoded subset of the IEs contained in the signalling interface messages.

Medium Level of detail: Allows for retrieval of the decoded subset of the IEs contained in the signalling interface messages in the Minimum Level plus a selected set of decoded radio measurement IEs.

Maximum Level of detail: Allows for retrieval of signalling interface messages within the Trace Scope in encoded format.

3.2
Symbols

[Editor’s note: Shall be checked later.]

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [4] and 3GPP TS 32.101 [1] apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
Trace Record Contents
4.1
General


The trace reference, trace type and operation system identification are all provided on trace activation. Each record may contain an MSC Server, MGW, SGSN, GGSN, S-CSCF, P-CSCF, UTRAN, GERAN or HSS event record. A key is included in the table indicating whether or not the field is mandatory. In this table and throughout this document the key field has the following meaning:

	M
	This field must appear in at least one trace record associated with the invoking event. Any exceptions to this rule are explicitly described.

	C
	This field is only available under certain conditions. If available this field must be present in at least one trace record associated with the invoking event. The conditions under which this field is available are individually described.

	O
	This field is optional and its support is a matter for agreement between MS manufacturer and network operator. MS manufacturers do not have to be capable of providing all these fields to claim conformance with this TS.

	X
	This field is not required in this instance.


4.2
MSC Server Trace Record Content

4.3
MGW Trace Record Content

4.4
SGSN Trace Record Content

4.5
GGSN Trace Record Content

4.6
UTRAN Trace Record Content

4.7
GERAN Trace Record Content

4.8
S-CSCF Trace Record Content

4.9
P-CSCF Trace Record Content

4.10
HSS Trace Record Content

5
Creation of Trace Records
 
Annex A (normative):
Trace Report File Format

[Editor’s note: Contribution is available and is to be agreed.]
A.1.
Parameter description and mapping table
[Editor’s note: Mapping table with both ASN.1 and XML as it appears in 32.401. ASN.1 column will remain empty waiting for related contribution]

A.2
ASN.1 file format definition
A.3
XML file format definition

Annex B (normative):
Trace Report File Conventions and Transfer Procedure

[Editor’s note: Contribution is available and is to be agreed.]
B.1.
File naming convention

B.2.
File transfer

Annex C (informative):
Trace Functional Architecture: Reporting

 
C.1
Figure of Trace Reporting

The following represents the trace reporting procedures.


[image: image2]
Figure C.a: Trace Reporting via EM


[image: image3]
Figure C.b: Direct Trace Reporting to NM

Annex D (informative):
Examples of trace files
[Editor’s note: Contribution is available and is to be agreed.]

D.1
Examples of trace ASN.1 file 
D.2
Examples of trace XML file

Annex Y: Historical content

[Editor's Note: The contents inside this Annex have been reproduced from 12.08 and are being maintained since the main sections of this document are not yet ready; in the context of the objectives set out in WT2. It serves as an easy reference. ]

Y.1

Trace Record Contents

Y.1.1
General

[Editor’s note: The following extract from 12.08, clause 7.1, is included for the convenience of the reader as a key to the tables. It should be noted that the keys and their meanings, as well the values may need to be changed/updated and are FFS.]

The trace reference, trace type and operation system identification are all provided on trace activation. Each record may contain an MSC Server, MGW, SGSN, GGSN, S-CSCF, P-CSCF, UTRAN, GERAN or HSS event record. A key is included in the table indicating whether or not the field is mandatory. In this table and throughout this document the key field has the following meaning:

	M
	This field must appear in at least one trace record associated with the invoking event. Any exceptions to this rule are explicitly described.

	C
	This field is only available under certain conditions. If available this field must be present in at least one trace record associated with the invoking event. The conditions under which this field is available are individually described.

	O
	This field is optional and its support is a matter for agreement between MS manufacturer and network operator. MS manufacturers do not have to be capable of providing all these fields to claim conformance with this TS.

	X
	This field is not required in this instance.


Y.1.2
MSC Server Trace Record Content

[Editor’s note: The following is from 12.08 clause 7.2. Updates are FFS.]

[Editor’s note: contribution to update this section is available but needs to be reviewed.]

The following types of fields are supported in the 2 MSC Server trace types.

Table n: MSC Server Trace Record Content

	Field
	MSC Server Trace Type
	Description

	
	Basic
	Detailed
	

	Invoking Event
	M
	M
	Event invoking trace (Not available at the non‑anchor MSC on Inter‑MSC Handover).

	Served IMSI
	C
	C
	IMSI of the calling party in the case of MOC or the called party in the event of MTC. Not available in case of emergency call without SIM. This field is only required for IMEI trace.

	Served IMEI
	C
	C
	IMEI of the calling ME in the case of MOC or the called party in the event of MTC. This field is only required for IMSI trace.

	Served MSISDN
	C
	C
	Primary MSISDN of the party being traced.

	Calling/Called Number
	C
	C
	The MSISDN of the calling party in case of MTC. The MSISDN of the called party in case of MOC.

	Calling Subaddress
	C
	C
	The subaddress of the calling party (for both MOC and MTC).

	Called Subaddress
	C
	C
	The subaddress of the called party (for both MOC and MTC).

	Translated Number
	C
	C
	The called number of the party not being traced after digit translation within the MSC Server (if applicable) (i.e. applies to MOC only).

	Connected Number
	C
	C
	The number of the party not being traced (applies to MOC only).

	Forwarded‑to 

Number
	C
	C
	The number to which the call will be forwarded (applies to MTC only).

	Forwarded‑to 

Subaddress
	C
	C
	The subaddress to which the call will be forwarded (applies to MTC only).

	Redirecting Number 
	C
	C
	The number from which the call was last redirected (applies to MTC only).

	Original Called 

Number
	C
	C
	The number of the original called party 

(applies to MTC only).

	Roaming Number
	C
	C
	The MSRN of the traced subscriber in the case of MTC, or the MSRN of the called subscriber in case of MOC, if available.

	Network Trunk

Group Point
	C
	C
	In case of a MOC the outgoing trunk on which the call leaves the MSC. In case of an MTC the incoming trunk on which the call originates as seen from the MSC.

	Basic Service
	C
	C
	The bearer‑ or teleservice employed.

	Radio Channel types
	O
	C
	A list of radio channel types used during the compilation of the trace record, each timestamped.

	BSS Handover Trunk
	O
	C
	A list of the incoming/outgoing trunk group and member used to connect the MSC to BSS (including the original and each intra‑MSC BSS handover) each time‑stamped.

	MSC Handover Trunk 
	O
	C
	A list of the trunk group and member used to connect two MSCs (including the original and each inter‑MSC handover) each time‑stamped.

	
	
	
	

	(continued)


Table n: MSC Trace Record Content (concluded)

	Field
	MSC Trace Type
	Description

	
	Basic
	Detailed
	

	Location
	C
	C
	A list of Location Area Codes / Cell Ids used during the compilation of the trace record starting with the identity of the cell in which the invoking event originated or terminated, each time stamped.

	SS Information
	C
	C
	A list of information related to any SS actions carried out during the period of the trace.

The SS Information contains the SS Code for each SS Action, the Basic Services for which each SS action was carried out, the type of each SS action carried out, a list of SS parameters associated with each SS action, the result of each SS action and the Invoke Id allocated for each SS Action.

	AOC Parameters
	O
	C
	A list of the charge advice parameters sent to the MS (including on call set‑up and on changes as a result of a tariff switch over), each timestamped.

	MS Classmark 2
	C
	C
	A list of the mobile station classmark 2 information (starting with on call set‑up), each timestamped.

	Call Termination Diagnostics
	C
	C
	A detailed reason for the release of the connection. See GSM 12.05 annex B ‑ Diagnostics.

	A‑Interface Messages
	X
	C
	A sequential list of all DTAP and BSSMAP messages passed on the A‑Interface.

	C‑Interface Messages
	X
	C
	A sequential list of all MAP messages passed between the Tracing MSC and the HLR/AUC.

	D‑Interface Messages
	X
	C
	A sequential list of all MAP messages passed between the Tracing VLR and the HLR/AUC.

	E‑Interface Messages
	X
	C
	A sequential list of all MAP messages passed between the Tracing MSC and the subsequent MSC.

	F‑Interface Messages
	X
	C
	A sequential list of all MAP messages passed between the Tracing MSC and the EIR.

	G‑Interface Messages
	X
	C
	A sequential list of all MAP messages passed between the Tracing VLR and another VLR.

	Network Signalling Messages 
	X
	C
	A sequential list of all user part messages e.g. ISUP, TUP messages.

	Event Start Time
	C
	C
	The time the event was started.

It must always appear in case the trace record is already being compiled and the event belonging to this event record for this same subscriber occurs.

	Event Stop Time
	C
	C
	The time the event was finished.

It must always appear in case the trace record is still being compiled due to an ongoing event and the event belonging to this event record finishes.

	Event Number
	M
	M
	The Event Number is used to identify tracing data belonging to the same event.

	Record extensions
	O
	O
	A set of network/ manufacturer specific extensions to the record.

	OR information 
	C
	C
	Information about the use of optimal routeing shall be present in the MSC Trace Record (applies to MTC only) if optimal routeing was tried otherwise it shall be absent. OR information contains: E.164 address of the GMSC, Call reference number used by the GMSC for Optimal Routeing of this call and reason for failure of optimisation. Error situations which lead to failure of the call, rather than non-optimal routeing, are not described here.

	MS Classmark 3
	C
	C
	The MS Classmark 3 indicated during the period of the trace invocation, each timestamped.


Y.1.3
MGW Trace Record Content

[Editor’s note: The following is from S5B010613 with minor corrections as agreed in SA5#23.]

[Editor’s note: Was decided to be removed in release 5, Rel6 status needs to be checked.]

Some items in the MSC trace record are no more reachable for the MSC server in the bearer independent architecture. MSC server cannot know e.g. the physical trunk involved in the session (the trunk group was mentioned in the three different fields in the MSC trace record) and some operator/vendor specific record extensions. Moreover the new bearer types (IP and ATM) require comparable information elements to identify physical/logical connection points e.g. ATM virtual paths and channels. Therefore it is essential to determine the trace record for MGW. 

In the MGW the context determines the session between subscribers whereas the termination represent a point in the context that is the source or the sink for the media stream. During the lifetime of a session a context includes at least two terminations, but usually because of handovers there might be several terminations.  In the MGW trace record it is sensible to show the ID of context and the IDs of terminations.  After the field indicating the termination ID there could be fields important to particular kinds of termination (IP, ATM or TDM). The fields including termination specific information could be repeated, as many times as there were terminations in the traced context. The reservation and release times, bearer type and channel coding fields of the terminations are common for all kinds of termination types.  The type of media is common for all terminations in the context; therefore it is before termination ID.  

In the IP based bearer networks the ensuring and management of QoS (Quality of Service) is essential.  When IP termination is in the question, a suitable tool for QoS monitoring is to collect standard outputs of the RTP protocol and it's MIB (RFC 2959 and 1889) into the MGW trace record.  The outputs are e.g. sent/received/lost packets and jitter. IP addresses and port numbers are also important information items in the session. 

   The MGW trace record includes context ID and media fields for session and certain number of termination specific fields. The terminations may have different kinds of fields indicating physical/logical connection points, bearer types, addresses, and QoS parameters.

The following types of fields are supported in the 2 MGW trace record types:

	Field
	MGW Trace Type
	Description

	
	Basic
	Detailed
	

	Context ID
	M
	M
	The context ID of the session in the MGW.

	Media
	M
	M
	Media type is e.g. audio, video or data.

	Termination ID*
	M
	M
	The ID number of termination in the context.

	Bearer 
	C
	C
	Basic transport mechanism (e.g. TDM, IP or AAL2).

	Channel coding
	C
	C
	The coding in the use, e.g. speech version. 

	Time of reservation
	C
	C
	The time when termination was reserved.

	Time of release 
	C
	C
	The time when termination was released.

	Network Trunk Group Point
	C
	C
	The trunk group point associated to the termination (TDM termination).

	Timeslot
	C
	C
	The timeslot in the physical trunk associated to the termination (TDM termination).

	Source IP Address
	C
	C
	The IP address from which IP stream is sent. (IP termination)

	Source Port
	C
	C
	The Port from which e.g. RTP stream is sent. (IP termination)

	Destination IP Address
	C
	C
	The IP address where IP stream is sent. (IP termination)

	Destination Port
	C
	C
	The Port where e.g. RTP stream is sent to. (IP termination)

	Packets sent
	X
	O
	The number of sent packets during the live time of termination. (IP termination)

	Packets received
	X
	O
	The number of received packets during the live time of termination. (IP termination)

	Packets lost
	X
	O
	The number of lost packets during the live time of termination. (IP termination)

	Jitter
	X
	O
	The delay variation of RTP stream. (IP termination)

	ATM interface identifier
	C
	C
	The identifier for ATM interface connection point (ATM termination).

	ATM Virtual Path
	C
	C
	The virtual Path of ATM layer (ATM termination).

	ATM Virtual Channel
	C
	C
	The virtual Channel of ATM layers (ATM termination).

	Remote ATM Address
	C
	C
	The ATM address of remote point (ATM termination)

	Record extensions
	O
	O
	A set of network/manufacturer specific extensions to the record.


*
From the Termination ID field onwards the fields can exist as many times as there have been terminations in the context. A new termination ID field acts as a separator between fields provided by different terminations.

Y.1.4
SGSN Trace Record Content

[Editor’s note: contribution is available but needs to be reviewed.]

Y.1.5
GGSN Trace Record Content

[Editor’s note: contribution is available but needs to be reviewed.]

Y.1.6
UTRAN Trace Record Content

[Editor’s note: S5B020052r1 to be introduced here after final agreement.]

Y.1.7
GERAN Trace Record Content

[Editor’s note: Trace of the Iu and Gb interfaces to be added.]

[Editor’s note: The following is from 12.08 clause 7.3. Updates are FFS.]

The following types of fields are supported in the 3 GERAN trace record types:

Table x: GERAN Trace Record Content

	Field
	GERAN Trace Type
	Description

	
	Basic
	Hand-over
	Radio
	

	Invocation Message
	M
	M
	M
	GSM 08.08 [4] invocation message which started the trace action.

	BTS ID
	M
	M
	M
	The ids of all BTSs accessed by the traced party during the period of the trace invocation (as per GSM 12.20 [11]), each timestamped.

	TRX ID
	M
	M
	M
	The ids of all TRXs accessed by the traced party during the period of the trace invocation (as per GSM 12.20 [11]), each timestamped.

	TRAU ID
	O
	O
	O
	The ids of all TRAUs accessed by the traced party during the period of the trace invocation (as per GSM 12.20 [11]), each timestamped.

	Radio Channel Info.
	M
	M
	M
	The radio channel types and descriptions used during the period of the trace invocation, each timestamped.  If the trace record relates to a HSCSD call then the field Radio Channel Info 96 shall be used instead.

	Request type
	C
	C
	C
	The reasons for channel seizure (originating, terminating, re‑establishment, handover) (see GSM 04.08 [2]), each timestamped.

	End Indication
	C
	C
	C
	The reasons for channel release (see GSM 04.08 [2]), each timestamped.

	MS Power
	X
	C
	C
	The last MS power used before a channel is released (see GSM 12.20 [11]), each timestamped.

	BS Power
	X
	C
	C
	The last BS power used before a channel is released (see GSM 12.20 [11]), each timestamped.

	Timing advance
	X
	C
	C
	The last timing advance used before a channel is released (see GSM 12.20 [11]), each timestamped.

	MS Classmark 1
	C
	C
	C
	The MS Classmark 1 indicated during the period of the trace invocation, each timestamped.

	MS Classmark 2
	C
	C
	C
	The MS Classmark 2 indicated during the period of the trace invocation, each timestamped.

	MS Classmark 3
	C
	C
	C
	The MS Classmark 3 indicated during the period of the trace invocation, each timestamped.

	BSIC
	M
	M
	M
	This field is the combination of Network Colour Code and Base station Colour Code (see GSM 12.20 [11]).

	CIC
	C
	C
	C
	The terrestrial circuit identification codes used for the call on which the trace is being performed, each timestamped (see GSM 08.08 [4]).

	Handover result
	O
	C
	C
	The results of each handover occurring during the period of the trace invocation each timestamped.

	Handover cause
	O
	C
	C
	The reasons for starting each handover attempt during the period of the trace invocation (see GSM 08.08 [4]), each timestamped.

	
	
	
	
	

	(continued)


Table 10: GERAN Trace Record Content (concluded)

	Field
	GERAN Trace Type
	Description

	
	Basic
	Handover
	Radio
	

	Handover duration
	O
	C
	C
	The times taken between sending the handover command and receiving the handover complete for each successful handover, each timestamped.

	Target Cell list
	X
	C
	C
	The target cells at the start of each handover attempt, each timestamped.

	Synchronization information
	X
	C
	C
	The synchronization values for each handover attempt, each timestamped.

	SCCP connection event
	X
	O
	O
	Each SCCP connection event used during the period of the trace invocation (Connection Request, Confirm, Refuse, Released, Released Complete), each timestamped.

	BSSMAP message
	X
	C
	C
	L3 Message contents, during the period of the trace invocation, each timestamped, see GSM 08.08 [4].

	DTAP message
	X
	O
	O
	L3 Message contents, during the period of the trace invocation each timestamped, see GSM 04.08 [2].

	RR message
	X
	C
	C
	L3 Message contents, during the period of the trace invocation, each timestamped, see GSM 04.08 [2]. Only applies to those parts of the message between the BSC and the MS.

	A‑bis Messages
	X
	X
	C
	 All Abis messages except measurement reports and power control, each timestamped, see GSM 08.58 [5].

	Timed A‑bis Messages 
	X
	C
	X
	X Abis messages (except measurement reports and power control) received before and Y Abis messages received after a handover, each timestamped. X & Y are operator configurable parameters via MMI and are local to the GERAN.

	Measurement Reports
	X
	X
	C
	All uplink and downlink measurement reports, each timestamped, see GSM 08.58 [5].

As a manufacturer option, the list of the ARFCN corresponding to frequency indexes indicated in MEASUREMENT REPORT message (see GSM 04.08 [2]) can be included in order to ease interpretation of the measurements relating to neighbour cells.

	Timed Measurement Reports
	X
	C
	X
	X uplink and downlink measurement reports received before and Y measurement reports received after a handover, each timestamped. X & Y are operator configurable parameters via MMI and are local to the GERAN.

As a manufacturer option, the list of the ARFCN corresponding to frequency indexes indicated in MEASUREMENT REPORT message (see GSM 04.08 [2]) can be included in order to ease interpretation of the measurements relating to neighbour cells.

	Power Control Messages
	X
	X
	C
	All power control messages, each timestamped, see GSM 08.58 [5].

	Timed Power Control Message
	X
	C
	X
	X power control messages received before and Y power control messages received after a handover, each timestamped. X & Y are operator configurable parameters via MMI and are local to the GERAN.

	Record extensions
	O
	O
	O
	A set of network/ manufacturer specific extensions to the record.

	Radio Channel Info 96
	C
	C
	C
	The radio channel types and descriptions used during multislot calls for the period of the trace invocation, each timestamped.  If this field is present, the field Radio Channel Info shall be ignored.


Y.1.8
S-CSCF Trace Record Content

[Editor’s note: contribution is available but needs to be reviewed.]

Y.1.9
P-CSCF Trace Record Content

[Editor’s note: contribution is available but needs to be reviewed.]

Y.1.10
HSS Trace Record Content

[Editor’s note: contribution is available but needs to be reviewed.]

Y.2.
Creation of Trace Records

[Editor’s note: NOTE that the clause needs to be re-thought and re-written according to the redefined objectives of the TS with respect to the management interfaces as defined by TS 32.101. This means that for the interface between the Network Element and the Network Element Manager only the requirements and a high level description of needed procedures will be specified in this TS. This means considerable changes to sub-clauses that are using terminology and approach inherited from GSM 12.08.]

Y.2.1
General

As has already been stated, the sequence of events for the creation of a trace record is as follows:

a)
Trace is activated for a particular IMSI or IMEI.

b)
The subscriber undertakes such action as to cause an invoking event to start.

c)
The compilation of a trace record commences in the NEF as described in the Trace Type and under the control of the traceRecord attribute recordCriteria. This allows trace records to be produced at times other than when the invoking event ends, e.g. after a specific event has occurred.

d)
If a further invoking event occurs trace data related to this event is collected in the same trace record.

e)
All invoking events end or the recordCriteria attribute is satisfied, (see 3) above), or for the GERAN only, an MSC INVOKE TRACE message is received with the GERAN record type field set to "No GERAN Trace" and the message relates to an ongoing trace.

f)
The record is forwarded to the OSF or local filestore (depending on priority).

In certain circumstances it may be undesirable for the invoking event to have to end before the record is forwarded to the OSF or local filestore. Examples of these circumstances may be:

-
The operator requires to know a subscriber's whereabouts at the moment he starts making a call.

-
The operator requires to know when a handover occurs, as soon as it occurs.

-
The buffer in the NEF may be too full to contain any more trace record data.

This is resolved through the use of the attribute recordCriteria in the traceControl object. When this attribute is set to anything other than noCriteria, records are forwarded to either the filestore or the OSF as soon as the specified criteria is satisfied.

Y.2.2
Trace Record Control

Y.2.2.1
General

The trace record collection and generation processes are controlled by the traceControl managed object class. There shall be one, and only one, instance of this object class for each NEF that supports the trace function. This object carries out the following functions:

-
to cause the data to be collected in the NEF as defined by the Trace Type;

-
to define the criteria by which records are generated;

-
to generate the trace record notifications.

System management functions:

-
Create traceControl;

-
Delete traceControl;

-
Get Attribute;

-
Set Attribute.

Notifications:

-
stateChange;

-
objectCreation;

-
objectDeletion;

-
attributeValueChange;

-
traceReport.

Y.2.2.2
Attributes

There is one instance of this object class in each NEF that supports the trace function. It contains the following attributes:

	Name
	M/O
	Value‑Set

	traceControlId
	RDN
	Single

	administrativeState
	M
	Single

	operationalState
	M
	Single

	recordCriteria
	M
	Single

	eventTypes
	O
	Single


traceControlId

This attribute is a unique identifier for the traceControl MOI in the NEF and is used as an RDN.

administrativeState

This attribute defines the administrative state of the traceControl MOI in the NEF (Recommendation X.731 [16]).

operationalState

This attribute defines the operational status of the traceControl MOI in the NEF (Recommendation X.731 [16]).

recordCriteria

This attribute, if set, defines the criteria by which trace records are generated in the NEF. It may have one or more of the following values:

	noCriteria
	The NEF will not output trace records of the event type.

	
	

	event
	The NEF will output a trace record every time a particular recordable event occurs, the nature of that event being defined in the attribute eventTypes.


In all cases, a trace record will be produced at the end of the invoking event, or if other criteria are set by the manufacturer, when these criteria are met.

eventTypes

This attribute defines a set of recordable events, the appearance of any will trigger a trace record to be output, assuming the "event" value is set in the recordCriteria attribute.

Y.2.2.3
Other Trace Record Criteria

Regardless of the trace record criteria set by the operator, there are circumstances under which a trace record may be generated, with the criteria being set by the manufacturer. These will usually be due to a lack of resources such as "Buffer Full" or "Processor Overload".
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