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1
Decision/action requested

Determine any changes for including in TS 32.140 by CR.
2
References

3
Rationale

Prepartion to replace existing use case information with amended versions.

4
Consequences and implications

Clarification.

5
Issues of discussion

The follloowing draft is offered for consideration.

The definitions are coped form other specifications for completeness.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Reseller Service Provider: Actor that resells Services provided and defined technically by another service provider
The reseller may re-brand the Service or offer a modified tariff package to its customers.

Service Profile (Sprof): A service specific subscription profile component.

Service specific Subscription profile template
: A set of defined data which may be used to configure parameters to fulfil a specific service. This data may include by reference other service specific subscription profile template(s) which are used to configure the service.

Mobile Virtual Network Operator: An operator providing services, without owning any access or core network resources
Service Integrator: organization that takes a set of services from other providers and derives an end-to-end set of services
It has responsibility for the end to end service QoS to the Customer
Service Profile (Sprof): A service specific subscription profile component.
Subscriber: (from 21.905)A Subscriber is an entity (associated with one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of users authorised to enjoy these services, and also to set the limits relative to the use that associated users make of these services.
Subscription: (from TS 21.905) A subscription describes the commercial relationship between the subscriber and the service provider.

Subscription management: set of capabilities that allow Operators, Service Providers, and indirectly subscribers, to provision, control, monitor the Subscription Profile

Subscription Profile: The set of data managed and stored by network domains and subsystems for the operation and execution of the services provided to subscribers

Subscription Profile Component: discrete subset of the Subscription Profile that may be stored or managed separately from other subsets e.g. components that may be stored in different domains, subsystems or replicated using different synchronization rules. 
User: (from TS 21.905) An entity, not part of the 3GPP System , which uses 3GPP System services. Example: a person using a 3GPP System mobile station as a portable telephone.
User Services Profile: Contains identification of subscriber services, their status and reference to service preferences
Value Added Service Provider: Provides services other than basic telecommunications service for which additional charges may be incurred.

4
Subscription Management Overall Scenario 

Subscription management is concerned with easing the service fulfillment of new services.

A service provider needs to ensure that only authorized users are provided with a service, and that the necessary credit clearance etc is in place. This document is only concerned with the fulfillment aspects of the service, and a minimal capability to ensure that services are provided to correctly authorized users.

There are 2 interfaces related to the subscription management service.
One interface is the ability to create, update and delete subscription profile data via the ITF-N.

The other is the access of information to and form the service layer applications to ensure checking may be perform3d to guard against unauthorized access to services.

4.1
Subscription Management Interaction Overview

The following details are captured from the SA5 #35 report

4.1.1
Create Subscriber 
(Only performed by Manager)
 (Remark: Also needed modify and delete) 

4.1.2
Define the set of services (out of the pool of available services defined under 0.) that can be activated for any user within the scope of the subscription. 
(Only performed by Manager)
(Remark: Also needed modify and delete)

4.1.3
Create the users belonging to this subscriber 
(Only performed by Manager)

4.2.1 4.1.4

Prerequisites: - Subscriber not existent in the network

Issue here that a subscriber may add a new service to the existing subscription.

4.1.5
Services are available (i.e. HPLMN is in a state to provide the services to be subscribed)

4.1.6
Create/Modify/Delete  a subscription profile customized for each user (together with link to the Subscriber) 
(Performed by Manager and Agent)
4.1.7 Add / Modify Deactivate  a customized Service Profile to the SubProf = Activate subscribed services to user/s (with mandatory and possibly optional parameter values) 
(Performed by Manager and Agent)
 (FFS: Handling of common services )
(Remark: Also needed modify and deactivate)

4.2
Subscription and Service Modifications

4.2.1
Add services by Modifying users subscription

4.2.2 Remove one or more services from a subscription

4.2.3 Delete User

4.2.4 Fulfil Services (align delivered services with subscription)

5
Use Cases to Support the Goals in Section 4

5.1
Overall Scenario

Security note.

Security measures to protect data,  against fraud and other hazards are specific for a particular network operator. The following use cases assume that any access to commercially sensitive , or private data is protected by what ever security techniques the network operator deems necessary by means of  Network Domain Security (NDS) [1].
Additional measures may extend to private and public key encryption, the transfer of keys across public networks [2] and techniques to protect against eavesdropping, and other security attacks. This use case shows the overall end to end scenario, and makes reference to other use cases defined in later parts of this section.

5.1.1
Sum Overall Use Case

	Use Case Stage
	Evolution / Specification
	Performance
	<<Uses>>
Related use case

	Goal
	Define the end to end interactions between SuM and the rest of the system.
	 
	

	Actor(s)
	Network Operator

Subscriber

User
	
	

	Assumptions
	(a)The services that can be offered by the network have been defined.

(b) sufficient resources are available to support the delivery of services to users. 
(c) Subscriber credit worthiness has been determined by other systems, techniques and mechanisms which are outside the subscription management system boundary.

(d) Levels of trust for subscribers and users have  been determined by other systems, techniques and mechanisms outside of the subscription management system boundary
	
	

	Begins when
	A user wishes to use a new service, which may require the establishment of a subscription for a new subscriber.
	
	

	Pre conditions
	(a)The services that can be offered by the network have been defined.

(b) sufficient resources are available to support the anticipated take up of services by users. 
(c) Subscriber credit worthiness and trust has already been determined by other systems and checking mechanisms – it is not within the context of subscription management
	
	

	Step 1
	IF the subscriber is new then Create Subscriber
	
	Create Subscriber

	Step 2
	If the user is new then Create user 
	
	Create User

	Step 3
	IF there are unfulfilled service the user is authorised to use,

    Then Step 4

ELSE End.
	
	

	Step 4
	Amend the existing subscription profile to fulfil the service in the network (configuring NEs) using the Fulfil Service use case.
Successful usage of fulfil service updates the user's subscription profile.

If there are additional unfulfilled authorized services

    Then Step 3

Else End.
	
	Fulfil services

	Ends when
	The network configuration has been completed for all authorized services for the user.

OR

an error condition has been encountered.
	
	

	Post Condition
	The services provided to the user align with the definitions in the subscription profile, and are also aligned with the contractual details defined in the subscription.
	
	

	Exceptions
	(a)Insufficient resources to support the services for the user. 
(b) Subscriber is denied access to service(s) as no longer viable (credit worthiness or other reasons)
	
	

	Traceability
	Requirements:-

(a) each type of services offered requires the ability to uniquely  identify it

(b) To support self care it will be necessary to be able to correlate services references in a subscription, to the subscription profiles in the network.

(c) It will be necessary to be able to audit the capabilities in a subscription against the subscription profile(s) in the network elements.
	
	


5.2
Subscription and Service Modifications

5.2.1
Modify Subscription

	Use Case Stage
	Evolution / Specification
	Performance
	<<Uses>>

Related use 

	Goal
	To modify the terms and conditions which apply to a particular subscription resulting from contract re negotiation, and applying the resulting changes to affected users within the network. 
	Near real time


	

	Actor(s)
	Network Operator

Subscriber

User(s)
	
	

	Assumptions
	
	
	

	Begins when
	The contractual details have been amended, or a service trial period has ended resulting in changes to delivered services.
	
	

	Pre conditions
	The subscriber is still credit and trust worthy. These checks performed outside of SUM but are reflected in the subscription details.
	
	

	Step 1
	Add /withdraw services by Modifying users subscription profile
	
	Modify Subscription

	Step (n+1)
	Fulfil additional services
Note this will align services with subscription
	
	Fulfil service

	Ends when
	Amended subscription becomes effective in the network elements.
	
	

	Post Condition
	Services in the subscription  align with services in the subscription profile
	
	

	Exceptions
	
	
	

	Traceability
	
	
	


5.2.2
Delete User 

	Use Case Stage
	Evolution / Specification
	Performance
	<<Uses>>

Related use 

	Goal
	Remove all services from a particular user and delete references to the user associated with provisioned services.

	Near real time
 
	

	Actor(s)
	Network Operator
Subscriber
user
	
	

	Assumptions
	There is a way of confirming that the user is to be removed form having access to network resources.
This is to ensure compliance with any country or region specific legislation regarding access to such things as emergency calls.
	
	

	Begins when
	The network operator needs to remove a user.
	
	

	Pre conditions
	The subscription for the user is no longer valid.

i.e. it  has either expired or has been revoked.
	
	

	Step 1
	Confirm the subscription has expired
	
	GetSubscriptionDetails

	Step 2
	Remove the services for the user.
This will remove the subscription profile for the user
	
	

	Step 3
	Align the subscription with the subscription profile for this user.
	
	Fulfil service

	Ends when
	The user's subscription profile has been removed from the network elements in this operators network.
	
	

	Post Condition
	The user is no longer able to use network resources in this network.

Trace Logs, and contractual references are not automatically removed in case of any legal issues that require closure.

Only subscription profile data which would enable access to services are removed.
	
	

	Exceptions
	The subscription is found to still be valid.
	
	

	Traceability
	
	
	


