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1. Introduction
In the SA5 meeting #35 Nokia and Ericsson introduced CR S5-034512. This CR specifies what amendments needs to be done to TS 32.225 in order to align the IMS online charging with Diameter Credit-control application.

The purpose of the alignment is that Diameter Credit-control Application is now the official work item in the IETF AAA working group and therefore also much more stable than individual drafts. 

It must be also noted that credit control using Diameter is within the scope of authorisation in the AAA WG. In the current TS 32.225 the referred Credit-control Application is individual submission paper that doesn’t have official status in IETF. This collision could lead to a situation where the general Diameter Credit-control Application implementations are done according to new, official IETF AAA work item specification. If the alignment is made already to Rel5 TS 32.225 there is no risk that 3GPP will create legacy system from charging point of view.

2. Proposed amendments to TS 32.225 related to online charging

In this chapter the major amendments made between draft-hakala-diameter-credit-control-05.txt (used in current TS 32.225) and draft-ietf-aaa-diameter-cc-00.txt (the official work item in IETF AAA working group) are summarized.

In this chapter the online specific changes are listed. The offline specific changes are listed in the chapter 3.

2.1 From Accounting Application to Authorization Application

The Diameter Credit-control Application is changed to authorization application that defines mechanism for real-time credit control. Due of this change there will be own Auth-Application-Id reserved for this application. This change doesn’t have any special effect to 3GPP functionality.

2.2 Replacing ACR/ACA messages with CCR/CCA

The CCA is now an independent application within the Authorization scope of the AAA WG. However, the Accounting-Request (ACR) and Accounting-Answer (ACA) messages are used only by Diameter Base protocol accounting application. The CCA will use Credit-Control-Request (CCR) and Credit-Control-Answer (CCA) messages. However from 3GPP point of view these messages are used in same way as ACR/ACA.

2.3 Renaming of the AVPs

Some AVPs (originally defined in Diameter base or previous credit control draft) has been renamed for CCA purposes. It should be noted that original AVP names are still used for offline purposes as they continue to be in the accounting scope of the AAA WG.

Renamed AVPs are:


Accounting-Record-Type

-> CC-Request-Type

Accounting-Record-Number
-> CC-Request-Number

Accounting-Sub-Session-Id
-> CC-Sub-Session-Id

Accounting-Correlation-Id
-> CC-Correlation-Id

Acct-Interim-Interval

-> Validity-Time

2.4 New AVPs

Some AVPs has been added to enhance the CCA functionality. 

These additions are:

Auth-Application-Id


· As the CCA is an authorization application, this AVP, defined in the Diameter base, is taken into use. The Auth-Application-Id AVP is used in order to advertise support of the Authentication and Authorization portion of an application. The Auth-Application-Id must also be present in all Authentication and/or Authorization messages that are defined in a separate Diameter specification and have an Application ID assigned (as CCA).

Destination-Host

- 
This AVP is used as defined in CCA. The Destination-Host AVP must be present in all unsolicited agent initiated messages, may be present in request messages, and must not be present in Answer messages.  The absence of the Destination-Host AVP will cause a message to be sent to any Diameter server supporting the application within the realm specified in Destination-Realm AVP.

CC-Session-Failover
- 
this AVP defines if it is acceptable to move credit control message stream to alternative destination. In case of communication failures, the credit control message streams can be moved to an alternative destination if the credit control server supports failover to an alternative server. The secondary credit control server name, if received from the AAA server, can be used as an address of the backup server. An  implementation is not required to support the moving of credit control message stream to an alternative server, since it requires also moving of information related to the credit control session to backup server. Default assumption is that it is not supported.

- 
if this is not supported by 3GPP, the default value should be used.

2.5 Removed AVPs

Some AVPs are removed because they are not used for online purposes anymore. 

The removed AVPs are:

Acct-Application-Id

· This AVP is removed because the CCA is changed to authorization application.


Accounting-RADIUS-Session-Id

· This Diameter base AVP is not used for online purposes.

Accounting-Realtime-Required

- 
There is not need to use this Diameter base AVP for online purposes.

3. General amendments
In this chapter general amendments are listed. These general amendments are needed mainly because offline and online applications are separated.

3.1 Offline related amendments

Some amendments are needed also to chapters where offline functionality is described. To make the TS 32.225 more compact all online specific references (e.g in ACR tables) are removed. These amendments do not have any technical impact. 

3.2 Terminology related amendments

The phrase “accounting” is replaced with “credit control”. The phrase “accounting” is now used only when offline is in question. This amendment doesn’t have any technical impact.

3.3 IETF CCA referring related amendments

As the Diameter Credit-control Application is now official work item in IETF AAA working group the ANNEX A is removed. The reference to draft-ietf-aaa-diameter-cc-00.txt is used instead (as when Diameter base protocol reference is in question).

4. Proposal
As the amendments introduced in CR S5-034512 are crucial for TS 32.225 online charging and Diameter Credit-control Application alignment as such, we propose that new CRs S5-xxxxxx and S5-xxxxx replacing the S5-034512 will be accepted. These amendments should be accepted as a whole to achieve compatibility with Diameter Credit-control Application. 

