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Change in Clause 3.3

3.3
Abbreviations

For the purposes of the present document, the abbreviations defined in TR 21.905 [1], TS 32.200 [2] and the following apply:

ABNF
Augmented Backus-Naur Form

ACA
Accounting Answer

ACR
Accounting Request

AS
Application Server

ASA
Abort Session Answer

ASR
Abort Session Request

AVP
Attribute Value Pair

B2BUA
Back-to-Back User Agent

BGCF
Breakout Gateway Control Function

BS
Billing System
CCA
Credit Control Answer
CCF
Charging Collection Function
CCR
Credit Control Request
CDR
Charging Data Record

CPCF
Content Provider Charging Function

ECF
Event Charging Function

ECUR
Event Charging with Unit Reservation

CSCF
Call Session Control Function (I-Interrogating; P-Proxy; and S-Serving)

IEC
Immediate Event Charging

IMS
IP Multimedia Subsystem

ISC
IMS Service Control

MGCF
Media Gateway Control Function

MRFC
Media Resource Function Controller

MRFP
Multimedia Resource Function Processor

OCS
Online Charging System

SCCF
Subscriber Content Charging Function

SDP
Session Description Protocol

SIP
Session Initiation Protocol

UA
User Agent

UE
User Equipment

End of Change in Clause 3.3

Change in Clause 4.2.1

4.2.1
Basic Principles

The IMS charging Diameter application is based on the following general principles:

· The basic functionality of Diameter, as defined by the Diameter Base Protocol [3] is re-used in IMS.

· For offline charging IMS network elements report accounting information to the Charging Collection Function (CCF). The CCF uses this information to construct and format CDRs.

· For online charging, the AS and MRFC in the IMS network report credit control information to the Event Charging Function (ECF). The ECF uses this information to support the event based charging (content charging) function of the OCS.

End of Change in Clause 4.2.1

Change in Clause 4.2.2.2

4.2.2.2
Online Specific  Requirements

The usage and values of Validity-Time AVP and the timer 'Tcc' are under the sole control of the credit control server (OCS) and determined by operator configuration of the OCS.  

The online client (e.g. AS, MRFC) implements the state machines described in [13] for "CLIENT, EVENT BASED" or "CLIENT, SESSION BASED for the first interrogation with CCR" and ” CLIENT SESSION BASED for intermediate and final interrogations”, i.e. when the client applies Immediate Event Charging (IEC) it uses the "CLIENT, EVENT BASED" state machine, or when the client applies Event Charging with Unit Reservation (ECUR) it uses the "CLIENT, SESSION BASED for the first interrogation with CCR" and “ CLIENT SESSION BASED for intermediate and final interrogations”  state machines.

The online charging server that is part of the OCS implements the state machine described in [13] for the "SERVER, SESSION AND EVENT BASED" in order to support Immediate Event Charging and Event Charging with Unit Reservation.

End of Change in Clause 4.2.2.2

Change in Clause 5.1.1

5.1.1
Basic Principles

The offline charging functionality is based on the IMS network nodes reporting accounting information upon reception of various SIP methods or ISUP messages, as most of the accounting relevant information is contained in these messages. This reporting is achieved by sending Diameter Accounting Requests (ACR) [start, interim, stop and event] from the IMS nodes to the CCF.

The Diameter client uses ACR start, interim and stop in procedures related to successful SIP sessions. It uses ACR events for unsuccessful SIP sessions and for session unrelated procedures. Further details are specified in the tables below and in subclause 5.1.2.

It is operator configurable in the nodes for which SIP method or ISUP messages an Accounting Request is sent, with the exception that if accounting information is collected for sessions the ACR [Start] and ACR [Stop] messages are mandatory according to the tables below. Table 5.1 describes all possible ACRs that might be sent from a P‑CSCF, I‑CSCF, S-CSCF, MGCF or BGCF.   A list of node specific ACRs, along with the AVPs to be included are detailed in section 5.1.3.3.

The ACRs to be sent from a MRFC are described in table 5.2.

In the tables below, the terms "configurable" implies that operators may enable or disable the generation of an ACR message by the IMS node in response to a particular "triggering SIP method /ISUP message". However, for those table entries marked with *, the operator can enable or disable the ACR message based on whether or not the SIP (Re) Invite message that is replied to by the "triggering SIP method /ISUP message" carried piggybacked user data.

Table 5.1: Accounting Request messages triggered by SIP Methods or ISUP Messages
for all IMS nodes except for MRFC and AS

	Diameter message
	Triggering SIP Method /ISUP message
	Mandatory/ Configurable

	ACR [Start]
	SIP 200 OK acknowledging an initial SIP INVITE
	Mandatory

	
	ISUP:ANM (applicable for the MGCF)
	Mandatory

	ACR [Interim]
	SIP 200 OK acknowledging a SIP
RE-INVITE or SIP UPDATE [e.g. change in media components]
	Configurable

	
	Expiration of AVP [Acct-Interim-Interval]
	Configurable

	ACR [Stop]
	SIP BYE message (both normal and abnormal session termination cases)
	Mandatory

	
	ISUP:REL (applicable for the MGCF)
	Mandatory

	ACR [Event]
	SIP 200 OK acknowledging non-session related SIP messages, which are:
	

	
	
SIP NOTIFY
	Configurable

	
	
SIP MESSAGE
	Configurable

	
	
SIP REGISTER
	Configurable

	
	
SIP SUBSCRIBE
	Configurable

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up
	Configurable *

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure
	Configurable *

	
	SIP CANCEL, indicating abortion of a SIP session set-up
	Configurable *

	
	I-CSCF completing a Cx Query that was issued in response to a SIP INVITE
	Configurable

	NOTE:
SIP SUBSCRIBE with the field "Expires" set to 0 means unsubscribe. SIP REGISTER with its "Expires" header field or "Expires" parameter equal to 0 means Deregistration [14].


Table 5.2: Accounting Request messages triggered by SIP Methods for the MRFC

	Diameter message
	Trigger
	Mandatory/ Configurable

	ACR [Start]
	SIP 200 OK acknowledging an SIP INVITE for initiating a multimedia ad hoc conferencing session
	Mandatory

	ACR [Interim]
	SIP ACK acknowledging a SIP INVITE to connect an UE to the conferencing session
	Configurable

	
	Expiration of AVP [Acct-Interim-Interval]
	Configurable

	ACR [Stop]
	SIP BYE message
	Mandatory

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session
	Mandatory


ASs support all four ACR types (start/interim/stop/event). The use of ACR start, interim and stop (Session Charging) versus ACR event (Event Charging) depends on the services provided by the application server. Example flows for an AS employing Event Charging and an AS using Session Charging are shown in subclause 5.1.2.1.3.

The ability of SIP methods not listed in tables 5.1 and 5.2 to trigger ACRs is for further study.

End of Change in Clause 5.1.1

Change in Clause 5.1.3.2.1

5.1.3.2.1
Accounting-Request Message

Table 5.4 illustrates the basic structure of a Diameter Accounting-Request message as used for offline charging. The use of the AVPs is specified in subclause 5.1.3.3 per IMS node and ACR type.

Table 5.4: Accounting-Request (ACR) Message Contents for Offline Charging
	Diameter base protocol AVPs

	AVP
	Used in offline ACR

	<Diameter-Header:271,REQ,PXY>
	Yes

	<Session-Id> -- Diameter Session Id
	Yes

	{Origin-Host}
	Yes

	{Origin-Realm}
	Yes

	{Destination-Realm}
	Yes

	{Accounting-Record-Type}
	Yes

	{Accounting-Record-Number}
	Yes

	[Acct-Application-Id]
	No

	[Vendor-Specific-Application-Id]
	Yes

	[User-Name]
	Yes

	[Accounting-Sub-Session-Id]
	No

	[Accounting-RADIUS-Session-Id]
	No

	[Acct-Multi-Session-Id]
	No

	[Acct-Interim-Interval]
	Yes

	[Accounting-Realtime-Required]
	No

	[Origin-State-Id]
	Yes

	[Event-Timestamp]
	Yes

	*[Proxy-Info]
	No

	*[Route-Record]
	No

	*[AVP]
	No
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	[Event-Type]
	Yes

	[Role-of-node]
	Yes

	[User-Session-ID ]
	Yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	Yes

	[Time-stamps]
	Yes

	*[Application-Server]
	only for S-CSCF

	*[Application-provided-Called-Party-Address]
	only for S-CSCF

	*[Inter-Operator-Identifier]
	yes

	[IMS-Charging-Identifier]
	yes

	*[SDP-Session-Description]
	yes

	*[SDP-Media-Component]
	yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	only for P-CSCF

	[Authorised-QoS]
	only for P-CSCF

	[Server-Capabilities]
	Only for I-CSCF

	[Trunk-Group-ID]
	only for MGCF

	[Bearer-Service]
	only for MGCF

	[Service-ID]
	Only for MRFC

	[UUS-Data] 
	Yes

	[Cause]
	Yes


NOTE:
For AVP of type "Grouped" only the group AVP is listed in table 5.4. Detailed descriptions of the AVPs is provided in clause 7.

End of Change in Clause 5.1.3.2.1

Change in Clause 5.1.3.3

5.1.3.3
Detailed Message Formats

Following the base protocol specification, the following "types" of accounting data may be sent:

· start session accounting data.

· interim session accounting data.

· stop session accounting data.

· event accounting data.

ACR types start, interim and stop are used for accounting data related to successful SIP sessions. In contrast, event accounting data is unrelated accounting data, such as a simple registration or interrogation and successful service event triggered by an AS. In addition, Event accounting data are also used for unsuccessful SIP session establishment attempts.

The following table specifies per ACR type the accounting data that are sent by each of the IMS network elements:

· S-CSCF

· P-CSCF

· I-CSCF

· MRFC

· MGCF

· BGCF

· AS

The ACR types in the table are listed in the following order: S (start)/I (interim)/S (stop)/E (event). Therefore, when all ACR types are possible it is marked as SISE. If only some ACR types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an ACR type for a particular AVP is marked with "-" (i.e. SI-E). Also, when an entire AVP is not allowed in a node the entire cell is marked as "-".

Note that not for all Grouped AVPs the individual AVP members are listed in the table. See clause 7 for a detailed list of the AVP group members and for the description of the AVPs.

For the ACA the same details listed in table 5.8 applies with the addition that Error-Reporting-Host AVP is supported in all ACAs in a similar manner as most other base protocol AVPs (e.g. in the same manner as Origin-State-Id AVP).

Table 5.8: Detailed Diameter ACR Message Contents for Offline Charging

	AVP name
	Node Type
	S-CSCF
	P-CSCF
	I-CSCF
	MRFC
	MGCF
	BGCF
	AS

	
	Supported ACRs
	S/I/S/E
	S/I/S/E
	E
	S/I/S
	S/I/S/E
	S/I/S/E
	S/I/S/E

	AVPs from the Diameter base protocol

	<Session-Id>
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Origin-Host}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Origin-Realm}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Destination-Realm}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Accounting-Record-Type}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	{Accounting-Record-Number}
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Vendor-Specific-Application-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Acct-Application-Id]
	-
	-
	-
	-
	-
	-
	-

	[User-Name] (see note 1)
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Accounting-Sub-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Accounting-RADIUS-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Acct-Multi-Session-Id]
	-
	-
	-
	-
	-
	-
	-

	[Acct-Interim-Interval]
	SIS-
	SIS-
	-
	SIS-
	SIS-
	SIS-
	SIS-

	[Accounting-Realtime-Required]
	-
	-
	-
	-
	-
	-
	-

	[Origin-State-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Event-Timestamp]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[Proxy-Info]
	-
	-
	-
	-
	-
	-
	-

	*[Route-Record]
	-
	-
	-
	-
	-
	-
	-

	*[AVP]
	-
	-
	-
	-
	-
	-
	-
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	[Event-Type]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Role-of-Node]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[User-Session-Id]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Calling-Party-Address]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Called-Party-Address]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[Time-stamps]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[Application-server] (see note 1)
	SISE
	-
	-
	-
	-
	-
	-

	*[Application-Provided-Called-Party-Address] (see note 1)
	SISE
	-
	-
	-
	-
	-
	-

	[Inter-Operator-Identifiers] 

(see note 1)
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	[IMS-Charging-Identifier]
	SISE
	SISE
	E
	SIS
	SISE
	SISE
	SISE

	*[SDP-Session-Description] 

(see note 2)
	SI-E
	SI-E
	-
	SI-
	SI-E
	SI-E
	SI-E

	*[SDP-Media-component] 

(see note 2)
	SI-E
	SI-E
	
	SI-
	SI-E
	SI-E
	SI-E

	[GGSN-Address]
	SI-E
	SI-E
	
	SI-
	SI-E
	SI-E
	SI-E

	[Served-Party-IP-Address] 

(see note 1)
	-
	SISE
	-
	-
	-
	-
	-

	[Authorized-QoS] (see note 1)
	-
	SISE
	-
	-
	-
	-
	-

	[Server-Capabilities]
	-
	-
	E
	-
	-
	-
	-

	[Trunk-Group-ID]
	-
	-
	-
	-
	SISE
	-
	-

	[Bearer-Service]
	-
	-
	-
	-
	SISE
	-
	-

	[Service-Id]
	-
	-
	-
	SIS
	-
	-
	-

	[UUS-Data] (see note 3)
	SISE
	SISE
	
	
	
	
	SISE

	[Cause]
	--SE
	--SE
	E
	--S
	--SE
	--SE
	--SE

	NOTE 1:
Only present if available in the IMS node.  

NOTE 2:
Present in Interim and Event Acrs only if the SIP transactions that triggered the ACR contained SDP.

NOTE 3: 
Present only if user-to-user data is included in the SIP message that triggered the ACR.


End of Change in Clause 5.1.3.3

Change in Clause 6.1.1

6.1.1
Basic Principles

IMS online charging  uses the same Diameter base protocol framework that is used for offline charging. . For online charging the Diameter Credit Control Application defined in [13] is used with additional AVPs defined in this specification.

Two cases for online event charging are distinguished:

(
Immediate Event Charging (IEC); and

(
event charging with unit reservation (ECUR).

In the case of Immediate Event Charging (IEC), granting units to the AS is performed in a single operation that also includes the deduction of the corresponding monetary units from the subscriber's account. The credit control  process is controlled by the corresponding CC-Request-Type EVENT_REQUEST which is sent with an Credit-Control-Request (CCR) for a given credit control event.

In contrast, Event Charging with Unit Reservation (ECUR) also includes the process of requesting, reserving, releasing and returning unused units. The deduction of the corresponding monetary units then occurs upon conclusion of the ECUR transaction. In this case, the CC-Request-Type INITIAL / UPDATE / TERMINATION_REQUEST are used to control the credit control session. during a SIP session there can be repeated execution of unit reservation and debit operations as specified in TS 32.200 [2].

The AS/MRFC may apply either IEC, where CCR event messages are generated, or ECUR, using CCR Initial, Termination and Update. The decision whether to apply IEC or ECUR is based on the service and/or operator's policy.

NOTE:
To the extent possible alignment with the IETF Credit-control Application, [13], is planned. However, this can only be accomplished when the current IETF draft receives an official RFC status.

End of Change in Clause 6.1.1

Change in Clause 6.1.2.1.1.1

6.1.2.1.1.1
IEC - Debit Units Operation

Figure 6.1 shows the transactions that are required on the Ro interface in order to perform IEC with Debit Units operations. The Debit Units operation may alternatively be carried out prior to, concurrently with or after service/content delivery. the AS/MRFC must ensure that the requested service execution is successful, when this scenario is used.


[image: image1.wmf] 

AS / MRFC

 

ECF

 

2. 

A

C

CR (EVENT_RE

QUEST

CORD

, RA, RSU)

 

5. 

A

C

CA (EVENT_RE

QUEST

CORD

, GSU, [CI])

 

Debit Units Operation 

 

1. Servi

ce Request

 

6.  Service Delivery

 

4. Perform Event 

Charging Control

 

3. Timer Tx

 


Figure 6.1: IEC - Debit Units Operation

1.
The AS/MRFC receives a SIP related service request from S-CSCF.

The Debit Units Operation is performed as described in TS 32.200 [2].

2.
The AS/MRFC performs IEC prior to service execution. AS/MRFC sends Credit-Control-Request (CCR) with CC-Request-Type AVP set to EVENT_REQUEST to indicate service specific information to the ECF. The Requested-Action AVP (RA) is set to DIRECT_DEBITING. If known, the AS/MRFC may include Requested-Service-Unit AVP (RSU) (monetary or non monetary units) in the request message.

3.
Having transmitted the Credit-Control-Request message the AS/MRFC starts the communication supervision timer Tx [13]. Upon receipt of the Credit-Control-Answer (CCA) message the AS/MRFC shall stop timer Tx.

4.
The ECF determines the relevant service charging parameters in conjunction with the other internal charging functions of the OCS.

5.
The ECF returns Credit-Control-Answer message with CC-Request-Type AVP set to EVENT_REQUEST to the AS/MRFC in order to authorize the service execution
(Granted-Service-Unit AVP (GSU) and possibly Cost-Information AVP (CI) indicating the cost of the service are included in the Credit-Control-Answer message). The Credit-Control-Answer message has to be checked by the AS/MRFC accordingly and the requested service is controlled concurrently with service delivery.

6.
Service is being delivered.

End of Change in Clause 6.1.2.1.1.1

Change in Clause 6.1.2.1.2.2

6.1.2.1.2.2
Debit Units Operation Failure

This case comprises situations where either no, or an erroneous response, is received from the ECF.  The “no response” case is detected by the AS/MRFC when the connection supervision timer Tx expires [13] before a response Credit-Control-Answer (CCA) is received.  The case of receiving an erroneous response implies that the AS/MRFC receives a Credit-Control-Answer (CCA), which it is unable to process, while Tx is running. The failure handling complies with the failure procedures for "Direct Debiting" scenario described in [13].

End of Change in Clause 6.1.2.1.2.2

Change in Clause 6.1.2.1.2.3

6.1.2.1.2.3
Duplicate Detection

The detection of duplicate request is needed and must be enabled. To speed up and simplify as much as possible the duplicate detection, the all-against-all record checking should be avoided and just those records marked as potential duplicates need to be checked against other received requests (within a reasonable time window) by the receiver entity.

The AS/MRFC mark the request messages that are retransmitted after a link failover as possible duplicates with the T-flag as described in [3]. For optimized performance, uniqueness checking against other received requests is only necessary for those records marked with the T-flag received within a reasonable time window. This focused check is based on the inspection of the Session-Id and CC-Request-Number AVP pairs.

Note that for IEC the duplicate detection is performed in the Correlation Function that is part of the OCS. The ECF that receives the possible duplicate request should mark as possible duplicate the corresponding request that is sent over the Rc interface.

End of Change in Clause 6.1.2.1.2.3

Change in Clause 6.1.2.2.1.1

6.1.2.2.1.1
ECUR - Reserve Units and Debit Units Operations 

Figure 6.2 shows the transactions that are required on the Ro interface in order to perform ECUR with Reserve Units and Debit Units operations. Multiple replications of both of these operations are possible. 
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Figure 6.2: ECUR - Reserve Units and Debit Units Operations

1.
The AS/MRFC receives a SIP related service request from S-CSCF. The service request may be initiated by either the user or an AS/MRFC.

The Reserve Units Operation is performed as described in TS 32.200 [2].

2.
In order to perform Reserve Units operation for a number of units (monetary or non-monetary units), the AS/MRFC sends a CCR with CC-Request-Type AVP set to INITIAL_REQUEST to the ECF. If known, the AS/MRFC may include Requested-Service-Unit (RSU) AVP (monetary or non monetary units)  in the request message. 

3.
If the service cost information is not received by the ECF, the ECF determines the price of the desired service according to the service specific information received by issuing a rating request to the Rating Function. If the cost of the service is included in the request, the ECF directly reserves the specified monetary amount. If the credit balance is sufficient, the ECF reserves the corresponding amount from the users account.

4.
Once the reservation has been made, the ECF returns Credit-Control-Answer message with CC-Request-Type set to INITIAL_RECORD to the AS/MRFC in order to authorize the service execution (Granted-Service-Unit and possibly Cost-Information indicating the cost of the service are included in the Credit-Control-Answer message).  The ECF may return the Validity-Time (VT) AVP with value field set to a non-zero value.

5.
Content/service delivery starts and the reserved units are concurrently controlled.

The Reserve Units and Debit Units Operations are performed as described in TS 32.200 [2].

6.
During content/service delivery, in order to perform Debit Units and subsequent Reserve Units operations, the AS/MRFC sends a CCR with CC-Request-Type AVP set to UPDATE_REQUEST, to report the units used and request additional units, respectively. The CCR message with CC-Request-Type AVP set to UPDATE_REQUEST must be sent by the AS/MRFC between the INITIAL_REQUEST and TERMINATION_REQUEST either on request of the credit control application within the validity time or if the  validity time is elapsed.  If known, the AS/MRFC may include Requested-Service-Unit AVP (monetary or non monetary units) in the request message.  The Used-Service-Unit (USU) AVP is complemented in the CCR message to deduct units from both the user's account and the reserved units, respectively.

7.
The ECF deducts the amount used from the account. If the service cost information is not received by the ECF, the ECF determines the price of the desired service according to the service specific information received by issuing a rating request to the Rating Function. If the cost of the service is included in the request, the ECF directly reserves the specified monetary amount. If the credit balance is sufficient, the ECF reserves the corresponding amount from the users account.

8.
Once the deduction and reservation have been made, the ECF returns Credit-Control-Answer message with CC-Request-Type set to UPDATE_REQUEST to the AS/MRFC, in order to allow the content/service delivery to continue (new Granted-Service-Unit (GSU) AVP and possibly Cost-Information (CI) AVP indicating the cumulative cost of the service are included in the Credit-Control-Answer message). The ECF may include in the CCA message the Final-Unit-Indication (FUI) AVP to indicate the final granted units.

9.
Content/service delivery continues and the reserved units are concurrently controlled.

The Debit Units Operation is performed as described in TS 32.200 [2].

10.
When content/service delivery is completed or the final granted units have been consumed, the AS/MRFC sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.
11.
The ECF deducts the amount used from the account. Unused reserved units are released, if applicable.

12.
The ECF acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST (possibly Cost-Information AVP indicating the cumulative cost of the service is included in the Credit-Control-Answer message).

NOTE:
The ECUR scenario is supervised by corresponding timers (e.g. validity time  timer) that are not shown in the figure 6.2.

End of Change in Clause 6.1.2.2.1.1

Change in Clause 6.1.2.2.1.2

6.1.2.2.1.2 
Support of Tariff Switch

Changes to the tariffs pertaining to the service may be handled in the following way.

· Tariff Changes handled using Validity-Time AVP

End of Change in Clause 6.1.2.2.1.2

Change in Clause 6.1.2.2.1.2.1

6.1.2.2.1.2.1
Tariff Changes handled using  Validity-Time AVP

The tariff change for online charging can be achieved by setting the value of the Validity-Time AVP (ECF controlled) in a manner that it matches the desired tariff switch time.

End of Change in Clause 6.1.2.2.1.2.1

Change in Clause 6.1.2.2.1.2.2

6.1.2.2.1.2.2
Tariff changes handled using the Tariff Switch Time AVP

To indicate a change of tariff to the AS/MRFC, the ECF can include the Tariff Switch Time (Tariff-Switch-Definition AVP), i.e. a timer value referring to the change of tariff, in the Accounting-Answer. The Tariff Switch Time is evaluated by the AS/MRFC relative to the time stamp of the Accounting-Request (Accounting-Record-Type START_RECORD or INTERIM_RECORD). By that it is possible to eliminate any delays of the signalling between AS/MRFC and ECF.

Together with the Tariff Switch Time the ECF also provides the granted service units. These units can be provided in one portion or in two, referring to the granted service units before and after the tariff switch.

If a Tariff Switch Time is received, the AS/MRFC starts the tariff switch timer and use the granted service units for usage metering. If both, granted service units before and after the tariff switch have been provided, the AS/MRFC uses the units granted before the tariff switch (pre-switch quota).

If the pre-switch quota is exhausted, the AS/MRFC sends an Accounting-Request to the ECF. The Accounting-Request contains the amount of service units used from the beginning of the connection only. the value of the tariff switch timer is discarded in the AS/MRFC and it is the responsibility of the ECF to provide a new Tariff Switch Time in the Accounting-Answer.

If the tariff switch timer expired, the AS/MRFC further continues usage metering using the post-switch quota, if provided, but no Accounting-Request is sent. If no specific units were granted to after tariff switch time, the AS/MRFC continues usage metering with the remaining units granted.

If the post switch quota is exhausted, the AS/MRFC sends an Accounting-Request to the ECF, containing the service units used before the last tariff switch, the service units used after the last tariff switch and the tariff switch time.

If the granted units - provided in one portion - are exhausted, an Accounting-Request is sent. If a tariff switch has occurred in this time, the Accounting-Request contains the service units used before the tariff switch, the service units used after the tariff switch and the time of the tariff switch. Otherwise, if no tariff switch has occurred, the Accounting‑Request contains the overall amount of used service units.

There may be some AS/MRFCs that do no support tariff switching. In this case, the AS/MRFC ignores the AVPs associated with this feature (i.e. Tariff-Switch-Definition and Unit-Value-After-Tariff-Switch AVPs). The Granted‑Service-Unit, Unit-Value and Used-Service-Unit AVPs are treated as if the Tariff Switch feature does not exist.

Figure 6.3 shows the messages exchanged on the Ro interface for ECUR for a tariff change. This scenario covers a tariff switch where the granted service units are provided in two portions, before and after the tariff switch. No additional Accounting-Request takes place, as the granted service units were not exhausted.
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Figure 6.3: Tariff Change in the AS/MRFC

1.
In order to perform credit control with reservation of an amount of units (monetary or
non-monetary units) the AS/MRFC sends an ACR with Accounting-Record-Type set to START_RECORD to ECF. The Requested-Action is set to RESERVE_UNITS.

2.
Once the reservation has been made, ECF returns an ACA with Accounting-Record-Type set to START_RECORD to the AS/MRFC in order to authorize the content/service delivery. The ACA includes the Tariff Switch Time, the service units granted before the tariff switch and the service units granted after the tariff switch.
Upon receipt of the ACA, the AS/MRFC evaluates the tariff switch time relative to the timestamp of the ACR, starts the tariff switch timer and monitors service usage based on the service units granted before the tariff switch.

3.
The Tariff Switch Timer expires. The AS/MRFC now monitors service usage based on the service units granted after the tariff switch.

4.
The AS/MRFC sends ACR with Accounting-Record-Type set to STOP_RECORD to terminate the active accounting session. The message includes the amount of service units used before the tariff switch, the amount of service units used after the tariff switch and the time of the tariff change.

5.
An Accounting-Answer is sent from the ECF back to the AS/MRFC as an acknowledgment of the successful debit process and to finalize the transaction.

End of Change in Clause 6.1.2.2.1.2.2

Change in Clause 6.1.2.2.1.3

6.1.2.2.1.3 
Expiration of Reservation Validity

This subclause defines how reserved units are returned, if not used, within a reasonable time. This is achieved by the Validity-Time AVP as defined in [13], the non-used reserved units are returned to the ECF upon expiration of the Validity-Time. According to operator policy, the ECF may decide to cancel both the reservation and the SIP session or may decide to cancel the reservation only. 


End of Change in Clause 6.1.2.2.1.3

Change in Clause 6.1.2.2.2.2

6.1.2.2.2.2
Reserve Units and Debit Units Operation Failure

This case comprises of ECF connection failure, and/or receiving error responses from the ECF.

The AS/MRFC detects an ECF connection failure when the timer Tx expires [13] or a transport failure is detected as defined in [3]. The ECF also has the capability to detect failures when the timer Tcc [13] expires. The ECF should indicate the cause of failure by setting the appropriate result code as defined in [3] and [13]. In any case, the failure handling of AS/MRFC and ECF complies with the failure procedures for "Session Based Credit Control" scenario described in [13].

End of Change in Clause 6.1.2.2.2.2

Change in Clause 6.1.2.2.2.3

6.1.2.2.2.3
Duplicate Detection

For credit control duplicate detection is performed only for possible duplicate event requests related to IEC as mentioned in subclause 6.1.2.1.2.3,as retransmission of ECUR related  credit control requests is not allowed.

End of Change in Clause 6.1.2.2.2.3

Change in Clause 6.1.3.1

6.1.3.1
Summary of Online Charging Message Formats

The existing Diameter credit control extension internet-draft [13] proposes an approach based on a series of "interrogations":

· Initial interrogation.
· Zero, one or more interim interrogations.
· Final interrogation.

In addition to a series of interrogations, also a one time event (interrogation) can be used e.g. in the case when service execution is always successful.

All of these interrogations  uses  Credit-Control-Request and Credit-Control-Answer messages defined in the Diameter Credit-control Application [13] specification..].

The Credit-Control-Request for the "interim interrogation" and "final interrogation" reports the actual number of "units" that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's account.

.

Table 6.1 describes the use of these messages for online charging.

Table 6.1: Online Charging Messages Reference Table

	Command-Name
	Source
	Destination
	Abbreviation

	Credit-Control-Request
	MRFC, AS
	ECF
	CCR

	-Credit-ControlAnswer
	ECF
	MRFC, AS
	CCA


End of Change in Clause 6.1.3.1

Change in Clause 6.1.3.2

6.1.3.2
Structure for the  Credit-Control Message Formats

The following is the basic structure shared by all online charging messages. This is based directly on the format of the Credit-Control-Request and Credit-Control-Answer messages defined in the Diameter Credit-control Application specification [13] extending the Diameter base protocol  specification defined in [3].

Those Diameter Credit-control AVPs that are used for online charging are marked "Yes" in tables 6.2 to 6.3. Those Diameter AVPs that are not used for online charging are marked "No" in tables 6.2 to 6.3. This implies that their content can (Yes) or can not (no) be used by the ECF for charging purposes.

The following symbols are used in the tables:

· <AVP> indicates a mandatory AVP with a fixed position in the message.

· {AVP} indicates a mandatory AVP in the message.

· [AVP] indicates an optional AVP in the message.

*AVP indicates that multiple occurrences of an AVP is possible.

End of Change in Clause 6.1.3.2

Change in Clause 6.1.3.2.1

6.1.3.2.1
Credit-Control-Request Message

Table 6.2 illustrates the basic structure of a Diameter Credit-control Application Credit-Control-Request message as used for IMS online charging.

Table 6.2: Credit-Control-Request (CCR) Message Contents for Online Charging
	Diameter Base Protocol AVPs

	AVP
	Used in Online CCR

	<Diameter Header: TBD, REQ, PXY>
	yes

	<Session-Id>
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Destination-Realm }
	yes

	{Auth-Application-Id}
	yes

	
	

	
	

	[Destination-Host]
	Yes

	
	

	[Vendor-Specific-Application-Id]
	yes

	[User-Name]
	Yes

	
	

	
	

	[Acct-Multi-Session-Id]
	No

	
	

	
	

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	* [Proxy-Info]
	No

	* [Route-Record]
	No

	*[AVP]
	Yes

	Diameter Credit- control Application AVPs 

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[CC-Subsession-Id]
	No

	[Subscription-Id]
	Yes 

	[Requested-Action]
	yes 

	*[Requested-Service-Unit]
	yes 

	*[Used-Service-Unit]
	yes 

	
	

	*[Service-Parameter-Info]
	yes 

	[Abnormal-Termination-Reason]
	yes 

	*[CC-Correlation-Id]
	No

	
	

	
	

	
	

	3GPP Diameter accounting AVPs

	[Event-Type]
	yes

	[Role-of-node]
	yes

	[User-Session-ID]
	yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	yes

	[Time-stamps]
	Yes

	*[Application-Server]
	No

	*[Application-provided-Called-Party-Address]
	Yes

	*[Inter-Operator-Identifier] 
	yes

	[IMS-Charging-Identifier]
	Yes

	*[SDP-Session-Description]
	Yes

	*[SDP-Media-Component]
	Yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	No 

	[Authorised QoS]
	No 

	[Server-Capabilities]
	No

	[Trunk-Group-ID]
	No 

	[Bearer-Service]
	No 

	[Service-Id]
	Yes

	[UUS-Data]
	yes

	[Cause]
	Yes


The detailed use of the AVPs for MRFC/AS and for each CCR request type (initial/update/termination/event) is specified in subclause 6.1.3.3.

End of Change in Clause 6.1.3.2.1

Change in Clause 6.1.3.2.2

6.1.3.3.1.�.�.���꟥�à䖊䀁�� Credit-Control-Answer Message

Table 6.3 illustrates the basic structure of the Diameter Credit-control Application  Credit-Control-Answer message as used for IMS charging. This message is always used by the ECF as specified below, independent of the receiving IMS node and the CCR record type that is being replied to.

Table 6.3: Credit-Control Answer (CCA) Message Contents for Online Charging
	Diameter base protocol AVPs

	AVP
	Used in online CCA

	<Diameter Header: TBD, PXY>
	yes

	<Session-Id>
	yes

	{Result-Code}
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Auth-Application-Id}
	yes

	
	

	
	

	
	

	[Vendor-Specific-Application-Id]
	yes

	[User-Name]
	Yes

	
	

	
	

	[Acct-Multi-Session-Id]
	no

	[Error-Reporting-Host]
	No

	
	

	
	

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	* [Proxy-Info]
	no

	*[AVP]
	no

	Diameter Credit-control Application AVPs

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[CC-Session-Failover]
	Yes

	[CC-Sub-Session-Id]
	No

	[Subscription-Id]
	yes

	*[Granted-Service-Unit]
	yes

	
	

	[Cost-Information]
	yes

	[Final-Unit-Indication]
	yes

	[Check-Balance-Result]
	yes

	[Credit-Control-Failure-Handling]
	yes

	[Direct-Debiting-Failure-Handling]
	yes

	[Validity-Time]
	yes


End of Change in Clause 6.1.3.2.2

Change in Clause 6.1.3.3

6.1.3.3 Detailed Message Formats 

Following the protocol specifications, the following “types” of credit control data may be sent:

·  Initial session credit control data.

· Update session credit control data.

·  Termination session credit control data.

· Event credit control data.


The following table specifies per CCR type the credit control data that are sent by MRFC and AS.

Tables 6.4 and 6.5 are the basic structure for online charging messages via Ro Interface. This is based directly on the Credit-Control-Request and Credit-Control-Answer messages defined in the Diameter Credit-control Application specification [13].

The CCR/CCA types in the tables are listed in the following order: I (initial)/U (update)/T (termination)/E (event). Therefore, when all CCR/CCA types are possible it is marked as IUTE. If only some CCR/CCA types are allowed for a node, only the appropriate letters are used (i.e. IUT or E) as indicated in the table heading. The omission of an CCR/CCA type for a particular AVP is marked with "-" (i.e. IU-E). Also, when an entire AVP is not allowed in a node the entire cell is marked as "-".

Table 6.4: Detailed Diameter Credit-control Application CCR Message Contents for online Charging

	AVP name
	Node Type
	MRFC
	AS

	
	Supported CCRs
	I/U/T/E
	I/U/T/E

	AVPs from Diameter Base Protocol

	<Session-ID>
	IUTE
	IUTE

	{Origin-Host}
	IUTE
	IUTE

	{Origin-Realm}
	IUTE
	IUTE

	{Destination-Realm}
	IUTE
	IUTE

	{Auth-Application-Id}
	IUTE
	IUTE

	
	
	

	
	
	

	[Destination-Host]
	IUTE
	IUTE

	
	
	

	[Vendor-Specific-Application-ID]
	IUTE
	IUTE

	[User-Name]
	IUTE
	IUTE

	
	
	

	
	
	

	[Acct-Multi-Session-ID]
	
	

	
	
	

	
	
	

	[Origin-State-ID]
	IUTE
	IUTE

	[Event-Timestamp]
	IUTE
	IUTE

	*[Proxy-Info]
	-
	-

	*[Route-Record]
	-
	-

	*[AVP]
	IUTE
	IUTE

	Diameter Credit-control Application AVPs

	{CC-Request-Type}
	IUTE
	IUTE

	{CC-Request-Number}
	IUTE
	IUTE

	[CC-Sub-Session-Id]
	       -
	       -

	[CC-Session-Failover]
	       -
	       -

	[Subscription-Id]
	IUTE
	IUTE

	[Requested-Action]
	---E
	---E

	*[Requested-Service-Unit]
	IU-E
	IU-E

	*[Used-Service-Unit]
	-UT-
	-UT-

	
	
	

	*[Service-Parameter-Info]
	IUTE
	IUTE

	[Abnormal-Termination-Reason]
	IUTE
	IUTE

	*[CC-Correlation-Id]
	-
	-

	[Credit-Control-Failure-Handling]
	-
	-

	[Direct-Debiting-Failure-Handling]
	-
	-

	*[Granted-Service-Unit]
	-
	-

	[Cost-Information]
	-
	-

	[Final-Unit-Indication]
	-
	-

	[Check-Balance-Result]
	-
	-

	[Validity-Time]
	-
	-

	3GPP Diameter Accounting AVPs

	[Event-Type]
	IUTE
	IUTE

	[Role-of-Node]
	IUTE
	IUTE

	[User-Session-ID]
	IUTE
	IUTE

	[Calling-Party-Address]
	IUTE
	IUTE

	[Called-Party-Address]
	IUTE
	IUTE

	[Time-stamps] 
	IUTE
	IUTE

	[Application-server]
	-
	-

	[Application-provided-called-party-address]
	-
	-

	[Inter-Operator-Identifiers]
	IUTE
	IUTE

	[IMS-Charging-Identifier]
	IUTE
	IUTE

	*[SDP-Session-Description]
	IU-E
	IU-E

	*[SDP-Media-component]
	IU-E
	IU-E

	[SDP-Media-Name]
	IU-E
	IU-E

	[GGSN-Address]
	IU-E
	IU-E

	GPRS-Charging-Id]
	IU-E
	IU-E

	[Served-Party-IP-Address]
	-
	-

	[Authorized-QoS]
	-
	-

	[Server-Capabilities]
	-
	-

	[Trunk-Group-ID]
	-
	-

	[Bearer-Service]
	-
	-

	[Service-Id]
	IUTE
	

	[UUS-Data]
	IUTE
	IUTE

	[Cause]
	--TE
	--TE


Table 6.5: Detailed Diameter Credit-control Application CCA Message Contents for Online Charging

	AVP name
	Node Type
	ECF

	
	Supported CCAs
	I/U/T/E

	AVPs from Diameter Base Protocol

	<Session-ID>
	IUTE

	{Result Code}
	IUTE

	{Origin-Host}
	IUTE

	{Origin-Realm}
	IUTE

	{Auth-Application-Id}
	IUTE

	
	-

	
	-

	
	

	[Vendor-Specific-Application-ID]
	IUTE

	[User-Name]
	-

	
	

	
	

	[Acct-Multi-Session-ID]
	-

	[Error-Reporting-Host]
	-

	
	

	
	

	[Origin-State-ID]
	IUTE

	[Event-Timestamp]
	IUTE

	*[Proxy-Info]
	-

	*[Route-Record]
	-

	AVPs from Diameter Credit-control Application

	{CC-Request-Type}
	IUTE

	{CC-Request-Number}
	IUTE

	[CC-Session-Failover]
	IUT

	[CC-Sub-Session-Id]
	-

	[Subscription-Id]
	IUTE

	[Requested-Action]
	-

	*[Requested-Service-Unit]
	-

	*[Used-Service-Unit]
	-

	
	

	*[Service-Parameter-Info]
	-

	[Abnormal-Termination-Reason]
	-

	*[CC-Correlation-Id]
	-

	[Credit-Control-Failure-Handling]
	IU--

	[Direct-Debiting-Failure-Handling]
	-

	*[Granted-Service-Unit]
	IUTE

	[Cost-Information)
	IUTE

	[Final-Unit-Indication]
	IUTE

	[Check-Balance-Result]
	IUTE

	
	

	[Validity-Time]
	IU--


End of Change in Clause 6.1.3.3

Change in Clause 7.1

7.1
Diameter Base Protocol AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Base Protocol [3] is specified in
subclause 5.1.3 for offline charging and the use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Credit-control Application [13] is specified  in subclause 6.1.3 for online charging. The information is summarized in table 7.1 with the base protocol AVPs listed in alphabetical order. Detailed specification of these AVPs is available in the base protocol specifications.

The 3GPP IMS Charging Application uses the value 10415 (3GPP) as Vendor-Id.
Those Diameter AVPs that are used for IMS charging are marked "Yes" in table 7.1. Those Diameter AVPs that are not used for IMS charging are marked "No" in table 7.1. This implies that their content can (Yes) or can not (no) be used by the CCF or ECF for charging purposes.
The following symbols (adopted from [3]) are used in the tables:

(
<AVP> indicates a mandatory AVP with a fixed position in the message.

(
{AVP} indicates a mandatory AVP in the message.

(
[AVP] indicates an optional AVP in the message.

(
*AVP indicates that multiple occurrences of an AVP are possible.

Table 7.1: Use Of Diameter Base Protocol AVPs in IMS

	AVP name
	Mechanism
	Offline
	Online

	
	Type
	ACR
	ACA
	ASR
	ASA
	CCR
	CCA

	
	Table #
	5.4
	5.5
	5.6
	5.7
	6.2
	6.3

	[Accounting-Multi-Session-Id]
	No
	No
	-
	-
	No
	No

	[Accounting-RADIUS-Session-Id]
	No
	No
	-
	-
	No
	No

	[Accounting-Realtime-Required]
	No
	No
	-
	-
	No
	No

	{Accounting-Record-Number}
	Yes
	Yes
	-
	-
	No
	No

	{Accounting-Record-Type}
	Yes
	Yes
	-
	-
	No
	No

	[Accounting-Sub-Session-Id]
	No
	No
	-
	-
	No
	No

	[Acct-Application-Id]
	No
	No
	-
	-
	No
	No

	[Acct-Interim-Interval]
	Yes
	Yes
	-
	-
	No
	No

	{Auth-Application-Id}
	-
	-
	Yes
	-
	Yes
	Yes

	<Diameter-Header:271,REQ,PXY>
	Yes
	Yes
	Yes
	Yes
	No
	No

	{Destination-Host}
	-
	-
	Yes
	Yes
	Yes
	-

	{Destination-Realm}
	Yes
	-
	Yes
	Yes
	Yes
	-

	[Error-Message]
	-
	-
	-
	Yes
	-
	-

	[Error-Reporting-Host]
	-
	No
	-
	No
	-
	No

	[Event-Timestamp]
	Yes
	Yes
	-
	-
	Yes
	Yes

	*[Failed-AVP]
	-
	-
	-
	No
	-
	Yes

	*[Proxy-Info]
	No
	No
	No
	No
	No
	No

	{Origin-Host}
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes

	{Origin-Realm}
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes

	[Origin-State-Id]
	Yes
	Yes
	No
	No
	Yes
	Yes

	*[Redirected-Host]
	-
	-
	-
	No
	-
	-

	[Redirected-Host-Usage]
	-
	-
	-
	No
	-
	-

	[Redirected-Max-Cache-Time]
	-
	-
	-
	No
	-
	-

	{Result-Code}
	-
	Yes
	-
	Yes
	-
	Yes

	*[Route-Record]
	No
	-
	No
	-
	No
	-

	<Session-Id>
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes

	[User-Name]
	Yes
	Yes
	Yes
	Yes
	Yes
	Yes

	[Vendor-Specific-Application-Id]
	Yes
	Yes
	-
	-
	Yes
	Yes


NOTE:
Result-Code AVP is defined in Diameter Base Protocol [3]. However new values are used in IMS charging applications. These additional values are defined below.

End of Change in Clause 7.1

Change in Clause 7.1.1

7.1.1
Result-Code AVP

This subclause defines new Result-Code AVP (Diameter Base Protocol [3]) values that must be supported by all Diameter implementations that conform to the present document.

The Credit-Control-Answer message includes the Result-Code AVP, which may indicate that an error was present in the Credit-Control-Request message. A rejected Credit-Control-Request message should cause the user's session to be terminated.

Errors that fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time it was received, but MAY be able to satisfy the request in the future.

DIAMETER_END_USER_SERVICE_DENIED 
40XX

The ECF denies the service request due to  service restrictions or limitations related to the end-user, for example the end-user's account could not cover the requested service. The possibly reported used-service-units with the CCR  

     are deducted. 

DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE
40XX

The  ECF determines that the service can be granted to the end user but no further credit control
needed for the service (e.g. service is free of charge).

Errors that fall within permanent failure category are used to inform the peer that the request failed, and should not be attempted again.

DIAMETER_USER_UNKNOWN 
50XX

The specified end user is unknown in the ECF.

DIAMETER_RATING_FAILED                   


                
50XX  

 This error code is used to inform the IMS node that the ECF cannot rate the service request due to insufficient rating input, incorrect AVP combination or due to an AVP or an AVP value that is not recognized or  supported in the rating. The Failed-AVP AVP MUST be included and contain a copy of the entire AVP(s) that could not be processed successfully or an example of the missing AVP complete with the Vendor-Id if applicable. The value field of the missing AVP should be of correct minimum length and contain zeroes.

End of Change in Clause 7.1.1

Change in Clause 7.2

7.2
Additional AVPs

For the purpose of IMS charging additional AVPs are used in ACR and ACA for  offline charging and in CCR and CCA for online charging. The use of these AVPs are described in subclause 5.1.3 for offline charging and in subclause 6.1.3 for online charging. The information is summarized in table 7.2 along with the AVP flag rules.

Detailed descriptions of AVPs that are used specifically for IMS charging are provided in the subclauses below the table. However, for AVPs that are just borrowed from other applications only the reference (e.g. [13]), is provided in table 7.2 and the detailed description is not repeated.

Table 7.2: Use Of Diameter Credit-control and 3GPP accounting AVPs for IMS

	AVP Name
	AVP 

Code
	Clause 

defined
	Value 

Type
	AVP Flag rules

	
	
	
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	AVPs from Diameter Credit Control

	[Subscription-Id]
	
	[13]
	
	
	
	
	
	

	[Requested-Action]
	
	[13]
	
	
	
	
	
	

	*[Used-Service-Unit]
	
	[13]
	
	
	
	
	
	

	
{Unit-Type}
	
	[13]
	
	
	
	
	
	

	
{Unit-Value}
	
	[13]
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
[Currency-Code]
	
	[13]
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	*[Service-Parameter-Info]
	
	[13]
	
	
	
	
	
	

	[Abnormal-Termination-Reason]
	
	[13]
	
	
	
	
	
	

	*[CC-Correlation-Id]
	
	[13]
	
	
	
	
	
	

	[Credit-Control-Failure-Handling]
	
	[13]
	
	
	
	
	
	

	[Direct-Debiting-Failure-Handling]
	
	[13]
	
	
	
	
	
	

	*[Granted-Service-Unit]
	
	[13]
	
	
	
	
	
	

	
{Unit-Type}
	
	[13]
	
	
	
	
	
	

	
{Unit-Value}
	
	[13]
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
[Currency-Code]
	
	[13]
	
	
	
	
	
	

	[Cost-Information]
	
	[13]
	
	
	
	
	
	

	
{Cost}
	
	[13]
	
	
	
	
	
	

	
{Currency-Code}
	
	[13]
	
	
	
	
	
	

	[Final-Unit-Indication]
	
	[13]
	
	
	
	
	
	

	[Check-Balance-Result]
	
	[13]
	
	
	
	
	
	

	{CC-Requset-Type}
	
	[13]
	
	
	
	
	
	

	{CC-Request-Number}
	
	[13]
	
	
	
	
	
	

	[CC-Session-Failover]
	
	[13]
	
	
	
	
	
	

	[CC-Sub-Session-Id]
	
	[13]
	
	
	
	
	
	

	[Validity-Time]
	
	[13]
	
	
	
	
	
	

	3GPP Diameter Accounting AVPs

	[Event-Type]
	
	7.2.16
	Grouped
	
	
	
	
	

	
[SIP-Method]
	
	7.2.34
	UTF8String
	
	
	
	
	

	
[Event]
	
	7.2.15
	UTF8String
	
	
	
	
	

	
[Content-Type]
	
	7.2.12
	UTF8String
	
	
	
	
	

	
[Content-Length]
	
	7.2.11
	UTF8String
	
	
	
	
	

	
[Content-Disposition]
	
	7.2.10
	UTF8String
	
	
	
	
	

	[Role-of-Node]
	
	7.2.27
	Enumerated
	
	
	
	
	

	[User Session Id]
	
	7.2.45
	UTF8String
	
	
	
	
	

	[Calling-Party-Address]
	
	7.2.7
	UTF8String
	
	
	
	
	

	[Called-Party-Address]
	
	7.2.6
	UTF8String
	
	
	
	
	

	[Time-stamps]
	
	7.2.39
	Grouped
	
	
	
	
	

	
[SIP-Request-Timestamp]
	
	7.2.35
	UTF8String
	
	
	
	
	

	
[SIP-Response-Timestamp]
	
	7.2.36
	UTF8String
	
	
	
	
	

	[Application-server]
	
	7.2.3
	UTF8String
	
	
	
	
	

	[Application-provided-called-party-address]
	
	7.2.2
	UTF8String
	
	
	
	
	

	[Inter-Operator-Identifier]
	
	7.2.22
	Grouped
	
	
	
	
	

	
[Originating-IOI]
	
	7.2.25
	UTF8String
	
	
	
	
	

	
[Terminating-IOI]
	
	7.2.38
	UTF8String
	
	
	
	
	

	[IMS-Charging-Identifier]
	
	7.2.20
	UTF8String
	
	
	
	
	

	*[SDP-Session-Description]
	
	7.2.31
	UTF8String
	
	
	
	
	

	*[SDP-Media-component]
	
	7.2.28
	Grouped
	
	
	
	
	

	
[SDP-Media-Name]
	
	7.2.30
	UTF8String
	
	
	
	
	

	
*[SDP-Media-Description]
	
	7.2.29
	UTF8String
	
	
	
	
	

	
[GPRS-Charging-Id]
	
	7.2.18
	UTF8String
	
	
	
	
	

	[GGSN-Address]
	
	7.2.17
	IPAddress
	
	
	
	
	

	[Served-Party-IP-Address]
	
	7.2.32
	IPAddress
	
	
	
	
	

	[Authorized-QoS]
	
	7.2.4
	UTF8String
	
	
	
	
	

	[Server-Capabilities]
	
	[19]
	
	
	
	
	
	

	[Trunk-Group-Id]
	
	7.2.40
	Grouped
	
	
	
	
	

	
[Incoming-Trunk-Group-Id]
	
	7.2.21
	UTF8String
	
	
	
	
	

	
[Outgoing-Trunk-Group-Id]
	
	7.2.26
	UTF8String
	
	
	
	
	

	[Bearer-Service]
	
	7.2.5
	OctetString
	
	
	
	
	

	[Service-Id]
	
	7.2. 33
	UTF8String
	
	
	
	
	

	[UUS-Data]
	
	7.2.46
	Grouped
	
	
	
	
	

	
[Amount-of-UUS-data]
	
	7.2.1
	UTF8String
	
	
	
	
	

	
[Mime-type]
	
	7.2.23
	UTF8String
	
	
	
	
	

	
[Direction]
	
	7.2.14
	Enumerated
	
	
	
	
	

	[Cause]
	
	7.2.8
	Grouped
	
	
	
	
	

	
{Cause-Code}
	
	7.2.9
	Enumerated
	
	
	
	
	

	
{Node-Functionality}
	
	7.2.24
	Enumerated
	
	
	
	
	


End of Change in Clause 7.2

Change in Clause 7.2.13











End of Change in Clause 7.2.13

Change in Clause 7.2.19











End of Change in Clause 7.2.19

Change in Clause 7.2.37





End of Change in Clause 7.2.37

Change in Clause 7.2.41













End of Change in Clause 7.2.41

Change in Clause 7.2.42









· 
· 
· 
· 


End of Change in Clause 7.2.42

Change in Clause 7.2.43









End of Change in Clause 7.2.43

Change in Clause 7.2.44










End of Change in Clause 7.2.44

End of document
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