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5
File Transfer IRP Requirements

5.1
General Requirements for File Transfer IRP

The FT IRP shall ensure preservation of file content:

· The used file transfer protocol implementation shall preserve the formatting of the file during exchange.

· The used file transfer protocol implementation shall preserve the encoding of the file during exchange.

Note: Above requirement(s) are considered as being satisfied by FTP.

The FT IRP shall support the following file transfer protocols:

· FTP

[E///: We would like to discuss the use of Secure FTP (SFTP) to provide the needed security features for FT IRP.]
The FT IRP shall specify all necessary descriptive file information and parameters, to enable exchange of files between IRPManager and IRPAgent and to ensure respective file management capabilities (such as listing).

…

5.3
File exchange requirements

The IRPManager shall be able to request the IRPAgent to:

· Upload one or more files

· Download one or more files

The IRPAgent should:

· Emit notifications announcing completion status of file upload and download (success or failed)

Therefore, the IRPManager should always act as the requester for uploading or downloading files.  In response to the request, the IRPAgent shall be the FTP client of the actual file transfer actions, while the IRPManager shall provide the corresponding server (e.g., the FTP server) capabilities.
This File Transfer IRP shall define the following generic notification, to be used/imported by other IRPs as applicable (e.g. PM IRP):

· Generic notification “File Preparation Completed”;
· Generic notification “File Preparation Error”.
Note that the File Transfer IRPAgent does not emit these notifications.  The other IRPAgents, such as PM IRPAgent, will prepare these notifications and pass them (internally below the Itf-N) to the Notification IRPAgent that emits them over the Itf-N.
5.4
File management/maintenance/security requirements

The IRPManager shall be able to request the IRPAgent to:

· Provide a list of available files, based on file name and file creation date/time filter criteria.

In addition the following requirements should be considered:

· Security mechanisms to secure the files during transfer.  The required level of security should be dependent, among other things, on the types of files being transferred.  For example, a file containing configuration data for download from Bulk CM IRPManager should have a higher security level than a file containing historical network event data upload from Log Management IRPAgent.  The required level of security and the security mechanism  will be defined in Reference [xx].  (Editor note: Secured IRP Management Requirements)
· File system overload mechanism on IRPAgent side (e.g. automatic deletion of transmitted files, automatic deletion of outdated files, emission of notifications in case of automatic deletion).

· The IRPManager shall indicate to the IRPAgent if received files are not accessible or not readable. 

6
Overview of IRP related to File Transfer (FT)

Itf-N is built up by a number of IRPs. The basic structure of the IRPs is defined in 3GPP TS 32.101 [01] and 3GPP TS 32.102 [02].

For the purpose of the File Transfer IRP the following IRPs are needed:

· Notification IRP [04]

· Alarm IRP [03]

The following IRP/specifications shall use this FT IRP for file transfer purposes (future IRP or IRP capabilities not listed here shall also reuse this FT IRP for file transfer purposes):

· Performance measurement results as defined in [07], [08]

· Test results as defined in [06]

· Bulk CM files as defined in [10]

· Call trace records as defined in [09]

· Notification log exports as defined in [05]

Annex A (informative):
Change history

This annex lists all change requests approved for the present document since the specification was first approved by 3GPP TSG-SA.

	Change history

	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	





3GPP


