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This document proposes text to be introduced in section 5 of Release 6 TS 32.401 “Performance Management: Concepts and Requirements”. 

The objective is to specify the overall requirements for Threshold Management in the context of Performance Management. 

It is proposed that possible impacts on PM IRP TSs (32.41x series) are handled in a second step.

It is to be noted that existing statements in current TS 32.401 about Threshold Management, more particularly in section 5.6 “Usage of Alarm IRP for Performance Alarms”, will also have to be reconsidered.
To be able to monitor the overall health of the network, authorized users will have to set the thresholds used for generating Performance Alarms (see section 5.6). It is the Operator’s responsibility to ensure that threshold values are defined appropriately in order to detect performance degradations before they become service affecting.

An alarm threshold may be defined for any managed object class supporting measurements, or for any managed object instance of a class. The object class threshold acts as a default when no other threshold is defined at instance level. In case where both are defined, the object instance thresholds have precedence. Following threshold creation, it shall be possible to query the threshold information defined for an object instance or for all instances of an object class.

[Editor’s Note: it is proposed not to introduce in TS 32.401 any consideration about consistency check between creation/deletion of threshold information and existing configuration data. This kind of issues should not be addressed in Concepts and Requirements, but in the PM IRP IS. The current assumptions are: 1/ creation of a threshold on a non‑existing instance should be rejected, 2/deletion of the threshold is possible when it is detected that the related instance has been deleted.]
The threshold definition shall allow the user to assign up to three different severity levels (critical, major, minor) based on different threshold values. The threshold direction should also be defined as increasing or decreasing, according to which crossing raises the Performance Alarm. More generally, any Performance Management specific parameters of the triggered alarm notification as described in TS 32.111-2 will be specified within the threshold configuration information.
All performance measurement types are available for threshold management. When defining thresholds, the user shall be able to select from any of the performance measurement types relevant for the object class or object instance to which the threshold applies.

The threshold value for cumulative counters should be a rate of variation defined in an independent way of the granularity period. (E.g. an alarm could be triggered when more than 20 PDP context activation request are received per second by an SGSN).
Threshold crossings are evaluated as performance data become available. For each measurement type, the current value is checked against the defined alarm threshold(s). According to the previous value for this measurement type, a new alarm, a changed alarm or a clear alarm may be raised. 
If a performance alarm is triggered for a given object instance, the same alarm cannot be triggered again for that object instance until it has been cleared. The only exception to this rule is when the severity of the performance alarm has increased/decreased.

The following figure describes examples of threshold crossing for a Gauge measurement type:

· At T1, a new alarm notification A1 (minor) is generated when Level 1 is crossed

· At T2, a changed alarm notification A1 (major) is generated when Level 2 is crossed

· At T3, a cleared alarm notification A1 is generated when Level 2 and 1 are crossed
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Figure 1: Examples of threshold crossing for a Gauge measurement type

The following figure describes examples of threshold crossing for a Cumulative Counter measurement type:

· At T1, a new alarm notification A1 (minor) is generated when Level 1 is crossed

· At T2, a changed alarm notification A1 (critical) is generated when Level 2 and 3 are crossed

· At T3, a changed alarm notification A1 (minor) is generated when Level 3 and 2 are crossed

· At T4, a cleared alarm notification A1 is generated when Level 1 is crossed
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Figure 2: Examples of rate-based threshold crossings for a CC measurement type

In order to avoid repeatedly triggering Performance Alarms around a particular threshold level, an hysteresis mechanism may also be provided by defining threshold levels in pairs (high levels and low levels). In that case, the high level value shall be greater than or equal to the low level value. 

The hysteresis interval (i.e. the range between low level and high level values) defines the limits within which the measurement value is allowed to oscillate without generating a new/clear alarm. For each pair of high and low threshold levels, one of them shall generate an alarm notification, and the other shall generate an alarm clear notification. This means that the alarm clear notification may be generated either at the low level or at the high level value. However, the alarm notification shall always be generated before the alarm clear notification.
If the direction of the threshold crossing is increasing, a new alarm will not be generated before the measurement value has gone beyond the high level threshold value. Furthermore, the alarm will not be cleared before the measurement value has gone below the low level threshold value. For decreasing thresholds, the opposite is applied. The hysteresis mechanism can be used for both Gauges and Cumulative Counters thresholds.
The following figure describes examples of threshold crossings with hysteresis for a Gauge measurement type:

· At T1, a new alarm notification A1 (e.g. major) is generated when notifyHigh1 is crossed

· At T2, a new alarm notification A2 (e.g. critical) is generated when notifyHigh2 is crossed

· At T3, a cleared alarm notification A2 is generated when notifyLow2 is crossed

· At T4, a cleared alarm notification A1 is generated when notifyLow1 is crossed

· At T5, a new alarm notification A3 is generated when notifyHigh1 is crossed
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Figure 3: Examples of threshold crossings with hysteresis for a Gauge measurement type
The following figure describes examples of threshold crossings with hysteresis for a Cumulative Counter measurement type. The monitored value for the alarms generation is the derivative of the CC value.
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Figure 4: Examples of threshold crossings with hysteresis for a CC measurement type
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