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Intent

This document proposes solutions to satisfy Backward Compatibility Requirements currently being discussed in 3GPP SA5 SWG-C and documented in “IRP BC Requirements”.

This document is offered for 3GPP members’ discussion and decision.
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1 General

1.1 Backward Compatible (BC)

An IRPAgent contains various IRPs such as Alarm IRP and Notification IRP.  A particular xxx IRP, such as Alarm IRP, offers the network management service defined by the corresponding xxx IRP specifications of a particular release.  For example, an IRPAgent-17 may offer alarm management service defined by R6 Alarm IRP specification and notification service defined by R5 Notification IRP specification.    

Since the release number is tied with xxx IRP (and not with IRPAgent), we use BC to refer to the particular network management service offered by xxx IRP.  Therefore, it makes sense, in the context of our discussion, to say the following:

· This IRPAgent-17 offers a BC alarm management service.

· This IRPAgent-17 offers a notification management service that is not BC.

If all management services of IRPAgent-17 are BC, then we say IRPAgent-17 is fully BC.  If not all but at least one management service of IRPAgent-17 is BC, then we say IRPAgent-17 is partially-BC.

1.1.1 From IRPAgent perspective

If an IRPAgent’s management service of xxx IRP claims to be BC, then this particular management service shall inter-operate meaningfully with an IRPManager that uses the same release or older release.  (The system behavior should be that listed in IRP BC Requirements [1].)  In order for the IRPAgent to accomplish this, the IRPAgent shall do at least one of the following: 
(a) The IRPAgent has one xxx IRP implementation of the new release and another xxx IRP implementation of the old version.  In addition, the Entry Point (EP) management service (defined by EP IRP) shall be provided to the IRPManager.  The IRPManager, using this EP management service, can at run-time select the wanted version.  
(b) The IRPAgent has one Interface xxx IRP implementation that supports both versions.  In this implementation, one xxx Interface IRP specification version involved must be DBC (Definition Backward Compatible) to the other.  The rules to define an xxx Interface IRP specification that is DBC with another one are described in ref [2].  The IRPAgent has one xxx NRM IRP implementation that supports both versions.  In this implementation, one xxx NRM IRP specification release involved must be DBC to the other.  The rules to define an xxx NRM IRP specification that is DBC with another one are described in ref [2].

1.1.2 From IRPManager perspective

The term BC is used to qualify if a particular management service offered by an IRPAgent is BC or not (see 1.1.1).  It is not used to qualify if an IRPManager is BC or not.

For an IRPManager to take advantage of the BC feature offered by a particular IRPAgent, the IRPManager should:

(a) Implement the EP IRPManager to discover the supported management serviced, their versions and their service access points.  
(b) If the IRPAgent uses the Single Stack approach to implement the BC feature, then the IRPManager needs to implement the behavior specified in sub-clause 2.4 “IRPManager Behavior Using Single Stack Approach”. 
2 Implementation of BC Feature

This document proposes two IRPAgent implementations that can satisfy the BC Requirements (see ref [1]).  One implementation uses the “dual stacks” approach.  The other uses the “single stack” approach.

2.1 Dual Stack Approach

This section describes the “dual stack” approach to support BC Requirements.

1. An IRPAgent-17 contains R6 EP IRP, R5 Alarm IRP and R5 Notification IRP.

2. R5 IRPManager uses the R5 IRPs access points discovered from EP IRPAgent to access the R5 management services.

3. There is a desire to upgrade IRPAgent-17 to support R6 Alarm IRP and R6 Notification IRP without dropping the support of R5 Alarm IRPManager and R5 Notification IRPManager.

4. IRPAgent-17 adds R6 Alarm IRP and R6 Notification IRP and updates the information in its EP IRP.  Now IRPAgent-17 has “dual stacks” for Alarm IRP and “dual stacks” for Notification IRP.

5. R6 IRPManager uses the R6 IRP access points discovered from EP IRPAgent to access the R6 management services.  Likewise, R5 IRPManager, as before the IRPAgent upgrade, can continue to access the R5 IRP management services.

2.2 Single Stack Approach 

The “dual stack” approach requires the IRPAgent to have two implementations where one supports the new IRP specification while the other supports old IRP specification.  

The “single stack” approach does not require the IRPAgent to have two separate implementations.  In this approach, the IRPAgent has one implementation that supports the new IRP specification.  This implementation can inter-operate meaningfully with IRPManager using old or new IRP specification.  In this approach, the communicating IRPManager and IRPAgent are using (or have knowledge) of non-identical IRP specifications.  (Note that in the “dual stack” approach, the communicating parties are using identical IRP specifications.)

In order for this approach to succeed, the following two rules must be followed.

· The new interface SS specification must be evolved from the old one using a set of Extension Rules (See [2] for CORBA specific extension rules).  These are called Extension Rules for Interface IRP and Extension Rules for NRM IRP.  These rules are SS specific.  (These rules are not discussed in this document.  The rules for CORBA SS are captured in a document entitled “IRP BC Extension Rules for CORBA SS”.)

· If the new or old IRPManager want to participate in the interworking scenarios described in the IRP BC Requirements [1], they must implement the behavior described in 2.4.

…

2.3 Choosing “Dual stack” or “Single Stack” Approach
An advantage of using the “dual stack” approach is that the IS and SS authors have more freedom when creating a new version of a specification.  For example, the new specification does not need to carry all mandatory features from the old specification.  

An advantage of using the “single stack” approach is that the IRPAgent’s implementation is simpler and the maintenance cost is lower than the “dual stack” approach.  The “single stack” has only one implementation of a particular IRP while the “dual stack” has two implementations.  The drawback of this approach is that the IS and SS authors have less freedom when creating a new version of an IRP specification.  They must use the Extension Rules for Interface IRP and NRM IRP ([2] for CORBA SS).  

2.4 IRPManager Behavior Using Single-Stack Approach 

2.4.1 Old IRPManager

An IRPManager uses an old Interface IRP SS and an old NRM IRP SS.  An IRPAgent uses a new Interface IRP SS and a new NRM IRP SS.  Suppose the new is DBC to the old.  In order to satisfy the BC Requirements, the IRPManager must implement the behavior listed below.  

1. The IRPManager receives a notification.  The MOC carried in this notification is not defined in the old SS.   Based on the name convention defined in sub-clause “Name Convention for 3GPP NRM DBC MOC” (see Ref [3]), the IRPManager should be programmed to recognize if the MOC in the notification is sub-classed from an MOC of the old SS. 

2. The IRPManager receives a notification.  The MOC carried in this notification is not defined in the old SS.  Based on the DN carried in the MOI of the notification, the IRPManager should be programmed to recognize the following.

· One of the containing MOI of this MOI is of a MOC defined in the old SS.

· One of the containing MOI of this MOI is of a sub-class of a MOC defined in the old SS.  

If the recognition is negative, the IRPManager can conclude that it is interacting with an IRPAgent that is using a SS not NRM DBC to the old SS.  3GPP will not recommend the IRPManager behavior in this case.

If the recognition is positive, the IRPManager is expected to process the notification.  For example, if the notification carries alarm information, the IRPManager can capture the alarm information in its local object instance (in its local storage) that is the containing MOI of the MOI emitting the notification.  The IRPManager should also be aware that multiple instances of different new classes could be contained by the instance whose MOC is defined in the old SS and act accordingly.

3. Discard the name-value (NV) pair (carried in the notification) whose name is not defined in the old SS.

4. Able to process the return result of getXXXIRPVersions() that identifies a set of Interface IRP SS.

5. Able to process the return result of getNRMIRPVersions() that identifies a set of NRM IRP SS. 

6. Discard the notification that carries an event type not defined in the old SS.

2.4.2 New IRPManager

An IRPManager uses a new Interface IRP SS and a new NRM IRP SS.  An IRPAgent uses an old Interface IRP SS and an old NRM IRP SS.  Suppose the new is DBC to the old.  In order to satisfy the BC Requirements (see Ref [1]), the IRPManager must implement the behavior listed below.

1. Process the return result of getXXXIRPVersions() that identifies a set of Interface IRP SS.  

2. Process the return result of getNRMIRPVersions() that identifies a set of NRM IRP SS.

3. Recognize that it is using a new but an DBC version to that of the IRPAgent.

4. Either (a) refrain from invoking method that is not supported by the IRPAgent or (b) invoke it but must recognize the exception thrown and act accordingly.

5. Either (a) refrain from using any new input parameter value (of method) not supported by the IRPAgent or (b) use it but must recognize the exception thrown and act accordingly.


