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Summary

Once introductions had been made, and SA5's time constraints had been identified the call took the form of a question and answer session.

The concerns about which interface to use for 3rd parties addressing security issues have been partly answered, the detail will be in the stage 3 developments, and also the subject of liaisons and interactions with SA3.

A liaison from SA5 will be submitted as input for the next SA2 meeting (12th-16th May) containing SA5's assumptions and questions.
Qing Xuan offered to try and obtain answers in response to SA5's questions in time for the next SA5 meeting between 19th-23rd May.

A major concern from SA5 is the ability to meet the release 6 time frame given some of the GUP deliveries are not to be ready for information until the end of the 2003.

Notes made in the order of conference call progression

Istvan Aba provided an Introduction regarding the joint T2 SA5 meeting considering the usage of GUP for user equipment management and Subscription management.

In order for SA5 to be assured that GUP architecture and mechanisms are suited for SA5 needs, a better understanding of GUP was needed to know how to apply and integrate GUP with SM.

The outcome of the teleconference will be recorded in a liaison statement to SA2 to confirm this integration so as to complete TS 32.141 at the next SA plenary.

Check on document plan and dates

Subscription management started in GSM and has been delayed until release 6.

SM is becoming important due to an increasing number of services e.g. MMS, IMS requiring subscription data and extensive administration issues.
This extends to the need to support 'self subscription'.


In order to meet the release 6  time frame, the SM architecture specification TS 32.141 needs to be approved in June.

GUP is being investigated to support the needs for subscription management.
SA5's assumptions have been documented in the liaison plus a set of questions that need to be answered for the next SA5 meeting to ensure SA5 members understand the GUP architecture.

Dates


22.240 Stage 1 Service Requirements for the 3GPP Generic User Profile (GUP)
                       is approved at version 6.0.0


23.240 Stage 2 3GPP Generic User Profile Architecture has been provided for information
                       and  is expected to be approved in June 2003.

23.241 Data Description Method (This has been re named from Data description Framework)
            and is at version 0.3.0. The work being done to the DDM is in limiting the scope.
Mr. Thuvesson indicated that this work was being conducted at the last T2 meeting in Berlin. And at the next T2 meeting the objective will be to have this ready for info in August 2003.

Overview of SM specs.


32.140 – The Requirements for subscription management were approved at SA#19

32.141 – This is the subscription Management architecture and the aim will be to have this
                          ready for approval as SA#20

SA5 aim to have 3 additional stage 3 documents necessary for subscription management – these are following the Integration reference point technique (Defined in TS 32.120) and require:-

· IRP Requirements document

· IRP Information Service

· IRP Solution set for at least one of the accepted interface technologies
CMISE /CORBA/XML

Dave Sidor indicated XML is part of the solution space.

A high level overview of GUP was provided.

GUP is a platform for user related data in a user related database.

Single interface for applications to GUP server (Rg ref point)

Provides security

Provides synchronization database.

Profiles

Question:- Are applications a source or a sink of user data. 

Answer:- Applications can make requests of the GUP server which will then find the appropriate location of the data and return the requested data back to the application.
If the application is a management application then a profile can be created.
Applications needing data in a profile may be requested. Data is sourced from user, 3rd part or network.

Network knows public identities

GUP administration functions know alternative identities for profile management.

SA5 indicated that the SM work is closely based on the network architecture (23.002) document.

GUP will support directing requests to 3rd part database services.

Administration of database uses ARP function (Adaptive repository function) on the Rp reference Point.

All data is within the home network. The home operator may access data in the home and external service provider's networks using security mechanisms/permissions to control access to data.

Confirmation that the GUP server needs to operate in near time and will require the same level of reliability as the HSS.

It is not intended that GUP Rp interface will replace MAP, or impact existing interface definitions.

The Rp interface is intended to provide a future harmonized interface.

Question I – clarification of management server.

SA5 has management systems, Network Management systems, Element management systems. These management systems have databases but the database is not made available as a separate system aspect.

Any of the applications may supply data and hence are depicted and considered to be a server of data. 

Fig 4.2 of 23.240 

The data repositories are quite mixed (core NEs, IM core NEs, systems that are located in the area of billing/customer care)
These systems store data relating to subscriptions and have internal mechanisms for synchronizing data.

Applications may request data from the GUP server. When the GUP server receives a request for data, it has to obtain the data from possibly many sources and present the set of data to the requestor as a consolidated set of data.

The management servers are really application servers
e.g. a UE can be considered as an application. A customer care systems as in annex A of 23.240 can be considered an application. Subscription management can also be considered an application.

Discussion on different NEs, different representations of data and real time needs.

The Rp interface provides a harmonized interface (hiding different NE interface implementations)  so as to ease the addition of new applications.

Annex B table. The consumer confirmed to be above the GUP server using the Rg interface.

The supplier being the applications 

Rp reference point is to be used in the home network.

The Rg reference point is to be used for external applications.

Considering fig 4.2 and GUP/subscription management relation

GUP provides a general mechanism for managing data.

The usage of the data is the responsibility of the applications.

Subscription management can be considered an application, and use the Rg interface to distribute the data to the network elements that need it.

The basic data is created in a customer care system, and then distributed to the network via the Rg interface.

This does not preclude the usage of the Rp interface, however the Rp is concerned with a specific location, and has little security capabilities. The Rg includes security functions.

Access control mechanisms and authorizations will be specified in GUP documents.
However the details of these (stage 3)  might be specified outside of GUP, depending an the responses to security liaisons sent to SA3).

Security Rg and Rp interfaces is expected to use IPSEC for security.

Time frames for work.

CN4 is responsible for the network side (Rg and Rp) interface definitions.

Nokia is bringing first contributions into CN4.

The time frames are not really agreed but  aiming towards the  end of 2003, but not all companies agree to this.

It is thought that a close cooperation with CN4 to agree on the protocol definitions would be beneficial.

Biggest factor for SA5 is regarding the availability of the GUP architecture, which suggests SA5 require the  CN4 work completing by approximately September.

SA5 focus is to support subscription for basic GPRS data – this will also be used as a base for other services built on top of GPRS.

The basic templates and xml usage for defining components is being specified in CN4.

It should be SA5's role to define the focus of attention for the GUP data model, and what data is to be specified.

SA5 are at the stage of defining the data that is the subject of initial subscription management.

Liaison statement will be sent out tomorrow (8th May) for email approval on the evening of Monday May 12th, in order to send the liaison to SA2 on Tuesday 13th May.

A pre approved copy of the LS will be provided to Qing  Xuan on the 8th  

SA5 expresses appreciation and thanks to all participants and to Motorola for providing the conference facilities.

List of Conference Call Input Assumptions and questions.

1. Overall Description:

SA5 SWGA will deliver the Release 6 feature for Subscription Management (SM) (SP-020448).

SA5 is willing to consider the work of other WGs within the release 6 time frame that might provide a solution for the subscription management requirements identified in TS 32.140 (recently approved at SA19).

It should be noted that 

- much of SA5's existing output is focused on managing the functional entities (called network elements in SA5) on the 3GPP network architecture in 23.002.

- draft 32.141 v1.0.1 (attached) on the subscription management architecture has identified Interface N as described in 32.102 as the initial focus of SA5.

The Generic User Profile reference points, and synchronisation capabilities are candidate solutions to support SM.

In order that SA5 can be confident that the GUP development is suited some additional knowledge transfer is required to permit SA5 to reach an objective decision.

Contributions into SA5 meeting 33 bis have suggested a usage of the Rp and Rg reference points.

Ideally SA5 would like an interactive question and answer session with members of the GUP development possibly via a conference call. To illustrate the kinds of questions and associated assumptions we have prepared the following.

2. Assumptions

1. The current set of available documents for GUP in release 6.0 are: -
TS 22.240 6.0.0 Stage 1 service requirements for the 3GPP Generic User Profile
TS 23.240 1.1.0 Stage 2 3GPP Generic User Profile Architecture
TS 23.241 0.3.x Stage 2 3GPP Generic User profile –Data Description Framework.


2. SA5 believe that the GUP server hold no data used for actual configuration purposes, but does support the directing of a request to the appropriate network element(s) which do hold the information utilising the Rg reference point to the RAF.


3. SA5 would like to consider the functions within the GUP server can be considered as that of a type of network element. The actual location of the GUP server functions could be physically architected into another NE (e.g. HSS)


4. The Rg reference point incorporates security functions to ensure any request is authorized, and changes made by an authorized requestor cannot be repudiated.


5. Any network element, which requires configuration data, may use the bi directional capabilities of the Rg reference point to obtain the data from the entity having the master GUP data role.


3. Questions

A. What is the relationship between the functional entities defined in 23.240 and those in 23.002?

B. What reference point is used to administer the security functions in the GUP server?


C. GUP has the notion of a master GUP component. How is this master component allocated/defined?


D. It is inevitable that at some point a computing or storage device will fail beyond recovery. What mechanisms exist for storage of data in alternative backup devices e.g.the ability to change the role of a non master component to a master role. Also demote a master component to non master?


E. The GUP architecture shows usage of both the Rp and Rg reference points by applications. How does an application obtain an awareness of how data is distributed amongst the network, and hence which components support the RAF, to determine which components need to be communicated with via the Rp interface?


F.  Are there any security mechanisms supported when using the Rp interface when accessing the RAF?


G. Subscription management in release 6 is aimed at being within the same network. With a future need after release 6 to support 3rd part operators and VASPs. Will GUP permit varying levels of access capabilities / restrictions to be defined for different Subscription management requestors?


H. Subscription management will have an initial need to be able to configure data for the GPRS / IMS applications. This necessitates being able to configure data in the HSS for specific users. E.g. the data in 23.008, 23.016, 23.060. Is there any schema definition work in progress for any of the data in these specifications?


I. Figure 4.2 of TS 23.240 depicts an RAF associated with Management Servers. The term ‘Management Servers’ is unknown to SA5. Please provide its definition and the source document.

Attachement: draft 32.141 v1.0.1
