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To help progress the Security Management specification activities within WT01 of SWG-C, Motorola is suggesting some adjustments on how this work could progress. These suggestions essentially do not propose to change the semantics of what has been written so far. We propose to restructure the current work somewhat, add some more supporting and necessary background and analysis information and put the document in the correct context, so we can drive forward in SA5 R6 in the most appropriate and successful way.

For consideration by WT01, our suggestions for adjustment are as follows:

· Rename the current specification to "Security Management: Concept & Requirements" (at this stage it should not be an IRP Requirements specification, as we don't know yet if we need another IRP or just extensions to each existent IRP or both) and subsequently give it another number (e.g. 32.3x0 or even 32.103); nevertheless keep the basic current structure, put IRP specific content on hold (within another specification or document, for potential reuse at a later stage), and reshuffle the content a to some degree:

· Chapter 4 should

· Define the current scope and domains as well as current security "landscape" as it my apply to OAM&P

· Define thread and vulnerability definitions.

· Align above with SA3 specifications (within this specification as well as potentially applicable SA3 specifications - please refer to S5-036465, containing some relevant proposals).

· Consider other related ITU-T & ETSI specifications for re-use or adoption of concepts, consider the new T1M1 specification liased to SA5 (S5-027002), and potentially consider relevant IETF - and adopt what is considered useful (through incorporation and/or reference). 

· Chapter 5 than should contain: 

· A detailed vulnerability & thread analysis with respect to applicable OAM&P components and interfaces (based on the scope of SA5 generic and IRP specifications).

· Chapter 6 finally should: 

· Define the security requirements based on the thread & vulnerability analysis 

· Provide a recommendation and partition of these requirements to identify the need for

· A potential Security Management IRP and/or

· Changes/additions necessary to existing and future Interface and/or NRM IRP's 

· This “Security Management Concept & Requirements” specification could be (or should be) a collaborate effort with SWG-A, while everything else (Security Management IRP or changes to existent IRP’s) is than a SWG-C matter. 







