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1 Introduction and Executive Summary

1.1 Session data

The RG WT01 session was held on April 10, 2003 during Q3.

The following Tdocs were input to this session:
	Type
	Input Tdoc#

-> Output Tdoc#

(if changed)
	TS(s)
	Rel
	Title
	Source
	Replaces
	Input Status
	Reviewed
	Output Status

	Report
	S5-036211r1
	-
	-
	Report of SA5#33 WT01 session
	Ericsson ( on behalf of Huawei) 
	S5-036211 R2
	New
	Yes
	RG Approved

	Discussion paper
	S5-027002
	
	R6
	S5-027002 T1M1 to ALL RE-Security  2M101590
	Motorola
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036038
	
	R6
	S5-036038  Bulk CM Security Requirements
	T-Mobile
	
	New
	Yes
	Need further discussion

	Discussion paper
	S5-036433
	
	R6
	S5-036433 draft TS on Security Management IRP Reqirement
	Huawei
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036443
	
	R6
	S5-036443 MOT WT01 Adjustments
	Motorola
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036453r1
	
	R6
	S5-036453 r1 E role in security IRP
	Ericsson
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036459
	
	R6
	S5-036459 CommentsOnSecurityManagementIRPdraftRequirements
	Siemens
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036465
	
	R6
	S5-036465 Rel6 TS32.xxx Security Management Requirements
	Motorola
	
	New
	No
	Need further discussion

	Discussion paper
	S5-036484
	
	R6
	S5-036484 Merge HW-Mot Security Management Reqirement
	Huawei/Motorola
	
	New
	Yes
	Need further discussion


1.2 Executive summary

1.2.1 Achievements of this meeting

8 contributions have been received for this meeting. Due to time limited, 2 of them are discussed.

1.2.2 Total achievements and progress of this WT in this release (Rel-6)

S5-036038Bulk CM security requirement has been reviewed, and it should be updated and resubmitted for next meeting.

S5-036484Security management requirement has been discussed, and it should be updated and resubmitted for next meeting.
Huawei and Motorola’s contributions should be withdrawn since they have been merged into a new contribution before the meeting.

Other contributions are not discussed or reviewed due to time limited.
· Achievements: Bulk CM security requirement is necessary and some suggestions have been given. The Huawei-Motorola-Ericsson joint contribution Security management requirement is discussed.
· Percentage of completion: 10%

· Problems: Since many members are very interested in security management WT, and submit many contributions on it, it is agreed (by Huawei and chairman of SWGC) that this WT need 2 quarters at least in later meetings.

1.2.3 Action requested by (and information to be forwarded to) SWG-C / SA5 

1. The RG requests SWG-C/ SA5 to approve the following documents (and forward the CRs to the TSG SA plenary):

None.
2. For information to SWG-C and/or SA5 and/or SA:

None.
3. Documents requested to be withdrawn: 

S5-036433
S5-036465
4. Any other action requested by SWG-C/ SA5:

None.

2 Approval of the last meeting report
Last report was updated. The update S5-036211r2, was approved.
3 Action items

	Item
	Description
	Release
	Owner
	Status after meeting #23
	WT RG respon-sible
	Target date

	#33bis.1
	Bulk CM session should not only be possible to be stopped by the initiator; other users that have enough privileges should also be able to stop it. .
	Rel-6
	T-Mobile
	Closed
	WT01
	Meeting #33bis

	#33bis.4
	It should be described Which security requirements secure which IRP.
	Rel-6
	Huawei/Motorola/Ericsson/
	Open
	WT01
	Meeting #34

	#33bis.5
	It is very confusing that diagram on security management stratums are based on air interface, especially that IRPAgent/IRPManager seem based on such interface.
	Rel-6
	Motorola
	Open
	WT01
	Meeting #34

	#33bis.6
	Clarify which (if any) management information transported via the Itf-N requires confidentiality
	Rel-6
	Huawei
	Open
	WT01
	Meeting #34


4 Review of input documents 

4.1 Tdoc S5-036038  Bulk CM Security Requirements
Motorola: The first requirement is already partly met with Bulk CM Status Notifications, and only the id of the IRP Manager has to be added to existing notifications. 
Siemens: Bulk CM session should not only be possible to be stopped by the initiator; other users that have enough privileges should also be able to stop it.. Whether there should also be a “Super Manager” who can shut down any “illegal” sessions should be for further study.

Huawei: Whether it is necessary to secure the confidentiality of files that uploaded or downloaded on itf-N. And T-Mobile doesn’t think it is necessary.

All: the Bulk CM security requirements need further explanation. Some changes were discussed and added to the requirements and are contained in the revised r1 version of this contribution 

Ericsson: The review of Bulk CM security requirement should only be for information, and it can’t be approved until further discussion.
Conclusion: The contribution should be updated and resubmitted for next meeting.
4.2 Tdoc S5-036484 Merge HW-Mot Security Management Reqirement
Motorola/Ericsson/Siemens: It should be described which security requirements secure which IRP.

Ericsson / Huawei: It is very confusing that diagram on security management stratums are based on air interface, especially that IRPAgent/IRPManager seem base on such interface. And Motorola will explain the diagram further.

Ericsson: The “O&M domain Security” and “Security management domain” in 5.2 are described in 4.1, so if definition or explanation are needed, it is suggested putting in to 4.1. Motorola will modify contribution according to this comment.

Ericsson: Some of the conception from ITU is explained in details while some others not, they should be dealt with in the same way. That is, explanation of “security objectives” in 4.2 should be deleted. Huawei suports this comment. Motorola accepts such a modification.
T-Mobile: Confidentiality of which management information should be clarified.
Conclusion: The contribution should be updated and resubmitted for next meeting.

4.3 Input documents not discussed 

S5-027002 T1M1 to ALL RE-Security  2M101590

S5-036038  Bulk CM Security Requirements

S5-036453 r1 E role in security IRP

S5-036459 CommentsOnSecurityManagementIRPdraftRequirements

S5-036484 Merge HW-Mot Security Management Requirement

5 Joint session(s) held with other RGs (if necessary)

None.

6 Any other business
None.
7 Participants

Yang li (Rapporteur) 


Huawei

Clemens Suerbaum


Siemens

Krishna Kant, 


Telcordia

Frederic Bonneau


Nortel Networks 
Olaf Pollakowski, 


Siemens

Trevor Pirt


Motorola

Luo yunzhong
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