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Background

The current definitions of the visibility qualifier may be misleading. For this reason Ericsson provides in S5-036032 and S5-036035 more detailed definitions. Furthermore, they propose to use different definitions of the visibility qualifier for Interface IRPs and NRM IRPs/Data Definition IRPs.

This contribution provides somme comments on these contributions and additional proposals for discussion. Note that this contribution refers only to the visibility qualifier for attributes.

Discussion

According to the author’s understanding the current definition of the visibility qualifier in TS 32.102

· specifies the accessibility of attributes for READ-operations and WRITE-operations of the Basic CM IRP and the Bulk CM IRP.

· does not make any statements about the possibilty to include the attribute as a parameter in notifications or to include the parameter in the input parameter list or the output parameter list of operations.

From this perspective an attribute might not be accessible by the IRPManager using Bulk or Basic CM, but it may be included as a parameter in a notification and is hence via notifications visible to the IRPManager. This might be a reason for misunderstandings. For this reason the visibility definitions should clearly answer the following questions:

· Is the attribute accessible by IRPManagers using Basic CM IRP and Bulk CM IRP operations ?

· Is the attribute accessible by other (specialized/optimized) operations allowing to read or set the attribute (e. g. monitorTest) ?

· Is it possible to include the attribute in notifications as parameter ?

· Is it possible to include the attribute in the input parameter list or the output parameter list of operations ?

· Is the attribute accessible by other IOCs not holding the subject attribute ?

Another issue to be discussed is the question whether the visibility definition should be the same for all IRP types or if different definitions should be used. In S5-036032 and S5-036035 Ericsson proposes to use different definitions for Interface IRPs and NRM IRPs/Data Definition IRPs. The proposal is based on the assumption that 

· Interface IRPs do not have IOCs that are mapped to real MOCs in the SS

· Interface IRPs do not have IS attributes that are mapped to real MOC attributes in the SS

Whereas this might be true for the Alarm IRP it is not for the Test Management IRP and probably not for the Log IRP to be defined in Rel-6 and potentially other Interface IRPs. For this reason it is probably not possible to make different visibility definitions for the Interface IRPs and NRM IRPs/Data Definition IRPs.

As for Data Definition IRPs the current practice is to define no qualifiers (visibility qualifiers, READ-qualifier, WRITE-qualifier) for the attributes and to specify these in the IRPs using the data definition IRPs. For this reason it should be clarified whether it is the purpose of the Ericsson contribution to diverge from this practice.

Based on the above the following definitions are proposed (same for all IRP types)

Table G.2: Private Visibility (notation "-")

	Attribute
	
Private attributes are not visible to IRPManagers nor accessible by other IOCs of the same or another IRPAgent.

For the attribute not being visible to the IRPManager the following three bullet points must hold true
· The attribute is not accessible by IRPManagers using Basic CM IRP and Bulk CM IRP operations or by any other operation allowing to read or set the attribute.
· The attribute may not be included in notifications as parameter.

· The attribute may not be included in the input parameter list or output parameter list of operations.
Its use is purely for the specification of the behaviour of the IOC holding such attribute.


Table G.3: Public Visibility (notation "+")(default)

	Attribute
	
Public attributes are visible to IRPManagers and accessible by other IOCs of the same or another IRPAgent.

For the attribute being visible to the IRPManager at least one out of the following three bullet points must hold true
· The attribute is accessible by IRPManagers using Basic CM IRP and Bulk CM IRP operations or by any other operation allowing to read or set the attribute. The fate of the access is subject to the setting of the read-write support qualification of the attribute.
· The attribute may be included in notifications as parameter.
· The attribute may be included in the the input parameter list or output parameter list of operations.


Table G.4: IRPAgent Internal Visibility (notation "%")


	Attribute
	
IRPAgent internal attributes are not visible to IRPManagers but they are accessible by other IOCs of the same or another IRPAgent.

For the attribute not being visible to the IRPManager the following three bullet points must hold true

· The attribute is not accessible by IRPManagers using Basic CM IRP and Bulk CM IRP operations or by any other operation allowing to read or set the attribute.

· The attribute may not be included in notifications as parameter.

· The attribute may not be included in the input parameter list or output parameter list of operations.


Note that the definition above diverges from the current use of the visibility qualifier in e. g. the Test Management IRP where attributes which are not accessible by the Bulk or Basic CM IRP but which are included in notifications as paramerters are qualified as private. According to the the definition proposed above they would be public.







































































































3GPP


