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Foreword

This Technical Specification (TS) has been produced by the 3rd Generation Partnership Project (3GPP).

The present document is part 1 of a multi-part TS covering the 3rd Generation Partnership Project: Technical Specification Group Services and System Aspects; Telecommunication Management; Entry Point, as identified below:

TS 32.XX1:

"Entry Point Integration Reference Point: Requirements";

TS 32.XX2

"Entry Point Integration Reference Point: Information Service";

TS 32.xx3:

"Entry Point Integration Reference Point: CORBA Solution Set";

TS 32.xx4:

"Entry Point Integration Reference Point: CMIP Solution Set".

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part of a set of technical specifications defining the telecommunication management (TM) of 3G systems. The TM principles are described in 3GPP TS 32.101 [1]. The TM architecture is described in 3GPP TS  32.102 [2]. The other specifications define the interface (ITf-N) between the managing system (manager), which is in general the network manager (NM) and the managed system (agent), which is either an element manager (EM) or the managed NE itself. The Itf-N is composed of a number of integration reference points (IRPs) defining the information in the agent that is visible for the manager, the operations that the manager may perform on this information and the notifications that are sent from the agent to the manager. Entry Point IRP is one of these IRPs with special function.
The IRPs defined in 3GPP Release 5 and earlier versions are externally published and the 3GPP specifications of Release 5 and earlier versions do not provide standard mechanism for the NM to discover the references of these top IRPs in the managed systems. The discovery is a vendor-specific matter.
It’s difficult for an NM to discover all IRPs in the environment that there are several managed systems and/or if there are multiple IRPs related to each managed systems. This Entry Point is proposed to provide a convenient mechanism for NM to discover the managed systems and their related IRPs.
1
Scope

The present document describes, in addition to the requirements defined in [1] and [2], the requirements for the Entry Point IRP.

2
References

The following documents contain provisions, which through reference in this text constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

[1]
3GPP TS 32.101: "3G Telecom Management principles and high level requirements".

[2]
3GPP TS 32.102: "3G Telecom Management architecture".

[3]
3GPP TS 32.401: "3G Performance Management".

[4]
3GPP TS 32.111: "3G Fault Management".
[5]
3GPP TS 32.301: "3G Notification IRP: Requirements". 

[6]
3GPP TS 32.600: "3G Configuration Management".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Entry point: Entry point is defined as an access point between NM and the managed systems and provides the way for NM to discover the references of IRPs in the managed systems.
Version negotiation: Version negotiation means that when the managed system supports more than one IRP versions, there is a mechanism for NM to select the needed IRP version, and invoke the most appropriate management operations.

Session: Session is used to set up a one-to-one invocation relationship between NM and the managed system.
Resource recycle: To manage resources more effectively, resource recycle mechanism is needed to release the resources such as references that are not used during a long period of time. 
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CM
Configuration Management
EM
Element Manger

EP
Entry Point 

FM
Fault Management 

IRP
Integration Reference Point
NE
Network Element

NM
Network Manager

PM
Performance Management

4
Entry Point concept and requirements

In 3GPP specifications of Release 5 and earlier versions, the IRPs (such as CM IRP, FM IRP…) are defined for specific management domains and are all externally published. 3GPP specifications do not provide standard mechanism for NM to discover the references of these top IRPs in the managed systems. The discovery is a vendor-specific matter.
In a large network, there may be multiple managed systems and there may be multiple IRPs related to each managed systems, it’s difficult and fallible for an NM to discover all these IRPs. Thus an original access point is expected to be supported in the managed system to allow NM to discover the managed system and their related IRPs.
There are three types of functions can be realized by Entry Point.

· Entry Point allows NM to discover references of IRPs and their scope of management (e.g., the set of network resources that it is responsible for) in the managed systems. 

· Entry Point provides version control management. NM can achieve IRPs of specific version by inputting the version number it needs. 

· Entry Point may provide the resource recycle mechanism.
The EP IRPAgent allows the NM to discover, in a standard way and at run-time, appropriate IRPAgent references through which a set of management services is offered.  See the following figure 1.  The EP IRPAgent provides the references of various IRPAgents to the IRPManager at run time.  That interaction, to be standardised by this IRP specification, is shown as the arrow from EP IRPAgent to IRPManager in the figure.  Using the provided reference, say the reference to PM IRPAgent, the IRPManager invokes operations against the PM IRPAgent to access the PM domain specific management services.  The boxes, labelled “xxxIRPAgent”, depict management services specified in their corresponding IRPs.
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Figure 1
EP IRPAgent Context Sample
(*) the information retrieved from X is technology dependent.  e.g., in cmip, the info is the address and application context of the cmip agent containing the func of xxxirp.  in corba, the info is the ior of the xxxIrp contained by the irpagent.
replace alarmirpagent with alarmirp*.  replace pmirpagent with pmirp*.
.
5
Itf-N interface 

5.1
Entry Point
5.1.1
Access point

(To be clarified…) 

To start interactions between an IRPManager and a specific IRPAgent , the EP IRP Agent shall provide an access point to the IRPManager. Before performing management functions, the IRPManager shall invoke operations on the access point to get the references of IRPs.
To start interactions between the IRPManager and another IRPAgent in the same managed system, the same EP IRP Agent may(shall)  provide an access point for that IRPAgent to the IRPManager.
Entry point provides this access point capability. IRPManager gets the corresponding reference through Entry Point by specifying the IRP type it needs.  Thus IRPManager can get references of currently needed IRPs dynamically without storing large numbers of references and keeping consistency with those of managed systems.

How IRPManager knows the Entry Point reference or address is vendor specific and a matter outside the scope of this IRP. 
5.1.2
Version negotiation
The version of IRPs may be updated for some appropriate reasons. Version negotiation means that when a managed system supports more than one IRP versions, there is a mechanism for NM to select the needed IRP version, and invoke the most appropriate management operations.

In order to support version negotiation, NM shall specify the version of the IRP it wants to use. If the managed systems can support the specified version, the operation will return "success". If the managed systems cannot support the specified version, the operation will return "failure" and the list containing the supported version(s). NM can choose one of the returned versions to get the IRP reference. 

5.2
Session

5.2.1
Resource recycling

It will be wasteful to keep the resources that NM hasn’t used for a long period of time in managed systems. To manage resources more effectively, resource recycle mechanism is needed to release the resources such as references that are not used for a long period of time.

To achieve the above goal, session concept is proposed. Session is used to set up a one-to-one invocation relationship between NM and the managed system. Before NM starts to perform management functions, it should open a session with the managed system first. After the session is opened, NM can perform operations in diverse domains (FM, PM, CM, etc.) within this session. When NMS finishes management activities, it may close the session and release all the resources (except subscribed notifications in this session).

As performance is considered, time out mechanism is introduced to session. When there are no activities for a long time (the specified value of timeout) in a session, then the session will be closed by the managed system, and the corresponding resources will be released.

Each time when NM invokes operations within one session, the session inactive time shall be reset. 
The managed system may limit the maximum number of sessions that can be supported concurrently. The number is up to the managed systems and is out of the scope of this IRP. 

Note: If we use timeout mechanism for session, then every operation related to fault management, performance management and configuration management may need to add one parameter “sessionId” to identify the session it belongs to.  In this way, the timeout value of that session can be reset.
5.2.2
Support of Security Management

The communication between the EM (or NE) and the NM may need to be secured. The session concept can define the context, in which this required security is valid.

Annex A (informative):
Change history

This annex lists all change requests approved for the present document since the specification was first approved by 3GPP TSG-SA.
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