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	New Work Item:

Device Management

	Work Item Details:
	

	Responsible Working Group: 
Subgroup:

	Requirements Group


	Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

The primary objective of Device Management is to provide a mechanism for remotely managing distributed, mobile wireless devices in order to optimize a subscriber’s experience and reduce network operating costs.
Device Management covers the areas of

· parameter provisioning on the device,

· executable provisioning on the device, and

· delivery of device capability and configuration information to a server.

· remote device diagnostics
As differentiation between terminal types grows and device functionality broadens, the difficulty in provisioning these devices with service-specific parameters and software increases.  In addition, device administration servers and systems face an increasingly difficult task in keeping track of the status and configuration of the devices they manage.  The objective of this Work Item is to develop a standardized approach to device provisioning , status reporting, and diagnosis. 

	Deliverable(s):
Requirements specification regarding a parameter and software provisioning solution;

Requirements specification regarding a device status reporting solution.

	Existing Specifications or Documents Affected:

	Linked Work Items:


	Linked Affected OMA Groups and External Fora



	Key Impacts (check any that apply):
	Service Req’s
	Architecture
	Charging
	Security
	IOT

	
	X
	X
	
	X
	X

	
	

	Service Impacts:
	Smart Card
	Terminals
	Servers
	Wireless Access

	
	
	X
	X
	

	Parameter and software provisioning will involve downloading data and executables to device processing elements in the terminal.  Device capability and configuration information will be uploaded from the device to servers in the system.  Service requirements for these functions will need to be created.


	Architecture Impacts:

A provisioning solution will comprise a server which holds the necessary information to be downloaded, This server interacts with the terminal, and with authorised parties which control the stored information.

Client capability management will require a defined interface towards third parties which issue requests. It may also communicate with the terminal. 



	Charging/Billing Impacts:  Not applicable

	Security Impacts

Regarding provisioning, it has to be assured that only authorised parties may download data and/or executables to a device. 


	IOT Impacts:

To be determined


	Rapporteur (named individual person):

Name: (insert)

Organization: (insert)

E-mail: (insert)

Telephone: +(insert)



	Supporting OMA Member Organizations:

	a) Full Members

(list as appropriate)

	b) Associate Members

(list as appropriate)
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(date)
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