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1 Introduction

The following diagram illustrates the high level view of subscription management and is similar to figure 1 and figure 2 in [1]  Using this figure as reference this document is going to address questions regarding the interfaces (shown as black arrows) and the different functional areas (shown as the circles).   The goal is to provide useful input so that a list of work items can be generated to further the advancement of the development of  Subscription Management (SuM) standards for 3GPP.
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2 Proposed objectives

The objectives of this paper is to provide a framework for discussing the impact of SuM on the various functional areas and interfaces and to better understand what is the scope of SuM and where the 3GPP SA5 should put its efforts.  Specifically we would like to:  

· Identify the impact of SuM on real and logical network entities and address the likely subscription profile parameters and sources for this information.

· Understand scope of SuM efforts within 3GPP SA5 and identify responsibility for SuM outside of SA5

· Suggest protocols and data object models appropriate for inclusion is SuM architecture.

It is important to stress that subscription profile parameters as well as interface protocols may be provided outside of the 3GPP SA5 and by different areas than just subscription management.  To the extent possible subscription management should not reinvent profile parameters and protocols but identify where there are likely to exist and how they may be integrated in the subscription management architecture.

3 Functional Areas

This section will provide a general overview of some of what needs to go into the design of each of the functional areas.  There exists a very close relationship between what must be done to fulfil the requirements of subscription management and what the interface between the various functional areas supports.  The functional areas should address SuM requirements from that particular perspective.

3.1 User / Subscriber

Certainly subscription data originates at the user.  To what extent data from the user is allowed to be moved to the Service Provider in a standardized fashion needs to be addressed.  Because of the variety and varying complexity of user devices it may not be possible to have a single (one size fits all) model for the user.  Even simple devices that provide primarily user interface functions will need information about the subscription parameters.  As the quantity and sensitivity of the data increases it will become necessary to add capabilities so a user can precisely control what data is shared with trusted and un-trusted parities alike, even if that data might be stored else ware in the network.  

There exists today a number of standardized parameters and protocols between the user and an entity similar to the service provider.  SyncML is an example of this[2].  

Key elements to be addressed are:

· What, if any  should be defined within SuM regarding how the user will approve access to data and how data will be initially entered

· Flexible architecture that supports both simple and sophisticated devices

3.2 Application Service Provider

The Application Service Provider (ASP) for the purposed of this document is a consumer of SuM functionality.  The ASP uses SuM to provide enhanced content and services to the User, often while not having a formal relationship to the user. 

3.3 Service Provider

The subscription management profile parameters must be available in the service provider so that they can be supplied to the applications that want to access them.  How the profile parameters are to be available and over what protocol interface remains to be addressed. How and when an ASP can access these parameters and to what extent the user must give specific authorization to access user data must also be addressed as potential liability issues regarding the unauthorized release of subscription data may make is necessary to have specific interactions between the Service Provider and the User/Subscriber to get authority before information can be exchanged.  The overlap of this functionality with efforts like those of organizations, such as Liberty Alliance [3], should be taken into account.    

The service provider also provides a trusted interface to enable services without requiring the actual transfer of sensitive date.  A good example of this is billing where a service provider is uniquely positioned to provide assurances to the ASP of payment while at the same time protecting the user or subscriber's privacy.  The ability to serve as a proxy for data may be one of the most important roles for the service provider.

4 Proposed working method

The first step should be to define the scope of SuM in 3GPP
.  A re-statement of the SuM requirements should address what SuM does and what constitutes SuM data.  Those aspects of SuM that are outside the scope of SA5 work, but still relevant to SuM, must also be identified.  It is important to understand how SuM will work with other existing and future mechanisms providing similar functionality.  The relation of SuM to the current work in GUP needs to also be clarified.  

Based on the outcome of this meeting we would like to undertake the task of  editing 3GPP TS 32.140 to address these and any other issues raised.

1 3GPP TS 32.140 V1.0.0:  3rd Generation Partnership Project: Technical Specification Group Services and System Aspects; Services Operations Management; Subscription Management Requirements (Release 5)

2 www.syncml.org 

SyncML is the open standard that drives data mobility by establishing a common language for communications between devices, applications and networks. The foundation of the SyncML open standard, SyncML Data Sync (SyncML DS) ensures a consistent set of data that is always available on any device or application, any time. SyncML Device Management (SyncML DM) enables OTA administration of devices and applications, simplifying configuration, updates and support.


3 www.projectliberty.org 

The Liberty Alliance Project is an alliance formed to deliver and support a federated network identity solution for the Internet that enables single sign-on for consumers as well as business users in an open, federated way.

Federated network identity will enable the next generation of the Internet: federated commerce. In a federated view of the world, a person's online identity, their personal profile, personalized online configurations, buying habits and history, and shopping preferences are administered by users, yet securely shared with the organizations of their choosing. A federated network identity model will enable every business or user to manage their own data, and ensure that the use of critical personal information is managed and distributed by the appropriate parties, rather than a central authority.














































