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A:
Open Measurements Catalogue

This appendix contains measurements that have been suggested as potential candidates for UMTS but are simple in nature and do not require the EGQM methodology. These measurements will be stored here until they have been approved for inclusion into TS 32.403. After being approved, the measurement definitions will be removed – only the name of the measurement will remain for historical purposes (Note: This may cause this document to become unreasonable, so we may decide to remove approved measurements in the future)

Prior to being approved for inclusion into TS 32.403, a measurement may be deemed as (1) Open,  (2) Incomplete, (3) Questionable or (4) Not Required. After it has been approved for inclusion a measurement is deemed as (5) Approved.

1) A measurement determined to be “Open” (currently under discussion in SA5) is highlighted in blue.

2) A measurement determined to be “Incomplete” (SA5 determined measurement is missing full definition and needs further study) is highlighted in black.

3) A measurement determined to be “Questionable” (SA5 determined that doubts exist as to the merit, implementability, real need, etc. of the measurement and needs further study) is highlighted in yellow.

4) A measurement determined to be “Not Required” (measurement has been rejected by SA5) is highlighted in red, the definition was removed from this document and the reason for being rejected was added.

5) A measurement determined to be “Approved” (measurement has been approved by SA5 for inclusion in TS 32.403) is highlighted in green, the measurement will be transferred to TS 32.403 and the definition was removed from this document.

A.1
SGSN Measurements

EDITORS NOTE: It was agreed as SA5 #25 that this section should be reviewed and modified before being transferred to 32.403. This activity will occur when resources are available and may not be achieved for Release 5.

Measurements in section A.1 originated from Tdoc S5P000049 (SA5 #16).

A.1.1
OverviewGSM 12.04 measurements:

General : at least the references to GSM specs have to be changed to the according references in the 3GPP specs : fi GSM 04.08 ( 3GPP 24.008 for MM

A.8.1.1 / LLC

Not applicable for 3G-SGSN

A.8.1.2 / SNDCP

Not applicable for 3G-SGSN

A.8.1.3 / BSSGP

Not applicable for 3G-SGSN

A.8.1.4 / MM

· ‘combined’ GSM/GPRS counters (3/4/11) : Gs interface is ‘inherited’ from 2G, but is of lesser importance in a 3G system (RNC handles paging coordination).

· it could make sense to count on RA level (attach, detach, RAU).

A.8.1.5 / Security

· 10/11 : ‘CIPHER MODE COMMAND/COMPLETE’  does not exist in 3G (even not in 2G) : it is replaced by ‘AUTHENTICATION AND CIPHERING REQUEST/RESPONSE’, and specifically for the Iu interface by the SECURITY MODE procedure.

· 3/4/5 : according the MAP version of the ‘SEND AUTHENTICATION INFO’, these counters could be split whether it concerns a R99 HLR (MAP V3) or a <R99 HLR (MAP V1/2).

· 6/7 : these counters could be split up according to the next reflections : an UMTS subscriber make use of a  USIM card where the security key is based on quintets instead of triples. Since an UMTS subscriber must be able to roam via old GSM network equipment, a lot of standardized functions for converting quintets into triples are available. The next figure 1 (33.102) shows all possible combinations for this kind of interworking. 
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Figure 1:Authentication and Key Agreement for UMTS subscribers

GSM subscribers must be able to roam via the new UMTS network equipment (see next figure 2 (33.102)). Consequently, standard conversion functions are provided for converting triples into quitents. This leads to several new Security counters.

	AuthProcs
	2G sub 
	3G sub

	Gb interface
	
	x

	Iu interface
	X
	x


Note: this consideration can not be made for the counters 8/9 (Identity Check), since this has nothing to do with authentication.
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Figure 2: Authentication and Key Agreement for GSM subscriber

A.8.1.6 / State

These states are only valid for 2G. In 23.060 there are other states for UMTS only.

A.8.1.7 / Equipment

Also valid if 3G_SGSN supports the Gf interface

A.8.1.8 / RRM

In 23.060 the chapter 8 on Radio Resource Functionality is different for 2G and 3G. Hence present counters do not automatically map to 3G counters.

A.8.1.9 / SM

All measurements can be taken over.

When looking at the 23.060, then new counters can be defined, especially for Modification Procedures.

Counters could also be split according to QoS issues (QoS class, QoS requested/negotiated).

A.9 / GGSN

I don’t know if there is such a thing as a 3G-GGSN, but all measurements can be taken over.

Proposal for 2 new ones : 

	E/MeasType
	A/Description
	C/Condition

	attUpdPdpContextSgsn
	This measurement provides the number of received PDP context updates, received from the SGSN.
	Receipt of a "Update PDP Context Request" message from the SGSN (GSM TS 09.60)

	succUpdPdpContextSgsn
	This measurement provides the number of successfully performed PDP context updates.
	Transmission of a "Update PDP Context Response" message to the SGSN (GSM TS 09.60)


SMS

	E/MeasType
	A/Description
	C/Condition

	attSmsMo
	This measurement provides the number of SMS-Mobile Originating attempts
	Receipt of "RP-DATA" Message (GSM 24.011).

	succSmsMo
	This measurement provides the number of successful SMS-Mobile Originating attempts
	Transmission of "RP-ACK" Message (GSM 24.011)

	attSmsMt
	This measurement provides the number of SMS-Mobile Terminating attempts.
	Transmission of "RP-DATA" Message (GSM 24.011)

	succSmsMt
	This measurement provides the number of successful SMS-Mobile Terminating attempts
	Receipt of "RP-ACK" Message (GSM 24.011)

	msPresent
	This attribute counts the number of times that a MS send that it is ready to receive SM
	Sending of readyForSM with alertReason = ms-Present to the HLR from the SGSN

	memoryAvailable
	This attribute counts the number of times that a MS sent a indication of “memory available” to SGSN.
	Sending of readyForSM with alertReason = memoryAvailable to the HLR from the SGSN


GTP-U

	E/MeasType
	A/Description

	gtpuOutDataPkts
	The total number of Data PDUs which have been generated by the GTP-U protocol entity. The counter is set to zero after a card restart

	gtpuInDataPkts
	The total number of Data PDUs which have been accepted and processed by the GTP-U protocol entity. The counter is set to zero after a card restart


Aspects of GTP v0 or v1 have to be taken into consideration.

Handover/RAU/SRNS Relocation

Possible HO scenarios within/between UMTS and GPRS
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 Handover scenarios.

	Scenario description
	Involved system interfaces

	(1) intra – 2G SGSN RAU
	Gb

	(2) inter – 2G SGSN RAU
	Gb, 2G-Gn (may also be 3G-Gn)

	(3) intra – 3G SGSN SRNS Relocation
	Iu

	(4) inter – 3G SGSN SRNS Relocation
	Iu, 3G-Gn

	(5) UMTS/GPRS handover, call remains within combined 2G/3G node
	Iu, Gb

	(6) UMTS/GPRS handover, separated nodes
	Iu, Gb, 2G/3G-Gn

	(7) UMTS RAU inter 3G-SGSN
	3G-Gn


Scope/detail of measurements

The same measurement type can exist on several levels : for instance a counter for the number of incoming packets could exist per switch, per LA, per RA, per cell, per nodeB, per RNC, per ISP, per processor, … one could go on forever. Also combinations of the above are thinkable : per RA and per processor.

In fact all these counters measure the same, but with a different level of detail (the sum should always be the total for the NE).

Now the question we should answer is : do we like to standardise this as one measurement, or do we create a separate measurement for each different scope ? In the former case, a mechanism has to be devised to be able to know which subcount is received (in the measObjInstId ?). This all depends on the NE-internal object model, which might be proprietary ?

ACTION ITEM : the point F of the measurement template needs to be further specified into more detail. 

2G/3G topics

The measurements generated by a 2G NE are per definition 2G relevant.

The measurements generated by a 3G NE are per definition 3G relevant.

In a combined 2G/3G NE the situation is not that straightforward. One could have one of following situations :

1.
the counter makes no difference 2G/3G : one ‘common’ counter, which delivers the total value (COMB)

2.
there are separate subcounts for 2G and 3G (2G/3G)

3.
one counter for 2G : (2G)

4.
one counter for 3G : pure 3G measurement (3G)

5.
one total counter and one for 2G (COMB + 2G)

6.
one total counter and one for 3G (COMB + 3G)

7.
In my opinion, it will be very hard to allow (in the standard) only a few or one of these options, since this may be implementation dependent. The question is : how do we handle this in the standard ?

8.
Note : what in fact is a 3G measurement ? Is it sufficient that one of the elements in the fig 1 and 2 is 3G, and that the measurement involves this 3G item (USIM, 3G-UE, 3G AN (Iu air interface), 3G-NE) ?

A.1.2
Mobility Management

A.1.2.1
Attempted GPRS attach procedures

A.1.2.2
Successful GPRS attach procedures

A.1.2.3
Attempted intra-SGSN Routing Area Update procedures

A.1.2.4
Successful intra-SGSN Routing Area Update procedures

A.1.2.5
Attempted GPRS detach procedures initiated by MS

A.1.2.6
Attempted GPRS detach procedures initiated by SGSN

A.1.2.7
Attempted inter-SGSN Routing Area Update procedures

A.1.2.8
Successful inter-SGSN Routing Area Update procedures

A.1.2.9
Attempted GPRS attach procedures with IMSI already attached

A.1.2.10
Successful GPRS attach procedures with IMSI already attached

A.1.2.11
Attempt of IMSI detach procedures initiated by MS

A.1.2.12
Attempt of combined GPRS/IMSI attach procedures

A.1.2.13
Successfully combined GPRS/IMSI attach procedures

A.1.2.14
Attempt of Combined GPRS/IMSI detach procedures initiated by MS

A.1.2.15
Successful GPRS detach procedures initiated by SGSN

A.1.2.16
Attempted combined RA/LA intra-SGSN Routing Area Update procedures

A.1.2.17
Attempted "combined RA/LA with IMSI Attach" intra-SGSN Routing Area Update procedures

A.1.2.18
Successful combined RA/LA intra-SGSN Routing Area Update procedures

A.1.2.19
Attempted combined RA/LA inter-SGSN Routing Area Update procedures

A.1.2.20
Attempted "combined RA/LA with IMSI Attach" inter-SGSN Routing Area Update procedures

A.1.2.21
Successful combined RA/LA inter-SGSN Routing Area Update procedures

A.1.2.22
Number of received invalid P-TMSI's during detach

A.1.2.23
Attempted of UMTS packet switch paging procedures

A.1.2.24
Successful UMTS packet switch paging procedures

A.1.2.25
Number of subscribers in PMM- state

A.1.2.26
Number of subscribers in PMM-CONNECTED state

A.1.2.27
Number of attached subscriber

A.1.2.28
Number of Home Subscribers

A.1.2.29
Number of Visiting National Subscribers

A.1.2.30
Number of Visiting Foreign Subscribers

A.1.2.31
Mean number of attached subscriber

A.1.2.32
Mean Number of Home Subscribers

A.1.2.33
Mean Number of Visiting National Subscribers

A.1.2.34
Mean Number of Visiting Foreign Subscribers

A.1.2.35
Number of CAMEL subscribers

A.1.2.36
Mean Number of CAMEL subscribers

A.1.2.37
Attempted InsertSubscriberData requests received from a HLR during GPRS Update Location procedure

A.1.2.38
Attempted GPRS Update Locations sent to the HLR.

A.1.2.39
Successful GPRS Update Locations sent to the HLR.

A.1.2.40
Attempted CancelLocation requests received from an HLR-operator, in case of a HLR-initiated Detach

A.1.2.41
Attempted CancelLocation requests received from a HLR due to a SGSN-change (previous SGSN)

A.1.2.42
Attempted Reset requests received from a HLR due to an HLR restart, indicating that a failure occurred

A.1.3

Subscriber Management

A.1.3.1
Attempted Insert Subscriber Data requests received from a HLR due to an HLR-operator intervention.

A.1.3.2
Attempted Delete Subscriber Data requests received from a HLR due to an HLR-operator intervention.
A.1.4

SRNC Relocation

A.1.4.1
Attempted intra/inter 3G-SGSN SRNS Relocation

A.1.4.2
Successful intra 3G-SGSN SRNS Relocation

A.1.4.3
Unsuccessful intra 3G-SGSN SRNS Relocation, due to internal reasons

A.1.4.4
Unsuccessful intra 3G-SGSN SRNS Relocation, due to external reasons

A.1.4.5
Attempted inter 3G-SGSN SRNS Relocation

A.1.4.6
Successful Inter 3G-SGSN SRNS Relocation, counted in the old 3G-SGSN

A.1.4.7
Unsuccessful Inter 3G-SGSN SRNS Relocation, due to internal reasons

A.1.4.8
Unsuccessful Inter 3G-SGSN SRNS Relocation, due to external reasons

A.1.4.9
Attempted inter 3G-SGSN SRNS Relocation, counted in the new 3G-SGSN

A.1.4.10
Successful Inter 3G-SGSN SRNS Relocation, counted in the new 3G-SGSN

A.1.5

Security

A.1.5.1
Attempted P-TMSI reallocation procedures

A.1.5.2
Successful P-TMSI reallocation procedures

A.1.5.3
Attempted Identity Request procedures initiated by this SGSN.

A.1.5.4
Successful completed Identity Request procedures initiated by this SGSN.

A.1.5.5
Attempted identification information requests sent to a partner (previous) SGSN for subscribers registering afresh in this SGSN.

A.1.5.6
Successful replied identification information requests that were sent to a partner (previous) SGSN.

A.1.5.7
Attempted Identity Requests sent to the MS.

A.1.5.8
Successful replied Identity Requests from the MS.

A.1.5.9
Attempted authentication procedures that are started within this SGSN area for a subscriber using a SIM

A.1.5.10
Successful authentication procedures within this SGSN area, for a subscriber using a SIM

A.1.5.11
Attempted authentication procedures that are started within this SGSN area for a subscriber using a USIM

A.1.5.12
Successful authentication procedures within this SGSN area, for a subscriber using a USIM

A.1.5.13
Received ciphering and Authentication failures within this SGSN area.

A.1.5.14
Attempted identification information requests that were received from a partner (new) SGSN for subscribers de-registering from this SGSN

A.1.5.15
Successful replied identification information requests that were received from a partner (new) SGSN

A.1.5.16
Attempted SGSN context requests sent to a partner (previous) SGSN for subscribers registering afresh in this SGSN.

A.1.5.17
Successful replied SGSN context requests that were sent to a partner (previous) SGSN

A.1.5.18
Attempted SGSN context requests received from a partner (new) SGSN for a subscriber de-registering from this SGSN

A.1.5.19
Successful replied SGSN context requests received from a partner (new) SGSN

A.1.5.20
Number of P-TMSI - IMSI correlation failures (User Identity Confidentiality (3G TS 23.060))

A.1.5.21
Attempted security mode control procedures started by the SGSN

A.1.5.22
Successful security mode procedures

A.1.5.23
Attempted ciphering procedures started by the SGSN

A.1.5.24
Successful ciphering procedures started by the SGSN

A.1.5.25
Attempted MAP V1 requests for authentication sets, sent to the HLR by SGSN.

A.1.5.26
Successful MAP V1 requests for authentication sets that were sent to the HLR.

A.1.5.27
Number of empty responses to the MAP V1 request for authentication sets that were sent to the HLR.

A.1.5.28
Attempted MAP V3 requests for Authentication sets sent to the HLR by SGSN

A.1.5.29
Successful MAP V3 requests for authentication sets that were sent to the HLR.

A.1.5.30
Number of empty responses to the MAP V3 request for authentication sets that were sent to the HLR.

A.1.6

SMS

A.1.6.1
Attempted <CS | PS |  > SMS mobile originating 

A.1.6.2
Successful <CS | PS |  > SMS mobile originating 

A.1.6.3
Attempted <CS | PS |  > SMS mobile terminating 

A.1.6.4
Successful <CS | PS |  > SMS mobile terminating

A.1.6.5
Attempted <CS | PS |  > ms-Present

A.1.6.6
Attempted <CS | PS |  > “memory available” 

A.1.6.7
Successful <CS | PS |  > ms-Present

A.1.6.8
Successful <CS | PS |  > “memory available”

A.1.7

Session Management

A.1.7.1
Attempted PDP context activation procedures initiated by MS

A.1.7.2
Attempted dynamic PDP context activation procedures initiated by MS

A.1.7.3
Successful PDP context activation procedures initiated by MS

A.1.7.4
Successful dynamic PDP context activation procedures initiated by MS

A.1.7.5
Mean number of activated PDP contexts

A.1.7.6
Attempted PDP context deactivation procedures initiated by the MS

A.1.7.7
Successful PDP context deactivation procedures initiated by the MS

A.1.7.8
Number of active PDP context

A.1.7.9
Number of mobile subscribers with activated PDP context (i.e. subscribers that can send/receive GPRS packet data).

A.1.7.10
Mean number of subscribers that have an activated PDP context (i.e. subscribers that can send/receive GPRS packet data)

A.1.7.11
Attempted PDP context deactivation procedures initiated by the GGSN

A.1.7.12
Successful PDP context deactivation procedures initiated by the GGSN

A.1.7.13
Attempted PDP context deactivation procedures initiated by the SGSN

A.1.7.14
Successful PDP context deactivations initiated by the SGSN

A.1.7.15
Attempted SGSN-Initiated PDP context update procedures

A.1.7.16
Successful SGSN-Initiated PDP context update procedures

A.1.7.17
Attempted GGSN-Initiated PDP context update procedures

A.1.7.18
Successful GGSN-Initiated PDP context update procedures

A.1.7.19
Attempted SGSN-Initiated PDP context modifications procedures

A.1.7.20
Successful SGSN-Initiated PDP context modifications procedures

A.1.7.21
Attempted MS-Initiated PDP context modifications procedures

A.1.7.22
Successful MS-Initiated PDP context modifications procedures

A.1.7.23
Attempted Secondary PDP context activation procedures

A.1.7.24
Successful Secondary PDP context activations

A.1.8

CAMEL Measurements

A.1.8.1
Attempted CAMEL dialogues

A.1.8.2
Unsuccessful CAMEL dialogues, aborted locally by gprsSSF

A.1.8.3
Unsuccessful CAMEL dialogues, error or reject from gsmSCF

A.1.9

UMTS-GSM Intersystem Change

A.1.9.1
Attempted intra SGSN inter system changes from UMTS to GSM

A.1.9.2
Successful intra SGSN inter system changes from UMTS to GSM

A.1.9.3
Unsuccessful intra SGSN inter system UMTS to GSM RAU, due to internal reasons

A.1.9.4
Unsuccessful intra SGSN inter system UMTS to GSM RAU, due to external reasons

A.1.9.5
Attempted intra SGSN inter system changes from GSM to UMTS

A.1.9.6
Successful intra SGSN inter system changes from GSM to UMTS

A.1.9.7
Unsuccessful intra SGSN inter system GSM to UMTS RAU, due to internal reasons

A.1.9.8
Unsuccessful intra SGSN inter system GSM to UMTS RAU, due to external reasons
A.1.9.9
[Not Required] Number of attempted Inter SGSN inter system changes from UMTS to GSM

Not implementable within the network

A.1.9.10
[Not Required] Number of successful Inter SGSN inter system changes from UMTS to GSM, counted in the (new) 2G-SGSN

Not implementable within the network

A.1.9.11
[Not Required] Number of unsuccessful Inter SGSN inter system UMTS to GSM RAU, due to internal reasons, counted in the (new) 2G-SGSN
Not implementable within the network

A.1.9.12
[Not Required] Number of unsuccessful Inter SGSN inter system UMTS to GSM RAU, due to external reasons, counted in the (new) 2G-SGSN
Not implementable within the network

A.1.9.13
[Not Required] Number of attempted Inter SGSN inter system changes from GSM to UMTS
Not implementable within the network

A.1.9.14
[Not Required] Number of successful Inter SGSN inter system changes from GSM to UMTS, counted in the (new) 3G-SGSN
Not implementable within the network

A.1.9.15
[Not Required] Number of unsuccessful Inter SGSN inter system GSM to UMTS RAU, due to internal reasons, counted in the (new) 3G-SGSN

Not implementable within the network

A.1.9.16
[Not Required] Number of unsuccessful Inter SGSN inter system GSM to UMTS RAU, due to external reasons, counted in the (new) 3G-SGSN

Not implementable within the network

A.2
RAN Connection Setup Measurements

Measurements in section A.2 originated from Tdoc S5P000058 (SA5 #16).

A.2.1
Overview

A.2.2
RRC Connection Establishment Measurements
A.2.2.1
Number of RRC Connection  Establishment Attempts
A.2.2.2
[Not Required] Number of RRC Connections Setup
Removed – identical with measurement A.5.2.2.
A.2.2.3
[Not Required] Number of RRC Connection Establishment Failures
Removed – identical with measurement A.5.2.1.
A.2.3. 
Signalling Connection Establishment

A.2.3.1
Attempted signalling connection establishments for <CS | PS> domain
Replaced with similar measurement definition.

A.2.4 
RAB Assignment
A.2.4.1
Number of Radio Access Bearer Assignment Attempts 

Replaced with similar measurement definitions.

A.2.4.2
Number of Radio Access Bearers Assignment Failures
Replaced with similar measurement definition.

A.2.4.3
Number of Radio Access Bearers Assigned
Replaced with similar measurement definition.

A.2.5 
Radio Link Setup

A.2.5.1
[Not Required] Number of Radio Link Setup Attempts
Removed – duplication of measurements detailed in Tdoc S5P000034, section 2 (Handover).

A.2.5.2
[Not Required] Number of Radio Link Setup Failures
Removed – duplication of measurements detailed in Tdoc S5P000034, section 2 (Handover).

A.2.5.3
[Not Required] Number of Radio Links Setup
Removed –duplication of measurements detailed in Tdoc S5P000034, section 2 (Handover).

A.3
UMTS GTP Measurements

Measurements in section A.3 originated from Tdoc S5P000059 (SA5 #16).

A.3.1
Overview

EDITORS NOTE: It was agreed as SA5 #25 that this section should be reviewed and updated before being transferred to 32.403. This activity will occur when resources are available and may not be achieved for Release 5.

The GTP protocol is used on a number of interfaces in a UMTS system :

· the Iu interface for the User Plane

· the Gn interface : the used version of GTP (v0/v1) gives some indication about the generation (2G/3G) of the partner GSN. That is one of the reasons that the counters are split to be able to distinguish between these protocol versions for a GSN that supports both.

A.3.2
GTP-U Iu

A.3.2.1
Number of outgoing GTP data packets on the Iu interface

A.3.2.2
Number of incoming GTP data packets on the Iu interface

A.3.2.3
Number of octets of outgoing GTP data packets on the Iu interface

A.3.2.4
Number of octets of incoming GTP data packets on the Iu interface
A.3.3

GTP Gn

A.3.3.1
Number of outgoing GTP data packets on the Gn interface

A.3.3.2
Number of incoming GTP data packets on the Gn interface

A.3.3.3
Number of octets of outgoing GTP data packets on the Gn interface

A.3.3.4
Number of octets of incoming GTP data packets on the Gn interface

A.3.3.5
Number of outgoing GTP signalling packets on the Gn interface

A.3.3.6
Number of incoming GTP signalling packets on the Gn interface

A.3.3.7
Number of octets of outgoing GTP signalling packets on the Gn interface

A.3.3.8
Number of octets of incoming GTP signalling packets on the Gn interface
A.3.3.9
Number of outgoing GTPv1 Data packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.10
Number of incoming GTPv1 Data packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.11
Number of octets of outgoing GTPv1 Data packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.12
Number of octets of incoming GTPv1 Data packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.13
Number of outgoing GTPv1 Signalling packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.14
Number of incoming GTPv1 Signalling packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.15
Number of octets of outgoing GTPv1 Signalling packets

Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.3.3.16
Number of octets of incoming GTPv1 Signalling packets
Removed – The distinction between GTP v0 and GTP v1 was eliminated.

A.4
UTRAN Handover Measurements

Measurements in section A.4 originated from Tdoc S5P000034 (SA5 #16) and have been updated to reflect Tdoc S5P010012 (SA #18).

A.4.1 
Overview

EDITORS NOTE: It was agreed as SA5 #25 that this section should be reviewed and modified before being transferred to 32.403. This activity will occur when resources are available and may not be achieved for Release 5.

The term “cell” in item A of the measurements in section A.4 refers to the serving cell. How this is determined depends on the implementation of the RR management and is therefore vendor specific.
Information about handover is located in the following documents:

· 25.413: "UTRAN Iu Interface RANAP Signalling".

· 25.423: "UTRAN Iur Interface RNSAP Signalling".

· 25.433: "UTRAN Iub Interface NBAP Signalling".

· 25.331: "RRC Protocol Specification".

· 25.832: "Manifestations of Handover and SRNS Relocation".

· 25.931: "UTRAN functions, Examples of Signalling Procedures".

A.4.1.1
Message Flows

A.4.1.1.1
Soft Handover
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    Figure 1: Soft Handover - Radio Link Addition (Branch Addition)
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     Figure 2: Soft Handover - Radio Link Deletion (Branch Deletion)

A.4.1.1.2
Hard Handover


[image: image6.wmf]RNSAP

RNSAP

1. Radio Link

Setup Request

Note 1

UE

Node B

Source

Node B

Target

RNC

Source

RNC

target

SRNC

RRC

RRC

10. DCCH : Physical Channel Reconfiguration Complete

Note 3

RRC

7. 

DCCH : Physical Channel Reconfiguration

Note 3

RRC

6. ALCAP 

Iur Data

Transport 

Bearer  Setup

Note 1

NBAP

NBAP

2. Radio Link 

Setup Request

NBAP

NBAP

3. Radio Link Setup Response

NBAP

NBAP

12. Radio Link Deletion Request

NBAP

NBAP

13. Radio Link Deletion Response

4. ALCAP 

Iub Data Transport Bearer Setup

14. ALCAP 

Iub Data Transport Bearer Release

RNSAP

RNSAP

15. Radio Link Deletion Response

Note 2

16. ALCAP 

Iur Data

Transport Bearer Release

Note 2

RNSAP

5. RL 

Setup

Response

Note 1

RNSAP

RNSAP

11. Radio Link Deletion Request

Note 2

RNSAP

NBAP

NBAP

8. Radio Link Failure Indication

RNSAP

RNSAP

9. Radio Link Failure Indication

Note 2


Figure 3: Hard Handover via Iur (DCH on Iur) – successful case
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Figure 4: Hard Handover with switching in the CN (UE connected to two CN nodes, DCH state)

A.4.1.1.3
Relocation
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Figure 5: SRNS Relocation (UE connected to two CN nodes)

A.4.1.1.4
Inter System Handover
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Figure 6: UTRAN ( GSM/BSS handover 
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Figure 7: GSM/BSS ( UTRAN handover 

A.4.2
Soft Handovers

A.4.2.1
Attempted radio link additions to active link set (UE side)

A.4.2.2
Successful radio link additions to active link set (UE side)

A.4.2.3
Failed radio link additions to active link set (UE side)

A.4.2.4
Attempted radio link deletions from active link set (UE side)

A.4.2.5
Successful radio link deletions from active link set (UE side)
A.4.3
Radio Link Addition Procedure (UTRAN side)
To estimate the number of decisions to setup a new Radio Link to active link set and to estimate the Soft handover Success Rate, it is possible to define the number of attempted and successful Radio Link Additions at UTRAN side. This procedure is used for connection setup, soft- and hard handover. 

The estimation could be done in the following way:

Radio Link Addition Rate (UTRAN side) =

               Number of successful Radio Link Additions (UTRAN side) / 

               Number of attempted Radio Link Additions (UTRAN side)

Number of attempted Radio Link Additions to Active link set (UTRAN side) =

Number of attempted Radio Link Additions to Active link set (UE side) * 
Synchronistaion Rate * 
ALCAP IUR Bearer Setup Rate * 
Radio Link Addition Rate (UTRAN side)

Radio Link Addition to Active link set Rate (UE side) = 

               Number of successful Radio Link Additions to Active link set (UE side) / 

               Number of attempted Radio Link Additions to Active link set (UE side)

Softhandover Success Rate = 

Radio Link Addition to Active link set Rate (UE side) *

Synchronistaion Rate * 
ALCAP IUR Bearer Setup Rate * 
Radio Link Addition Rate (UTRAN side)

A.4.3.1
Attempted radio link additions (UTRAN side)

A.4.3.2
Successful radio link additions (UTRAN side)

A.4.3.3
Failed radio link additions (UTRAN side)

A.4.3.4
Attempted radio link deletions (UTRAN side)

A.4.3.5
Successful Radio Link Deletions (UTRAN side)
A.4.4
Hard Handovers

A.4.4.1
Attempted outgoing intra-cell hard handovers

A.4.4.2
Successful outgoing intra-cell hard handovers

A.4.4.3
Failed outgoing intra-cell hard handovers

A.4.4.4
Attempted outgoing intra-NodeB hard handovers

A.4.4.5
Successful outgoing intra-NodeB hard handovers

A.4.4.6
Failed outgoing intra-NodeB hard handovers

A.4.4.7
Attempted outgoing inter-NodeB, intra-RNC hard handovers

A.4.4.8
Successful outgoing inter-NodeB, intra-RNC hard handovers

A.4.4.9
Failed outgoing inter-NodeB, intra-RNC hard handovers

A.4.4.10
Attempted outgoing inter-RNC hard handovers via Iur

A.4.4.11
Successful outgoing inter-RNC hard handovers via Iur

A.4.4.12
Failed outgoing inter-RNC hard handovers via Iur

A.4.4.13
Attempted relocation preparation for outgoing inter-RNC hard handovers switching in the CN

A.4.4.14
Successful relocation preparation for outgoing inter-RNC hard handovers switching in the CN

A.4.4.15
Failed relocation preparation for outgoing inter-RNC hard handovers switching in the CN

A.4.4.16
Attempted outgoing inter-RNC hard handovers switching in the CN

A.4.4.17
Successful outgoing inter-RNC hard handovers switching in the CN

A.4.4.18
Failed outgoing inter-RNC hard handovers switching in the CN
A.4.5
Relocations 

A.4.5.1
Attempted relocation preparations

A.4.5.2
Successful relocation preparations

A.4.5.3
Failed relocation preparations

A.4.5.4
Successful relocations
A.4.6
Inter-System Handovers (Circuit Switched & Packet Switched)

A.4.6.1
Attempted relocation preparation for outgoing circuit switched inter-RAT handovers

A.4.6.2
Successful relocation preparation for outgoing circuit switched inter-RAT handovers

A.4.6.3
Failed relocation preparation for outgoing circuit switched inter-RAT handovers

A.4.6.4
Attempted outgoing circuit switched inter-RAT handovers

A.4.6.5
Successful outgoing circuit switched inter-RAT handovers

A.4.6.6
Failed outgoing circuit switched inter-RAT handovers

A.4.6.7
Attempted incoming circuit switched inter-RAT handovers

A.4.6.8
Successful incoming circuit switched inter-RAT handovers

A.4.6.9
Failed incoming circuit switched inter-RAT handovers
A.5
Call Drop Performance Measurements Based on RRC Connection Management

Measurements in section A.5 originated from Tdoc S5P000053 (SA5 #16) and have been updated to reflect S5P010009 (SA #18).

Reference documents for this section are:

(30(
TS 25.331 V 3.4.1 RRC Protocol Specification

(31(
TS 25.413 V 3.3.0 UTRAN Iu Interface RANAP Signalling

A.5.1
Overview

A.5.1.1
Proposed measurements are only related to the UTRAN

A call is an unambiguous concept in a PSTN supporting only speech calls. This concept become a little bit fuzzy in a 3G Network offering Internet access.

For instance, an ISP may provide a subscriber with a permanent connection based on an ADSL access. This allows the subscriber to keep on his web browser presenting his favourite web server home page. The question may be raised whether the subscriber is using a permanent call or a call is established each time he begins browsing other web pages.

In a 3G Wireless Networks, the establishment of some contexts or protocol connections is needed for getting speech or data services. Some of these contexts or protocol connections may therefore be considered as particularly representative of a call, for instance a PDP context when IP services are invoked.

The current proposition focuses on UTRAN and considers that two particular Radio Resource Control entities may be associated to a call in the UTRAN:

· The RRC connection

· The Radio Access Bearer (RAB).

An UE needs a RAB to the CN Circuit Switched Domain to be established by the UTRAN in order to support a call to a Circuit Switched Network, e.g. a speech call to a PSTN wire-line subscriber.

An UE needs a RAB to the CN Packet Switched Domain to be established in the UTRAN in order to support a call to a Packet Switched Network, e.g. a WAP connection to an Internet server.

UTRAN may establish RABs for an UE needs. This is possible as far as an RRC connection is already available for this UE.

A.5.1.2
Proposed measurements are raw measurements

A call drop analysis implies the preliminary specification of some pertinent metrics. These metrics are calculated as ratios of raw counters or in general, as functions of raw counters.

For instance,

· a call drop metric on call establishments may be the ratio of the number of unsuccessful call attempts on the number of call attempts

· a call drop metric on established calls may be the ratio of the number of abnormal call releases on the number of call releases

The current proposition only proposes raw counters.

A.5.1.3
Proposed measurements are related to RRC connection / RAB observations

As a consequence of the previous working assumptions, proposed measurements are related to Call establishment / Call release observation since call drops may happen during the call establishment phase or during  established calls. In this latter case, dropped calls have to be distinguished from normally released calls.

As calls are interpreted as RRC connections and RABs, proposed call drop measurements are also related to RRC connection and RAB observations, considered both on their establishment and release aspects.

A.5.1.4
Proposed measurements are based on the success / failure of identified procedures

In general, proposed measurements are not merely based on the counting of a given type of message since a same message may be repeated by an implementation dependent process. The aim is to provide implementation independent specification.

Proposed measurements are based on the success / failure of procedures identified in the reference documents.

The end of a procedure implies a stable state of the communication between the two involved parties. This stable state is normally the object of a common understanding from the two parties.

As a consequence, proposed measurements are attached either to the successful or the unsuccessful issue of a procedure. No measurements are proposed to report the number of attempts to initiate a procedure. If such values are needed, they may be obtained by summing the number of successful and the number of unsuccessful ends of procedure.

Proposed Performance Measurement definitions are considered as a sufficient set of raw counters allowing to get call drop metrics pertinent for UTRAN.

A.5.2
Measurements 

Performance Measurement definitions in this section are based on the document (30(.

The following paragraphs of the document (30( are of interest for our purpose:

§ 8.1.3.

RRC connection establishment

§ 8.1.4.

RRC connection release

§ 8.1.5.

RRC connection re-establishment

§ 10.2.34.

RRC CONNECTION RE-ESTABLISHMENT

§ 10.2.35.

RRC CONNECTION RE-ESTABLISHMENT COMPLETE

§ 10.2.36.

RRC CONNECTION RE-ESTABLISHMENT REQUEST

§ 10.2.37.

RRC CONNECTION REJECT

§ 10.2.38.

RRC CONNECTION RELEASE

§ 10.2.39.

RRC CONNECTION RELEASE COMPLETE

§ 10.2.40.

RRC CONNECTION REQUEST

§ 10.2.41.

RRC CONNECTION SETUP

§ 10.2.42.

RRC CONNECTION SETUP COMPLETE

These paragraphs show in particular the following diagrams:
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Figure 4: RRC Connection Establishment, network accepts RRC connection
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Figure 5: RRC Connection Establishment, network rejects RRC connection
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Figure 6: RRC Connection Release procedure on the DCCH
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Figure 7: RRC Connection Release procedure on the CCCH
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Figure 8: RRC Connection Re-establishment, successful case
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Figure 9: RRC Connection Re-establishment, failure case

Considering the above diagrams and the establishment causes listed in the document (30( § 10.3.3.11:

· there is a RRC establishment attempt on the reception by the RNC of the CONNECTION REQUEST message with Establishment cause IEI set to a value different from “Call re-establishment”

· there is a RRC re-establishment attempt on the reception by the RNC of the CONNECTION REQUEST message with Establishment cause IEI set to “Call re-establishment” or on the reception by the RNC of the CONNECTION RE-ESTABLISHMENT message

A.5.2.0
Attempted RRC connection establishments

A.5.2.1
Failed RRC connection establishments

A.5.2.2
Successful RRC connection establishments

A.5.2.3
Attempted RRC connection releases on <DCCH | CCCH>

A.5.2.4


Failed RRC re-establishments

A.5.2.5
Attempted RRC re-establishments

A.5.2.6
Successful RRC re-establishments 
A.6
Call drop measurements based on Radio Access Bearer (RAB) management

Measurements in section A.6 originated from Tdoc S5P000053 (SA5 #16) but has been superseded by Tdoc S5P010002 (SA5 #17) .

A.6.1
Overview

A.6.1.1
Proposed measurements are based on the success / failure of identified procedures

In general, proposed measurements are not merely based on the counting of a given type of message since a same message may be repeated by an implementation dependent process. The aim is to provide implementation independent specification.

Proposed measurements are based on the success / failure of procedures identified in the reference documents.

The end of a procedure implies a stable state of the communication between the two involved parties. This stable state is normally the object of a common understanding from the two parties.

As a consequence, proposed measurements are attached either to the successful or the unsuccessful issue of a procedure. No measurements are proposed to report the number of attempts to initiate a procedure. If such values are needed, they may be obtained by summing the number of successful and the number of unsuccessful ends of procedure.

A.6.1.2
Combinations traffic class x Core Network domain

A Radio Access Bearer is characterized by several QOS parameters among them is the Traffic Class.

Currently there are not any 3GPP specifications including  (2( in which may be found restrictions related to the possible combinations between traffic Class and Core Network domain.

The four traffic class have been initially introduced for a packet network environment.

In a circuit switched network environment, the conversational class is obviously present  for voice support. Streaming class may be considered for radio or video broadcasting in CN domain as it may be in PS domain. Background class could be associated with lower priority circuits that may be, for instance, pre-empted under some conditions. 

Interactive applications using circuits may be guessed even if no one seems to-day definitely forecast.

Nevertheless, as a conservative position, SA 5 should leave open every possible combination between traffic Class and Core Network domain as specification (2( does.

A.6.1.3
Pegging by queuing/not queuing flag and traffic class

It is proposed to remove the combined pegging by queuing/not queuing flag and traffic class for RAB establishments and RAB failures counters.

Dedicated counters will be considered according the fact that queuing is used or is not used.

This will introduce a better readability by avoiding to combine too different criteria.

Furthermore, this will introduce a better flexibility for introducing the queuing mechanism in a further implementation stage.

A.6.1.4
Considered Radio Access Bearer management procedures

Performance Measurement definitions in this section are based on the TS 25.413 V 3.3.0 UTRAN Iu Interface RANAP Signalling document.

The following paragraphs of this document  are of interest for our purpose:

§ 8.2

RAB Assignment

§ 8.3

RAB Release Request

§ 9.1.3.
RAB ASSIGNMENT REQUEST

§ 9.1.4.
RAB ASSIGNMENT RESPONSE

§ 9.1.5.
RAB RELEASE REQUEST

These paragraphs show in particular the following diagrams:
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Figure 10: RAB Assignment procedure
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Figure 11: RAB Release Request procedure. Successful Operation

A.6.2
Measurements

A.6.2.1
Successful RAB establishments without queuing for CS domain

A.6.2.2
Failed RAB establishment without queuing for CS domain

A.6.2.3
Successful RAB establishments with queuing for CS domain

A.6.2.4
Failed RAB establishment with queuing for CS domain

A.6.2.5
RAB releases for CS domain

A.6.2.6
Successful RAB establishments without queuing for PS domain

A.6.2.7
Failed RAB establishment without queuing for PS domain

A.6.2.8
Successful RAB establishments with queuing for PS domain

A.6.2.9
Failed RAB establishment with queuing for PS domain

A.6.2.10
RAB releases for PS domain
A.7
Utilisation
Measurements in section A.7 originated from Tdoc S5P000026 (SA5 #14).

A.7.1
Overview
None

A.7.2
Measurements
A.7.2.1
CS traffic volume on Uu per carrier
A. This measurement provides the total number of octets per carrier transmitted on the air interface in CS mode.

B. CC

C.  tbd

D. This is an array of duplets “carrier number/value”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. csTrafVol

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for circuit switching only.

H. tbd

A.7.2.2
PS uplink traffic volume on Uu per carrier
A. This measurement provides the total number of octets per carrier transmitted on the air interface uplink in PS mode.

B. CC.

C. tbd

D. This is an array of duplets “carrier number/value”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. psUlTrafVol

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet switching only.

H. tbd

A.7.2.3
PS downlink traffic volume on Uu per carrier
A. This measurement provides the total number of octets per carrier transmitted on the air interface downlink in PS mode.

B. CC.

C. tbd

D. This is an array of duplets “carrier number/value”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. psDlTrafVol

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet switching only.

H. tbd

A.7.2.4
Signalling traffic volume on Uu per carrier
A. This measurement provides the total number of octets per carrier transmitted on the air interface signalling channels.

B. CC.

C. tbd

D. This is an array of duplets “carrier number/value”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. sigTrafVol

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for circuit and packet switching.

H. tbd

A.7.2.5
Peak (min, max) instantaneous throughput per carrier on Uu
A. This measurement provides the minimum and maximum throughput over all assigned radio channels. The measurement is taken per carrier over the air interface.

B. tbd

C. tbd

D. This is an array of triplets “carrier number/minvalue/maxvalue (in octets per second)”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats

E. peakThruUu

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for circuit and packet switching.

H. tbd

A.7.2.6
Average percent air interface throughput for soft handoff
A. This measurement provides the average percentage of the total throughput on Uu that was used for soft handoff, i.e. radio links where the cell acted as a drift cell.  < could be replaced by measuring data volume for serving cell and data volume for SoftHO

NOTE: [Ericsson]This mesurement does not make sense – drift cells and serving cells may make up an active set of a UE in soft handover, but the active set could equally well be made up of cells in the same RNC. PROPOSAL: In order to measure the number of radio resources involved in soft/softer handover, it would be better to have frequently sampled counters such as ‘Number of UEs with 1 radiolink within the same radio link set in the active set’, as ‘Number of UEs with 2 radiolinks within the same radio link set in the active set’, ‘Number of UEs with 3 radiolinks within the same radio link set in the active set’, etc., And ‘Number of UEs with 1 radio link set’, ‘Number of UEs with 2 radio link sets’, etc.

B. tbd

C. tbd

D. A single integer value

E. avgUuSHO

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet and circuit switching.

H. tbd

A.7.2.7
Peak (min, max) percent air interface throughput for soft handoff
A. This measurement provides the minimum and maximum percentage of the instantaneous throughput on Uu that was used for soft handoff, i.e. radio links where the cell acted as a drift cell.

NOTE: [Ericsson] Same comment as for A.7.2.6 above.

B. CC.

C. tbd

D. Two integer values.  The first returned value is the minimum, the second the maximum recorded value. <Note that this result can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. peakUuSHO

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet and circuit switching.

H. tbd

A.7.2.8
Average percent of soft handoff connections
A. This measurement provides the average percentage of connections for soft handoff, i.e. connections where the cell acted as a drift cell. < could be replaced my measuring the number of connections for serving cell and for SoftHO)

B. tbd

C. tbd

D. A single integer value

E. avgConSHO

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet and circuit switching.

H. tbd

A.7.2.9
Peak (min, max) percent of soft handoff connections
A. This measurement provides the minimum and maximum percentage of connections for soft handoff, i.e. connections where the cell acted as a drift cell.

B. tbd

C. tbd

D. Two integer values.  The first returned value is the minimum, the second the maximum recorded value. <Note that this result can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats

E. peakConSHO

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet and circuit switching.

H. tbd

A.7.2.10
Average BS output power per carrier
A. This measurement provides the average RF transmit power per carrier. Note: This measurement is also part of the TS 25.215 standard, which follows the NBAP Common Measurement procedures (TS 25.433). All documents should be aligned.

B. tbd

C. tbd

D. This is an array of duplets “carrier number/value”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats.

E. avgBSOutPwr

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for packet and circuit switching.

H. tbd

A.7.2.11
Peak (min, max) BS output power per carrier
A. This measurement provides the minimum and maximum RF transmit power per carrier. Note: This measurement is also part of the TS 25.215 standard, which follows the NBAP Common Measurement procedures (TS 25.433). All documents should be aligned.

B. tbd

C. tbd

D. This is an array of triplets “carrier number/minvalue/maxvalue”, which can not be encoded using the current file format definition.  An exact encoding must be specified here and accommodated in the ASN.1/XML file formats

E. peakBSOutPwr

F. NodeB <NodeID> - cell <cellID> (to be aligned with 32.106 object model).

G. Valid for circuit and packet switching.

H. tbd

A.8
GGSN Measurements

Measurements in section A.8 originated from Tdoc S5B020016 (SA5 #26).

A.8.1

Session Management

A.8.1.1
Session Establishments (Overview)

The performance counters presented in this section are mainly intended to:

· monitor the session establishment success at the GGSN level 

· identify the main causes for GGSN originating session establishment failures 

· and study the repartition of the different traffic classes within session establishment attempts and successes. 

These counters are associated to GPRS Tunnelling Protocol signalling (GTP-C for the control plane), between the SGSN and the GGSN, and defined in TS 23.060 and TS 29.060.

The figure below, from TS 23.060, recalls the sequence of messages exchanged for a primary PDP context activation and a subsequent secondary PDP context activation and details the events triggering the update of the counters values.
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The three measurement types defined in the clause 1.1.n. are subject to the "2 out of 3 approach".

A.8.1.1.1
Attempted session establishments

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.1.2
Successful session establishments

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.1.3
Failed session establishments 

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.2
Network-Initiated Session Establishments (Overview) 

The performance counters presented in this section focus on network initiated PDP context activation procedure, that allows the GGSN to initiate the activation of a PDP context on receipt of a PDP PDU on the Gi interface. The counters proposed are mainly intended to
· monitor the signalling exchanged between the HLR and the GGSN during this procedure

· and monitor the success rate for network-initiated session establishments. It has to be noted that measurements proposed enable to distinguish between the establishment failures occurring before and after the SGSN has sent the context activation request to the MS.

These counters are associated to the Mobile Application Part (MAP) protocol layer (defined in TS 29.002) and to GPRS Tunnelling Protocol signalling (GTP-C for the control plane), between the SGSN and the GGSN (defined in TS 29.060).

The figure below, from TS 23.060, recalls the sequence of messages exchanged for a network initiated PDP context activation and details the events triggering the update of the counters values.

.
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A.8.1.2.1
Number of routing information requests for network-initiated session establishment attempts 

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.2.2
Number of routing information successful responses for network-initiated session establishment attempts 

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.2.3
Attempted Network-initiated session establishments

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.2.4
Failed Network-initiated session establishments - failures occurred before sending PDP context activation request to the MS

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.2.5
Failed Network-initiated session establishments - failures occurred after sending PDP context activation request to the MS

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.3 
Number of Subscribers (Overview)

The performance counters presented in this section are mainly intended to establish a subscriber profile. Such a profile details the number of elementary procedures per active subscriber (PDP context activations, modifications, updates, …), usually during a busy hour. This profile may be used for 2 main purposes:

· to estimate the current load of the equipment, with details on the respective weight of each procedure in the overall load, 

· to estimate the impact on the equipment of a modification of a factor in this subscriber profile (e.g. increase of the number of simulatenous active PDP contexts per subscriber, increase of the number of subscribers, …).
A.8.1.3.1
Number of subscribers with an activated PDP context

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.3.2
Mean number of subscribers with an activated PDP context

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.4
Session Conclusions (Overview)

The performance counters presented in this section are related to PDP context deactivation procedure. The counters proposed are mainly intended to evaluate the ratio of GGSN-initiated PDP context deactivations in overall PDP context deactivations, estimate the PDP context deactivation success rate, and may also be used in the subscriber or session profile.

The figures below, from TS 23.060, recall the sequence of messages exchanged for MS, SGSN or GGSN initiated PDP context deactivations and detail the events triggering the update of the counters values.

MS initiated PDP context deactivation
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SGSN initiated PDP context deactivation
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GGSN initiated PDP context deactivation
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A.8.1.4.1
Attempted MS & SGSN-initiated session conclusions
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.4.2
Attempted GGSN-initiated session conclusions
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.1.4.3
Successfully concluded sessions

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2

Per APN Measurements

These measurements will only be provided for a subset of all the APNs of the GGSN (see TS 23.003 for APN definition). The way the list of monitored APNs is configured is outside the scope of this TS. 

A.8.2.1
Session Establishments (Overview)

The performance counters presented in this section are intended to bring a more detailed view on session activations compared to counters defined in section 1.1. Especially, they enable to monitor the session establishment success rate when user authentication is required and when a dynamic PDP address is to be allocated by the GGSN.

Furthermore, the definition of "per APN" measurements allows to let performance monitoring focus on a "specific service" handled by a GGSN: TS 23.003 indicates that an APN Network Identifier may be used to access a service associated with a GGSN and that this may be achieved by defining;

· an APN that corresponds to a DNS name of a GGSN and is locally interpreted by the GGSN as a request for a specific service, or;

· an APN Network Identifier consisting of 3 or more labels and starting with a Reserved Service Label, or an APN Network Identifier consisting of a Reserved Service Label alone, that indicates a GGSN by the nature of the requested service.

The figure below, from TS 29.061 details the message sequence during a PDP context activation for the non-transparent IP case, where a dynamic PDP address is to be allocated and user authentication is required.
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A.8.2.1.1
Attempted session establishments, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.1.2
Successfully established sessions, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.1.3
Attempted session establishments with dynamic PDP address allocation required, per APN 
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.1.4
Successfully established sessions with dynamic PDP address allocation required, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.1.5
Attempted session establishments with user authentication required, per APN

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.1.6
Failed session establishments due to user authentication failure, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.2
Active Sessions (Overview)

The performance counters presented in this section are defined on a per APN basis and are mainly intended 

· to monitor the repartition of QoS attributes defined for current active sessions 

· and to establish a session profile. A session profile details the number of elementary procedures per active session (PDP context modifications, updates, …), usually during a busy hour.
A.8.2.2.1
Number of simultaneous active sessions, per APN

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.2.2
Peak number of simultaneous active sessions, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.2.3
Attempted MS & SGSN-initiated session modifications, per APN 
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.2.2.4
Successfully performed MS & SGSN-initiated session modifications, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3

Session Conclusions (Overview)
A.8.3.1
Attempted MS-initiated session conclusions, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.2
Successful MS-initiated session conclusions, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.3
Attempted GGSN-initiated session conclusions, per APN 
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.4
Successful GGSN-initiated session conclusions, per APN
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3 
GTP Measurements (Overview)

The performance counters presented in this section are mainly intended to:

· monitor the signalling and bearer traffic exchanged between the GGSN and peer GSNs 

· establish the session profile (including GTP average packet size, signalling overhead, uplink and downlink GTP traffic per session, …)

· and monitor the GGSN load (through measurements such as the total bit rate handled by the node, the number of GTP tunnels handled or the ratio of packets discarded at GGSN level).

These counters are associated to GPRS Tunnelling Protocol (GTP-C and GTP-U), between the SGSN and the GGSN, and defined in TS 23.060 and TS 29.060. The breakdown per traffic class allows to monitor the way traffic is handled by the GGSN according to QoS attributes attached to the relevant PDP context.
A.8.3.1
Number of incoming GTP data packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.2
Number of outgoing GTP data packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.3
Number of discarded GTP data packets
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.4
Number of octets of incoming GTP data packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.5
Number of octets of outgoing GTP data packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.6
Number of incoming GTP signalling packets on the Gn interface

a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.7
Number of outgoing GTP signalling packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.8
Number of discarded GTP signalling packets
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.9
Number of octets of incoming GTP signalling packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.10
Number of octets of outgoing GTP signalling packets on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.11
Number of GTP tunnels on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.3.12
Number of GTP tunnels created on the Gn interface
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.4

GTP’ Measurements (Overview)

The performance counters presented in this section are intended to monitor the transfer of G-CDRs to the CGF; in particular

· the number of CDR transfer attempts, together with the cause triggering the transfer enables to dimension both the CGF / Billing System and the Ga interface. The breakdown of causes for transfer attempts may also help in tuning the parameters associated to partial CDR creation.

· the breakdown of causes for transfer failure is provided to track and investigate any problem that could be detected thanks to the CDR transfer success rate.

These counters are associated to the GTP' protocol between the GGSN and the CGF, as defined in TS 29.060 and TS 32.015.

The figure below from TS 32.015 shows a normal CDR transfer between a GSN and a CGF and details the events triggering the update of the counters values.
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The three measurement types defined in the clause 4.1.n. are subject to the "2 out of 3 approach".

A.8.4.1
Attempted CDR information transfers
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.4.2
Successful CDR information transfers
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.4.3
Failed CDR information transfers
a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
i) 
A.8.5

IP Measurements (Overview)

The performance counters presented in this section are mainly intended to:

· monitor the bearer traffic exchanged between the GGSN and the external PDN on the Gi interface

· establish the session profile (including IP average packet size, uplink and downlink IP traffic per session, …), possibly per traffic class

· and monitor the GGSN load (through measurements such as the total bit rate handled by the node, the ratio of packets discarded at GGSN level, …).

These counters are associated to IP protocol on the Gi interface. 

These counters are proposed to be screened with regards to the protocol configuration options, as defined in TS 24.008 and TS 29.061, i.e. a set of the counters is associated to any valid combination of the different options below:

· transparent or non-transparent access to the external PDN

· user data encryption (IPSec, …)

· tunneling of packets onto the Gi interface
Any valid combinaton of these options fully defines a "Gi reference point". The figure below gives an overview of some Gi reference points.
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A.8.5.1
Number of incoming IP data packets on the Gi interface
a) 
b) 
c) 
d) 
e) 
f) 
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h) 
i) 
A.8.5.2
Number of outgoing IP data packets on the Gi interface
a) 
b) 
c) 
d) 
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h) 
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A.8.5.3
Number of IP data packets discarded due to node congestion
a) 
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d) 
e) 
f) 
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A.8.5.4
Number of octets of incoming IP data packets on the Gi interface
a) 
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c) 
d) 
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A.8.5.5
Number of octets of outgoing IP data packets on the Gi interface
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A.9 
Wireless Service Measurements

Measurements in section A.8 originated from Tdoc S5B020149 (SA5 #26).

A.9.1

UMTS Network Bearer Management Measurements

A.9.1.1
Availability (Overview)

Attachment success is already captured in the standardised measurements, still there is no CS/PS differentiation:

Success rate = (5.1.2
Successful GPRS attach procedures) / (5.1.1
Attempted GPRS attach procedures)

A.9.1.2 
Accuracy (Overview)

T.B.D

A.9.1.3 
Speed (Overview)

There is no speed measurement in the standard, following is the proposed measurement:

A.9.1.3.1
For CS Service:

A.9.1.3.1.1
UMTS Bearer Service CS time to register (Mean)
a) This measurement provides the mean time it takes for the subscribers to register with the network for circuit switched (CS) services during each granularity period.
b) DER (n=1)
c) This measurement is obtained by accumulating the time intervals for each successful attach between the receipt by the VLR of an "ATTACH REQUEST" from the MS and the corresponding receipt by the VLR of an "ATTACH COMPLETE" message over a granularity period using DER, see TS 24.008. This end value of the time will then be divided by the number of successful attach requests for CS domain observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.     
d) Each measurement is an integer value.(in milliseconds).

e) UBS.TimeToRegisterCSMean
f) VLRFunction
g) Valid for circuit switched traffic.

h) UMTS.

A.9.1.3.1.2
UMTS Bearer Service CS time to register (Max)

a) This measurement provides the maximum time it takes for the subscribers to register with the network for circuit switched (CS) services during each granularity period.
b) GAUGE

c) This measurement is obtained by monitoring the time intervals for each successful attach between the receipt by the VLR of an "ATTACH REQUEST" from the MS and the corresponding receipt by the VLR of an "ATTACH COMPLETE" message over a granularity period, see TS 24.008. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.   

d) Each measurement is an integer value.(in milliseconds).

e) UBS.TimeToRegisterCSMax

f) VLRFunction
g) Valid for circuit switched traffic.

h) UMTS.

A.9.1.3.2
For PS Service:

A.9.1.3.2.1
UMTS Bearer Service PS time to register (Mean)
a) This measurement provides the mean time it takes for the subscribers to register with the network for circuit switched (PS) services during each granularity period.
b) DER (n=1)
c) This measurement is obtained by accumulating the time intervals for each successful attach between the receipt by the SGSN of an "ATTACH REQUEST" from the MS and the corresponding receipt by the SGSN of an "ATTACH COMPLETE" message over a granularity period using DER, see TS 24.008. This end value of the time will then be divided by the number of successful attach requests for PS domain observed in the granularity period to give the arithmetic mean.   
d) Each measurement is an integer value.(in milliseconds).

e) UBS.TimeToRegisterPSMean
f) SGSNFunction
g) Valid for packet switched traffic.

h) UMTS

A.9.1.3.2.2
UMTS Bearer Service PS time to register (Max)

a) This measurement provides the maximum time it takes for the subscribers to register with the network for circuit switched (PS) services during each granularity period.
b) GAUGE

c) This measurement is obtained by monitoring the time intervals for each successful attach between the receipt by the SGSN of an "ATTACH REQUEST" from the MS and the corresponding receipt by the SGSN of an "ATTACH COMPLETE" message over a granularity period using DER, see TS 24.008. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.   

d) Each measurement is an integer value.(in milliseconds).

e) UBS.TimeToRegisterPSMax

f) SGSNFunction
g) Valid for packet switched traffic.

h) UMTS.


a) 
b) 
c) 
d) 
e) 
f) 
g) 
h) 
A.9.1.3.2.3
UMTS Bearer Service time to establish Communications Management (CM) radio access connectivity (Mean)

a) This measurement provides the mean time it takes for the radio access network to establish a service connection (for circuit switched connection establishment, supplementary services activation, short message transfer, location services) during each granularity period.

b) DER (n=1).

c) This measurement is obtained by accumulating the time intervals for each successful service request between the receipt by the MSC of a "CM SERVICE REQUEST" from the MS and the corresponding receipt by the MSC of an "CM SERVICE ACCEPT" message over a granularity period using DER, see TS 24.008. This end value of the time will then be divided by the number of successful service requests observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.     

d) Each measurement is an integer value.(in milliseconds).

e) UBS.TimeForCMConnectRANMean

f) MSC.

g) Valid for circuit switched traffic.

h) UMTS.

A.9.1.3.2.4
UMTS Bearer Service time to establish Communications Management (CM) radio access connectivity (Max)

i) This measurement provides the maximum time it takes for the radio access network to establish a service connection (for circuit switched connection establishment, supplementary services activation, short message transfer, location services) during each granularity period.

j) GAUGE.

k) This measurement is obtained by monitoring the time intervals for each successful service request between the receipt by the MSC of a "CM SERVICE REQUEST" from the MS and the corresponding receipt by the MSC of an "CM SERVICE ACCEPT" message over a granularity period, see TS 24.008. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.   

l) Each measurement is an integer value.(in milliseconds).

m) UBS.TimeForCMConnectRANMax

n) MSC.

o) Valid for circuit switched traffic.

p) UMTS.

A.9.2

RRC Connection Management Measurements

A.9.2.1
Availability (Overview)

This is already available from standardised measurements, although there is no differentiation between PS and CS:

(4.4.2
Failed RRC connection establishments ) / (4.4.1
Attempted RRC connection establishments)

A.9.2.2
Accuracy (Overview) 

The accuracy measurement we can trigger are the Dropped RRC Connection

Drop Rate = Abnormal RRC Release / Successful RRC establishments

The Abnormal release are counted in these measurements:

4.6.1
Attempted RRC connection releases on DCCH

4.6.2
Attempted RRC connection releases on CCCH

The Abnormal release is just one particular cause in the release measurement:

DCCH Abnormal Release = ( RRC.AttConnRelDCCH.Cause – RRC.AttConnRelDCCH.Normal Event
CCCH Abnormal Release = ( RRC.AttConnRelCCCH.Cause – RRC.AttConnRelCCCH.Normal Event
Abnormal RRC Release = DCCH Abnormal Release + CCCH Abnormal Release

Drop Rate =Abnormal RRC Release / (4.4.3
Successful RRC connection establishments)

A.9.2.3
Speed (Overview)

 The procedures involved are shown in the following diagrams:
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Figure 1: RRC Connection Establishment, network accepts RRC connection
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Figure 2: RRC Connection Establishment, network rejects RRC connection
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Figure 3: RRC Connection Release procedure on the DCCH
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Figure 4: RRC Connection Release procedure on the CCCH
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Figure 5: RRC Connection Re-establishment, successful case
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Figure 6: RRC Connection Re-establishment, failure case

There is no speed measurement in the standard, following is the proposed measurement:

A.9.2.3.1
RRC connection set-up time (Mean)
a) This measurement provides the mean time per traffic class it takes for the RNC in order to establish a RRC connection during each granularity period. The measurement is pegged by traffic class.
b) DER (n=1)
c) This measurement is obtained by accumulating the time intervals for every successful RRC connection establishment per establishment cause between the receipt by the RNC from the UE of a "RRC CONNECTION REQUEST" and the corresponding "RRC CONNECTION SETUP COMPLETE" message over a granularity period using DER.  The end value of this time will then be divided by the number of successful RRC connections observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.  The measurement is pegged by establishment cause, see TS 25.331.
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.

d) Each measurement is an integer value.(in milliseconds).

e) RRC.AttConnEstabTimeMean.Cause
f) UtranCell.

g) Valid for circuit switched and packet switched traffic.

h) UMTS.

A.9.2.3.2
RRC connection set-up time (Max)

a) This measurement provides the maximum time per traffic class it takes for the RNC in order to establish a RRC connection during each granularity period. The measurement is pegged by traffic class.

b) GAUGE

c) This measurement is obtained by monitoring the time intervals for each successful RRC connection establishment per establishment cause between the receipt by the RNC from the UE of a "RRC CONNECTION REQUEST" and the corresponding "RRC CONNECTION SETUP COMPLETE" message, see TS 25.331.  The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.  The measurement is pegged by establishment cause,.
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d) Each measurement is an integer value.(in milliseconds)

e) RRC.AttConnEstabTimeMax.Cause

f) UtranCell.

g) Valid for circuit switched and packet switched traffic

h) UMTS

A.9.3

Radio Access Bearer Management Measurements
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Figure 7: RAB Assignment procedure
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Figure 8: RAB Release Request procedure. Successful Operation

A.9.3.1
Availability (Overview)

Blocked RAB establishments are already standardised measurement, they are split between CS and PS and whether or not queuing is used:

A.9.3.1.1
For CS Service:

Blocking Rate = (4.1.1
Attempted RAB establishments for CS domain )

/ ((4.1.3
Failed RAB establishments without queuing for CS domain )

+ (4.1.5
Failed RAB establishments with queuing for CS domain) )

A.9.3.1.2
For PS Service:

Blocking Rate = (4.1.6
Attempted RAB establishments for PS domain)

/((4.1.8
Failed RAB establishments without queuing for PS domain)

+ (4.1.10
Failed RAB establishments with queuing for PS domain))

These measurements are also split per Traffic Classes, for example measurement 4.1.1 has these sub-counters:

RAB.AttEstabCS.Conv 
RAB.AttEstabCS.Strm
RAB.AttEstabCS.Intact
RAB.AttEstabCS.Bgrd

A.9.3.2
Accuracy (Overview)

Dropped RAB measurements are already standardised, they are split between CS and PS and whether or not queuing is used:

Drop Rate = Abnormal RAB Release / Successful RAB establishments

A.9.3.2.1
For CS Service:

Abnormal releases are captured in this measurement: 4.2.1
RAB releases for CS domain

Although, release cause 83 is actually a normal release, so

Abnormal Release = ( RAB.RelCS.Cause –  RAB.RelCS.83
A normal release is  RAB.RelCS.Cause, With cause = 83

Drop Rate = Abnormal RAB Release

/

( (4.1.2
Successful RAB establishments without queuing for CS domain)

+ (4.1.4
Successful RAB establishments with queuing for CS domain) )

A.9.3.2.2
For PS Service:

Same thing for the PS domain:

Abnormal releases are captured in this measurement: 4.2.2
RAB releases for PS domain

Although, release cause 83 is actually a normal release, so

Abnormal Release = ( RAB.RelPS.Cause –  RAB.RelPS.83
A normal release is RAB.RelPS.Cause, With cause = 83

Drop Rate = Abnormal RAB Release

/

( (4.1.7
Successful RAB establishments without queuing for PS domain)

+ (4.1.9
Successful RAB establishments with queuing for PS domain) )

A.9.3.3
Speed (Overview)

There is no speed measurement in the standard, following is the proposed measurement:

A.9.3.3.1
For CS Service:

A.9.3.3.1.1
RAB CS connection set-up time (Mean)
a) This measurement provides the mean time during each granularity period for a RNC to establish a RAB CS connection.
b) DER (n=1).
c) This measurement is obtained by accumulating the time intervals for each successful RAB establishment between the receipt by the RNC of a RANAP "RAB ASSIGNMENT REQUEST" message to establish a RAB for CS domain, and the first corresponding (based on RAB ID) transmission by the RNC of a RANAP "RAB ASSIGNMENT RESPONSE" message for successfully established RABs over a granularity period using DER, see TS 25.413. This end value of the time will then be divided by the number of successfully established RABs observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.  
d) Each measurement is an integer value.(in milliseconds).

e) RAB.SuccEstabCSSetupTimeMean
f) RNCFunction.
g) Valid for circuit switched traffic.

h) UMTS.

A.9.3.3.1.2
RAB CS connection set-up time (Maximum)

a) This measurement provides the maximum time during each granularity period for a RNC to establish a RAB CS connection.

b) GAUGE.

c) This measurement is obtained by monitoring the time intervals for each successful RAB establishment between the receipt by the RNC of a RANAP "RAB ASSIGNMENT REQUEST" message to establish a RAB for CS domain, and the first corresponding (based on RAB ID) transmission by the RNC of a RANAP "RAB ASSIGNMENT RESPONSE" message for successfully established RABs see TS 25.413. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.

d) Each measurement is an integer value.(in milliseconds).

e) RAB.SuccEstabCSSetupTimeMax

f) RNCFunction.

g) Valid for circuit switched traffic.

h) UMTS.

A.9.3.3.2
For PS Service:

A.9.3.3.2.1
RAB PS connection set-up time (Mean)
a) This measurement provides the mean time during each granularity period for a RNC to establish a RAB PS connection.
b) DER (n=1).
c) This measurement is obtained by accumulating the time intervals for each successful RAB establishment between the receipt by the RNC of a RANAP "RAB ASSIGNMENT REQUEST" message to establish a RAB for PS domain, and the first corresponding (based on RAB ID) transmission by the RNC of a RANAP "RAB ASSIGNMENT RESPONSE" message for successfully established RABs over a granularity period using DER, see TS 25.413. This end value of the time will then be divided by the number of successfully established RABs observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.
d) Each measurement is an integer value.(in milliseconds).

e) RAB.SuccEstabPSSetupTimeMean
f) RNCFunction.

g) Valid for packet switched traffic.

h) UMTS.

A.9.3.3.2.2
RAB PS connection set-up time (Maximum)

a) This measurement provides the maximum time during each granularity period for a RNC to establish a RAB PS connection.

b) GAUGE.

c) This measurement is obtained by monitoring the time intervals for each successful RAB establishment between the receipt by the RNC of a RANAP "RAB ASSIGNMENT REQUEST" message to establish a RAB for PS domain, and the first corresponding (based on RAB ID) transmission by the RNC of a RANAP "RAB ASSIGNMENT RESPONSE" message for successfully established RABs see TS 25.413. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.

d) Each measurement is an integer value.(in milliseconds).

e) RAB.SuccEstabPSSetupTimeMax

f) RNCFunction.

g) Valid for packet switched traffic.

h) UMTS.

A.9.4

PDP Management Measurements
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Figure 9 (from [1]): MS initiated PDP context activation procedure
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Figure 10 (from [1]): Network

A.9.4.1
Availability (Overview)

PDP activation Blocking are not part of the standards for the SGSN, following is the proposed measurement:

A.9.4.1.1
Failed PDP context activation procedures initiated by MS

a) This measurement provides the number of Failed PDP context activation procedures. These include the static as well as the dynamic PDP addresses. This measurement is pegged by failure cause.
b) CC.

c) Transmission by the SGSN of a ACTIVATE PDP CONTEXT REJECT message indicating a PDP context activation failure, the measurement is incremented according to the failure cause. Possible causes are included in TS 24.008. The sum of all supported per cause measurements should equal the total number of PDP context activation failures.
d) A single integer value.

e) The measurement name has the form SM.FailActPdpCtxtMs.Cause 
where Cause identifies the failure cause.

f) SgsnFunction.

g) Valid for packet switching.

h) GSM/UMTS.

A.9.4.1.1
Failed PDP context activation procedures initiated by Network

a) This measurement provides the number of Failed PDP context activation procedures. These include the static as well as the dynamic PDP addresses. This measurement is pegged by failure cause.

b) CC.

c) Receipt of a " REQUEST PDP CONTEXT ACTIVATION REJECT " message from the MS (TS 24.008) message indicating a PDP context activation failure, the measurement is incremented according to the failure cause. Possible causes are included in TS 24.008. The sum of all supported per cause measurements should equal the total number of PDP context activation failures.

d) A single integer value.

e) The measurement name has the form SM.FailActPdpCtxtNtwk.Cause 
where Cause identifies the failure cause.

f) SgsnFunction.

g) Valid for packet switching.

h) GSM/UMTS.

A.9.4.2
Accuracy (Overview)

Dropped PDP contexts are not part of the standards for the SGSN, following is the proposed measurement:

A.9.4.2.1
Abnormal PDP context Deactivation procedures

a) This measurement provides the number of PDP context deactivation procedures initiated by the SGSN. This measurement is pegged by cause.
b) CC.

c) Transmission of a "Delete PDP Context Request" message to the GGSN (TS 29.060). the measurement is incremented according to the deletion cause. Possible causes are included in TS 24.008. The sum of all supported per cause measurements should equal the total number of PDP context activation failures.
d) A single integer value.

e) SM.AttDeactPdpContextSgsn.cause

f) SgsnFunction.

g) Valid for packet switching.

h) GSM/UMTS.
A.9.4.3
Speed  (Overview)

There is no speed measurement in the standard, following is the proposed measurement:

A.9.4.3.1
PDP Context set-up time, initiated by MS (Mean)
a) This measurement provides the mean time it takes for the SGSN in order to established a PDP context during each collection interval. The measurement is pegged by traffic class per APN (see TS 23.003 for APN definition), these measurements will only be provided for a subset of all APNs.  The way the list of monitored APNs is configured is outside the scope of this TS.

b) DER (n=1).
c) This measurement is obtained by accumulating the time intervals for each successful mobile originated PDP context activation between the receipt by the SGSN of an " ACTIVATE PDP CONTEXT REQUEST" from the MS and the corresponding transmission by the SGSN to the MS of an "ACTIVATE PDP CONTEXT" message over a granularity period using DER, see TS 29.060, TS 24.008 and TS 23.107 for service class definitions. This end value of the time will then be divided by the number of successful mobile originated PDP context activations observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.
d) Each measurement is an integer value.(in milliseconds).

e) SM. SuccActPdpContextAPNTimeMOMean.Conv
SM. SuccActPdpContextAPNTimeMOMean.Strm
SM. SuccActPdpContextAPNTimeMOMean.Intact
SM. SuccActPdpContextAPNTimeMOMean.Bgrd
f) SgsnFunction, per APN.

g) Valid for packet switched traffic.

h) GSM/UMTS

A.9.4.3.2
PDP Context set-up time, initiated by MS (Max)

a) This measurement provides the maximum time it takes for the SGSN in order to established a PDP context during each collection interval. The measurement is pegged by traffic class per APN (see TS 23.003 for APN definition), these measurements will only be provided for a subset of all APNs.  The way the list of monitored APNs is configured is outside the scope of this TS.

b) GAUGE

c) This measurement is obtained by monitoring the time intervals for each successful mobile originated PDP context activation between the receipt by the SGSN of an " ACTIVATE PDP CONTEXT REQUEST" from the MS and the corresponding transmission by the SGSN to the MS of an "ACTIVATE PDP CONTEXT" message over a granularity period using DER, see TS 29.060, TS 24.008 and TS 23.107 for service class definitions. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.   

d) Each measurement is an integer value.(in milliseconds).

e) SM. SuccActPdpContextAPNTimeMOMax.Conv
SM. SuccActPdpContextAPNTimeMOMax.Strm
SM. SuccActPdpContextAPNTimeMOMax.Intact
SM. SuccActPdpContextAPNTimeMOMax.Bgrd

f) SgsnFunction, per APN.

g) Valid for packet switched traffic.

h) GSM/UMTS

A.9.4.3.3
PDP Context set-up time, initiated by Network (Mean)
a) This measurement provides the mean time it takes for the SGSN in order to established a PDP context initiated by the network during each collection interval. The measurement is pegged by traffic class per APN (see TS 23.003 for APN definition), these measurements will only be provided for a subset of all APNs.  The way the list of monitored APNs is configured is outside the scope of this TS.
b) DER (n=1).
c) This measurement is obtained by accumulating the time intervals for each successful mobile terminated PDP context activation between the transmission by the SGSN of a “REQUEST PDP CONTEXT ACTIVATION" for the MS and the corresponding transmission by the SGSN to the MS of an "ACTIVATE PDP CONTEXT" message over a granularity period using DER, see TS 29.060, TS 24.008 and TS 23.107 for service class definitions. This end value of the time will then be divided by the number of successful mobile originated PDP context activations observed in the granularity period to give the arithmetic mean, the accumulator shall be reinitialised at the beginning of each granularity period.
d) Each measurement is an integer value.(in milliseconds).

e) SM. SuccActPdpContextAPNTimeMTMean.Conv
SM. SuccActPdpContextAPNTimeMTMean.Strm
SM. SuccActPdpContextAPNTimeMTMean.Intact
SM. SuccActPdpContextAPNTimeMTMean.Bgrd
f) SgsnFunction, per APN.

g) Valid for packet switched traffic.

h) GSM/UMTS

A.9.4.3.4
PDP Context set-up time, initiated by Network (Max)

a) This measurement provides the maximum time it takes for the SGSN in order to established a PDP context initiated by the network during each collection interval. The measurement is pegged by traffic class per APN (see TS 23.003 for APN definition), these measurements will only be provided for a subset of all APNs.  The way the list of monitored APNs is configured is outside the scope of this TS.

b) GAUGE

c) This measurement is obtained by monitoring the time intervals for each successful mobile terminated PDP context activation between the transmission by the SGSN of a “REQUEST PDP CONTEXT ACTIVATION" for the MS and the corresponding transmission by the SGSN to the MS of an "ACTIVATE PDP CONTEXT" message over a granularity period using DER, see TS 29.060, TS 24.008 and TS 23.107 for service class definitions. The high tide mark of this time will be stored in a gauge, the gauge shall be reinitialised at the beginning of each granularity period.   

d) Each measurement is an integer value.(in milliseconds).

e) SM. SuccActPdpContextAPNTimeMTMax.Conv
SM. SuccActPdpContextAPNTimeMTMax.Strm
SM. SuccActPdpContextAPNTimeMTMax.Intact
SM. SuccActPdpContextAPNTimeMTMax.Bgrd

f) SgsnFunction, per APN.

g) Valid for packet switched traffic.

h) GSM/UMTS

A.9.5

RLC Measurements

A.9.5.1
Throughput (Overview)

Reliability measurements are not part of the standards, following is the proposed measurement:

A.9.5.1.1
Number of RLC blocks sent (per Mode)

a) This measurement provides the number of RLC blocks sent by the RNC including retransmitted blocks.
b) CC.
c) Transmission of RLC block, see TS 25.322.  

d) RLCnbrBlocksSent.TM
RLCnbrBlocksSent.UM
RLCnbrBlocksSent.AM

e) A single integer value.

f) RNCFunction, RNC Measurement Function, per Mode (Transparent, Unacknowledged and Acknowledged)

g) Valid for packet switching and circuit switching

h) UMTS

A.9.5.1.2
Number of RLC blocks Received (per Mode)

a) This measurement provides the number of received  RLC blocks by the RNC.
b) CC.

c) Receipt of a RLC blocks from a peer entity and before any error checking.

d) RLCnbrBlocksReceived.TM
RLCnbrBlocksReceived.UM
RLCnbrBlocksReceived.AM

e) A single integer value.

f) RNCFunction RNC Measurement Function (Transparent, Unacknowledged and Acknowledged)
g) Valid for packet switching and circuit switching

h) UMTS

A.9.5.2
Reliability (Overview)

A.9.5.2.1
Discarded RLC blocks by RNC
a) This measurement provides the number of discarded RLC blocks  in case of error detection in the RNC (uplink transmission, RNC).

b) CC.

c) Discard of a received block in the RNC, see TS 25.322.

d) RLC.DiscardedBlocksByRNC.

e) A single integer value.

f) RNCFunction.

g) Valid for packet switching.

h) UMTS

A.9.5.2.2
Number of Retransmitted RLC blocks in Acknowledge Mode

a) This measurement provides the number of retransmitted RLC blocks in  RLC acknowledge mode, detected in the UE and signalled to the RNC (downlink transmission, UE).

b) CC.

c) Receipt of a NACK or SACK block from the peer entity (UE), see TS 25.322.

d) RLCtransmittedBlockstoUE.

e) A single integer value.

f) RNCFunction.

g) Valid for packet switching.
h) UMTS
A.9.5.3
Delay (Overview) 

Delay measurements are not part of the standards, following is the proposed measurement:

A.9.5.3.1
Round Trip Time measured by RNC in Acknowledge Mode (Average/Maximum)

a) This measurement provides the round trip time between the RNC and the UE based on the time it takes for the UE to acknowledge downlink RLC blocks.

b) CC.

c) Time between the transmission of an RLC block in the downlink and the acknowledgement of this block, see TS 25.322.

d) RLCdelayBlocksACKtoRNC.Avg
RLCdelayBlocksACKtoRNC.Max

e) A single integer value.

f) RNC Measurement Function.

g) Valid for packet switching

h) UMTS
B:
Differences between TR 32.800 and the old TR 32.801

This annex contains information from Tdoc S5P010011. This annex does not attempt to interpret how the measurements should be defined, for those measurements not covered in the old TR 32.801. Nor does this annex attempt to determine whether the 'missing' measurements listed in the old TR 32.801 should be added to TR 32.800. During SA5 #19, it was determined to discuss these differences for Release 5.

The purpose of this annex is to list the measurements proposed in 3GPP TR 32.800 v.0.0.3, “Management Level Procedures and Interaction with UTRAN”, which are not currently covered by 3GPP TR 32.801 v.0.0.2, “Telecommunication Management; Top-Down Performance Measurement Definition Process”.

The measurements listed in TR 32.800 are covered in the Network Optimisation Procedure section of the document.

B.1
Measurements in TR 32.800 

B.1.1
Cell

The following measurements are listed in TR 32.800, section 5.4.1 as necessary inputs to provide reports relating to Cell Performance:

Per cell:

1) Number of active channels split into service type (e.g.8k circuit switched service) 

- Comment: equivalent to ‘RAB Assignment’ measurements in TR 32.801 (but these are on RNC level and not on cell level?

2) Number of call setup attempts, split into UE originated and UE terminated calls

- Comment: equivalent to ‘RRC connection establishments in TR 32.801)?
3) Number of call setup failures with failure reasons, split into UE originated and UE terminated calls

- Comment: equivalent to ‘RRC connection releases’ in TR 32.801)?
4) Number of RF losses, combined with a failure indicator

- Comment: No equivalent in TR 32.801.
5) Distribution of overall output power of a NodeB (per sector)

- Comment: No equivalent in TR 32.801.
6) Overall received power at NodeB (RSSI (FDD)/RxISCP(TDD))

- Comment: No equivalent in TR 32.801.
7) Distribution of the received signal code power at the antenna connector (RSCP)

- Comment: No equivalent in TR 32.801.
8) Distribution of the transmitted code power at the antenna connector

- Comment: No equivalent in TR 32.801.
9) It shall be possible to defined event-triggered measurements where the triggers are used to initiate/terminate the reporting on the measurements.

- Comment: No equivalent in TR 32.801.

B.1.2
NodeB

The following measurements are listed in TR 32.800, section 5.4.2 as necessary inputs to provide reports relating to NodeB Performance:

1) Share of the traffic load on the different hardware components (e.g. cards, RAKE receivers, etc.)

- Comment: No equivalent in TR 32.801.
2) Stability report (e.g. out of service time)

- Comment: No equivalent in TR 32.801.
3) Busy time of the different hardware components

- Comment: No equivalent in TR 32.801.
4) Usage of the physical L1 resources (e.g. channel number, code number, etc.)

- Comment: No equivalent in TR 32.801.
B.1.3
UTRAN

The following measurements are listed in TR 32.800, section 5.4.3 as necessary inputs to provide reports relating to Handover Performance. It is stated that ‘The number of successful/unsuccessful handover attempts is required for the optimisation of UTRAN, as well as the Core Network (CN)’:

1) Softer handover

- Comment: Covered  in TR 32.801.
2) Intra RNC soft handover

- Comment: Covered  in TR 32.801.
3) Inter RNC soft handover

- Comment: Covered  in TR 32.801.
4) Intra cell hard handover

- Comment: Covered  in TR 32.801.
5) Inter cell hard handover

- Comment: Covered  in TR 32.801.
6) Inter Node B hard handover

- Comment: Covered  in TR 32.801.
7) Inter RNC hard handover

- Comment: Covered  in TR 32.801.
8) Handover from UMTS to GSM

- Comment: Covered  in TR 32.801.
9) Handover from GSM

- Comment: Covered  in TR 32.801.
It is also stated in 5.4.3 that ‘The number of branches should be part of these statistics’.

C.3
Routing of Performance Management (PM) reports

In TR 32.800, 5.4.4, there is also a section which discusses routing of the measurements generated in the system. 

It is stated that: “The RNC should be able to make traffic-handling decisions which best suit the system conditions at that time. Therefore some key statistics should be routed to the RNC. These key statistics should be common to all NodeBs and available to the RNC on a real-time basis. The Iub interface should be capable of supporting their transfer to allow the quality of service to be maximised.”

Section 5.4.4 also lists some additional measurement reports, which are not mentioned in the previous sections 5.4.1-5.4.3, which detail report contents.

The ‘additional’ reports mentioned in 5.4.4 are Data rates and Multi code usage.

- Comment: No equivalent  in TR 32.801.

C:
Change History

	Change history

	Date
	TSG #
	Tdoc #
	CR
	Rev
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	Nov, 2001
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	Updated based on SA5 #24 meeting agreements (see Tdoc S5B010702). Changed to Tdoc template format and did some clean-up. 
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