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Introduction

At SA5#24 an CR to TS 32.612 [1] was introduced based on the discussion at SA5#23. AWS objected to the CR because it reflect the agreement made at SA5#23, at least not in the opinion of AWS. AWS then described a change to the CR that AWS would find acceptable. AWS understood that the WT08 Rapporteur Group agreed in principle to the change that AWS proposed and asked AWS to contribute the proposed change to SA5#25. This contribution documents the change that AWS proposed. 

The proposal below is made as changes to the text of Clause 6.2.2.12 of the CR [1], i.e., the marked changes in the CR have be accepted and the changes marked here are the changes proposed by AWS. Note that the changes proposed by AWS may have some secondary effects on the text of TS 32.612 that are not included here.

AWS Proposal 

6.2.2.12
preactivate (O)

An IRPManager invokes this operation to request an IRPAgent to preactivate previously downloaded bulk configuration data (clause 8) prior to activate (clause 6.2.2.5). The IRPManager may use this operation to request an IRPAgent to take preparatory actions in advance of an imminent activate (clause 6.2.2.5). The actions should fall short of executing the configuration data changes in the network and impacting service. The principal, but not mandatory, functions of the preactivate operation is to validate the configuration data changes in the context of current data and to pre-process the configuration data changes.  Performing such actions prior to activate may help identify any potential problems prior to executing the changes on a live a network and may minimise activation elapse time. An Element Manager should, if technically feasible, send the configuration data changes to all Network Elements (NE) for the NE to verify, to the extent possible, that the activate will successfully execute the configuration data changes. If any elements of configuration change data that will not successfully execute are identified, diagnostic data identifying the NEs and failing configuration data elements will be made available to the Manager.
An IRPAgent may support an optional checking mode parameter. This parameter may be used to limit checking that requires extensive real time such as validation by all NE’s when the manager does not require such checking. The checking mode parameter has two values: “full checking” or “limited checking”. In a “limited checking” mode, checking that can be done immediately is still performed but checks that require long delays to be completed are by-passed.
An IRPAgent may support an optional activationMode parameter. It serves the same function as the activate activationMode parameter specified in clause 6.2.2.5 for definition. For a session activation mode can only be selected once, so if preactivation is used and activation mode is to be selected it must be selected on the first preactivation.

Selecting a fallback option is optional. There can only be one fallback option for a session. If the option is selected it shall be initiated when the first pre-activation operation is requested. If a fallback option is not requested for the first pre-activation, it cannot be subsequently requested for repeated pre-activations or activations during the session. If the fallback option was requested, it is not possible to change the fallback option initially selected with any subsequent re-pre-activate retries i.e. for a session it is only possible to fallback to the configuration that existed when the first pre-activate operation was requested. See also clause 6.2.2.6. (If a new fallback configuration is required a new session, download, activate and preactivate should be started. The old session can be ended, prior to which fallback can optionally be invoked). 

Specifying how preactivate operation retries within a session shall be implemented following a partially successful preactivation (e.g. repeat all preactivation management actions or just the uncompleted delta of management actions that did not previously complete successfully) is beyond the scope of this document. Only the IRPManager can initiate preactivate retries. (The IRPAgent shall not initiate retries autonomously).

Table 12: preactivate parameters

	Name
	Qualifier
	Description

	sessionId
	Input, M
	Identifies this specific session and process associated with an earlier bulk data download that is required to be preactivated.

	activationMode
	Input, O
	Selects a mode of activation. One of two choices may be selected: a) “least service impact”, b) “least elapse time”.

This option is only open for the first preactivate operation within a session. (See also clause 6.2.25)

	checking
	Input, O
	Selects the degree of checking. One of two choices may be selected: “full checking”, “limited checking”.

	saveFallback
	Input, M
	Indicates whether or not it is required to initialise and enable fallback option prior to the preactivation.

This option is only open for the first preactivate operation of a session. For any subsequent pre-activate or activate operation retries within a session the saveFallback parameter must be set to indicate it is not required to initialise fallback otherwise the pre-re-activate operation shall be rejected.

	status
	Output, M
	indicates (a) start of operation is successful and (b) operation failed because of specified or unspecified reasons
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