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Introduction

3GPP SA5 participants have advocated the 3GPP Notification IRP[3],[4] to ITU SG4 in an effort to get the ITU to align its Corba framework [2] with the 3GPP Notification IRP. In fact, the ITU has made major changes to their Corba Framework to accommodate SA5 [1]. Specifically, SG4 has included the Notification IRP in the Corba Framework by reference with the provision that the 3GPP Notification IRP “support all of the Notification Service requirements specified in Section 6.2” of Q.816 [1]. In addition, SG4 revised three of the Notification Service requirements to accommodate the 3GPP Notification IRP [1]. The present 3GPP Notification IRP is not capable of supporting two of the remaining Q.816 Notification Service requirements [1]. In the ITU SG4 Corba experts meeting attended by AWS, the Corba experts indicated that they believed these two requirements to be of substantial importance and were firm in maintaining these requirements. Since receiving the liaison [1] from SG4, SA5 has been silent on this subject and has not indicated any willingness to reciprocate the spirit of accommodation shown by SG4. In fact, SA5 has made no changes what so ever to its Notification IRP to address the ITU SG4 concerns regarding a Corba Notification Service.

Specific Alignment Issues

The following extract is quoted from the Liaison from the CORBA Experts Group [1]:

The intention of  ITU-T SG 4 in the ITU-T Q.816 is to support the text as currently stated in section 8.1.1 that reads:

1. An implementation claiming conformance to the Notification Service requirements must:

· Support either:

· the CORBA Notification Service version specified in Section 5.2., or,

· the 3gpp NotificationIRPOperations interface specified in reference [13].

· Support all of the Notification Service requirements specified in Section 6.2.

NOTE -- Further study is required to identify a minimum subset of Notification Service capabilities that must be supported for compliance to the framework.

ITU-T recognises that when Q.816 was amended during the January meeting, these requirements weren’t checked in detail, and that the checking was needed.

Consequently, detailed study of these requirements was run and led to the following conclusions:

· NOTIF 1, 2, 3, 4, 5, 6, 10 must be met by the 3GPP TSG-SA5 NotificationIRPOperations without any need for changes to ITU-T Q.816. (Our understanding is that your service can meet these requirements.)

· NOTIF 7 must also be met to claim conformance.  Meeting this requirement means that notifications will have a common structure that will support common filters for both structured and typed events.  (See figure 6.)

· NOTIF 8:We have introduced a defect report on this requirement to make the use of mapping filters optional.   

· NOTIF 9: We have introduced a defect report on this requirement to allow the use of either persistence or best-effort with Q.821-corba Enhanced Alarm Synchronisation. Q.821-corba should be approved by September.

· NOTIF 11 We have introduced a defect report on this requirement to make this requirement applicable only to the OMG Notification Service.  Also, please note that we are working on an overall profile of this service for use with Q.816.

SG4 agreed that changes have to be made in Q.816, through defect reports, in order to have requirements 8, 9 and 11 conditional. These defect reports to change notifications Service requirements will be produced by SG4 and sent to ITU-T SG4 July meeting.

From the above quote, there are two compliance conditions that the 3GPP SA5 Notification IRP must address – NOTIF 7 and NOTIF 9.

Compliance to NOTIF 7 essentially means that the 3GPP Notification IRP may not use the short or abbreviated names as currently used. The text of NOTIF 7 is quoted in the ANNEX of this contribution.

Compliance to NOTIF 9, which has been changed in consideration of 3GPP, requires that an implementation of the Notification IRP provide for the persistence of a notification in the event of a failure of the notification event channel or the implementation must also support Recommendation Q.821-corba [5] alarm synchronization via the Enhanced Current Alarm Summary Control managed object. The text of NOTIF 9 from Corrigenda 1 to Q.816 is quoted in the ANNEX.
Motivation For Alignment

AWS proposes that 3GPP make changes to support alignment of 3GPP’s Notification IRP with the ITU framework for Corba based TMN services for several reasons:

· Manager filter design will be compatible across differing interfaces some of which may be 3GPP conformant and some of which may be ITU conformant.

· Man-machine interface will use more meaningful names (or else with short names vendors would need to provide a short name expansion service to convert short name to more meaningful long names.)

· 3GPP may wish to use typed names in the future when Corba services support them effectively.

AWS Proposal For Alignment 

AWS proposes the following changes be made to TS 32.303.

1) The 3GPP Notification IRP: Corba Solution Set be modified so that Notifications sent from the agent to the manager will use long names. Specifically, the Notification Agent will convert notifications at the interface itf-N to be compliant with ITU Q.816 [2] subclause 6.2 NOTIF 7.

2) A Conformance section, which is now required by TS 32.102, be added to TS 32.303 that will state what is required for an implementation of TS 32.303 to claim conformance to the ITU Recommendation Q.816. Specifically, this conformance statement will include a reference to NOTIF 9 of ITU Q.816 [2] subclause 6.2. 

3) It is noted that 3GPP specifications do not yet support an Enhanced Current Alarm Summary Control managed object as specified in Recommendation Q.821-corba [16] alarm synchronization. It is strongly recommended that SA5 pursue this standardization. Without such standardization, vendors may have to support this object in a vendor specific manner if the wish to claim compliance to Q.816.

AWS seeks SA5’s agreement in principle to these proposed changes before seeking resources to prepare the actual Change Requests.

ANNEX

The following is the text of NOTIF 7 from subclause 6.2 of Q.816 [2]:

(R) NOTIF-7
The suppliers and consumers of structured events shall follow these rules for constructing and receiving the structured events.  (See the figure below which depicts the Notification Structure and how elements from the IDL notification definition are to be mapped into it):

· The domain_type string in the fixed header of the structured event shall be set to "telecommunications". 

· The type_name string in the fixed header of the structured event shall be set to the scoped name of the operation defining the notification in IDL, for example,  "itut_x780::Notifications::attributeValueChange". 

· The event_name string in the fixed header of the structured event is not used by this framework.

· Optional header fields may be included to support features like Quality of Service as appropriate.

· Each parameter in the operation shall be placed in a name-value pair in the filterable body portion of the structured event.  The fd_name string of this pair shall be set to the name of the parameter and the type placed in the associated fd_value will be the type specified for the parameter.  Using as an example the equipmentAlarm notification from the IDL presented later in this document, the first fd_name string would be set to "eventTime" and the first fd_value would contain an ExternalTimeType data type.  Although all notification parameters go in the filterable body of the notification structure, depending on the data type of the parameter it may be difficult or even impossible to create a useful filter utilizing that parameter.  Filter “matching rules” are based on the capabilities of the channel.  

· Parameters that are denoted “optional” may optionally be excluded from the notification structure.  If typed notifications are used, these parameters are included, but will usually have a special null value if not supported.  For types for which there is no special null value (such as integers) a special type consisting of a union between the base type (such as integer) and the null type is usually defined.  These union types may be excluded from structured notifications when they have a null value, but if they are included, the union type must be used.  This is to enable the same filters to be used for both structured and typed notifications.

· The remainder of the body of the structured event (the non-filterable part) shall be null.

· Parameters named “operation” shall be avoided in notification operations to potentially support the use of typed notifications.  (When converting typed notifications to structured notifications, the parameters of an operation are automatically placed into a notification structure by the event channel.  Unfortunately, the rules developed for doing this state that the name of the operation used to issue the notification goes not in the header of the event, but in the body of the of the structure as the first name-value pair.   The fd_name string is set to “operation” and the fd_value is set to a string containing the name of the operation.  Using a parameter named “operation” would then result in a second name-value pair with the name “operation,” and the two could be confused.)
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Figure 6.  Mapping Notifications to Structured Events

The following is the text of NOTIF 9 from Corrigenda 1 to Q.816 [6]:

(R) NOTIF-9 The Notification Service shall support a value for the ConnectionReliability property of Persistent. The Notification Service also shall support a value for the EventReliability property of Persistent (see note 1) or BestEffort (see note 2).

If the implementation of the Notification Service only supports EventReliability = BestEffort, then it must also support Recommendation Q.821-corba [16] alarm synchronization via the Enhanced Current Alarm Summary Control managed object.
NOTE 1 – When ConnectionReliability = Persistent and EventReliability = Persistent, the OMG Notification Service requirements state:

Each event is guaranteed to be delivered to all consumers registered to receive it at the time the event was delivered to the channel, within expiry limits. If the connection between the channel and a consumer is lost for any reason, the channel will persistently store any events destined for that consumer until each event time out due to expiry limits, or the consumer once again becomes available and the channel is subsequently able to deliver the events to all registered consumers. In addition, upon start from a failure the notification channel will automatically re-establish connections to all clients that were connected to it at the time the failure occurred. [4]

NOTE 2 – When ConnectionReliability = Persistent and EventReliability = BestEffort, the OMG Notification Service requirements state:

The notification channel will maintain all information about its connected clients persistently, implying that connections will not be lost (logically) upon failure of the process within which the notification channel is executing. Any clients which connect to the channel using persistent object references may fail, but unless these object references raise an OBJECT_NOT_EXIST exception, the channel will continue to retry using them. Clients which then re-instantiate objects with these references will (logically) reconnect to their associated proxies. The channel will not, however, store any buffered events persistently. The implication of this combination is that upon restart from a failure of the notification channel server process, the channel will automatically re-establish connections to each of its clients, but will not attempt to retransmit any events that had been buffered at the time the failure occurred. [4]
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Optional header fields may be included to support features like Quality of Service







void equipmentAlarm (



	in ExternalTimeType		eventTime,



	in NameType			source,



	in ObjectClassType		sourceClass,



	…



);







One name-value pair for each parameter in the operation goes in the filterable body.
















