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10.4 Defining the IRPs

It is important to avoid dependency on one specific technology
, as the technologies will change over time. Applications need to be future-proof; One fundamental principle for achieving this is to clearly separate information models from protocols for the external interfaces, where the information models are more important than the selection of protocols.


· 
· 
The framework being used to define IRPs allows to implement the user requirements for each management function (e.g. configuration management), by modelling the information (or data) related to the resources to be managed and the way that the information may be accessed and manipulated. Such modelling is first done  in a way that is independent of the technology (IRP IS) and then it is used for the specific technology dependent implementation. 
An IRP for a management application is defined by 2 types of documents. The first 
type of document, kno wn as « Information Service », contains the definition of the information (or data) related to the resources to be managed and the way that the information may be managed. In the Information Service, focus is on the semantics rather than the syntax of the information. The second type of document, known as « Solution Set », contains a more detailed specification of the system (making actual decisions regarding distribution and determining the infrastructure components required to support the distributed objects) for a specific communications technology. One instance of a Solution Set document is produced per communication technology supported.

The IRP methodology uses the following steps:

a.
requirements are identified;

b.
the semantics of the information to describe the system and the

processes that manipulate the information for the purpose of TM are described; and

c.
distribution and implementation decisions are made.

XXXXXXXXXXXX break-point XXXXXXXXXXXXXXXXXXXXXXXXXXXX
The set of resources that form a network model can also be described using the requirements documents and the Information Service (without the part on information access). Both the network model and IRP Information Service definition will be merged 
during the definition of Solution Sets to develop management capabilities at, for example, a CORBA based interface.

As presented above, the Information Service document contains two parts, the information (or data) related to the resources to be managed and the way that the information may be manipulated. 

The first part defines the information types within a distributed system. It is in line with the Analysis phase of ITU-T M.3020. From the point of view of the Network Level modelling work it reflects the information aspects (including states and significant transitions) of the managed resources and management applications

. It defines information object classes, the relationships between these object types their attributes and states along with their permitted state transitions.  It may also define the allowable state changes of one or more information objects. As recommended in M.3020, UML diagrams (class diagram, state diagram) are used to represent information when appropriate. This rest of the specification is described using an information description specified in natural language with appropriate label keywords (e.g. DEFINITION, ATTRIBUTE, CONSTRAINTS, etc…). An informal definition of the IRP IS information and operations/notifications template is provided in Annex B. 

Management application specific information objects may be created by subclassing from the objects in the basic network model, and extending them for that application.  In this case, the new management application specific subclass may include other attributes, in addition to those defined in its superclass.  Additional relationships and attributes may also be created as needed for that management application.  Completely new objects can also be added.

The second part defines interfaces and operations/notifications. Those interfaces define the maximum level of object distribution that may be supported.  The final decision on the actual level of distribution supported in an "open" system is defined in the solution set document
. Interfaces define a set of operations/notifications which may be invoked at the interface. Operations/notifications supported by the interfaces are defined with their operational signatures. The operational signature includes input and output parameters, pre and post conditions, raised exceptions and operation behaviour which defines the semantics of the operation.  These operation/notification specifications refer, through the utilisation of parameter matching, to the information objects.

The Solution Set document contains an implementation for a particular management protocol interface. The implementation is infrastructure specific and satisfies scenarios where interfaces have been selected, according to mapping choices
. A scenario first reflects the requirements which are to be met, and the considerations which result in interface choices.  The decision to combine objects may be a result of environment constraints such as real-time requirements (e.g. a maximum time period for an interaction between objects).

Managed Object Classes as defined in a CMIP or CORBA Solution Set document represents a mapping into GDMO or IDL of Information Object Classes and other additional objects classes that can be introduced to support interfaces defined in the Information Service. Whether instances of Managed Object Classes are directly accessible or not may not be specified by IRP specifications.
Figure 12 shows an example of how an IRP can be structured (the Alarm IRP).


[image: image2.wmf]IRP Solution

Sets

Application

Layer

Protocol independent

Protocol specific

Corba/IIOP

Alarm IRP: Information Service

- Information specification

(UML/Text)

- Operations

 

possible over the Alarm IRP (UML/Text)

Corba solution set

- 

Corba IDL files

  

defining

  IRP operations

Transport

Layer

Network

Layer

TCP

IP

CMIP solution set

- Profile of

  

relevant ITU-T/

  ETSI standards

OSI network protocol

OSI transport protocol

CMIS

CMIP

Alarm IRP: Requirements

Alarm IRP: Solution Sets



[image: image1.png]



Figure 12: IRP example

10.5
Mandatory, Optional and Conditional qualifiers

This subclause defines a number of terms used to qualify the relationship between the ‘Information Service’, the ‘Solution Sets’ and their impact on the IRP implementations. The qualifiers defined in this section are used to qualify IRPAgent behaviour only.  This is considered sufficient for the specification of the IRPs. 

Table 1 defines the meaning of the three terms Mandatory, Conditional and Optional when they are used to qualify the relations between operations, notifications and parameters specified in ‘Information Service’ documents and their equivalents in Solution Set (SS) documents.

Table 1: Definitions of Mandatory, Optional and Conditional Used in Information Service Documents


Mandatory (M)
Conditional (C)
Optional (O)

Operation and Notification
Each Operation and Notification shall be mapped to its equivalents in all SS’s.  Mapped equivalent shall be M.   
Each Operation and Notification shall be mapped to its equivalents in at least one SS.  Mapped equivalent can be M or O.
Each Operation and Notification shall be mapped to its equivalents in all SS’s.  Mapped equivalent shall be O.

Input and output parameter
Each parameter shall be mapped to one or more information elements of all SS’s.  Mapped information elements shall be M.
Each parameter shall be mapped to its equivalent in at least one SS.  Mapped equivalent can be M or O.
Each parameter shall be mapped to its equivalent in all SS’s.  Mapped equivalent shall be O.

Table 2 defines the meaning of the two terms Mandatory and Optional when they are used to qualify the relations between operations, notifications and parameters equivalents specified in Solutions Sets and their impact on IRPAgent implementation.  The terms are used in Solution Set documents.

Table 2: Definitions of Mandatory and Optional Used in Solution Set Documents


Mandatory
Optional

Mapped notify equivalent
IRPAgent shall generate it. IRPManager should be prepared to receive and process it.
IRPAgent may generate it. IRPManager should be prepared to receive it but can ignore it.

Mapped operation equivalent
IRPAgent shall have an implementation.  IRPManager may use (e.g., invoke) it.
IRPAgent may have an implementation.  IRPManager may use (e.g., invoke) it and should be prepared that IRPAgent may not have an implementation.

input parameter of the mapped operation equivalent
IRPAgent shall accept and behave according to its value. IRPManager should use it with a legal value.
If the optional parameter is present the IRPAgent may reject the invocation or the IRPAgent may accept the invocation but ignore the parameter.  IRPManager may use it but should be prepared that IRPAgent may reject or ignore it.

Input parameter of mapped notify equivalent 

AND

output parameter of mapped operation equivalent
IRPAgent shall generate it with a legal value. IRPManager should be prepared to receive it but can ignore it.
IRPAgent may generate it.  If IRPAgent generates it, it shall use a legal value.  IRPManager should be prepared to receive it but can ignore it.
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�PAGE \# "'Page: '#'�'"  �� For the way we have defined the IRP, this is not true. The SS are specifically technology dependent


�PAGE \# "'Page: '#'�'"  �� Once again, the Requirements are not part of the IRP


�PAGE \# "'Page: '#'�'"  ��Why they should be merged ?
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�PAGE \# "'Page: '#'�'"  ��


�PAGE \# "'Page: '#'�'"  ��Not clear: what is a “management application”? Is it necessary to give a formal definition in clause 3.1? The concept I have on the management application is: a program of “application layer” which implements a management process either in the context of Manager (Client) or Agent (Server). While in this description the management process seems to be an extension of an Information Model (the basic network model). An extended Info Model may become a proprietary Info Model but cannot become a management process. 


�PAGE \# "'Page: '#'�'"  �� Is this the cardinality? if yes, the cardinality cannot be changed in the SS


�PAGE \# "'Page: '#'�'"  �� mapping choices is not clear. The selection of a specific management protocol may be driven by system performance? development cost? time to market?





3GPP


[image: image3.wmf]IRP Solution

Sets

Application

Layer

Protocol independent

Protocol specific

IRP Information

Service

Corba/IIOP

Alarm IRP: Information Service

- Alarm reporting parameters

 consistent with ITU-T M.3100, X.721, X.733, X.736

and ETSI GSM 12.11 standards, and UMTS-specific probable causes (Text)

- Operations

 possible over the Alarm IRP (UML/Text)

SNMP solution set

- Alarm IRP

  SNMP (SMIv2)

  MIB

- IRP operation

  mapping matrix

  to SNMP

Corba solution set

- Alarm reporting

  parameters

  mapped to

  OMG Structured

  Event

- Corba IDL files

  defining

  IRP operations

SNMP

Transport

Layer

Network

Layer

UDP

TCP

IP

CMIP solution set

- Profile of

  relevant ITU-T/

  ETSI standards

OSI network protocol

OSI transport protocol

CMIS

CMIP

_1043564585.doc


IRP Solution







Sets







Application







Layer







Protocol independent







Protocol specific















Corba/IIOP







Alarm IRP: Information Service







- Information specification







(UML/Text)







Alarm IRP: Requirements







- Operations







 possible over the Alarm IRP (UML/Text)



































Corba solution set



























- Corba IDL files







  defining







  IRP operations











Transport







Layer







Network







Layer







Alarm IRP: Solution Sets







TCP







IP







CMIP solution set







- Profile of







  relevant ITU-T/







  ETSI standards







OSI network protocol







OSI transport protocol







CMIS







CMIP












_1043564667.ppt


IRP Solution Sets

Application

Layer

Protocol independent

Protocol specific

IRP Information Service

Corba/IIOP 

Alarm IRP: Information Service



- Alarm reporting parameters consistent with ITU-T M.3100, X.721, X.733, X.736 and ETSI GSM 12.11 standards, and UMTS-specific probable causes (Text) 



- Operations possible over the Alarm IRP (UML/Text)

SNMP solution set



- Alarm IRP

  SNMP (SMIv2) 

  MIB 

  



- IRP operation 

  mapping matrix 

  to SNMP

Corba solution set



- Alarm reporting 

  parameters 

  mapped to 

  OMG Structured 

  Event

- Corba IDL files  

  defining  

  IRP operations  



SNMP 

Transport

Layer

Network

Layer

UDP 

TCP 

IP 

CMIP solution set



- Profile of 

  relevant ITU-T/   

  ETSI standards









OSI network protocol

OSI transport protocol

CMIS



CMIP 



1












