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The text following below in this “box” is only intended for 3GPP/SA5 AR-PR rapporteur group and shall be removed before submitted to TSG SA.

The original ambition with this contribution was to propose a way to “tag” the requirements addressing all other 3GPP specifications related to telecom management. While doing this we found out that it seem to be more appropriate to point out requirements relevant for the "implementor" of the standard. The reason for this is that the entire 32.102 is guidance for development of 3GPP telecom management specifications.  

1. In clause 1 (Scope) a text, identifying clause 8 as being the only clause relevant for compliance statements, is added.

2. To increase the clarity for the reader the usage of the word ‘shall’ have been reduced. Sometimes ‘shall’ has been replaced by ‘can’, implying that it is more a fact then a requirement. Sometimes ‘shall’ has been replaced by ‘should’, implying that it is not really a formal requirement.

3. In clause 8 there are a number of tables about compliance conditions. The present text gives the impression that SNMP is always an allowed application protocol. If there is a defined solution set for the chosen application protocol (SNMP, CMIP, CORBA…) then you have to support that solution set. This was not the intention with the text.

4. In clause 8.2 there is a table for a UMTS entity and another table for any other entity. It is unclear what is meant by ‘other entity’, we proposes that the second table is removed. We have also proposed a new text to be added for item 1 in the first of the two tables.

5. In clause 8.3 it is stated a compliance condition regarding the interface between RNC/NodeB and the managements systems. This should be saying exactely the same thing as clause 8.2. We propose that clause 8.3 is removed.

6. In clause 8.5 it is stated some compliance conditions for the internal interface of an OS, in 32.101 it is stated that those interfaces are out of the scope for standardisation (Compare interface 4 in figure 1 in 32.101). We propose that the first table in clause 8.5 is removed.

7. In clause 12 it is clarified that the IRP Conformance guidelines may require some additional information from a UMTS conformant entity.

1
Scope

The present document identifies identify and standardises the most important and strategic contexts in the physical architecture for the management of UMTS. It serves as a framework to help define a telecom management physical architecture for a planned UMTS and to adopt standards and provide products that are easy to integrate.

The requirements identified in this document are mainly directed to the further development of UMTS Management specifications. This document can be seen as a guideline for the development of all other Technical Specification addressing the management of UMTS, except 3G TS 32.101 [2]. All requirements relevant for compliance statements are captured in clause 8 (TM Architectural aspects). Clause 12 (UMTS TMN Conformance) states what information that has to be provided by a UMTS TMN conformant entity. 


4
General

4.2
TMN

TMN (Telecommunications Management Network), as defined in [1], provides:

-
an architecture, made of OS (Operations Systems) and NEs (Network Elements), and the interfaces between them (Q, within one Operator Domain and X, between different Operators);

-
the methodology to define those interfaces;

-
other architectural tools such as LLA (Logical Layered Architecture) that help to further refine and define the Management Architecture of a given management area;

-
a number of generic and/or common management functions to be specialised/applied to various and specific TMN interfaces.

The UMTS Management Architecture is largely based on TMN, and will reuse those functions, methods and interfaces already defined (or being defined) that are suitable to the management needs of UMTS. However, the UMTS Management needs to explore the incorporation of other concepts (other management paradigms widely accepted and deployed) since:

-
UMTS incorporates other technologies to which TMN is not applied fully;

-
UMTS faces new challenges that TMN does not address today.

It can be noted, that these concerns are applicable to other telecommunication areas as well as to UMTS, it is expected that the eventual evolution of TMN will cover this ground. Indeed, most of the above concepts are already being taken into account by TMN evolution (protocols and methodologies). 

5
General view of UMTS Management Physical architectures

Telecom Management Architectures can vary greatly in scope and detail. The architecture for a large service provider, with a lot of existing legacy systems and applications, upon which many services are based, will be of high complexity. In contrast, the architectural needs of a start-up mobile operator providing its services to a small group of value added Service Providers will be much less and will probably focus on more short-term needs. 

A mobile network operator has to manage many different types of networks as radio networks, exchanges, transmission networks, area networks, intelligent nodes and substantial amounts of computer hardware/software. This wide variety of network equipment can be obtained from a variety of equipment vendors. The nature of a mobile radio network will be heterogeneous and will present a number of operational difficulties for the service provider on enabling effective and efficient network management.

The standardisation work for the management of UMTS has adopted the top-down approach and will from business needs identify functional and informational architectures. The physical architecture will have to meet these requirements and as there are many ways to build a UMTS it will vary greatly from one TMN solution to another. There will be many physical implementations, as different entities will take different roles in a UMTS.

It is obvious that it will not be meaningful or even possible to fully standardise a common telecom management physical architecture for UMTS. This document will identify and standardise the most important and strategic contexts and serve as a framework to help define a physical architecture for a planned UMTS. 

7
TM Architectural aspects

7.2
Architectural constraints

Large software systems, such as a network management system, are a capital investment that operators cannot afford to scrap every time its requirements change. Network operators are seeking cost-effective solutions to their short-term needs. All these reality-related issues are vital constraints that should be addressed in the definition of the architecture. 

The standardisation of UMTS will bring new and different services that will add new demands on network management. Every UMTS organisation will include different functionality depending on the role-played and the equipment used by that UMTS entity. Regulation may force some of the roles that shall be taken.  The need to link systems across corporate boundaries will be a consequence of this. 

The rapid evolution of new services and technologies will also put requirements on the UMTS physical management architecture to accommodate market and technology trends. To future-proof investments and continuously be able to take advantage of new technologies are important constraints to the physical architecture.

A UMTS TMN should also adopt an architecture that will achieve scalability and extensibility of systems and networks so the TMN can grow as the services expand over time. To start with a small TMN and easily be able to expand the TMN after new requirements will be important issues for most UMTS operators.

The telecom management network will be just one part of the overall business of a company. System management, general security issues and development strategies can be the target for company policies.  System architectures and technology choices, as well as the availability of off-the-shelf commercial systems and software components that fulfil the requirements established in this specification, may be critical to an operator’s implementation of the specified UMTS management architecture.

7.3.1 Interfaces

A UMTS will consist of many different types of components based on different types of technologies.  There will be access-, core-, transmission- and intelligent node networks and many of the UMTS components have already been the targets for Telecom Management standardisation at different levels.  Many of these standards will be reused and the management domain of a UMTS will thereby consist of many TMNs. The architecture of  UMTS TMNs should support distributed TMNs and TMN-interworking on peer-to-peer basis.

The Telecom Management Architecture can vary greatly in scope and detail, because of scale of operation and that different organisations may take different roles in a UMTS (see clause 5). The architecture of UMTS TMNs should provide a high degree of flexibility to meet the various topological conditions as the physical distribution and the number of NEs. Flexibility is also required to allow high degree of centralisation of personnel and the administrative practices as well as allowing dispersion to administrative domains (see further clause 10). The 3G Telecom Management architecture should be such that the NEs will operate in the same way, independently of the OS architecture.

7.4
Data communication networks

Within a TMN, the necessary physical connection (e.g. circuit-switched or packet-switched) may be offered by communication paths constructed with all kinds of network components, e.g. dedicated lines, packet-switched data network, ISDN, common channel signalling network, public-switched telephone network, local area networks, terminal controllers, etc. In the extreme case the communication path provides for full connectivity, i.e. each attached system can be physically connected to all others.

The TMN should be designed such that it has the capability to interface with several types of communications paths, to ensure that a framework is provided which is flexible enough to allow the most efficient communications:

-
between NE and other elements within the TMN;

-
between WS and other elements within the TMN;

-
between elements within the TMN;

-
between TMNs;

-
between TMNs and enterprise.

In this case the term efficiency relates to the cost, reliability and maintainability of the data transported.

Two aspects impact costs. The first is the actual cost to transport data across the network between the TMN and the NE. The second aspect is the design of the interface including the selection of the appropriate communications protocol.

Whatever standardised protocol suite at the networking level that is capable of meeting the functional and operational requirements (including the network addressing aspects) of the Logical and Application Protocol levels of a given UMTS management interface, is a valid Networking Protocol for that interface.

A number of requirements should be met by the Networking Protocol, as follows:

-
Capability to run over any bearer (leased lines, X.25, ATM, Frame Relay,...)

-
Support of existing transport protocols and their applications, such as OSI, TCP/IP family, etc.

-
Widely available, cheap and reliable.

The Internet Protocol (IP) is a Networking Protocol that ideally supports these requirements. IP also adds flexibility to how management connectivity is achieved when networks are rolled out, by offering various implementation choices. For instance, these may take the form of:

-
Dedicated management intranets.

-
Separation from or integration into an operator’s enterprise network.

-
Utilisation, in one way or another, of capacities of the public Internet and its applications or other resources.

7.5
New technologies

Meeting application requirements in the most affordable manner is together with development lead-time important issues identified in early UMTS management standardisation work. But the TMN functional, information and physical architectures should also keep pace with the introduction of new technologies, services and evolving network infrastructures. Technology is advancing so rapidly today that this should be a fundamental part of the physical architecture – to be able to easily adopt new important technologies.

A UMTS will need to incorporate new successful technologies from the IT-world to which TMN standardisation is not fully applicable. Today distributed computing implementations have matured to a point where the goals of TMN can be realised using commonly available technologies for a reasonable cost.

Widely accepted open standards and new IT-technologies will be indispensable to fulfil the challenging managing requirements of UMTS.

New technologies in the IT business as generic application components together with distributed processing technology are new important drivers upon application design of management systems. The possibility to purchase functional components from the open market are of great importance from many aspects as cost-efficiency and time-to-market.

8
UMTS Management Physical architectures

A UMTS Telecom Management Network will consist of many different management layers and many different building blocks. The complexity will vary greatly in detail because every organisation has different needs. The following clause will identify the most critical architectural issues and compliance conditions for a given UMTS Management Interface. It should serve as fundamental requirements for any UMTS entity (network element or management system) being a part of a UMTS TMN.

8.1
Compliance Conditions

For a UMTS entity (Management System or NE) to be compliant to a given UMTS Management Interface, all the following conditions shall be satisfied:

1)
It implements the management functionality following the Information Model and flows specified by the relevant 3GPP UMTS Management Interface Specifications applicable to that interface.

2)
It provides at least one of the IRP Solution Sets (were available) related to the valid Application Protocols specified by 3GPP UMTS Application Protocols for that interface, [2] Annex C. 

3)
It provides at least one standard networking protocol.

4)
In case the entity does not offer the management interface on its own, a Q‑Adapter shall be provided. This Q‑Adapter shall be provided independently of any other UMTS NE and/or UMTS Management System.

5)
Support for Bulk Transfer Application Protocols specified by the relevant 3GPP UMTS Management Interface Specifications applicable to that interface.

8.2 Network elements management architecture

The following figure demonstrates two possible options for management interface from the OS upper layers to NE.  Option 1, provides access to the NE via element manager, and Option 2, provides a direct access.  It is sufficient to provide one or the other.
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Figure 4: Network Element Management Architecture

For a UMTS entity (network element or management system) to be compliant to a given UMTS Management Interface the following conditions shall all be satisfied:

Item
Compliance conditions

1
Implements relevant 3GPP IRP Information Model 
For an interface illustrated by the dashed line in figure 4 the object model is not standardised but it shall be open.

2
Application protocol ( e.g. CMIP,SNMP,CORBA IIOP)
(Defined in [2], Annex A)

If 3GPP has specified one or more IRP Solution Sets corresponding to the IRP Information Model in item 1 then at least one of those IRP Solution Sets have to be supported. 
(Defined in TS 32.101 [2], Annex C)

3
Valid Network Layer Protocol 
(see Annex B of TS 32.101 [2])

4
Lower protocol levels required by Item 1,2 and 3
































8.3
Operations Systems interoperability architecture.

Interoperability between operations systems is an important issue in a UMTS. Different organisations may take different roles in a UMTS. The need to share information across corporate boundaries will be a consequence of this. 

The heterogeneous, distributed and complex network of a UMTS will be a market for  many different vendors.  All operations systems have to interoperate and shall be able to share information. This is a critical issue in the management of third generation systems.
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Figure 6: Operations Systems interoperability Architecture

For a Operations System to be UMTS TMN compliant the following conditions shall all be satisfied:

Item
Compliance conditions

1
Implements relevant 3GPP IRP Information Model 

2
Application protocol ( e.g. CMIP,SNMP,CORBA IIOP)
(Defined in [2], Annex A)

If 3GPP has specified one or more IRP Solution Sets corresponding to the IRP Information Model in item 1 then at least one of those IRP Solution Sets have to be supported. 
(Defined in [2], Annex C)

3
Valid Network Layer Protocol 
(see Annex B of TS 32.101 [2])

4
Lower protocol levels required by Item 1,2 and 3

8.4
Operations Systems intra-operability architecture
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Figure 7: Operations Systems intra-operability Architecture

OS-QInternal indicates an internal flow, which is beyond the scope of standardisation. 










OS-QExternal indicates an external flow and shall to be compliant to a given UMTS Management Interface satisfy the following conditions:

Item
Compliance conditions

1
Implements relevant 3GPP IRP Information Model 

2
Application protocol ( e.g. CMIP,SNMP,CORBA IIOP)
(Defined in [2], Annex A)

If 3GPP has specified one or more IRP Solution Sets corresponding to the IRP Information Model in item 1 then at least one of those IRP Solution Sets have to be supported.  
(Defined in [2], Annex C)

3
Valid Network Layer Protocol 
(see Annex B of TS 32.101 [2])

4
Lower protocol levels required by Item 1,2 and 3

8.5
Business System interconnection architecture

The business management layer has in the second-generation systems a very low degree of standardisation. Operators have legacy systems or more IT influenced systems often adopted to every organisations different needs. Business systems are not a part of a UMTS TMN.
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Figure 8: Business Systems interconnection architecture

OS-QExteral Indicates an external flow and shall to be compliant to a given UMTS Management Interface satisfy the following conditions:

Item
Compliance conditions

1
Implements relevant 3GPP IRP Information Model 

2
Application protocol ( e.g. CMIP,SNMP,CORBA IIOP)  
(Defined in [2], Annex A)

If 3GPP has specified one or more IRP Solution Sets corresponding to the IRP Information Model in item 1 then at least one of those IRP Solution Sets have to be supported. 
(Defined in [2], Annex C)

3
Valid Network Layer Protocol 
(see Annex B of TS 32.101 [2])

4
Lower protocol levels required by Item 1,2 and 3

IFX indicates an external flow and shall to be compliant to a given UMTS Management Interface satisfy the following condition:

Item
Compliance conditions

1
Not standardised but open

11
Implementation aspects

11.1
Layering of the OS applications

UMTS operators might categories and organise its operation systems in many different ways as:

-
A national fault and performance OS.

-
A national charging, billing and accounting OS.

-
Regional configuration OS.

-
Regional fault, performance and configuration OS.

-
etc.

This geographical dependent categorisation may change after time and the growth of the network.  A physical architecture based on an open system design and re-usable application components would ease the work to adopt such structural changes. A management system build for a UMTS should provide the possibility of layering the applications.

12

UMTS TMN Conformance 

The goal of TMN conformance (see M.3010) is to increase the probability that different implementations within a TMN will be able to interwork, that TMNs in different service/network provider’s administrations and customer’s system will be able to interwork as much as agreed on.

TMN conformance are testable conditions. 

It is only the requirements on the external behaviour that have to be met by the conformance statements.

To finally guarantee interoperability the purchaser/user must be able to test and verify that any two systems, claiming any type of TMN conformance, interoperate.  Interoperability testing must include:

· Testing of the interface protocols

· The shared/exposed information over those interfaces

· The interface functionality of the system

A UMTS TMN conformant entity must support necessary information to support such interoperability testing namely:

· Statements made by the supplier of an implementation or system claimed to conform to a given specification, stating which capabilities and options have been implemented. 

· Detailed information to help determine which capabilities are testable and which are untestable.

· Information needed in order to be able to run the appropriate test.

· The system interface documentation shall list the documents that define the specified UMTS information models with the inclusion of the version number and date.

· Necessary information about vendor supplied extensions of a standardised interface

The interface specification must be documented, publicly available and licensable at reasonable price on a non-discriminatory basis.

Specific conformance guidelines shall be included in the different IRP solution sets. A UMTS TMN conformant entity must support information stated in those conformance guidelines.
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