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T2 SWG1 (MExE) would like to thank SA5 for the liaison entitled "Reply to LS from T2 on MExE and User Equipment" (S5A000051, T2-000615).

T2 SWG 1 will await the approval of the SA5 work item described in SA5's LS and, subsequent information from SA5. T2 SWG 1 agrees that a presentation by SA5 would be valuable and welcomes such a presentation when SA5 considers it appropriate.

T2 SWG1 considers software updates and diagnostic applications, as described in the LS from SA5, to fit well within the MExE framework. During T2#11 a CR regarding such software updates (T2-000647) was approved. The CR adds the following chapter to 3G TS 23.057:

4.12

Core Software Download

Support of core software download is optional.

Core software download enables the UE radio, characteristics and properties to be updated by changing the software in the UE. E.g. a new CODEC may be loaded into a device, a new air interface, etc. This process could include the transfer of executable code and software patches over the air. This updating of core software (e.g. the Software Defined Radio (SDR) concept) can in principle be generically supported within the MExE framework by a MExE service that executes in the manufacturer security domain, and uses handset manufacturer proprietary APIs.  Possible scenarios for the support of this functionality include:

· A MExE service that can be transferred to, and executed in, the manufacturer domain. The service would use manufacturer APIs to perform the software update, radio re-configuration, etc.

· A core software download application that executes in the manufacturers' domain that acts like a user agent in conjunction with a server to transfer software as needed or requested by the user. The core software download application uses manufacturer APIs to perform the software update, radio re-configuration, etc.

Similar functionality may be supported by a downloaded MExE service using manufacturer's OEM classes.  All such OEM classes shall comply with the MExE security requirements in Table 3 and 4.

The support of core software download functionality in a MExE UE shall only be under the control of the UE manufacturer.

T2 SWG1 (MExE) looks forward to a continuing fruitful co-operation with SA5

