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Dear Albert,

T1M1.5 has started the development of IDL specifications in support of
Performance Monitoring (PM) and Fault Management (FM) functions; for
FM, specifically the Alarm Surveillance function. These documents are
being developed using as the basis ITU Rec. Q.822, Q.821 and the
recently developed CORBA framework (Q.816 and X.780). These
documents will be submitted to ITU SG 4 meeting in January 2001. The
schedule for the two documents is to issue them for ballot (if a T1
standard is required) during the February 26, 2001T1M1 meeting week or
progress them through the new ITU procedure. In either case, stable
documents are expected to be available by September 2001.

We understand that 3GPP SAS5 has started a work item for PM IRP
(Interface Reference Point), which includes a CORBA Based solution set.

The T1M1 proposed FM and PM functions provide for key common
CORBA based OAM&P components that are required across
multiple network technologies. This common approach provides
for significant standards/industry consistency and efficiency.

In order to avoid the repetition of the models in two different
groups, T1M1 proposes that the attached models be discussed and
that 3GPP provide T1M1 with comments. Such an early interaction
will facilitate TIM1 taking into account 3GPP concerns before
issuing the documents for ballot.

The models are complete except for the open issue discussed in the PM
specification. This relates to the use of FTP to support transferring the
PM data, which can be large.

Please contact me if you have any questions, comments, of concerns.

Thank you,

Mike Fargano
T1M1 Chairman
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ABSTRACT

This document defines an information model to be used in telecommunications
performance management (PM) based on CORBA.. It definesin Interface Definition
Language (IDL) a set of interfaces, notifications, and constants. The intent of this
document is to define a CORBA/IDL model similar to that defined in ITU
Recommendations X.739 and Q.822 using CMISE. This document is compliant with
proposed CORBA modeling standards Recommendation X.780 and Recommendation
M.3120. Thisversion of the document is based on T1M1.5/2000-286 and the agreement
of the 11-2000 Orlando meeting.

NOTICE

This is a draft document and thus, is dynamic in nature. It does not reflect a consensus of Committee T1-
Telecommunications and it may be changed or modified. Neither ATIS nor Committee T1 makes any representation or
warranty, express or implied, with respect to the sufficiency, accuracy or utility of the information or opinion contained
or reflected in the material utilized. ATIS and Committee T1 further expressly advise that any use of or reliance upon
the material in question is at your risk and neither ATIS nor Committee T1 shall be liable for any damage or injury, of
whatever nature, incurred by any person arising out of any utilization of the material. It is possible that this material
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Abstract
This document defines an information model to be used in telecommunications
performance management (PM) based on CORBA. It definesin Interface Definition
Language (IDL) a set of interfaces, notifications, and constants. The intent of this
document isto define a CORBA/IDL model similar to that defined in ITU
Recommendations X.739 and Q.822 using CMISE. This document is compliant with
proposed CORBA modeling standards Recommendation X.780 and Recommendation
M.3120.
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Foreword

This document was produced by the TIM 1.5 Working Group on OAM& P Architecture,
Interface, and Protocols.

CORBA, adistributed processing technology, has been accepted by ITU-T for X
interface as well as Q interface in Telecommunications Management Network (TMN). A
CORBA -based telecommunications network management framework and a generic
network information model have been defined by TIM1.5 and have been submitted to
ITU-T for standardization. The framework and the generic information model provide
basis for further modeling in TMN functional areas. One of the key TMN functional
areas is performance management that deals with data collection, data storage,
thresholding, and data reporting for the purpose of achieving high Quality of Servicein
the network. This document defines the performance management information model,
which will be submitted to the ITU-T in an attempt to develop international standards for
CORBA-based performance management interfaces.

Suggestions for the improvement of this standard are welcome. They should be sent to
the Alliance for Telecommunications Industry Solutions, 1200 G Street, NW, Suite 500,
Washington, DC 20005.

This standard was processed and approved for submittal to ANSI by the Accredited
Standards Committee on Telecommunications T1. Committee approval of this standard
does not necessarily imply that all committee members voted for its approval.

The following members of the TIM 1.5 Management Services Sub-Working Group
contributed to the effort to produce this document:

Lakshmi Rahman, Chair Chris Kang Tom Ruitt
Weijing Chen, Editor H. Kam Lam Randy Scheer
Bing Leng, Editor Dave Matthews Jm Stanco
Trevor Pirt, Editor Bernie Mayer Wendy Teller
Keith Allen Rick Ordower John Wilber
Albert Bonavolonta Tom Plevyak

Tom Grim John Portschy
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AMERICAN NATIONAL STANDARD ANSI T1.2XX-2001

American National Standard for Telecommunications

CORBA-based Performance Management Information M odel

1. Introduction

This document defines an information model to be used in telecommunications
performance management (PM) based on CORBA.. It definesin Interface Definition
Language (IDL) a set of interfaces, notifications, and constants. The intent of this
document is to define a CORBA/IDL model similar to that defined in ITU
Recommendations X.739 and Q.822 using CMISE. This document is compliant with
proposed CORBA modeling standards Recommendation X.780 and Recommendation
M.3120.

This document has the following sections:

Section 1. I ntroduction

Section 2. References

Section 3. Terms and Definitions

Section 4. Acronyms

Section 5. Overview of the PM Information Model
Section 6. PM Information Model IDL

Section 7. Open Issues

Last Modification: 12/01/00 3:14 PM 9
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3. Terms and Definitions

This document use the terms and definitions defined in X.739, Q.822, T1IM1.5/2000-029,
and T1M1.5/2000-030.

4. Acronyms

The following terms and acronyms are defined in X.739 or Q.822 and used in this
document.

NE Network Element

PM Performance Management

QoS Quality of Service

TMN Telecommunications Management Network

Last Modification: 12/01/00 3:14 PM 11
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5. Overview of the PM Information Model

5.1 Requirements

5.1.1 Functional Requirements

Performance Measurement is used in two ways in TMN. One way is in the measure of
the performance of transport and protocol entities. In this use the measurements are
subjected to thresholding and are collected for engineering and service history on atime
scale that is not real time critical. Thisis the use supported by the use of Q.822 and
technology specific standards directly based on it. The other use of performance
measurement is in support of network traffic management. In this application the
measurements are not subjected to thresholding but are collected periodically on atime
scale that is needed to support the application of network management controls. The
typical time scale for this collection has historically been 5 minutes. Thisis the use
supported by Q.823. Q.823 reuses the mechanisms of Q.822 together with the generic
simple scanner of X.738 to produce a single scan report that summarized the previous
granularity period and is reported to a network management OS. These two uses of
performance measurement are summarized in the Use Cases shown in Figure 1.

o O OO

Administer Traffic Report Administer PM Report PM Data

Traffic Manager

Performance
Manager

traffic réport
P gos threshold crossed

gas threghold crossed

Report traffic Periodic Report Traffic Monitor Performance
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Figure 1. Use Cases for Performance Measurement

In summary, the TMN Management functions for performance management include data
collection, data storage, thresholding, and data reporting.

Performance data collection refers to the ability for a NE to collect the various PM data
relating to a single monitored entity in that NE. This function allows a TMN manager to
assign PM data collection interval, to suspend/resume PM data collection process, and to
reset the performance monitoring counters.

PM data storage refers to the capability for a NE to store historical PM data on each
monitored entity for prescribed time duration. This function allows a TMN manager to
establish a duration during which to maintain a specific record of PM historical data, to
optionally screen historical data based on some criteria (e.g., suppress "al-zero" data),
and to remove historical PM data at the end of time interval.

PM thresholding refers to the ability for a NE to inform a TMN manager of any threshold
crossing. It also provides the TMN manager with the means for establishing thresholding
criteria

PM data reporting refers to the capability for a NE to report PM data on a scheduled
basis, or as aresult of a spontaneous regquest from the TMN manager. A report may
contain data from a given monitored entity, or it can contain summarized data from a set
of monitored entities. This function allows a TMN manager to request PM data, to
allows/inhibits the emission of scheduled reports in the NE, and to screen the PM data
reports on some criteria (e.g., suppress "all-zero" data).

5.1.2 Modeling Requirements
This document follows the information modeling guidelines defined in T1M 1.5/2000-

029. In addition, this document tries to keep the model practical, smple and make sense
to the users and products.

5.2 Information Model

5.2.1 Scope

To support the functional requirements the performance management model needs
currentData to collect performance measurements, historyData to store the collected
measurements, thresholdData to specify the thresholds, and some specific scanner to
report history data. Since currentData is inherited from Scanner, the model also needs
Scanner.

However, based on the modeling guidelines and the needs from existing and current PM
applications, not all the capabilities defined for these managed objectsin X.739 and
Q.822 are necessary at this point in time. As aresult, some of the optional packages are
not included in this model. In the future, if the need for a capability arises, the relevant
package(s) will be reconsidered for inclusion.

Last Modification: 12/01/00 3:14 PM 13
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For most managed objects identified above, their IDL model can be derived from a
trandation of the X.739 and Q.822 GDMO. For historyData, however, direct trandation
may result in potentially large number of managed objects. These entities are read only
data stores of historical data and do not need to be CORBA interfaces. Instead it is
proposed that they are to be defined as CORBA valuetype objects. The Q.822 trandlation
will define a base class of historyData that is a valuetype object. These valuetype history
data objects will be accessible through methods on the currentData interface. When
current data is subclass it is intended that a history data valuetype be subclassed aong
with it.

Since the data that needs to be stored is not in CORBA interfaces but in history data
valuetypes, to report history data, smply translating the GDMO homogeneous and

simple scanners will not work. Instead, a new kind of scanner is heeded - one that collects
data from the history data valuetypes. This modédl is attempting to keep the interfaces
strongly typed whenever possible. This is because the collection of traffic datais
computationally intensive since large amount of data must be collected and processed by
the network manager in a short period of time.

For this purpose, HistoryDataScanner is designed to retrieve history data saved under the
relevant currentData objects. Two kinds of operations are necessary for a managing
system to retrieve data - notification and file transfer.

Notification is used when atraffic control is issued and the managing system needs to
know the effectiveness of the control. In this situation, the amount of monitoring datais
small but the feedback needs to be quick, which makes the notification a good choice.
For now, notification is still a placeholder, the detailed definition will be provided in the
further version of the document.

File transfer mechanism is used for retrieving large amount of data since other techniques
are likely to be both slower and to consume more computing and communication
resources. To support file transfer, afile format and a set of operations are defined.
However, the name and location of the file, the way the file is to be transferred, and the
duration and deletion of the file are outside the scope of this document.

The file transfer mechanismused in the document is based on the technique defined in
X.792. Other approach might need to be investigated such as OMG ftp/ftam file transfer
specification.

The resulting model described in UML is shown in the next section.

14
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5.2.2 UML Model

This section illustrates the UML model for performance management. The model covers
Scanner, CurrentData, HistoryData, ThresholdData, and HistoryDataScanner. Since the
model can not be fit into one page, it is displayed in the next three figures.

<<Managed Object>>

managedObject
I
<<Managed Object>> .
igetName() : NameType
! thresholdData objectClassGet() : ObjectClassType

= objectKindGet() : ObjectClassType
S¥counterThresholdListGet() : CounterThresholdSetType packageGet() : IstringSetType

scounterThresholdListSet(cthset : CounterThresholdSetType) : void t() Type

counterTresholdLi : CounterTk tType) : void ideletePolicyGet() : DeletePolicyType

(o :
unterThresholdListRemove(ctnst : CounterThresholdSetType) : void
#gaugeThresholdListGet() : GaugeThresholdSetType
ugeThresholdListSet(gthset : GaugeThresholdSetType) : void
ugeTresholdListAdd(gthst : Gauge ThresholdSetType) ! void
WgaugeThresholdListRemove(gtnst : GaugeThresholdSetType) : void

<<Managed Object>>
scanner

igranularityPeriodGet() : TimePeriod
! R P

: ) :
operationalStateGet() H g.)peranonalSlaleT pe -

e
iadmir : Adminisrati Type) : void

<<Managed Object>>
tlglensggggeat cur?entDatJa

WsupspectintervalFlagGet() : boolean

upspectintervalFlagSetDefault() : void

elaspedTimeGet() : TimelntervalType

historyRetensionGet() : Integer

historyRetensionSet(n : Integer) : void

jletMostRecent(hd : out HistoryValueType) : boolean

letBetween(sTime : GeneralizedTimeType, eTime : GeneralizedTimeType, howMany : Integer, Iterator : out HistoryDatalterator) : HistoryValueSeqType

/
/
/
/
/
fif yd
thresholding /
ssupported} //
/
+Coryrol /
/
/
/
/
/
4
<<Package>> 0.1 ///
2
thresholdPackage <<Value Type>>
HistoryValueType
peroidEndTime : GeneralizedTimeType
grandularityPeriod : TimePeriodType
supspectintervalFlag : boolean
. itervals : numSupl Type
+hreshold crossed
<send >>
<<NotifyDispatch>>
thresholdCrossingEvent
qusAlarmO <<Managed Object>>
zsCurrentData
I
alsGet() : numSt tervalsTyp
tervalsGet() : tervalsType
i : MaxSt tervalsType) : void

Figure 2. Class Diagram for CurrentData, HistoryData, and ThresholdData
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<<Managed Object>>

managedObject

IgetNameO

objectClassGet()
IobjectKindGetO

packageGet()
[®creationSourceGet() \
.deletePoIicyGet()

<<Managed Object>>
scanner

®granularityPeriodGet() : TimePeriod
¥ granularityPeriodSet(tp : TimePeriod) : TimePeriod

administrativeStateGet() : AdministrativeStateType

IoperationalStateGetO : OperationalState Type

administrativeStateSet(adms : AdminisrativeStateType) : void

<<Managed Object>>
currentData

.SUpspectIntervaIFlagGetO
supspectintervalFlagSetDefault()

{if suppoyted}

{if suppded}
{if supported}

elaspedTimeGet() ing time
EShistoryRetensionGet() pported}
historyRetensionSet()
getMostRecent() <<Package>>
BgetBetween() stateChangeNotification
0.1
<<Package>>
attributeValueChangNotification
<<send >>
+gradlulality |
<<Package>> periodSynghTime Change
periodSync
periodSynchronizationTimeGet() : GeneralizedTime
periodSynchronizationTimeSet(pst : GenerializedTime) : void| <<send >>
<<NotifyDispatch>>
stateChangeEvent
<<NotifyDispatch>> [ ®statechange()
attributeValueChangEvent

Figure 3. Scanner
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scanner

granularityPeriodGet()
granularityPeriodSet()

.operationaIStateGet()

-administrativeStateGet()
.administrativeStateSet()
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have an iterator ”
method that is
strongly typed?
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Notification
service if this
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large?
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<<Managed Object>>
historyDataScanner

.ftlnitiate(hdslct . hdSectionSetType) : FtInitRspType

E¥tabort() : FtAbortType

<<Enum>>
FtinitRspType

==----2|[@started

<<NotifyDispatch>>
scanReportEvent

-scanReport()

is ready

<<gend >>

+wheh hdfile

N FtAbortType

<<NotifyDispatch>>
ftReortEvent

.ftReport()

T

Gi“‘-

<<Structure>>
FtReportType

gresult . FtResultType
gfileName : String

<<Enum>>
FtResultType

E‘succeeded
erminatedNoFileSpace
ﬂterminatedExternaIIy
nterminatedlnternally

invokeAgain
[&resourceLimit
N notStartedOther

<<Enum>>

AN Zaborted
\ couIdNotAborted

A :
\,
\,

<<typedef>>
hdSectionSetType

<<sequemnce>>

..n

<<Structure>>
hdSelection
[cdinterface : CurrentData

beginReIativeEndTime : TimeOffSet
endReIativeEndTime : TimeOffSet

Figure 4. History Data Scanner

Last Modification: 12/01/00 3:14 PM

17



T1M1.5/2000-286r1

5.2.3 Containment Tree

This section illustrates the containment relationship of the CORBA interfaces defined in

this document.

HistoryData

Managed
Element
F 3
Momitored
Object
Fy
CurrentData
F 3
ThresholdData

Figure5. Containment Tree

5.3 Information Model Description

5.3.1 Scanner

A managed object of this interface represents the ability to retrieve values of attributes of
managed objects and produce summary information from those values. This summary
information may be made available in attributes, notifications, action replies, or some
combination of these. Summary information may consist of observed attribute values or
statistics calculated from these values (either over time or over managed objects).

Observed attribute values are retrieved during a "scan”, which isinitiated periodically, at
the end of each granularity period, provided that the granularity period is nonzero.

18
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The granularity period attribute indicates the length of the granularity period. The
granularity period in the scanner object shall not be modified unless the value of the
administrative state is 'locked'. If the period synchronization package is not present, the
time at which a granularity period starts after the scanner is unlocked is alocal matter.

The administrative state attribute is used to suspend or resume the scanning function. If
administrative state has the value ‘unlocked', the scanner is administratively permitted to
perform scans. If administrative state has the value 'locked’, the scanner is
administratively prohibited from performing scans.

The operational state attribute represents the operational capability of the scanner to
perform its functions.

If the attribute value change notification package is present, then changes to the
granularity period shall cause attribute value change notifications to be emitted. If the
state change notification package is present then changes to the operational state or
administrative state shall cause state change notifications to be emitted. If the object
create/del ete notification package is present, then the creation or deletion of an object of
scanner's subclass shall emit the corresponding create or delete notification.

The Scanner interface is not instantiable.
The following attributes are defined in the entity:

administrativeState - is used to activate and deactivate (administratively suspend and
resume) the function performed by the scanner.

granularityPeriod - specifies the length of time during which the "scan" is performed.
operational State - identifies whether or not the scanning function represented by this
object is capable of performing its normal functions.

periodSynchronizationTime [optional] - contains the time to which arepeating time
period is synchronized. The start of each time period is an integral number of periods
before or after the time specified by this attribute.

5.3.2 CurrentData

The currentData object class, a particular type of scanner, is a class of managed support
objects that record the current performance data for monitoring purpose. The
performance data (measurements) of monitored resources are modeled as attributes in the
definition of subclasses of currentData since currentData can't be instantiated. The objects
that represent monitored resources contain the corresponding currentData objects in the
name binding relationship.

The measurements are collected for atime interval (e.g., 5 min.) specified by
granularityTime attribute. At the end of each interval, the elapsedTime attribute will be
updated to the difference between the current time and the start of the present monitoring
interval. The measurements, granularity Time, and suspectinterval Flagare copied into a
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corresponding history data structure. Further more, the periodEndTime of the history data
structure is assigned to the current time.

If historyRetention is greater than zero, then history data structures will be retained in the
managed system for at least the duration equivalent to the number of intervals specified
in the historyRetention attribute. During that time, history data can be accessed via a set
of operations:

getM ostRecent - will retrieve the most recent history data
getBetween - will retrieve a set of history data within atime window specified by
start and end time points

If threshold package is present, the currentData object contains a pointer to a
thresholdData object. If any of the thresholds (defined in the referenced thresholdData
object) are violated a Quality of Service (QoS) alarm notification is emitted by the
currentData object. The thresholdinfo field of the alarm shall contain all the measurement
attributes. If additional threshold acrossing(s) occur during the current time interval then
additional alarms shall be emitted as well.

New thresholds resulting from modifying the thresholdDatal nstance attribute or from
changing a threshold value in the referenced thresholdData object, should take effect
immediately. If an alarm condition exists previous to the occurrence of athreshold value
change (i.e. an old threshold had been violated), and the new threshold value is outside of
the range of the old threshold value (e.g., in the case of an increasing counter, the new
threshold value is greater than the old threshold value), and the current value of the
measurement is within the allowable range of the new threshold value, then a QoS Alarm
notification is emitted with a severity of 'clear'. If the new threshold value is set within
the range of the old threshold value, such that the new threshold is violated, a QoS Alarm
notification is emitted if an alarm condition is not aready outstanding.

The thresholdDatal nstance attribute contains a set of pointers to thresholdData objects,
therefore, more than one QoS Alarm notifications might be emitted for asingle
monitored attribute. And it is possible the notifications might be conflict. For example,
one notification indicates aarm is on, the other cleared. It is the managing systems
responsibility to maintain the notification consistency.

The following attributes are defined in the entity:

suspectintervalFlag - is used to indicate that the performance data for the current
perlod may not be reliable. Some reasons for this to occur are:
Suspect data were detected by the actual resource doing data collection.
Transition of the administrativeState attribute to/from the 'lock’ state.
Transition of the operational State to/from the 'disabled’ state.
The performance counters were reset during the interval.
The currentData (or subclass) object instance was created during the monitoring
period.
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elapsedTime - represents the difference between the current time and the start of the
present monitoring interval.

historyRetention - specifies the minimum number of intervals that the history data
structure (just being created) must be preserved.

thresholdDatalnstance - isa"list" attribute in which each item is a pointer to a
thresholdData object that contains threshold limits for performance parameters.
Whenever the value of a PM parameter violates its threshold setting, a

qualityof ServiceAlarm notification is emitted.

5.3.3 ZsCurrentData

ZsCurrentData is a CurrentData with zero suppression Zero suppression is that when the
measurements are all zeros no history data structures will be created.

The following attributes are defined in the entity:

numSuppressedintervals - is used to count the number of consecutive intervals for
which suppression (i.e. non-creation of a history data structure) has occurred. This
attribute reflects performance measurements up to, but not including, the current
interval. This attribute gets incremented at the end of an interval if suppression has
occurred. Otherwise, the attribute is reset. Or it reaches maxSuppressedintervals, a
history data record will be created and itself will be reset.

maxSuppressedintervals - limits the maximum number of suppressed intervals that
will be collected without creating a structure of the history data.

5.3.4 HistoryData

HistoryData object will contain a copy of the performance measurements and other
selected attributes that are present in a current data object at the end of the current
interval (e.g., 5min.). A new record of this valuetype structure is created at the end of
each interval if historyRetention attribute in the current data object is greater than zero
and this record will be retained in the NE for at least the duration equivaent to the
number of intervals specified in the historyRetention attribute.

This generic valuetype object models the history data. Specific current data objects (e.g.,
SDH/SONET current data objects) will be defined with specific history valuetype
objects, which are inherited from this generic history valuetype object.
The following attributes are defined in the entity:

periodEndTime - indicates the time at the end of the interval.

granularityPeriod - is used to copy the same attribute from the currentData object.
suspectinterval Flag - is used to copy the same attribute from the currentData object.
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numSupressedintevals - indicates the number of supressed intervals has occurred
before this historyData. It has default value 0. When copying from currentData
object, the default value is used. When copying from zsCurrentData object, the
corresponding attribute value is used.

5.3.5 ThreshodData

The thresholdData object classis a class of managed support objects that contains the
values of the threshold settings for the PM parameters. At least one of the
counter ThresholdListPackage or the gaugeThresholdListPackage must be instantiated.

Thresholds are established by use of the managed object class thresholdData. The
thresholdData objects specify the thresholds being applied. Threshold valuesin a
thresholdData object may apply to multiple currentData objects and thresholdData
objects are pointed to by currentData objects. The currentData, or its subclasses, object
indicates the collection interval used with the threshold. A qualityOfServiceAlarm
notification is generated whenever athreshold is crossed.

A threshold may be specific to a single managed object. In this case, the thresholdData
object is contained within the managed object being observed. A currentData object
within the managed object points to a thresholdData object. This linkage is needed for
consistency with the multiple managed object case.

It is sometimes desirable to have a threshold apply to a group of managed objects. In this
case, the thresholdData object is external to the managed object being observed. It may
be contained within the managedElement object. The thresholdData object is pointed to
by all the currentData objects to which it applies.

If createDeleteNotificationsPackage is present, the creation or deletion of athreshold
object will cause a objectCreation or objectDeletion notification be emitted.

If attributeV alueChangeNotificationPackage is present, then any threshold change will
cause an attributeV alueChange notification being emitted.

The following attributes are defined in the entity:

counter ThresholdList [optional] - contains a set of threshold settings for performance
attributes of the counter type (e.g., errored seconds). Each threshold setting consists
of the attribute identifier, the threshold value and (optionally) the severity of the
threshol d-exceeded event.

gaugeThresholdList [optional] - contains a set of threshold settings for performance
attributes of the gauge type. Each threshold setting consists of the attribute identifier,
the threshold value and (optionally) the severity of the threshold-exceeded event.

5.3.6 HistoryDataScanner
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HistoryDataScanner is a subclass of Scanner. It supports file transfer by providing a file
transfer initiating action and a terminating action as well as a notification, which indicates
the file, is ready.

The managing system requests the managed system to create a data file with the file
transfer initiate request. The managing system may indicate in this request that only
certain history data records be included in the file. The managed system determines if the
requested data file can be created and returns this information to the managing system in
its file transfer initiate response. The managed system then attempts to create the
requested file. The results of the attempt to create the data file are reported by the
managed system to the managing system in the file transfer report. If the file was
successfully created, the manager may retrieve the file using afile transfer protocol.

The file transfer initiating action requests the initiation of the creation of a datafile:
FtinitRspType ftlnitiate(hdSectionSetType hdsel ection)

The parameter hdselection contains aset of following information:

- current data interface - indicates which current data object is considered
begin relative time - the begin time relative to the current time together with the end
relative time defining awindow to select history data
end relative time - the end time relative to the current time

Thereturn value is an enum type with one of the followings:

- started - indicates the file is being created by the action invocation
invokeAgain - the managed systemis in the process of creating a data file and only
one file can be created at atime, so the managing system needs to invoke the action

again
resourceLimit - indicates that the data file could not be created due to a resource limit
in the managed system

notSartedOther - indicates that the datafile could not be created due to some other
reason

File transfer terminating actionis used to terminate an ongoing generation of a data file.
FtAbortType ft Abort()

It does not have any parameter. It returns the result of the attempted abortion The
following results are possible:

aborted - indicates the data file generation has been stopped

could not aborted - indicates that the data file generation could not be stopped

File transfer reporting notification is generated when the creation of the data file
terminates. It is used to report the status of the termination as well as the name of the file
if generated. The possible termination statuses are:

succeeded
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terminatedNoFileSpace
ter minatedExternally
terminatedinternally

The datafileis created based on afile format, whichis defined as follows:

Definition Explanation

<HD File Format> := <Selection Criteria> The history data file format consists
<Separator> <Records>* of selection criteria and resulting
history data records.

The selection criteria indicate what
this file isfor and how the records
are organized.

The number and the order of current
data objects specified in the
selection criteria determine the
number and the order of the
corresponding history data records.

There might be zero record if no
current data object is specified in
the selection criteria.

<Records> := <Interface Name> < Separator> The records are the selected history
<Record>* datafor a given current data object.

The interface name of the current
data object is listed here to indicate
the data schema for the following
records.

There might or might not be a data
record for the object.

<Record> := (<Value> < Separator>)+ A history data record consists of
measurement values. The exact
number of values is determined by
the corresponding history data
structure.

<Vaue> = gtring | <Vary Sized Value> The fix-sized values are represented
by string. The vary-sized values,
such as set and sequence, are
defined below.

<Vary Sized Value> := <Begin> <Record> <End> | Two marks are used to define the
boundary of a set or a sequence.
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Since an item in a set or a sequence
can itself be a set or a sequence, a
recursive definition is used here.

<Selection Criteria> := string Thisis the string version of the in
parameter (hdselection) for action
ftinitiate.

<Interface Name> := string This is the interface name for the
current data object.

< Separator> ;= for example: '\n'

<Begin> := for example: "{\n"

<End> := for example: "}\n"

Note:

*: 0 or more

+: 1 or more

54 Documentation Convention of the Model

The specification of the PM information model is documented in Section 5 and 6.

Section 5 covers its requirments, scope, UML model, and the model semantics. Section 6
contains the IDL code for the imported types, forward declarations, structues and
typedefs, exceptions, and interfaces. A documentation convention has been used for these
sections to improve (1) readability and (2) easy implementation of the specification.

For readability purpose, the descriptive text for the model is included in both Sections 5
and 6. The text in Section 5 is for the people who want to get the idea without reading the
IDL. The text (as comments in the IDL code) in Section 6 is for developers to quickly
check the model semantics. In addition, subsection numbers and headings are used for the
IDL codes, such asimported types, forward declarations, structures and typedefs,
exceptions, and the individual interfaces.

For the purpose of easy implementation, subsection numbers and headings of level 2 and
lower are encapsulated in IDL comments. In this way, these subsection numbers and
headings need not to be removed when extracting the machine processable IDL files from
the document.

It should be noted that ThresholdDataFactory and HistoryDatal terator interfaces, though
required, are not shown in the table of contents. They are defined in the corresponding
section, ThresholdData and HistoryData respectively.

HistoryData object is represented as valuetype rather than interface in this model.

However, for the ease of organizing the managed objects and the ease of retrieval, it is
listed under "Interfaces’ in the "Information Model IDL" section.
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6. PM Information Model IDL

#i fndef _itut_qg822r_idl _
#define _itut_qg822r_idl _

#pragma prefix "t1.org"

#i ncl ude <CosNami ng. i dl >
#i nclude <itut_x780.idl>
#i nclude <itut_qg821.idl>

/**

It is expected that this document will beconme a delta to | TU Reconmendati on
Q 822r and the pragma prefix used would be nodified fromtl.org to itu.int.
This should be taken into considerati on when considering future mgration and
interoperability.

*/

/**

This nodul e, itut_q822r, contains IDL definition based on objects defined in
X. 739 and Q 822. The IDL definitions in this file are the object interfaces.
*/

nodul e itut_qg822r

{

/**

6.1 Imports

I MPORTS
*/

/**

Types inported fromitut_x780 and itut_qg821
*/

typedef itut_x780::Adm nistrativeStateType Admi nistrativeStateType;
typedef itut_x780:: CeneralizedTi meType GeneralizedTi meType;

t ypedef itut_x780:: Cperational StateType Operational St at eType;
typedef itut_x780:: PerceivedSeverityType PerceivedSeverityType;
typedef itut_x780:: MO MO

t ypedef itut_x780:: MOSet Type MOSet Type;

typedef itut_x780:: NaneType NaneType;

typedef itut_x780::Istring Istring;

typedef itut_x780::1stringSetType |stringSetType;

t ypedef itut_x780:: NaneBi ndi ngType NaneBi ndi ngType;

typedef itut_qg821::Tinelnterval Type Ti nelnterval Type;

/**

Exceptions inported fromitut_x780

*/

#define ApplicationError itut_x780:: ApplicationError
#define CreateError itut x780:: CreateError

/**
Interfaces inported fromitut_x780
*/
t ypedef itut_x780:: ManagedObj ect ManagedObj ect ;
t ypedef itut_x780:: Managedhj ect Fact ory ManagedObj ect Fact ory;
/**
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Val uetype inported fromitut_x780
*/

#defi ne ManagedObj ect Val ueType itut_x780:: ManagedObj ect Val ueType

/**

6.2 Forward Declarations

FORWARD DECLARATI ONS
*/
/ * %

Interface forward decl arations

*/
interface Scanner;
interface CurrentData;
interface ZsCurrentDat a;
interface Threshol dDat a;
interface Hi storyDataScanner;
interface HistoryDatalterator

/**

Val uetype forward decl arati ons

*/

val uet ype Scanner Val ueType;

val uet ype Current Dat aVal ueType;
val uet ype ZsCurrent Dat aVal ueType;
val uet ype Thr eshol dDat aVal ueType;
val uet ype Hi storyVal ueType;

val uet ype Hi st oryDat aScanner Val ueType;
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/**

6.3

Structures and Typedefs

STRUCTURES AND TYPEDEFS

*/

/**

/**
Per cei vedSeverityTypeOpt is an optional type. If the discrimnator is
true the value is present, otherwise the value is null.
*/
uni on PerceivedSeverityTypeOpt switch (bool ean) ({
case TRUE: PerceivedSeverityType val ue;
i

/**

This data type defines a sequence of HistoryValueType. The order is
significant.

*/

t ypedef sequence <Hi storyVal ueType> Hi storyVal ueSeqType;

The followi ng definitions are translated from X 739 ASN. 1 definitions.

*/

28

enum Ti nePer i odChoi ceType

{
dayscChoi ce,
hour sChoi ce,
m nut esChoi ce,
secondsChoi ce,
m | 1i SecondsChoi ce,
m cr oSecondsChoi ce,
nanoSecondsChoi ce,
pi coSecondsChoi ce
b
uni on Ti mePeri odType switch (Ti nePeri odChoi ceType)
{
case daysChoice : unsigned | ong days;
case hour sChoi ce : unsigned | ong hours;
case m nut esChoi ce : unsigned | ong m nutes;
case secondsChoi ce : unsigned | ong seconds;
case mlli SecondsChoi ce : unsigned long mlli Seconds;
case m croSecondsChoi ce : unsigned | ong m croSeconds;
case nanoSecondsChoi ce : unsi gned | ong nanoSeconds;
case pi coSecondsChoi ce : unsigned | ong pi coSeconds;
|
/**

The SeveritylndicatingThreshol dType contains the threshold | evel, which
is to be applied to counter/gauge attribute. It shall be initialized when
t he managed object in which it is included is created and nay be
nodi fied. An optional paraneter is used to associate the threshold |evel
to the severity paraneter of the emtted notification. The generation of
the notification can be switched of f using the bool ean paraneter
noti fyOnO'f. The severity paraneter is nandatory if notifyOnOff is true.
*/
struct Severitylndicati ngThreshol dType
{ fl oat t hreshol d;

bool ean noti fyOnOrf;
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Per cei vedSeveri t yTypeQOpt severityl ndi cation;

b
struct CounterThreshol dSetti ngType
{
string attributeld;
Severitylndi cati ngThreshol dType severityl ndicatingThreshol d;
b
/**
Set type the order is insignificant.
*/

t ypedef sequence <Counter Threshol dSetti ngType>
Count er Thr eshol dSet Type;

/**
The attribute of Severitylndicati ngGaugeThreshol dType has simlar
behavi our to the gauge-threshold attribute defined in X 721. The syntax
has an added paraneter for indicating the associated severity, as defined
in SeveritylndicatingThreshol dType, to the notification triggered by the
crossing of the corresponding threshold | evel. As an enhancenent to the
syntax of the gauge-threshold attribute type it adds an optional severity
indication paraneter to the syntax of both the notify-high and notify-Iow
sub-nmenbers within each threshold | evel menber. This attribute type has
addi ti onal behavi or associated with these optional perceived severity
indication paraneters, which is defined as foll ows:

If the notify-high's switch is on (true), the notify-high's severity

i ndication value shall be reported in the perceived severity

paranmeter of a notification triggered by the gauge val ue crossing the

notify-high' s gauge-threshold value in the positive going direction.

If the notify-low s switch is on (true), the notify-low s severity

i ndication value shall be reported in the perceived severity

paranmeter of a notification triggered by the gauge val ue crossing the

notify-1ow s gauge-threshold value in the negative going direction.

If both switches are on (true) for a single threshold | evel, one of

the severity indication values shall be "clear". The severity

i ndi cating gauge-threshold shall only enit a clear event notification

if the corresponding threshold |evel (either notify-high or notify-

low) notification has been emtted and no other clear notification

for this threshold | evel pair has been enmtted since the previous

correspondi ng threshold | evel notification has been enitted

*/

struct Severitylndicati ngGaugeThreshol dType

{
Severitylndi cati ngThreshol dType notifyLow
Severityl ndi cati ngThreshol dType noti fyHi gh

b

/**

Seq type the order is insignificant.

*/

t ypedef sequence <Severitylndi cati ngGaugeThreshol dType>
Severi tyl ndi cati ngGaugeThr eshol dSet Type;

struct GaugeThreshol dSetti ngType

{
string attributeld;
Severi tyl ndi cati ngGaugeThr eshol dSet Type
severityl ndi cati ngGaugeThr eshol d;
b
/**

Set type the order is insignificant.
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*/
t ypedef sequence <GaugeThreshol dSetti ngType>

GaugeThr eshol dAttri but eSet Type;
Typedef Ti mePeriodType Ti neCf f set Type;

Struct HdSel ecti onType

{
NanmeType nane;
Ti meCf f set Type begi nRel ati veEndTi ne;
Ti mef f set Type endRel ati veEndTi ne;
b
/**

Set type the order is insignificant.
*/
typede sequence <HdSel ecti onType> HdSecti onSet Type;
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/**

6.4 Exceptions

EXCEPTI ONS
*/

/**

6.4.1 Exceptions for Conditional Package

Condi tional package exception

*
/ exception NOperiodSynchroni zati onPackage {};
excepti on NO hreshol dPackage {};
exception NCcounter Threshol dLi st Package {};
excepti on NOgaugeThreshol dLi st Package {};
] *x

6.4.2 Exceptions for Performance Management

Editor Note: Placeholder for now.
*/
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/**

6.5 Interfaces

| NTERFACES
*/

/**

6.5.1 Scanner

A managed object of this interface represents the ability to retrieve val ues of
attributes of nanaged objects and produce sunmary information fromthose

val ues. This sunmary information may be made available in attributes,
notifications, action replies, or sone conbination of these. Summary
information may consist of observed attribute values or statistics calcul ated
fromthese values (either over time or over nanaged objects)

oserved attribute values are retrieved during a "scan", which is initiated
periodically, at the end of each granularity period, provided that the
granularity period is non-zero.

The granularity period attribute indicates the length of the granularity
period. The granularity period in the scanner object shall not be nodified

unl ess the value of the adm nistrative state is "locked". If the period
synchroni zati on package is not present, the time at which a granularity period
starts after the scanner is unlocked is a |ocal matter.

The admi nistrative state attribute is used to suspend or resume the scanning
function. |If adm nistrative state has the val ue "unl ocked", the scanner is
admnistratively permtted to performscans. |If admnistrative state has the
value "l ocked", the scanner is adnministratively prohibited from perform ng
scans

The operational state attribute represents the operational capability of the
scanner to performits functions

If the attribute val ue change notification package is present, then changes to
the granularity period shall cause attribute value change notifications to be
emitted. If the state change notification package is present then changes to
the operational state or administrative state shall cause state change
notifications to be emtted. If the object create/delete notification package
is present, then the creation or deletion of an object of scanner's subcl ass
shall emt the corresponding create or delete notification.

The Scanner interface is not instantiable.

*/
val uet ype Scanner Val ueType: ManagedObj ect Val ueType
{
public AdministrativeStateType admi ni strativeState;
/1 CGET- REPLACE
public Ti nePeriodType granul arityPeri od
/| GET- REPLACE
public Operational StateType operati onal State;
Il CET
public CeneralizedTi neType peri odSynchroni zati onTi ne

/1 conditional: periodSynchronizationPackage
/1l PRESENT | F configurable agent internal synchronization
/1 of repeating time periods is required
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/| GET- REPLACE
}; I/ val uetype Scanner Val ueType

interface Scanner: ManagedObj ect

{
/**
The admi nistrativeState attribute is used to activate and
deacti vate (adm nistratively suspend and resunme) the function
performed by the scanner.

adm nistrativeState is a read/wite attribute supported by Get and
Set access operations.
/*
Admi ni strativeStateType admi nistrativeStateGet ()
rai ses (ApplicationError);

void administrativeStateSet(in AdministrativeStateType val ue)
rai ses (ApplicationError);

/**

The granul arityPeriod attribute is of type TinmePeriod that is
defined in Structures and Typedefs Section. GanularityPeriod
specifies the length of tinme during which the "scan" is perforned.

granularityPeriod is a read/wite attribute supported by Get and
Set access operations.
*/
Ti mePeri odType granul arityPeriodGet ()
rai ses (ApplicationError);

Voi d granul arityPeriodSet (in Ti nePeri odType val ue)
rai ses (ApplicationError);

/**

The operational State attribute identifies whether or not the
scanning function represented by this object is capable of
performng its normal functions.

The attribute operational State is read-only supported by Get
access operation.
*/
Qper ati onal St at eType operati onal St ateGet ()
rai ses (ApplicationError);

/**

Attribute periodSynchronizationTine contains the time to which a
repeating tine period is synchronized. The attribute is of type
General i zedTime. The start of each tine period is an integral
nurmber of periods before or after the tinme specified by this
attribute.

peri odSynchroni zationTime is a read/wite attribute supported by
Get and Set access operations.
*/
Gener al i zedTi neType peri odSynchroni zati onTi neGet ()
rai ses (ApplicationError,
NOper i odSynchr oni zat i onPackage) ;

voi d periodSynchroni zationTi neSet (i n GeneralizedTi neType val ue)

rai ses (ApplicationError,
NOper i odSynchr oni zat i onPackage) ;
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Il

CONDI TI ONAL_NOTI FI CATI ON
(' TU_X780:: Notifications, objectCreation,
creat eDel eteNotificati onsPackage);
CONDI TI ONAL_NOTI FI CATI ON
(I TU_X780:: Notifications, objectDeletion,
createDel eteNotificati onsPackage);
CONDI TI ONAL_NOTI FI CATI ON
(1'TU_X780:: Noti fications, attributeVal ueChange,
attri but eVal ueChangeNot i fi cati onPackage);
CONDI TI ONAL_NQOTI FI CATI ON
(1'TU_X780:: Noti fications, stateChange,
st at eChangeNot i fi cati onPackage) ;

i nterface Scanner
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/**

6.5.2 CurrentData

The currentData object class, a particular type of scanner, is a class of
managed support objects that record the current performance data for nonitoring
purpose. The performance data (nmeasurenments) of nonitored resources are nodel ed
as attributes in the definition of subclasses of currentData since currentData
can't be instantiated. The objects that represent nonitored resources contain
the correspondi ng currentData objects in the nanme binding rel ati onship.

The neasurenents are collected for a time interval (e.g., 5 nmin.) specified by
granularityTine attribute. At the end of each interval, the el apsedTi ne
attribute will be updated to the difference between the current tinme and the
start of the present nonitoring interval. The neasurenents as well as nane,
granul arityTime, and suspectlnterval Flag are copied into a correspondi ng

hi story data structure. Further nore, the periodEndTime of the history data
structure is assigned to the current tine.

If historyRetention is greater than zero, then history data structures will be
retained in the managed systemfor at |east the duration equivalent to the
nurmber of intervals specified in the historyRetention attribute. During that
time, history data can be accessed via a set of operations:

get Most Recent - will retrieve the nost recent history data

getBetween - will retrieve a set of history data within a tinme w ndow
specified by start and end tinme points

If threshold package is present, the currentData object contains a pointer to a
threshol dData object. |If any of the thresholds (defined in the referenced

t hreshol dDat a object) are violated a Quality of Service (QS) alarm
notification is emtted by the currentData object. The thresholdinfo field of
the alarmshall contain all the measurement attributes. If additional threshold
acrossing(s) occur during the current tine interval then additional alarms
shall be enmtted as well.

New t hreshol ds resul ting from nodi fying the threshol dDat al nstance attribute or
fromchanging a threshold value in the referenced threshol dData object, should
take effect inmediately. If an alarmcondition exists previous to the
occurrence of a threshold value change (i.e. an old threshold had been

viol ated), and the new threshold value is outside of the range of the old
threshold value (e.g., in the case of an increasing counter, the new threshold
value is greater than the old threshold value), and the current value of the
measurenent is within the all owabl e range of the new threshold value, then a
Q@S Alarmnotification is emtted with a severity of 'clear'. If the new
threshold value is set within the range of the old threshold val ue, such that
the new threshold is violated, a QS Alarmnotification is emtted if an alarm
condition is not already outstanding.

The threshol dDat al nstance attribute contains a set of pointers to threshol dData
obj ects, therefore, nore than one QS Alarmnotifications mght be emtted for
a single monitored attribute. And it is possible the notifications mght be
conflict. For exanple, one notification indicates alarmis on, the other
cleared. It is the managi ng systens' responsibility to maintain the
notification consistency.

*/
val uet ype Current Dat aVal ueType: Scanner Val ueType
publ i c bool ean suspect | nt erval Fl ag;
/| GET REPLACE-W TH DEFAULT
public Tinelnterval Type el apsedTi ne;
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Il CET
public short hi st oryRet enti on;
/1 Mandatory now (used to be conditional)
/| GET- REPLACE
public MOSet Type t hr eshol dDat al nst ance;
/1 conditional: threshol dPackage
/1 PRESENT IF a Quality of Service Alarm Notification is
/'l to be enmitted for threshold crossing
/| GET- REPLACE ADD- REMOVE

/'l val uetype CurrentDat aVal ueType

interface Current Data: Scanner

{

/**

define default value for suspectlnterval Fl ag

*/

const bool ean suspectlInterval Fl agDefault = fal se;

/**
The attribute suspectinterval FlagGet is used to indicate that the
performance data for the current period may not be reliable. Some
reasons for this to occur are:
Suspect data were detected by the actual resource doing data
col | ection.
Transition of the adm nistrativeState attribute to/fromthe
"l ock' state.
Transition of the operational State to/fromthe 'disabled
state.
The performance counters were reset during the interval.

The currentData (or subcl ass) object instance was created
during the nonitoring period.

This attriubte is read-only, supported by Get access operation,
however it can be replaced by default, which is supported by
Set Def aul t operati on.
*/
bool ean suspect|nterval Fl agGet ()

rai ses (ApplicationError);

voi d suspect | nterval Fl agSet Def aul t ()
rai ses (ApplicationError);

/**
The el apsedTine attribute represents the difference between the
current time and the start of the present nmonitoring interval.

The attribute is read-only, supported by Get access operation.
*/
Ti nel nterval Type el apsedTi meCGet ()

rai ses (ApplicationError);

/**

The historyRetention attribute specifies the m ni mum nunber of
intervals that the history data structure (just being created)
nmust be preserved.

This attribute is read/wite, supported by Get and Set access
operati ons.

*/

short historyRetentionGet ()
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rai ses (ApplicationError);

voi d historyRetentionSet (in short val ue)
rai ses (ApplicationError);

/**

The threshol dDatal nstance is a "list" attribute in which each item
is a pointer to a threshol dData object that contains threshold
limts for performance paraneters. Wienever the value of a PM
paraneter violates its threshold setting, a qualityofServiceAl arm
notification is emtted.

This attriubute is supported by Get, Set, Add, and Renpbve access
operati ons.
*/
MOSet Type t hr eshol dDat al nst anceCet ()
rai ses (ApplicationError,
NO hr eshol dPackage) ;

voi d t hreshol dDat al nst anceSet (i n MOSet Type val ue)
rai ses (ApplicationError,
NO hr eshol dPackage) ;

voi d t hreshol dDat al nst anceAdd(i n MOSet Type val ue)
rai ses (ApplicationError,
NO hr eshol dPackage) ;

voi d t hreshol dDat al nst anceRenove(i n MOSet Type val ue)
rai ses (ApplicationError,
NO hr eshol dPackage) ;

/**
Editor Note: The follow ng operations are for the retrieval of

hi story data.

*/

/**

This nethod is used to retrieve nbpst recent history data record.
The "nobst recent” neans the nost recent history data record saved,
whi ch may be several intervals before the current tine because the

hi storyRetention may be set to zero or the neasurenents collected
are all zero.

It is possible the get MbstRecent nay not be able to retrieve any
dat a back. For exanple, all measurements are zeros (no history
data is saved) or historyRetention has been set to zero. The
bool ean val ue returned by get Mbst Recent nethod indicates the
availability of the data. True means the out paranmenter contains
the data, false the paraneter is undefined.
*/
bool ean get Most Recent (out Hi st oryVal ueTyp val ue)

rai ses (ApplicationError);

/**
The getBetween nethod will retrieve a sequence of history data
records falling within the tine wi ndow specified by the startTi ne

and endTine paraneters. The resultlterator is used to transfer
| arge chunk of data.

If howvany is not provided, then the initial anount of data
returned is a local matter.

*/

Hi st oryVal ueSeqType get Between(in GeneralizedTi neType startTi ne,
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in GeneralizedTi meType endTi me

in unsigned short howvany

out HistoryDatalterator resultlterator)
rai ses (ApplicationError);

CONDI TI ONAL_NOTI FI CATI ON
(1' TU_X780:: Noti fications, qualityofServiceAl arm
NO hr eshol dPackage) ;

}; I/ interface CurrentData
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/**

6.5.3 ZsCurrentData

ZsCurrentData is a CurrentData with zero suppression. Zero suppression is that
when the nmeasurenments are all zeros no history data structures will be created.
Two attributes are defined for this purpose: nunSuppressedlnterval s and
nmaxSuppr essedl nt erval s.

*/
val uet ype ZsCurrent Dat aVal ueType: Current Dat avVal ueType
public short nunmBuppr essedl nt erval s;
Il CGET
public short nmaxSuppr essedl nt erval s;

/| GET- REPLACE
}; [/ valuetype ZsCurrent Dat aVal ueType

interface ZsCurrentData: CurrentData

{
/**
define default value for maxSuppressedlntervals. The defalt val ue
-1 means that no linmt on the nunber of consecutive suppressed
intervals. On the other hand, the naxSuppressedintervals is
effectively equal to infinity.
*/
const short maxSuppressedintervals = -1;

/**

The nunBSuppressedlntervals attribute is used to count the nunber
of consecutive intervals for which suppression (i.e. non-creation
of a history data structure) has occurred. This attribute reflects
performance neasurenents up to, but not including, the current
interval. This attribute gets increnented at the end of an
interval if suppression has occurred. Otherwi se, the attribute is
reset. O it reaches nmaxSuppressedlntervals, a history data record
will be created and it will be reset.

The attribute is read-only, supported by Get access operations.
Editor Note: it was read/wite in Q 822.
*/
short nunBuppressedl nt erval sGet ()
rai ses (ApplicationError);

/**

In conjunction with record conpression, the nmaxSuppressedl ntervals
attribute limts the naxi mum nunber of suppressed intervals that
will be collected without creating a structure of the history data
(maxSuppressedintervals = -1 indicates that the naxi num nunber is
equal to infinity).

For exanpl e, consider an instance of (a subclass of) zsCurrentData
wi th maxSuppressedintervals set to 32, and the interval set to 15
m nutes. For record conpression, it means that after 32
consecutive suppressed (e.g., all-zero) intervals (8 hours) at

| east one history data record (with all zero PM Paraneters) wll
be generated with a count of 32. This ensures that at |east one

hi story data record per maxSuppressedintervals will be created.
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This attribute is read/wite, supported by Get and Set access
oper ati ons.
*/
short nmaxSuppressedl nt erval sGet ()
rai ses (ApplicationError);

voi d maxSuppressedl nterval sSet (in short val ue)
rai ses (ApplicationError);

}; Il interface ZsCurrentData
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/**

6.5.4 HistoryData (ValueType)

Hi storyData object will contain a copy of the perfornance nmeasurenents and
other selected attributes that are present in a current data object at the end
of the current interval (e.g., 5 min.). Anewrecord of this valuetype
structure is created at the end of each interval if historyRetention attribute
in the current data object is greater than zero and this record will be
retained in the NE for at |east the duration equivalent to the nunber of
intervals specified in the historyRetention attribute.

Thi s generic val uetype object nodels the history data. Specific current data
objects (e.g., SDH SONET current data objects) will be defined with specific

hi story val uetype objects, which are inherited fromthis generic history
val uet ype obj ect.

*/

val uet ype Hi storyVal ueType

{
/**
Attribute periodEndTime indicates the time at the end of the
interval .
*/
public CGeneralizedTi meType peri odEndTi ne;

/1 GET

/**

Attribute granularityPeriod is used to copy the sane attribute
fromthe currentData object.

*

/

public Ti nePeriodType granul ari tyPeri od;
/1 GET

/**

Attribute suspectinterval Flag is used to copy the sane attribute
fromthe currentData object.

*/

publ i c bool ean suspect | nt erval Fl ag;
/1 GET

/**

Attribute nunBSupressedlintevals is used to copy the sane attribute
fromthe zsCurrentData object. Wen copying from currentData
object, it uses 0 as default val ue.
*/
publ i ¢ nunBSupressedl nt eval sType nunBSupressedl nt eval s;

/1 GET

}; I/ valuetype HistoryVal ueType

/**

Hi storyDatalterator is used for iteratively transfering |arge chunk of
hi story data.

*/

interface HistoryDatalterator

{

/**

This nethod is used to return the next how nany history data

par am howivany Maxi mum nunber of history data
for which results should be

returned in first batch, nust
be non-zero
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&

par am Hi st or yDat aSeqType Sequence of history data
par am bool en true if there is something in
the out param false otherw se
*/
bool ean get Next (in unsigned short howMany out Hi storyVal ueSeqType)
rai ses (ApplicationError)

/**

This nethod is used to destroy the iterator and release its resources.
Thi s nust be done by the application.

*/

voi d destroy ();

}; /] interface H storyDatalterator
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/**

6.5.5 ThresholdData

The threshol dData object class is a class of nanaged support objects that
contains the values of the threshold settings for the PM paraneters. At |east
one of the counterThreshol dLi st Package or the gaugeThreshol dLi st Package nust be
instantiated.

Threshol ds are established by use of the nmanaged object class threshol dDat a.
The threshol dData objects specify the threshol ds being applied. Threshold
values in a threshol dData object nmay apply to nultiple currentData objects and
t hreshol dData objects are pointed to by currentData objects. The currentData,
or its subclasses, object indicates the collection interval used with the
threshold. A qualityOfServiceAlarmnotification is generated whenever a
threshold i s crossed.

A threshold may be specific to a single nanaged object. In this case, the

t hreshol dDat a object is contained within the nanaged obj ect being observed. A
current Data object within the nmanaged object points to a threshol dData object.
This linkage is needed for consistency with the nultiple managed object case.

It is sonmetinmes desirable to have a threshold apply to a group of managed
objects. In this case, the threshol dData object is external to the managed

obj ect being observed. It may be contained within the nanagedEl enent object.
The threshol dData object is pointed to by all the currentData objects to which
it applies.

If createDel eteNotificati onsPackage is present, the creation or deletion of a
threshol d object will cause a objectCreation or objectDeletion notification be
emtted.

If attributeVal ueChangeNotificati onPackage is present, then any threshold
change wi |l cause an attributeVal ueChange notification being emtted.
*/
val uet ype Threshol dDat aVal ueType: ManagedQbj ect Val ueType
{
publ i ¢ Count er Threshol dSet Type
count er Thr eshol dLi st ;
/1 conditional: counterThreshol dLi st Package
/1 PRESENT | F an instance supports it and the
/1 gaugeThreshol dLi st Package is not present
/| GET- REPLACE ADD- REMOVE

publ i ¢ GaugeThreshol dAttri but eSet Type
gaugeThr eshol dLi st ;
/1 conditional: gaugeThreshol dLi st Package
/1 PRESENT | F an instance supports it and the
/1 count er Threshol dLi st Package i s not present
/| GET- REPLACE ADD- REMOVE

}; /1 valuetype Threshol dDat aVal ueType

interface Threshol dData: ManagedObj ect
{

/**

The counterThreshol dLi st attribute contains a set of threshold
settings for performance attributes of the counter type (e.g.,
errored seconds). Each threshold setting consists of the attribute
identifier, the threshold value and (optionally) the severity of
the threshol d-exceeded event.
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The attribute is supported by Get, Set, Add, and Renbve access
oper ati ons.
*/
Count er Thr eshol dSet Type
count er Thr eshol dLi st Get ()
rai ses (ApplicationError,
NQcount er Thr eshol dLi st Package) ;

voi d count er Threshol dLi st Set (in
Count er Thr eshol dSet Type val ue)
rai ses (ApplicationError,
NOcount er Thr eshol dLi st Package) ;

voi d count er Threshol dLi st Add(i n
Count er Thr eshol dSet Type val ue)

rai ses (ApplicationError,
NQcount er Thr eshol dLi st Package) ;

voi d count er Thr eshol dLi st Renove(in
Count er Thr eshol dSet Type val ue)
rai ses (ApplicationError,
NOcount er Thr eshol dLi st Package) ;

/**

The gaugeThreshol dLi st attribute contains a set of threshold
settings for performance attributes of the gauge type. Each
threshol d setting consists of the attribute identifier, the

threshol d val ue and (optionally) the severity of the threshol d-
exceeded event.

The attribute is supported by Get, Set, Add, and Renpbve access
operati ons.
*/
GaugeThr eshol dAtt ri but eSet Type
gaugeThr eshol dLi st Get ()
rai ses (ApplicationError,
NOgaugeThr eshol dLi st Package) ;

voi d gaugeThreshol dLi st Set (in
GaugeThr eshol dAttri but eSet Type val ue)
rai ses (ApplicationError,
NOgaugeThr eshol dLi st Package) ;

voi d gaugeThr eshol dLi st Add(in
GaugeThr eshol dAttri but eSet Type val ue)
rai ses (ApplicationError,
NOgaugeThr eshol dLi st Package) ;

voi d gaugeThr eshol dLi st Remove(in
GaugeThr eshol dAttri but eSet Type val ue)
rai ses (ApplicationError,
NOgaugeThr eshol dLi st Package) ;

CONDI TI ONAL_NOTI FI CATI ON
(I TU_X780:: Notifications, objectCreation,
creat eDel eteNotificati onsPackage);

CONDI TI ONAL_NOTI FI CATI ON
(I TU_X780:: Notifications, objectDeletion,
createDel eteNotificati onsPackage);

CONDI TI ONAL_NQOTI FI CATI ON
(1' TU_X780:: Notifications, attributeVal ueChange,
attri but eVal ueChangeNot i fi cati onPackage);
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}; Il interface Threshol dData

interface Threshol dDat aFactory: ManagedObj ect Fact ory
{
Threshol dDat a create
(i n NaneBi ndi ngType naneBi ndi ng,
in MO superi or,
inout Istring nane, // auto naming if null
in IstringSet Type packageNaneLi st,

/1 paraneters from Threshol dDat a
/1

i n Count er Thr eshol dSet Type
count er Thr eshol dLi st ,
/1 conditional: counterThreshol dLi st Package
/| GET- REPLACE ADD- REMOVE
in GaugeThreshol dAttri but eSet Type
gaugeThr eshol dAttri but eLl st
/1 conditional: gaugeThreshol dLi st Package
/| GET- REPLACE ADD- REMOVE

)

rai ses (ApplicationError, CreateError);

}; /1 interface Threshol dDat aFact ory
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/**

6.5.6 HistoryDataScanner

Hi st oryDat aScanner is designed to retrieve history data saved under the
rel evant currentData objects.

There are sone open issues (listed in Section 7) need to be resol ved before the
desi gn can be conpl et ed.
*/

val uet ype Hi st oryDat aScanner Val ueType: Scanner Val ueType

publ i c HdSel ecti onSet Type hdSecti onlLi st ;
/| GET- REPLACE

}; // val uetype HistoryDataScanner Val ueType

interface HistoryDataScanner: Scanner

{

/**

The hdSectionList attribute is used to specify which history data
to be retrieved by history data scanner.

This attriubute is supported by Get, Set, Add, and Renobve access
operati ons.
*/
HdSel ect i onSet Type hdSecti onLi st Get ()
rai ses (ApplicationError);

voi d hdSecti onLi st Set (i n HdSel ecti onSet Type val ue)
rai ses (ApplicationError);

voi d hdSecti onLi st Add(i n HdSel ecti onSet Type val ue)
rai ses (ApplicationError);

voi d hdSecti onLi st Renmove(i n HdSel ecti onSet Type val ue)
rai ses (ApplicationError);

/**
Editor Note: nore capabilities will be added when the open issues

get resol ved.
*/

}; I/ interface H storyDataScanner
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/**

6.6 Notifications

Editor Note: Pl acehol der for now.
*/

interface Notifications {

}; I/ interface Notifications
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/ * %

6.7 Name Binding

NAME Bl NDI NG

*/

/**

The foll owi ng nodul e contai ns name- bi ndi ng i nformation.
*/

nodul e NarmeBi ndi ng

{

/**

6.7.1 ThresholdData

*/
/**
This nanme binding is used to name the Threshol dData object to a
Managed El enent obj ect.
*/
nodul e Threshol dDat a_ManagedEl enent
{ const string superiordass =
"itut_nB120:: ManagedEl enent ";
const bool ean superi or Subcl assesAl | owed = TRUE;
const string subordinated ass =
"itut_q822r:: Threshol dDat a";
const bool eansubor di nat eSubcl assesAl | owed = TRUE;
const bool eannmanager Cr eat esAl | owed = TRUE;
const Del etePolicyType del etePolicy =
itut_x780:: del et eOnl yl f NoCont ai nedObj ect s;
const string kind =
"itut_q822r:: Threshol dDat a";
}; /1 nodul e Threshol dDat a_ManagedEl enent

}; // modul e NaneBi ndi ng
}; // nodul e itut_qg822r

#endif // _itut_q822r _idl _
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7. Open Issues

How is the historyData scan report encoded?
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1. INTRODUCTION

This contribution proposes a new recommendation to supplement Recommendation Q.821 [7] to supply a
Recommendation Q.821-based Management Information Model to be used in telecommunications network
management based on CORBA. It defines the model using Interface Definition Language (IDL). The intent of this
document is to define a CORBA / IDL model similar to that defined in Recommendation Q.821 using CMISE. This
document is compliant with proposed CORBA modeling standards Recommendation X.780 [16], Recommendation
Q.816 [6] and Recommendation M.3120 [3].

This document has the following sections:

Section 1 Introduction

Section 2 References

Section 3 Summary of proposed Recommendation Q.821 changes
Section 4 Scope and purpose

Section 5 Document conventions

Section 6 Alarm surveillance

Section 7 Alarm synchronization

Section 8 Alarm synchronization relationship with other documents
Section 9 Conformance

Section10  Recommendation Q.821 IDL listing

Section 11 Potential changes

2. REFERENCES
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[3]. ITU-T, M.3120 — CORBA Generic Network And Network Element Level Information Model, draft, August,
2000.

[4]. ITU-T, M.3400 - TMN Management Functions, draft, February, 2000.
[5]. ITU-T, Q.68 — Overview Of Methodology For Devel oping Management Services, March, 1993.
[6]. ITU-T,Q.816 — CORBA Bases TMN Services, draft, August, 2000.

[7]. ITU-T, Q.821 — Stage 2 And Stage 3 Description For The Q3 Interface — Alarm Surveillance, Draft, February,
2000.

[8]. ITU-T, X.701 — Systems Management Overview, August, 1997.

[9. ITU-T, X.710 — Common Management | nformation Service, October, 1997.

[10]. ITU-T, X.722 — Guidelines For The Definition Of Managed Objects, 1992.

[11]. ITU-T, X.731 — Sate Management Function, January, 1992.

[12]. ITU-T, X.733 — Alarm Reporting Function, 1992.

[13]. ITU-T, X.734 — Event Report Management Function, 1993.

[14]. ITU-T, X.734 — Event Report Management Function — Amendment 3, draft.

[15]. ITU-T, X.735—Log Control Function, September, 1992.
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[17]. ITU-T, X.792 - Configuration Audit Support Function For ITU-T Applications March, 1999.
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[19]. OMG, Natification Service, June, 2000.
[20]. OMG, Telecom Log Service Specification, Version 1.0, January, 2000.
[21]. OMG, Trading Object Service Specification, June, 2000.

[22]. T1M1.5, Working Document For Draft Standard ANSI T1.2xx-2000, CORBA Generic Network And NE Level
I nformation Model, October, 2000.

[23]. T1M1.5, Working Document For Draft Sandard ANS T1.2xx-2000, Framework For CORBA-Based
Telecommuni cations Management Network | nterfaces, October, 2000.

3. PROPOSAL

This contribution proposes a new recommendation to supplement Recommendation Q.821 to supply a
Recommendation Q.821-based Management Information Model to be used in telecommunications network
management based on CORBA. The intent of this document is to provide the functions and services definitions for
CORBA-based interface (with supplied IDL (see section 10)). The intent is not to change the current Q / CMIP
interfaces defined in Recommendation Q.821[7].

In this document, references to Recommendations X.780 [16] and Q.816 [6] are made instead of referencing reference
[23]. Reference [23] isthe TIM1.5 version of Recommendations X.780 and Q.816. Similarly, this document references
to Recommendation M.3120 [3] are made instead of referencing reference [22]. Reference [22] isthe TIM 1.5 version of
Recommendation M.3120.

The rest of this section summarizes the changes from Recommendation Q.821.

3.1 Use Of OMG Natification Service Instead Of Event Reporting
The OMG Natification Service has a different interface from Q / CMI SE-based event notifications.

Q/ CMISE-based event notifications use amanager / agent model [13]. The manager has the agent create one or more
Event Forwarding Discriminators (EFDs) for them. The EFDs determine which notifications will be sent to the
manager. When the agent emits an event notification, it checks each of its EFD filters to determine if that manager
should be sent that particular event notification.

The OMG Notification Service [19] uses a client / server model. The agent is a supplier of event notifications and the
manager is a consumer of event notifications. Both the agent and manager are clients to the OMG Notification
Service server. Both the agent and manager can define filters to see which event notifications are maintained by the
OMG Notification Service and which event notifications are distributed to different consumers. In this model, the
agent does not need to know which managers are consuming their event notifications.

Figure 3-1 gives agraphical representation of the OMG Noatification Service.
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Figure 3-1. OMG Notification Service

The OMG Notification Service uses a different grammar for defining filters. An EFD uses a CMIS Filter construct for
defining filters [13]. Recommendation Q.816 [6] uses an enhanced filtering construct based from the OMG
Notification Service Extended TCL grammar (which is based from the OMG Trader Constraint Language (TCL) [21]).

Q/ CMISE-based event notifications provide the capahility to respond to notifications. The CORBA Framework does
not offer this capability.

In this model, Alarm Synchronization will use the enhanced filtering grammar defined in Recommendation Q.816 [6].
Thisis an enhancement to the OMG Notification Service Extended TCL grammar.

Figure 3-2 shows a subset of the OMG Notification Service objects. Other objects and combinations are possible
(including, pull consumers, pull suppliers, typed push consumers, OM G Event Service objects[18], etc.).

ConsumerAdmin SupplierAdmin

StructuredProxy StructuredProxy .
StructuredPushConsumer PushSupplier PuShConsumer StructuredPushSupplier
> Natteaton [
O_{ Notification
Service
SequencePro: Event SequenceProx -
SequencePushConsumer PughSuppIieer C h ann el PughCOnsume¥ SequencePushSupplier
O O
Also:
- Filter

- Mapping Filter

. - Filter Factory
EventChannel - Event Channel Factory
- Channel Finder

Figure 3-2. Subset Of OMG Notification Service Objects

Recommendation Q.816 supports the following types of notification consumers and suppliers:
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1) Push Structured Event.

2) Push Event Batches (i.e., set of Structured Event).
3) Push Typed Events.

4) Pull Structured Event.

5) Pull Event Batches.

The pull of typed events is not currently supported. Note that consumers and suppliers do not need to be of the
same type; OMG Notification Service performs a conversion between the different types of communication. (Thereis
an exception: suppliers who supply Structured Event and Event Batch notifications cannot supply to consumers who
want Typed Events.)

Recommendation Q.816 requires that all OMG Notification Service Event Channels be registered with the Channel
Finder interface.

3.2 Use Of OMG Telecom Log Service Instead Of Log
As defined in Recommendation Q.816 [6], the OMG Telecom Log Service [20] is used instead of Recommendation
X.735[15] Logs and Log Records. Figure 3-3 gives agraphical representation of the OMG Telecom Log Service log.

Quality Of Quality Of
] Service . . Service
Supplier < P Filter Filter |« Consumer
Quality Of Quality Of
Service . Service
Supplier <« P| Filter Filter |« » Consumer
Notification Service
Event Channel
Quality Of Quality Of
Service Service
Supplier < P Filter Filter [« Consumer
Log Filter
Log
Persistent Store

Figure3-3. OMG Telecom Log Service

With the OMG Telecom Log Service, logs are implemented as OMG Noatification Service [19] Event Channels.
Notifications supplied to the log are stored as Log Records. Notifications supplied to alog may also be forwarded to
other logs or to other applications. Logs may aso generate their own notifications (as an example, log is full).
Managers may create their own logs and supply a notification filter to filter which notifications are logged. The OMG
Telecom Log Service usesthe OMG Natification Service Extended TCL grammar.

In the OMG Telecom Log Service model, logs may be created and changed by managers without the direct
involvement of agent systems.

In the OMG Telecom Log Service, log records are not sub-classed by their type (such as Alarm Record versus State
Change Record).

Notifications of type Structured Event, Event Batch or Typed Event may be stored in a Notify Log. Notifications of
type Typed Event may be stored in a Typed Notify Log.
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Since the OMG Telecom Log Service is embedded as part of the OMG Notification Service, notifications are issued
before log records are created. Thisimplies that Log Record Ids are not known before notifications are issued. Thus,
the Correlated Record Name, Correlated Record Name Action, Log Record Id and Log Record Id Action parameters
dealing with Log Record |d have been del eted.

Recommendation Q.816 requires that all OMG Telecom Log Service Event Channels be registered with the Channel
Finder interface.

3.3 Different top Managed Object

In Recommendation X.780 [1€], it is defined that all managed objects are sub-classed from the Managed Object
object, instead of the top managed object. Refer to Recommendation X.780 for a description of the Managed Object
object.

3.4 Remove Naming Attributes
In Recommendation X.780 [16], attributes only used for naming are not required with a CORBA managed object
interface.

This model removes the GDM O naming attributes with each managed object.

3.5 Remove Cance Alarm Synchronization Action

The concept of Cancel Alarm Synchronization isno longer required. First, with CORBA, you can’t cancel amethod that is
currently under progress. Secondly, the Alarm Synchronization action has been changed to include an iterator that can be
destroyed (cancelled) once Alarm Synchronization has partially returned. In this document, destroying the Alarm
Synchronization iterator is analogous to the Q / CMISE Cancel Alarm Synchronization action.

This model removes the Cancel Alarm Synchronization action and the No Such Invoke Id Error Parameter and
Canceled Alarm Synchronization Parameter parameters

3.6 No Longer Require Parameter Re-Definition

In Recommendation Q.821 [7], when performing the Alarm Synchronization action, EVENT-INFO parameters used in
alarm event notifications needed to be redefined as ACTION-REPLY parameters. This is because the Alarm
Synchronization action needed to return the parameter information as part of the Additional Information attribute and
only ACTION-REPLY parameters are acceptable in actions. In Q / CMIP, EVENT-INFO parameters can only be used
in event notificationsand ACTION-REPLY parameters can only be used in action responses[10].

In the CORBA Framework [16], parameters are not designated as ACTION-REPLY or EVENT-INFO parameters. This
means that the same parameter that is used to supply information into the Additional Information attribute in an
event notification can be used as part of the Alarm Synchronization method. Parameters do not need to be re-defined.

This document removes the Suspect Object List Action Parameter.

3.7 Suspect Object List Moved To Recommendation X.780

The Suspect Object List parameter is optionally used in alarms to show a probability of which managed objects
possibly caused the alarm. It is defined in Recommendation Q.821 [7], but not used in Recommendation Q.821. The
definition for this parameter has been moved to Recommendation X.780 [16], whereit isoptionally included in alarms.

3.8 ChangesTo Alarm Info

In Recommendation X.780 [16], a humber of changes have been made to the CMIP Alarm Info container. It is
important that Alarm Synchronization uses the same containers as used with OMG Notification Service [19]. The
container used for sets of notifications in the OMG Notification Serviceis Event Batch. Note that Typed Events may
be mapped so that they can be contained in an Event Batch (see section 7.2.5.1.2).
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The types for each of the Alarm Info parameters has changed (as an example, how a Managed Object Instance is
represented is different). However, parameters of the same type have each been changed in a consistent way (as an
example, all parameters using Managed Object | nstances use them in the same way).

The Event Time and Notification Identifier parameters are now mandatory.
The following new parameters have been added to Alarm Info:

1. Alarm Effect On Service— Optional True or False indication whether the alarm has an effect on service.

2. Alarming Resumed — Optional True or False indication if alarming was just resumed, possibly resulting in the
delayed reporting of an alarm. Used as part of Alarm Reporting Control [2].

3. Suspect Object List — Optional list of managed objects (potentially with probability) that may have caused the
adam.

3.9 Action Results Without The Use Of Linked Replies

InQ/CMISE [9], multiple replies to a single management operation may occur with an action operation for a single
managed object instance in which the action is defined to produce multiple results. These multiple replies will be
linked and may contain multiple success and failure replies.

Inthe CORBA framework [16], all actions are returned in a single invocation. If multiple invocations are required for
some reason (such as the results may be too large), an iterator must be used. Each invocation can throw only asingle
exception (of course, any exception may include multiple dataitems).

In this model, Alarm Synchronization could have results that are larger than can be returned by a single CORBA
method, so an iterator managed object is used to allow multiple invocations.

3.10 Use Of Channelsinstead Of EFD Associations

InQ/CMISE [13], Event Forwarding Discriminators (EFDs) contain associations for how to send notifications from
an agent to amanager. In Recommendation Q.816 [6], the OMG Notification Service [19] is used to send notifications
from an agent to a manager. As a result, the Route Current Alarm Summary and Request Current Alarm Summary
Route functions are no longer required.

The Management Operations Schedule, from Recommendation Q.821 [7], contains the Destination Address attribute.
It is used to alow the sending of the Current Alarm Summary Report notification to different associations. In the
CORBA Framework, what Event Channels are used to send notifications are outside the scope of an object. Thus, a
managed object cannot choose to send a message via one Event Channel or another. In this model, the Destination
Address has been removed from the Management Operations Schedul e object.

3.11 Use Of CORBA Naming Conventions
Recommendation X.780 [16] has naming conventions for defining attribute names.

In this model, Recommendation X.780 naming conventions will be used. As an example, the new name for ObjectList
is ObjectListSetType.

3.12 ASN.1 Definitions Not Used |n Recommendation Q.821
Recommendation Q.821 [7] defines a few ASN.1 definitions that are not directly used or referenced in
Recommendation Q.821.

In this model, only the ASN.1 definitions that are either directly used by Recommendation Q.821 or discovered to be

used by other Recommendation standards have been defined. The results are that Notificationld, ProblemData,
StatusChange, CountInterval, CountWindow, VaueDuration, GaugeParameters and Threshold are not defined.

3.13 Changes To AudibleVisual Local Alarm Handling
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Recommendation M.3120 [3] changes the alowAudibleVisualLocaAlarm and inhibitAudibleVisualLocalAlarm
actions into an attribute. The actions are performed by setting the attribute. This allows the value of the attribute to
beretrieved viaa Get operation.

3.14 Heartbeat Service
Recommendation Q.816 [6] defines a new service called “Heartbeat Service” that allows the sending and control over
aperiodic heartbeat notification.

3.15 Complex Constants
As stated in recommendation X.780 [16], CORBA IDL only alows constants to be defined for base types and
enumerated types. If an attribute type is complex, no default can be defined for it.

In this model, the default scope cannot be defined becauseit is of acomplex type.

3.16 CMISE Services Different From CORBA Services

Recommendation Q.821 [7] specifies each of the Fault Management functions and services. Where the functions are
generic and can, in general, be maintained when using CORBA, the Recommendation Q.821 services are Q / CMISE
specific. As an example, the Q / CMISE services specifically mention the Event Forwarding Discriminator managed
object, which is not provided when using CORBA.

This document specifies the services needed with the CORBA Recommendation Q.821 solution (see sectionD.1).
The following functions have been added for the CORBA solution set:

- Request Inhibit/Allow Audible and Visual Local Alarms Indications

The following services have been added for the CORBA solution set:

- Get Event Channel

- Get Heartbeat Period

- Get Inhibit/Allow Audible and Visua Local Alarms
- Heartbeat

- Initiate Event Channel

- LogLookup

- Obtain Event Channels

- Set Event Channel

- Set Heartbeat Period

- SetInhibit/Allow Audible and Visual Local Alarms
- Terminate Event Channel

The following functions have been deleted when moving from the Q / CMISE solution set to the CORBA solution
set:

- Request Current Alarm Summary Route
- Route Current Alarm Summary

The following services have been deleted when moving from the Q / CMISE sol ution set to the CORBA solution set:
- Get Event Forwarding Discriminator

- Inhibit/Allow Audible and Visual Local Alarms
- Set Event Forwarding Discriminator
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4. SCOPE AND PURPOSE

4.1 Scope

This Recommendation is part of a series of Recommendations that specify the CORBA interface requirements for
communication between an Operations System (OS) and a Network Element (NE), between an OS and a Mediation
Device (MD), between an OS and a Q Adapter (QA), and between OSs in a Telecommunication Management
Network (TMN) [1]. The current issue of this Recommendation provides a Stage 2 and Stage 3 Description [5] for
Alarm Surveillance to support the associated TMN management service component described in Recommendation
M.3400 [4].

4.2 Purpose

Current telecommunications networks are populated by a large and increasing number of OSs and network elements
supplied by different vendors. Both the number and variety of networks and services have grown, creating a
diversity of management needs. This growth has resulted in the proliferation of unique communication interfaces
between OSs and network elements. The telecommunications industry stands to benefit from the standardization of
these interfaces, designed to achieve interoperability between a broad range of OSs and network elements / Q
Adapters, using Mediation Devices where appropriate, and between OSs.

The primary purpose of this Recommendation is to provide a set of application messages and associated support
objects for the support of communication across CORBA interfaces. Because of the desirability of providing common
TMN solutions, these messages and support objects are expected to be applicable to other TMN or TMN-related
interfaces.

4.3 Definitions From Other Documents

Agent 1
Alarm [12]
Alarm Event [7]
Alarm Info [16]
Alarm Reporting [12]
Alarm Status [7]
Alarm Surveillance [7]
Alarm Synchronization [7]
Correlated Notifications [12]
Current Alarm [7]
Element Management Layer 1
Fault Management 4]
Inheritance Hierarchy [16]
Management Information Model 1
Manager 1
Naming Tree [16]
Network Management Layer 1
Notification Identifier [12]
Subordinate Objects [16]
Superior Object [16]

System Management Functional Unit  [8]

4.4 Abbreviations
For the purpose of this Recommendation, the following abbreviations are used:

ASN.1 Abstract Syntax Notation One

CMIP Common Management Information Protocol

CMIS Common Management Information Service

CMISE Common Management | nformation Service Element
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Cnf Confirm
CORBA Common Object Request Broker Architecture
EFD Event Forwarding Discriminator
GDMO Guidelines For The Definition Of Managed Objects
IDL Interface Definition Language
Ind Indication
MAPDU  Management Application Protocol Data Unit
MD Mediation Device
MIB Management Information Base
MOO Multiple Object Operation
NE Network Element
OMG Object Management Group
(O] Operations System
QA Q Adapter
QOs Quality Of Service
RDN Relative Distinguished Name
Req Request
Rsp Response
TCL Trader Constraint Language
TMN Telecommunications Management Network

5. CONVENTIONS

The definition of several Alarm Surveillance services in this Recommendation includes a table that lists the
parameters of its primitives. For a given primitive, the presence of each parameter is described by one of the following
values:

M The parameter is mandatory

= The value of the parameter is equal to the value of the parameter in the column to the left

U Use of the parameter is a service-user option

@] Optional. Optionality is subject to definition according to the Service Level Agreement or Contract between
the manager and agent, i.e. aparameter listed as optional may be made mandatory by the Contract

- The parameter is not present in the interaction

C The parameter is conditionally present. The condition(s) are defined by the text that describes the parameter

P Subject to the constraints imposed on the parameter by Recommendation X.780 [16]

Except for OS - OS communications, the term managing system refers to the OS and the term managed system refers
to a network element, Q Adapter or a Mediation Device. Network elements may be exchanges, signalling systems or
other network resources as specified in other Recommendations that reference this Recommendation. For OS - OS
communications, one OS is the managing system while the other is the managed system.

6. ALARM SURVEILLANCE MANAGEMENT INFORMATION

This section describes the semantics of management information related to Alarm Surveillance.

6.1 Managed Object Classes

The Alarm Surveillance Services specified below are applicable to the managed object classes of an information
model specified in any other Recommendation if the proper references to this Recommendation are made in the
relevant managed object classes. In particular, these services are applicable to the managed object classes of the
Generic Network Information Model [3].

6.2 Support Object Classes

The following support object classes (or their subclasses) [3], support the Alarm Surveillance functions specified in
this Recommendation:

an
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The containment relationships between these support object classes are shown in Figure 6-1 using the Entity-
Relationship notation asin[3].

6.2.1 Current Alarm Summary Control

Figure 6-1. Containment Relationship Between Alarm Surveillance Support Objects

Managed
Element or its
subclasses

Conwi} Cont&

Alarm Severity
Assignment
Profile

Management
Operations
Schedule

Current Alarm
Summary
Control

The Current Alarm Summary Control object classis a class of support objects that provide the criteria for generation
of current alarm summary reports. An object isincluded in acurrent alarm summary report if:

The object isincluded in the Object List, (if thelist is non-empty),

The object has an Alarm Status that is present in the Alarm Status List (if the list is non-empty) and

The object has an alarm (or potential alarm) with a Perceived Severity and Probable Cause matching members of

the Perceived Severity List (if non-empty) and Probable Cause List (if hon-empty), respectively.

If the Object List is empty then the criteria in the Current Alarm Summary Control are applied to all objects in the
Managed System. If any of the other criteria are empty then they are not used in selecting objects that will appear in
the current alarm summary report.

A single object may appear in a report multiple times if it has multiple outstanding alarm conditions that match the
Perceived Severity List and Probable Cause List criteria.

This object classis asubclass of the Managed Object object class.

The semantics of associated attributes are as follows:

a)

b)

Alarm Status List

The Alarm Status List attribute type describes criteriafor inclusion in a current alarm summary report. The Alarm
Status List consists of a set of possible Alarm Status values. In order to be included in a current alarm summary

report, an object shall have an Alarm Status that matches one of the statesin the Alarm Status List.

If the Alarm Status List has null value, the Alarm Status of the objectsin the Object List is not used as a criterion
for inclusion in the current alarm summary report.

Object List

The Object List attribute type describes a set of object instances.

Perceived Severity List

11
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The Perceived Severity List attribute type describes criteria for inclusion in a current alarm summary report. It
consists of aset of possible Perceived Severity values. In order to be included in a current alarm summary report,
an object must have an outstanding alarm (or potential alarm) that has a Perceived Severity that matches one of
the elementsin the Perceived Severity List.

If the Perceived Severity List has null value, the Perceived Severity of the objectsin the object list is not used as
acriterion for inclusion in the current alarm summary report.

d) Probable Cause List
The Probable Cause List attribute type describes criteria for inclusion in a current alarm summary report,
consisting of a set of possible Probable Cause values. In order to be included in a current alarm summary report,
an object must have an outstanding alarm (or potential alarm) that has a Probable Cause that matches one of the
elementsin the Probable Cause List.

If the Probable Cause List has a null value, the Probable Cause of the objects in the object list is not used as a
criterion for inclusion in the current alarm summary report.

6.2.2 Management Operations Schedule

The Management Operations Schedule object classis a class of support objects that provide the ability to schedule a
management service to occur periodically. The period is specified by an Interval, with the first occurrence of the
service (coinciding with the start of the first interval) specified as the Begin Time. The end of the time span during
which the service can occur is defined by the End Time.

The object(s) that will supply the service are defined by the Affected Object Class and Affected Object Instances
(e.g., the Current Alarm Summary Control object when providing the Current Alarm Summary Reporting service). The
Administrative State is used to allow/inhibit the operation of the schedule. The Operational State optionally
describes whether the object is capable of performing its functions.

This object classis asubclass of the Managed Object object class.
The semantics of associated attributes are as follows:

a) Administrative State
The semantics of the Administrative State attribute type are described in Recommendation X.731 [11]. It can be
used to suspend and resume the Management Operations Schedule.

b) Affected Object Class
The Affected Object Class attribute type identifies the object class affected by a scheduled management
operation.

c) Affected Object Instances
The Affected Object Instances attribute type identifies the object instances on which a scheduled management
operation will be performed.

d) BeginTime
The Begin Time attribute type indicates the starting time for amanagement function.

e) EndTime
The End Time attribute type indicates the termination time of a management function.

f) Interval
The Interval attribute type indicates the time between occurrences of a given activity described by an instance
of the Management Operations Schedule object class. The interval can be specified in seconds, minutes, hours
or days.

g) Operational State
The semantics of the optional Operational State attribute type are described in Recommendation X.731.

7. ALARM SYNCHRONIZATION

7.1 Overview Of Alarm Synchronization

1D
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This section gives abrief summary of the Alarm Synchronization capabilities.

7.1.1 Introduction

Many Fault Management systems need to maintain a collection of uncleared alarm conditions. This allows systems
providing alarm surveillance to provide their users a description of current network faults. Following communication
outages and other system failures, this collection needs to be synchronized with the agent's complete set of
uncleared alarm conditions. (We are calling this collection of uncleared alarms as"Current Alarms", see section 7.1.2.)
In addition, many manager systems need the full complement of alarm information.

Managers may need to synchronize their alarm databases during the following situations:

1) A communicationsloss of either short or long duration.
2)  Serious problems within the manager (e.g., adisk crash).
3) Anoperator error (e.g., inadvertent deletion of alarms).

4) Theinitial manager to agent connection.

5) Verification of whether alarm conditions are still pending.
6) Modification of an OMG Notification Service filter [19].

7.1.2 Current Alarms
Current Alarms are active alarms that have not yet been cleared. Alarms become current when they are initially
emitted as notifications. Alarms are no longer current when they are cleared by notifications. Alarms may also no
longer be current when their managed object instance has been deleted. The process of clearing alarms is further
discussed in Appendix A.

In this standard, it is the agent's responsibility to maintain the collection of Current Alarms. Current Alarms are not
required to be maintained in managed objects.

7.1.3 Itemized Alarm Synchronization Requirements

This section describes the Alarm Synchronization requirements. The Alarm Synchronization requirements have been
updated so that they do not use Q / CMISE-specific terms. The following requirements can be used for both the Q /
CMISE and CORBA solutions.

The Alarm Synchronization service regquirements are as follows:

1) Put in line the manager with the information contained in the agent about Current Alarms (i.e. alarms not yet
cleared) at the time of the Alarm Synchronization request.

2) Alarm Synchronization and Alarm Reporting will operate independently (in both manager and agent) from the
interface perspective.

3) Alarm Synchronization will work with any number of managers, each with different requirements regarding Alarm
Synchronization and Alarm Reporting.

4) It will be possible for the manager to select the Current Alarms to be received based on the Alarm
Synchronization selection criteria; these criteria must at least be able to support the criteria used in Alarm
Reporting.

5) The manager will be able to request Alarm Synchronization on demand.

6) The Alarm Synchronization process will have a beginning and end that is visible on the interface.

7) 1t will be possible for a manager to invoke multiple Alarm Synchronization requests independent of any request
from itself or other managers.

8) Alarm Synchronization shall be able to coexist with existing management information models.

9) The management information model will support, as an option, the cancellation (by the initiator) of a previous
Alarm Synchronization request.

10) The Alarm Reporting parameters will not be changed when used for Alarm Synchronization.

11) All mandatory alarm parameters will be returned by Alarm Synchronization per matched Current Alarm.

12) The agent will support the reporting of one or more optional alarm parameters, as agreed upon in the Service
Level Agreement. The Service Level Agreement is outside the scope of this standard.

13) A manager not having requested Alarm Synchronization information or not using this service, must not be

1D
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impacted by an Alarm Synchronization launched by another manager.

14) The agent isresponsible for maintaining the Current Alarms.

15) Alarm Synchronization will be invoked on demand. The use of a schedule (as used with Management Operations
Schedule) isnot required.

7.1.4 Other Information

Fault Management systems may also want to synchronize their local version of state management information with
that of an agent [11] (as an example, to determine which managed object instances are currently disabled). While this
is a problem outside the scope of this standard, it can be accomplished by issuing Get request(s) utilizing the
Muultiple-Object Operation Service [6] on the desired state management attributes.

Alarm Synchronization does not apply to the following:

1) Obtain al alarms that were reported while there was a communication loss between the manager and agent
system. This problem is being addressed in Recommendation X.734 Amendment 3 [14]. It defines Disseminating
Log and Disseminating Queue managed objects to prevent loss of notifications during short communication
| osses.

In contrast to this, Alarm Synchronization must also function following an extended communications | oss.

Alarm Synchronization does not return all alarms (including both the original event and the clearing event), only
those alarms that have not yet been cleared. It returns the current state, not history.

2) Anaudit capability to obtain all information in the MIB specific to alarm states of the managed object instances
and Current Alarms. This is a specialized form of a generic database synchronization. This problem is being
addressed in Recommendation X.792 [17]. Thisfunction will only retrieve datathat is actually stored in the MIB.

In contrast to this, Alarm Synchronization does not assume that Current Alarms are stored in the MIB (also see
section 8.3).

7.2 Alarm Synchronization Information Model

7.2.1 Alarm Synchronization Model Overview

The Alarm Synchronization management information model is defined to overcome limitations to Current Alarm
Summary Control managed object class definition criteria and reported information. Alarm Synchronization will
include more alarm information than is currently contained in the Current Alarm Summary Control managed object
class. This management information model uses the results iterator mechanism available with methods to identify the
start and end of the reports, as shown in Figure 7-1.

11
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Action request for Alarm
Synchronization

\ EnhancedCurrentAlarm

SummaryControl object

Closing response to
complete the request
Iterator repliesto Alarm

Synchronization request

Figure 7-1. Overview of Alarm Synchronization
Alarm Synchronization action requests may be cancelled by destroying the results iterator.

7.2.2 Alarm Synchronization Managed Object Class
The following managed object classis required to meet the functional requirements specified in section7.1.3.

7.2.2.1 EnhancedCurrentAlarmSummaryControl

The Enhanced Current Alarm Summary Control managed object class provides the functionality to perform Alarm
Synchronization. Its capabilities and behavior are described throughout section 7. The definition for the
EnhancedCurrentAlarmSummaryControl managed object classis shown in section 10.

7.2.3 Alarm Synchronization Inheritance Hierarchy
Figure 7-2 contains the inheritance hierarchy.

ManagedObject

Superclass Rec.

X.780

EnhancedCurrentAlarm
Subclass SummaryControl

Rec.
Q.821

Figure 7-2. Alarm Synchronization I nheritance Hierar chy
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7.2.4 Name Binding Strategies

7.2.4.1 Naming Tree Hierarchy
Figure 7-3 contains the Alarm Synchronization naming tree.

As we shall seein section 7.25.1, Enhanced Current Alarm Summary Control managed object instances can only
retrieve alarms from managed object instances in the naming hierarchy of itsimmediate superior object. Any managed
object instance which is not in the naming hierarchy of an Enhanced Current Alarm Summary Control's immediate
superior object will not have its darms visible via Alarm Synchronization. (Using Recommendation M.3120 [3] for an
example, if a particular management information model uses Network managed objects as an immediate superior
object to Managed Element managed objects and Managed Element managed objects as an immediate superior object
to Enhanced Current Alarm Summary Control managed objects, then alarms from Network managed object instances
would not be visible via Alarm Synchronization via those particular Enhanced Current Alarm Summary Control
managed objects.)

Enhanced Current Alarm Summary Control managed object instances may be at different levels of the naming
hierarchy and may have different types of immediate superior objects. Other name bindings may be defined, as
require.

Network ManagedElement ManggedElement
i omplex
Superior
Object Rec. Rec. Rec.
M.3210 M.3210 M.3210

Subordinate
Object

EnhancedCurrent
AlarmSummaryControl

EnhancedCurrent
AlarmSummaryControl

EnhancedCurrent
AlarmSummaryControl

Rec.
Q.821

Rec.
Q.821

Rec.
Q.821

Figure 7-3. Alarm Synchronization Naming Tree Hierarchy

7.2.4.2 Object Creation and Deletion Strategy

It is the agent's responsibility to create and delete Enhanced Current Alarm Summary Control managed object
instances. These instances should only be created when the agent is providing the Alarm Synchronization service.
Typicaly, Enhanced Current Alarm Summary Control managed object instances are created upon creation of a
superior managed object instance. (As an example, if the EnhancedCurrentAlarmSummaryControl_ManagedElement
name binding is used, automatic creation would occur upon creation of a Managed Element managed object
instance.)

The agent would use the EnhancedCurrentAlarmSummaryControlFactory to create an Enhanced Current Alarm
Summary Control managed object instance.

There will typically be at most one Enhanced Current Alarm Summary Control managed object instance per immediate
superior managed object instance. (As an example, if it is named relative to Managed Element and there are multiple
Managed Element managed object instances, there will typically be one Enhanced Current Alarm Summary Control
managed object per Managed Element instance.) The Enhanced Current Alarm Summary Control objects may occur at

an



B00-12-08
T1M1.5/2000-217R3

different levels of the naming tree and have different types of superior objects.

7.2.4.3 EnhancedCurrentAlarmSummaryControl_ManagedElement
The name binding of Enhanced Current Alarm Summary Control to Managed Element is defined in section 10.9.

7.2.4.4 EnhancedCurrentAlarmSummaryControl_ManagedElementComplex
The name binding of Enhanced Current Alarm Summary Control to Managed Element Complex is defined in section
109.

7.2.4.5 EnhancedCurrentAlarmSummaryControl_Network
The name binding of Enhanced Current Alarm Summary Control to Network is defined in section 10.9.

7.2.5 Method
The Alarm Synchronization service supports the Alarm Synchronization method.

7.2.5.1 alarmSynchronization

The Alarm Synchronization method results in a download of the Current Alarm information maintained in the agent.
The initiator of the request can also set selection criteria to reduce the amount of Current Alarm data returned. To
reduce the amount of data returned in a single request, Alarm Synchronization utilizes an iterator (see section
7.25.1.3). The definition for the alarmSynchronization action is shown in section 10.

Only Current Alarmsissued from the Enhanced Current Alarm Summary Control managed object instance'simmediate
superior or from subordinate objects of the immediate superior may be returned. As an example, if the
EnhancedCurrentAlarmSummaryControl_ManagedElement name binding is used, then the Enhanced Current Alarm
Summary Control managed object instance has a Managed Element managed object instance as its immediate
superior. Only Current Alarms issued from this Managed Element managed object instance or from subordinate
objectsto this Managed Element managed object instance may be returned.

7.2.5.1.1 Alarm Synchronization Selection Criteria
The Alarm Synchronization method allows the following methods for providing the selection criteriato select which
Current Alarmswill be returned:

1) All Objects Relative To Superior — All Current Alarmsissued from the Enhanced Current Alarm Summary Control
managed object instance's immediate superior and its subordinate objects will be selected and returned. If no
selection criteriais provided (i.e., dlarmSynchronizationinfo is Null) then All Objects Relative To Superior isto be
used.

2) Filter and scoping — This selection uses a scoping and filtering mechanism similar to that used by Alarm
Reporting, as defined in Recommendation Q.816 [6].

The Base Managed Object is used as the base managed object instance for scoping. It must either consist of the
Enhanced Current Alarm Summary Control managed object instance's immediate superior or a subordinate
managed object instance to the Enhanced Current Alarm Summary Control managed object instance's immediate
superior.

Aswith Recommendation Q.816, the integer-value Scope may be set to:

1) Base managed object only — Scope value of baseObjectOnly. Only the base managed object isincluded.

2) Whole sub-tree — Scope value of wholeSubtree. The base managed object and all managed objects
contained by the base managed object are included.

3) Individua levels — Scope value of individualLevel along with an integer level value. Only those managed
objects contained at alevel equal to theinteger value are included.

4) Base to nth level - Scope value of baseTolLevel along with an integer level value. Only those managed
objects contained at alevel lessthan or equal to the value of the integer value are included.

Asan example:

1) Scope = baseObjectOnly — Base managed object only.
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2) Scope = wholeSubtree — Base managed object and all managed objects directly subordinate to the base
manage object.

3) Scope=individualLevel and level = 0 — Base managed object only.

4) Scope = individualLevel and level = 1 — All managed objects directly subordinate to the base managed
object.

5) Scope=baseTolLevel and level = 0 — Base managed object only.

6) Scope = baseTolLevel and level = 1 — All managed objects directly subordinate to the base managed object
and including the base managed object.

Only Current Alarms issued from the sel ected managed object instances (viathe Scope) will be furthered filtered.

The Criteriafilter can be used to further restrict the Current Alarm selection criteria. One use of thisfilter isto set
its value based on the Event Channel [19] used by this manager. This would then result in the same selection
criteriaas used in alarm reporting.

The Language parameter defines the grammar used by the Criteria filter. Only the grammar defined in
Recommendation Q.816 is supported (i.e., “MOO 1.0"). Since the Recommendation Q.816 grammar is a superset
of the OMG Notification Service [19] Extended TCL grammar, Event Channel Extended TCL filters may be used.

The following attributes may be specified in the filter asthey apply toward Current Alarms:

1) Managed Object Class.

2) Managed Object Instance.

3) Event Type.

4) Individual notification attributes (Additional Information, Additional Text, Alarm Effect On Service,
Alarming Resumed, Backed-Up Status, Back-Up Object, Correlated Notifications, Monitored Attributes,
Notification Identifier, Perceived Severity, Probable Cause, Proposed Repair Actions, Specific Problems,
State Change Definition, Suspect Object List, Threshold Information and Trend Indication).

Only Current Alarms issued from the selected managed object instances (via the Scope) and matching the
supplied filter (viathe Criteria) of avalid language (viathe Language) will be returned.

Simple object list — All Current Alarms issued from managed object instances in this list will be selected and
returned. Each supplied managed object instance must either contain the Enhanced Current Alarm Summary
Control managed object instance's immediate superior or a subordinate managed object instance to the
Enhanced Current Alarm Summary Control managed object instance'simmediate superior.

Current Alarms will be selected by the methods above and returned when they have matched the supplied selection
criteria. It may occur that no Current Alarmswill match the supplied selection criteria.

Appendix C shows different examples of setting the selection criteria.

7.2.5.1.2 Structured Event, Event Batch And Typed Event Mapping

Recommendation X.780 [16] allows an alarm to be distributed either via a Structured Event, an Event Batch or a
Typed Event. Each of these methods for distributing alarms are defined in the OMG Notification Service [19] and/or
the OMG Event Service [18]. In this recommendation, all current alarms are mapped to Structured Events before they
are sent via Alarm Synchronization. This section describes how to perform this mapping for an alarm distributed via
Structured Event, Event Batch and Typed Event.

From Recommendation X.780, each alarm can be mapped to a Structured Event structure as shown in Figure 7-4.

10
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Figure 7-4. Mapping Notifications To Structured Events

An Event Batch is a sequence of Structure Events (in this context, a sequence of alarms). Alarms are mapped to
Event Batchesin the same way alarms are mapped to Structured Events.

The type of a typed event is dictated by mutual agreement between the agent and the manager. Alarms that are
distributed via typed events are the results of executing the communicationsAlarm, environmentalAlarm,
equipmentAlarm, processingErrorAlarm and qualityOf Service methods in an instantiated object of type Notifications
(from Recommendation X.780) (also see the TypedPushConsumer method in OMG Event Services).

OMG Notification Service defines procedures for converting Typed Events into Structured Events that are outlined
inFigure 7-5.
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Figure 7-5. Mapping Typed Events To Structured Events

The OMG Notification Service algorithm for converting Typed Events to Structured Eventsis asfollows:

1)
2)
3
4)
5

6)

The domain_type data member is set to the empty string.

Thetype_name data member is set to the “%TY PED” string.

The event_name data member is set to the empty string.

The name element of the first filterable body field name-value pair is set to the “ operation” string.

The value element of the first filterable body field name-value pair is set to a string containing the fully scoped
operation name. In this case, one of the following strings:

a) “itu_X780::Noatifications::communicationsAlarm”

b) *“itu_X780::Natifications::environmental Alarm”

C) “itu_X780::Notifications::equipmentAlarm”

d) “itu_X780::Notifications::processingErrorAlarm”

e) “itu_X780::Natifications::qualityOf ServiceAlarm”

The remaining name elements of the filterable body field name-value pairs are set to indicate the name of each
parameter (as an example, “eventTime”, “source”, “sourceClass’, etc.). The n" name element contains the name
of then™-1 parameter.

The remaining value elements of the filterable body field name-value pairs are set to indicate the value that was
passed for each parameter (as an example, value of eventTime, value of source, value of sourceClass, etc.). The
n" value element contains the value of the n"-1 parameter.

Alarm synchronization requires all current alarms to be sent via the Structured Event format. Alarm synchronization
applications must either convert Typed Eventsto Structured Events themselves (using the above algorithm) or have
OMG Notification Service do it for them (applications could create an OMG Notification Service Event Channel
consumer that receives all (already converted) alarms sent to the Event Channel).

7.2.5.1.3 Alarm Synchronization Iterator

The Alarm Synchronization reply will return a sequence of Current Alarms (if any) that matches the supplied
selection criteria. More than one Current Alarm may be returned per Enhanced Current Alarm Summary Control
managed object instance.
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The How Many input parameter indicates how many Current Alarms should be included in the first batch of
responses. Zero is allowed, forcing all results to be returned through the iterator. The Results lterator output
parameter isareferenceto an iterator object that may be used to retrieve additional resultsin batches. If all the results
were returned by the Alarm Synchronization operation, the reference will be null.

It is the agent's responsibility to retrieve its Current Alarms at one moment in time (i.e., a snap shot). Since events
may occur at any time, the collection of Current Alarms may be changing at any time.

The individual parameters have the same semantics as described in Recommendation X.780 [16]. The following
parameters may be returned in each sequence of the action reply:

1) Domain Name (“telecommunications’ if Structured Event or Event Batch, “” if Typed Event)
2) Type Name (fully scoped operation nameif Structured Event or Event Batch, “%TY PED” if Typed Event )
3) Event Name (may be used depending on Service Level Agreement)
4) Operation (Typed Eventsonly)

5) Event Time

6) Alarm Managed Object Class (from the alarm)

7) Alarm Managed Object Instance (from the alarm)

8) Notification Identifier

9) Correlated Notifications (optional)

10) Additiona Text (optional)

11) Additional Information (optional)

12) Probable Cause

13) Specific Problems (optional)

14) Perceived Severity

15) Backed-Up Status (optional)

16) Back-Up Object (optional)

17) Trend Indication (optional)

18) Threshold Information (optional)

19) State Change Definition (optional)

20) Monitored Attributes (optional)

21) Proposed Repair Actions (optional)

22) Alarm Effect On Service (optional)

23) Alarming Resumed (optional)

24) Suspect Object List (optional)

As defined in Recommendation X.780 and Recommendation Q.816 [6], the Event Type will be one of the following:

1) “itu_X780::Notifications::communicationsAlarm”
2) “itu_X780::Natifications::environmental Alarm”

3) “itu_X780::Natifications::equipmentAlarm”

4) “itu_X780::Notifications::processingErrorAlarm”

5) “itu_X780::Notifications::qualityOf ServiceAlarm”

This standard recognizes that different agent systems will maintain different amounts of data on Current Alarm
conditions. In addition, different agent systems may not maintain al of the information available in the original alarm.
Therefore, this standard allows agents to optionally return less data than returned in the original alarm. As an
example, if the Proposed Repair Actions parameter was not maintained by the agent for Current Alarms, then it would
not be returned for Alarm Synchronization, even if it were supplied in the original alarm.

Each alarm parameter that is returned must exactly match the original alarm parameter as sent to the OMG Notification
Service.

Following the initial invocation, methods in the Alarm Synchronization Data Iterator are used to complete the
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accessing of the results. The Get Next method is used to access the next How Many Current Alarms. The How Many
parameter must be non-zero. This method returns between 1 and How Many Current Alarms. If al of the results are
returned by this invocation, FALSE is returned. The client may execute the destroy method before all of the results
are retrieved (essentially canceling the Alarm Synchronization request). If TRUE is returned, then the client is either
expected to make another invocation of the Get Next method or destroy the iterator. The agent will automatically
destroy theiterator if all of the results are returned (i.e., FALSE is returned).

7.2.5.1.4 Alarm Synchronization Exceptions

An exception of Invalid Object Instance Error Parameter type indicates that at least one supplied Object Instance in
the Object List parameter was not valid. This may typically occur if asupplied Object Instanceisinvalid oritisnotin
the Enhanced Current Alarm Summary Control managed object instance immediate superior's naming tree. The Invalid
Object Instance Error Parameter will return each invalid Object Instance in the Object List. The definition for the
I nvalidObjectlnstanceErrorParameter exception is shown in section 10.4. Thiswill end this request.

An exception of Selection Criteria Not Supported types indicated that the agent only supports the default selection
criteria of All Objects Relative To Superior and some other selection criteria was chosen. This is determined by
Service Level Agreement. The definition for the SelectionCriteriaNotSupported exception is shown in section 10.4.
Thiswill end this request.

An exception of Invalid Filter type (see Recommendation Q.816 [6]) indicates the syntax of the filter isincorrect. This
will end this request.

An exception of Invalid Parameter (see Recommendation Q.816 [6]) indicates that an invalid parameter was supplied.
Thiswill end this request.

An exception of Application Error type (see Recommendation X.780 [16]) indicates that some type of application error
has occurred. Thiswill end thisrequest.

An exception of Filter Complexity Limit type (see Recommendation X.780 [16]) indicates that the supplied filter is too
complex to process. Thiswill end this request.

7.2.5.1.5 Alarm Synchronization Parameters

Parameters for the Alarm Synchronization method in the Enhanced Current Alarm Summary Control object are as
shown in Table 7-1 (see Recommendation X.780 [16] for a more complete description of each parameter and
Recommendation Q.816 [6] for a description of the OMG Notification Service structured events):

Parameter Name Reg/Ind | Rsp/Cnf Notes
Alarm Synchronization Info M - One choice must be supplied
All Objects Relative To Superior C -
Scoped Criteria C -
Base Managed Object C -
Scope C -
Criteria C -
Language C -
Simple Object List C -
How Many M Zero valueresultsin empty Alarm
Synchronization Data Sequence Type
Results Iterator - M May be NULL if no Current Alarms
Alarm Synchronization Data Sequence - C Of type EventBatch, which is a sequence of
Type StructuredEventsfrom [19]
Event Header - C
Fixed Event Header - C
Event Type - C
Domain Name - C
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Parameter Name Reg/Ind | Rsp/Cnf Notes
Type Name -
Event Name -
OptionalHeaderFields - Only if supplied by application

Filterable Event Body

Threshold Information

C
C
C
C
Property Name - C “operation”, only if Typed Event
Property Value - C Only if Typed Event
Event Time - C Only if Typed Event
Property Name - C “eventTime”
Property Value - C
Event Time - C Mandatory, if reply issued
Property Name - C “source’
Property Value - C
Alarm Managed Object Instance | - C Mandatory, if reply issued
Property Name - C “sourceClass’
Property Value - C
Alarm Managed Object Class - C Mandatory, if reply issued
Property Name - C “notificationl dentifier”
Property Value - C
Notification Identifier - C
Property Name - C “correlatedNotifications’
Property Value - C
Correlated Notifications - C
Property Name - C “additional Text”
Property Value - C
Additional Text - C
Property Name - C “additionallnfo”
Property Value - C
Additional Information - C
Property Name - C “probableCause’
Property Value - C
Probable Cause - C Mandatory, if reply issued
Property Name - C “ gpecificProblems”
Property Value - C
Specific Problems - C
Property Name - C “ perceivedSeverity”
Property Value - C
Perceived Severity - C Mandatory, if reply issued
Property Name - C “backedUpStatus’
Property Value - C
Backed-Up Status - C
Property Name - C “backUpObj ect”
Property Value - C
Back-Up Object - C
Property Name - C “trendl ndication”
Property Value - C
Trend Indication - C
Property Name - C “thresholdinfo”
Property Value - C
C
C

Property Name

“ stateChangeDefinition”
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Parameter Name

Rsp/Cnf

Notes

Property Value

State Change Definition

Property Name

“monitoredAttributes”

Property Value

Monitored Attributes

Property Name

“proposedRepairActions’

Property Value

Proposed Repair Actions

Property Name

“darmEffectOnService’

Property Value

Alarm Effect On Service

Property Name

“ alarmingResumed”

Property Value

Alarming Resumed

Property Name

“suspectObjectList’

Property Value

Suspect Object List

Exceptions

TIOOOOIOIOO[O[OOIO0I0[O[O[OIO]|0

Table7-1. Alarm Synchronization Method Parameters

7.2.5.1.6 Get Next Parameters

Parameters for the Get Next method in the Alarm Synchronization Data Iterator object are as shown in Table 7-2 (see

Recommendation X.780 [16] for amore complete description of each parameter):

Alarm Managed Object Class

Mandatory, if reply issued

Parameter Name Reg/Ind | Rsp/Cnf Notes
How Many M Must be non-zero
Alarm Synchronization Data Sequence - C Of type EventBatch, which is a sequence of
Type StructuredEventsfrom [19]
Event Header - C
Fixed Event Header - C
Event Type - C
Domain Name - C
Type Name - C
Event Name - C
OptionaHeaderFields - C Only if supplied by application
Filterable Event Body - C
Property Name - C “operation”, only if Typed Event
Property Value - C Only if Typed Event
Event Time - C Only if Typed Event
Property Name - C “eventTime”
Property Value - C
Event Time - C Mandatory, if reply issued
Property Name - C “source’
Property Value - C
Alarm Managed Object Instance | - C Mandatory, if reply issued
Property Name - C “sourceClass’
Property Value - C
C
C

Property Name

“notificationldentifier




Parameter Name

Rsp/Cnf

Notes

Property Value

Notification Identifier

Property Name

“correlatedNotifications’

Property Value

Correlated Notifications

Property Name

“additional Text”

Property Value

Additional Text

Property Name

“additionalInfo”

Property Value

Additional Information

Property Name

“probableCause’

Property Value

Probable Cause

Mandatory, if reply issued

Property Name

“ specificProblems”

Property Value

Specific Problems

Property Name

“perceivedSeverity”

Property Value

Perceived Severity

Mandatory, if reply issued

Property Name

“backedUpStatus’

Property Value

Backed-Up Status

Property Name

“backUpObject”

Property Value

Back-Up Object

Property Name

“trendl ndication”

Property Value

Trend Indication

Property Name

“thresholdInfo”

Property Value

Threshold Information

Property Name

“ stateChangeDefinition”

Property Value

State Change Definition

Property Name

“monitoredAttributes”

Property Value

Monitored Attributes

Property Name

“ proposedRepairActions’

Property Value

Proposed Repair Actions

Property Name

“darmEffectOnService’

Property Value

Alarm Effect On Service

Property Name

“ alarmingResumed”

Property Value

Alarming Resumed

Property Name

“suspectObjectList’

Property Value

Suspect Object List

OO0 I0[O[OOI0I0[O[O[OIOI0I0[O[O[OIO|IOIO[O[O[O|IO0I0O[O[O[IOIOIO[O[O(OIOI0IO[O[O[OIOI0|O[O[OIO|I0|0]|0
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Parameter Name Reg/Ind | Rsp/Cnf Notes
Exceptions P

Table7-2. Get Next Method Parameters

7.2.5.1.7 Destroy Parameters
The Destroy method in the Alarm Synchronization Data Iterator object has no parameters.

7.2.6 Notifications
The following sections describe the Alarm Synchronization event notifications. For additional information, see
section 10.

7.2.6.1 Object Creation/Object Deletion

The Object Creation and Object Deletion event notifications, defined in Recommendation X.780 [16], are generated on
the creation and deletion of each Enhanced Current Alarm Summary Control managed object instance. The Object
Creation and Deletion Strategy is described in section7.2.4.2.

7.3 Alarm Synchronization Functional Units
Thefollowing functional unit is defined for the management of the Alarm Synchronization function:

1) Alarm Synchronization functional unit - Thisfunctional unit supportsthe Alarm Synchronization service.

8. ALARM SYNCHRONIZATION RELATIONSHIPWITH OTHER DOCUMENTS

This specification uses the service defined in Recommendations X.780 [16] and Q.816 [6] for the notification of state
changes, the creation and deletion of managed objects, the retrieval of attributes, and the notification of object
creation, object deletion, and attribute value changes. Control of the reporting and logging services defined in this
specification is provided by mechanisms specified in OMG Notification Service [19] and OMG Telecom Log Service
[20].

8.1 Rdationship With Recommendation M.3120

Recommendation M.3120 [3] defines the Current Problem List attribute. It also defines a number of managed object
classes that include or optionally include the Current Problem List attribute. The Current Problem List attribute
contains a set of Probable Cause and Alarm Status values. This attribute may not be included in all managed object
instances that can emit alarms. It also does not include sufficient datafor Alarm Synchronization.

8.2 Reationship With Recommendation X.733

Recommendation X.733 [12] defines the Alarm Reporting service. This includes the definition of what constitutes an
aarm and how it is transmitted from the agent to the manager. This recommendation has been updated by
Recommendation X.780 [16] for the CORBA Framework.

Alarm Synchronization totally depends on the Alarm Reporting service. It uses the alarm parameter definitions
provided in Recommendation X.780. In particular, Alarm Synchronization uses the Alarm Reporting definition for
alarm clearing (also see Appendix A).

The Alarm Reporting and Alarm Synchronization services may occur simultaneously. Alarms may arrive while an
Alarm Synchronization action request is progressing. Issues due to the intermixing of Alarm Reporting and Alarm
Synchronization data are discussed in Appendix B.

8.3 Rdationship With OMG Telecom Log Service

OMG Telecom Log Service [20] defines the mechanisms for maintaining notification logs, potentially including logs
of alarmsin alarm records. Alarm Synchronization did not choose to use Log Records as the basis of its support for
the following reasons:

1) Logsmay bedisabled or have scheduled unavailability.
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2) Logsmay becomefull and either wrap or halt.

3) Logs may be managed by managers. Log Records may be deleted from a log by a manager while they are still
current. It isthe responsibility of the agent to manage its collection of Current Alarms.

4) Logsmay filter the Log Records.

5) Logs contain historical information. If Log Records are used, analysis is required to determine which alarms are
still current and which have been cleared.

8.4 Rdationship With OMG Notification Service

OMG Natification Service [19] defines the Structured Event and Event Batch structure as used for notifications.
Recommendation Q.816 [6] further defines how each Structured Event field is filled for notifications. The Alarm
Synchronization method uses a sequence of Structured Events (i.e., Event Batch) to return alarm information. OMG
Notification Service defines how a Typed Event may be mapped to a Structured Event.

9. CONFORMANCE

There are two conformance classes. general conformance class and dependent conformance class. A system claiming
to implement the elements of procedure for the services referenced by this specification shall comply with the
requirements for either the general or the dependent conformance class as defined in the following clauses. The
supplier of the implementation shall state the class to which the conformanceis claimed.

9.1 General Conformance Class Requirement
A system claiming general conformance shall support this Stage 2 and Stage 3 Description for all managed object
classes that import the management information defined in this specification.

NOTE- Thisisapplicable to all subclasses of the support object classes defined in this specification.

9.1.1 Static Conformance
The system shall:

a) support the role of manager or agent or both, with respect to the kernel and one or more of the functional units
defined in section 5.3

b) support the required conformance items in Recommendation X.780 [16]

c) support the required conformance itemsin Recommendation Q.816 [6]

d) when acting in the agent role, support one or more instances of the following managed object classes if such
object classes are required by the supported functional units:

- support the Alarm Severity Assignment Profile object

- support the Current Alarm Summary Control object

- support the Management Operations Schedul e object

- support the Enhanced Alarm Summary Control object

- support the creation of at least one managed object of the Enhanced Current Alarm Summary Control
managed object class

9.1.2 Dynamic Conformance
The system shall, in the role(s) for which conformanceis claimed

a) support the elements of procedure defined in

Recommendation X.780 [16] for the get, create, delete, set, Object creation reporting, Object deletion reporting
and Attribute value change reporting services.

Recommendation Q.816 [6] for the naming, notification, Telecom Log, Factory finder, Channel finder, terminator,
Multiple-Object Operation services.

9.2 Dependent Conformance Class Requirement
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9.2.1 Static Conformance
The system shall:

a) supply a system conformance statement which identifies the standardized use of this Stage 2 and Stage 3
Description

b) support one or more instances of the relevant managed object classes required by supported functional units
when acting in the agent role.

9.2.2 Dynamic Conformance
The system shall support the elements of procedure referenced by this specification as required by a standardized
use of this Stage 2 and Stage 3 Description.

9.2.3 Conformance To Support Managed Object Definition

The Current Alarm Summary Control and Management Operations Schedule object classes supported by the open
system shall comply with the behavior specified in section 6 and the syntax specified in section 10 of this
specification.

The Channel Finder object class supported by the open system shall comply with the behavior and the syntax
specified in Recommendation Q.816 [6].

The Channel Finder, Consumer Admin, Event Channel, Event Channel Factory, Filter, Filter Factory, Mapping Filter,
Sequence Proxy Pull Consumer, Sequence Proxy Pull Supplier, Sequence Proxy Push Consumer, Sequence Proxy
Push Supplier, Sequence Pull Consumer, Sequence Pull Supplier, Sequence Push Consumer, Sequence Push Supplier,
Structured Proxy Pull Consumer, Structured Proxy Pull Supplier, Structured Proxy Push Consumer, Structured Proxy
Push Supplier, Structured Pull Consumer, Structured Pull Supplier, Structured Push Consumer, Structured Push
Supplier, Supplier Admin, Typed Proxy Push Consumer, Typed Proxy Push Supplier and Typed Push Consumer
object classes supported by the open system shall comply with the behavior and the syntax specified in OMG
Notification Service [19].

The Iterator, Notify Log, Notify Log Factory, Typed Notify Log and Typed Notify Log Factory object classes
supported by the open system shall comply with the behavior and the syntax specified in OMG Telecom Log Service
[20].

The Managed Element, Managed Element Complex, Network and the Alarm Severity Assignment Profile managed
object class or their subclasses supported by the open system shall comply with the behavior and the syntax
specified in Recommendation M.3120 [3] or the defining specification.

The Enhanced Current Alarm Summary Control managed object classes supported by the open system shall comply
with the behaviour specified in section 7 and the syntax specified in section 10 of this specification.

10. RECOMMENDATION Q.821I1DL LISTING

#ifndef _itut 821 idl_
#define _itut_q821 idl_

#pragma prefix "itu.int”

#include <itut_x780.idl>
#include <itut_m3120.idl>
#include <itut_g816.idI>
#include <CosNatification.idl>

/**

ThisIDL codeisintended to be stored in afile named “itut_g821.idl” located in the search path used by the IDL compiler
on your system
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*/

/**

Thismodule, itut_g81, containsthe IDL interface definition for Recommendation Q.821 (Draft date February 2000). The IDL
definitionsin thisfile are the object interfaces.

*/

moduleitut_q821

{

/* *

10.1 Imports

*/
/* *
Typesimported from Recommendation X.780
*/

typedef itut_x780::AdministrativeStateType AdministrativeStateType;

/**

Update this reference when BitStrings are actually supported in X.780

typedef itut_x780::BitStringType BitStringType;

*/

typedef itut_x780::DeletePolicy Type DeletePolicy Type;

typedef itut_x780::External TimeType External TimeType;

typedef itut_x780::GeneralizedTimeType GeneraizedTimeType;
typedef itut_x780::NameType NameType;

typedef itut_x780::NameBindingType NameBindingType;
typedef itut_x780::0ObjectClassType ObjectClassType;

typedef itut_x780::Operational StateType Operational StateType;
typedef itut_x780::PerceivedSeverity Type PerceivedSeverity Type;
typedef itut_x780::ProbableCauseType ProbableCauseType;
typedef itut_x780::StartTimeType StartTimeType;

typedef itut_x780::StopTimeType StopTimeType;

typedef itut_x780::StringSetType StringSetType;

/* *
Interfacesimported from Recommendation X.780
*/

typedef itut_x780::ManagedObject ManagedObject;
typedef itut_x780::ManagedObjectFactory ManagedObjectFactory;

/* *
Typesimported from Recommendation Q.816
*

/

typedef itut_g816::FilterType FilterType;

typedef itut_qg816::LanguageType LanguageType;
typedef itut_qg816::ScopeType ScopeType;

/ **

Typesimported from Recommendation M.3120
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*/
typedef itut_m3120::AlarmStatusType AlarmStatusType;

/**

Typesimported from OMG Notification Service
*/

typedef CosNotification::EventBatch EventBatch;

/**

10.2 Forward Declarations
*/

/**

Interface forward declarations
*/

interface AlarmSynchronizationDatal terator;

interface CurrentAlarmSummaryControl;

interface CurrentAlarmSummaryControl Factory ;

interface EnhancedCurrentAlarmSummaryControl;
interface EnhancedCurrentAlarmSummaryControl Factory;
interface M anagementOperationsSchedul €

interface M anagementOperationsSchedul eFactory;

/**

valuetype forward declarations
*/

valuetype CurrentAlarmSummaryControl VaueType;
valuetype EnhancedCurrentAlarmSummaryControl ValueType;
valuetype ManagementOperationsScheduleValueType;

/**

10.3 Structures And Typedefs
x|

/**

Delete thisitem when BitStrings are supported in X.780
*/

typedef sequence<octet> BitStringType;

/* *
AlarmStatusList ::= SET OF AlarmStatus
*/
typedef sequence <AlarmStatusType> AlarmStatusSetType;

/* *

ObjectList ::= SET OF ObjectListChoice

ObjectListChoice ::= CHOICE { singleObject [1] Objectlinstance,
rangeOfObjects [2] RangeOfObjects }



RangeOfObjects ::= SEQUENCE {
superiorObjectName ObjectInstance,
termina RDNRange Termina RDNRange }

Termina RDNRange ::= SEQUENCE {
attributeld OBJECT IDENTIFIER,
firstObjectinRange INTEGER,
lastObjectinRange INTEGER }

The new name for ObjectList is ObjectListSetType

*/
struct Terminal RDNRangeType
{
string attributel d;
long firstObjectInRange;
long lastObjectinRange;
h
struct RangeOfObjectsType
{
ManagedObject superiorObjectName;
Terminal RDNRangeType terminal RDNRange;
h
enum ObjectListChoice
{
singleObject,
rangeOfObjects
h
/* *
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The rangeOfObjects may be used to specify agroup of objects which are named in a contiguous manner
without having to specify each instance explicitly. This mechanism may only be used to specify object
instances which use integer asthe final RDN of their DN. To use this mechanism, the DN of the superior
object and arange of integers are specified. Each integer in the range can be concatenated with the DN of

the superior object to form the DN of an indicated object.
*/

union ObjectListType switch (ObjectListChoice)
{

case singleObject:
ManagedObject singleObject;
case rangeOfObjects:
RangeOfObjectsType rangeOfObjects;

h
typedef sequence <ObjectListType> ObjectListSetType;

/**

PerceivedSeverityList ::= SET OF PerceivedSeverity

The new name for PerceivedSeverityList is PerceivedSeveritySetType

*/

typedef sequence <PerceivedSeverity Type> PerceivedSeverity SetType;
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/**

ProbableCauseList ::= SET OF ProbableCause

The new name for ProbableCauseList is ProbableCauseSet Type
*/
typedef sequence <ProbableCauseType> ProbableCauseSetType;

/**
SummaryContents ::= BIT STRING { includePerceivedSeverity(0),

includeAlarmStatus(1),
includeProbableCause(2) }

The new name for SummaryContents is SummaryContentsSetType
*/
enum SummaryContentsType

{
includePerceivedSeverity,
includeAlarmStatus,
includeProbableCause

b

/* *
The set must be non-empty and can’t include an item more than once
*/

typedef sequence <SummaryContentsType> SummaryContentsSetType;

/* *

AlarmSummaryData ::= SEQUENCE OF ObjectAlarmSummary

ObjectAlarmSummary ::= SEQUENCE{ objectOf Reference ObjectOf Reference,
summarylnfo SEQUENCE OF AlarmSummarylnfo }

ObjectOfReference ::= ObjectInstance

AlarmSummarylinfo ::= SEQUENCE { perceivedSeverity [0] PerceivedSeverity OPTIONAL,
darmStatus [1] AlarmStatus OPTIONAL,
probableCause [2] ProbableCause OPTIONAL }

The new name for AlarmSummaryDatais AlarmSummaryDataSeqType
*/

union PerceivedSeverity TypeOpt switch(boolean) {
case TRUE: PerceivedSeverity Type perceivedSeverity;

b

union AlarmStatusTypeOpt switch(boolean) {
case TRUE: AlarmStatusType alarmStatus,

b

union ProbableCauseTypeOpt switch(boolean) {
case TRUE: ProbableCauseType probableCause;

}
/**

At least one value must be provided for AlarmSummarylnfoType
*/
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struct AlarmSummarylnfoType

{
PerceivedSeverity TypeOpt perceivedSeverityValue;
AlarmStatusTypeOpt alarmStatusV al ue;
ProbableCauseTypeOpt probableCauseValue;

h

typedef NameType ObjectOf ReferenceType;
typedef sequence <AlarmSummaryInfoType> AlarmSummaryInfoSeqType;

struct ObjectAlarmSummaryType

{
ObjectOf ReferenceType objectOf Reference;
AlarmSummarylnfoSeqType summarylnfo;

h
typedef sequence <ObjectAlarmSummaryType> AlarmSummaryDataSeqType;

/* *

AffectedObjectClass ::= OBJECT IDENTIFIER

*/
typedef ObjectClassType AffectedObjectClassType;
typedef ObjectListSetType AffectedObjectinstancesType;
typedef StartTimeType BeginTimeType;

/* *

Note that the defaultEndTimeTypeis continual, i.e., no value. StopTimeType istoo complicated of

atypeto define IDL constants

*/
typedef StopTimeType EndTimeType;

/**

Interval ::= CHOICE { days[0] INTEGER,
hours[1] INTEGER,
minutes[2] INTEGER,
seconds[3] INTEGER }

The new namefor Interval isInterval Type

*/
enum Interval Choice
{
days,
hours,
minutes,
seconds
b
union Interval Type switch (Interval Choice)
{
case days:
unsigned long days;
case hours:

unsigned long hours;
case minutes:
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unsigned long minutes;
case seconds:
unsigned long seconds;

/**
Correlated Record Name and Log Record Id are not supported in the CORBA model because the

application does not know the log record information before a notification is sent. Hence, these
attributes cannot be sent viathe CORBA application

Suspect Object List has been moved to Recommendation M.3120
*/

/* *
ScopedCriteria::= SEQUENCE {
baseM anagedObject Objectlnstance,
scope Scope,
criteria CMISFilter DEFAULT and : {}
}

Note that the CORBA interface adds alanguage attribute as part of the MOO Services. This
application istrying to duplicate that interface

The new name for ScopedCiriteriais ScopedCriteriaSeqType
*/

struct ScopedCriteriaType

{
NameType baseM anagedObject;

{Default scope is base managed object only (thereis no default value for this because the
typeistoo complex to represent an IDL constant)

ScopeTypie SCOpE;
{Default criteriaisall objects (i.e., defaultFilter in ITU-T X.780)

FiIterType/criteria;
{Default languageis"MOO 1.0" (i.e., defaultLanguage in ITU-T X.780)

Language1/'ype language;

3

typedef sequence <ScopedCiriteriaType> ScopedCriteriaSeqType;

/* *
SimpleObjectList ::= SET OF Objectinstance
*/
typedef sequence <ManagedObject> SimpleObjectListSetType;

/**

AlarmSynchronizationlnfo ::= CHOICE {
allObjectsRelativeToSuperior[0] NULL,
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scopedCriteria[1] ScopedCiriteria,
simpleObjectList [2] ObjectList

}

*/

enum AlarmSynchronizationl nfoChoice

{

b

allObjectsRel ativeToSuperior,
scopedCriteria,
simpleObjectList

union AlarmSynchronizationinfoType

{

switch (AlarmSynchronizationl nfoChoice)

case scopedCriteria:
ScopedCiriteriaSeqType scopedCriteria;
case simpleObjectList:
SimpleObjectListSetType simpleObjectList;
/* *
case allObjectsRelativeToSuperior containsaNULL value
*/

/**

AlarmSynchronizationData ::= SEQUENCE {
alarmM anagedObjectClass ObjectClass,
alarmM anagedObj ectl nstance ObjectInstance,
eventTime EventTime OPTIONAL,
eventType EventTypeld,
adarminfo COMPONENTS OF Alarminfo

}
*/

/**

In Q/ CMIP, we want to keep the same data as provided as an event notification. Thisiswhy the
Alarm Synchronization Data structure was created.

In CORBA, we want to keep the same data as provided in an event notification. Thisiswhy we will
use a sequence of Notification Service structured events, called an event batch. The format of the
structured eventsisfound in Recommendation Q.816

*/

typedef EventBatch AlarmSynchronizationDataSeqType;

/* *

Note that the CORBA Framework uses the ApplicationError exception, so it will be used instead of the
InvalidBaseM angedObjectError exception

*/

/* *

Error response for an invalid Object List Object I nstance parameter



B00-12-08
T1M1.5/2000-217R3

Note that the Q version returned a single managed object multiple times with multiple errors. The
CORBA version will throw a single exception that may contain multiple managed objects
*/

typedef sequence <ManagedObject> InvalidObjectl nstanceErrorSeqType;

/* *

Recommendation Q.821 Correlated Record Name and L og Record Id are not supported in the CORBA
model because the application does not know the log record information before a notification is sent.
Hence, these attributes cannot be sent viathe CORBA application

The parameter re-definition for SuspectObjectList is no longer needed, since the CORBA interface
doesn’t differentiate between EVENT-INFO and ACTION-REPLY parameters. Thus, Suspect Object List
Action Parameter isno longer required

*/

/**
ASN.1 values not used in Recommendation Q.821 —who knows who uses them (if anyone)
*
/
/**

Noatificationld ::= INTEGER

ProblemData ::= SEQUENCE { identifier [0] OBJECT IDENTIFIER,
significance [1] BOOLEAN DEFAULT FALSE,
information [2] ANY DEFINED BY identifier }

StatusChange ::= SET OF SEQUENCE { statusAttributelD OBJECT IDENTIFIER,
oldStatusvVaue[1] ANY DEFINED BY statusAttributelD OPTIONAL,
newStatusVaue [2] ANY DEFINED BY statusAttributel D }

CountInterval ::= SEQUENCE {
count INTEGER,
startTime GenerdizedTime,
window Timelnterval }

CountWindow ::= SEQUENCE {
count INTEGER,
window Timelnterval }

VaueDuration ::= SEQUENCE {
vaue REAL,
duration Timelnterval }

GaugeParameters ::= CHOICE {
up [1] SEQUENCE { high ObservedValue, low ObservedVaue},
down [2] SEQUENCE { high ObservedValue, low ObservedVaue}}

Threshold ::= CHOICE {
absoluteCount [0] INTEGER,
countOverFixedTimelnterval [1] CountInterval,
countOverSlidingWindow [2] CountWindow,
valueAndDuration [3] VaueDuration,
absoluteValue [4] REAL,
guage [5] GaugeParameters}
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Unclear what the semantics for these items should be, so they are not defined
*/

/**

Timeinterval isnot used in Recommendation Q.821. At aminimum, thisisused in Q.822.
Timelnterval shall be non-zero

Timelntervd ::= SEQUENCE {
day [0] INTEGER (0..31) DEFAULT O,
hour [1] INTEGER (0..23) DEFAULT O,
minute [2] INTEGER (0..59) DEFAULT 0,
second [3] INTEGER (0..59) DEFAULT O,
msec [4] INTEGER (0..999) DEFAULT 0}
*/
struct Timelnterval Type
{

{?angefrom Oto 31 defaultisO
unsigned éhort day;

{?angefrom 0to 23 defaultisO
unsigned s/hort hour;

{?angefrom 0to 59 defaultisO
unsigned s/hort minute;

{?angefrom 0to 59 defaultisO
unsigned éhort second;

{?angefrom 0to 999 defaultisO
unsigned s/hort MSEC;

b

const unsigned short defaultDay = 0;
const unsigned short defaultHour = 0;
const unsigned short defaultMinute = 0;
const unsigned short defaultSecond = 0;
const unsigned short defaultMsec = 0;

/**

The following isthe bit string to be used when specifying the functional unitsfor alarm
surveillance

AlarmSurveillanceFunctional Units ::= BIT STRING { as-kernel(0),
as-alarm-retrieval (1),

as-basic-arc(2),

as-enhanced-arc(3),

as-cur-am-sum-reporting(4),

as-basic-mos(5),
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as-enhanced-mos(6),
as-cur-alm-sum-control (7),
as-cur-alm-sum-retrieval (8),
as-basic-log-control (9),
as-enhanced-1og-control (10),
as-alarm-deletion(11),
as-alarm-event-criteria(12),
as-alarm-indication(13)
as-alarm-synch(14)
as-alarm-synch-cancel (15)}

Itisn’t yet clear how to define the constants. as-heartbeat has been added and as-alarm-synch-
cancel is no longer supported. The Functional Unit bit strings are currently not defined in CORBA.

*/
/* *
10.4 Exceptions
*/
/* *
"-- see section 7.2.5.1.4 on model -
*/
exception InvalidObjectlnstanceErrorParameter {
InvalidObjectl nstanceError SeqType obj ectl nstanceSequence;
h
/* *
"-- see section 7.2.5.1.4 on model -
*/
exception SelectionCriteriaNotSupported { } ;
/*
Used for managed object i nstances where the managementOperationsSchedul eOperational StatePkg
packageisn’t used
*/
exception NOmanagementOperationsSchedul eOperational StatePkg { } ;
/* *
10.5 Current Alarm Summary Control
*/
/* *
Thisvaluetypeisused to retrieve al attributes
*/

valuetype CurrentAlarmSummaryControlValueType : itut_x780::ManagedObjectValueType {
public AlarmStatusSetType alarmStatusList;
/I GET-REPLACE, ADD-REMOVE
public ObjectListSetType objectList;
/I GET-REPLACE, ADD-REMOVE
public PerceivedSeveritySetType perceivedSeverityList;
/I GET-REPLACE, ADD-REMOVE
public ProbableCauseSetType probableCausel ist;
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/I GET-REPLACE, ADD-REMOVE
}; Il valuetype CurrentAlarmSummaryControl ValueType

/**

"-- seesection 6.6.2.1 --";;
*/

/**

Current Alarm Summary Control managed object

The Current Alarm Summary Control and Management Operations Schedule managed obj ects have been supplied
for completeness. It is expected that most CORBA applications would use the Enhanced Current Alarm Summary
Control managed object instead of these two managed objects.

*/

interface CurrentAlarmSummaryControl : ManagedObject
{

/**

"-- see section 6.6.2.1 a) --"

adarmStatusList GET-REPLACE, ADD-REMOVE
*/

AlarmStatusSetType alarmStatusListGet ()
raises (itut_x780::ApplicationError);

void alarmStatusL istSet
(in AlarmStatusSet Type alarmStatusL ist)
raises (itut_x780::ApplicationError);

void alarmStatusListAdd
(in AlarmStatusSet Type alarmStatusL ist)
raises (itut_x780::ApplicationError);

void alarmStatusListRemove
(in AlarmStatusSet Type alarmStatusL ist)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.6.2.1 b) --";;

objectList GET-REPLACE, ADD-REMOVE
*/

ObjectListSetType objectListGet ()
raises (itut_x780::ApplicationError);

void objectListSet
(in ObjectListSetType objectList)
raises (itut_x780::ApplicationError);

void objectListAdd
(in ObjectListSetType objectList)
raises (itut_x780::ApplicationError);
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void objectListRemove
(in ObjectListSetType objectList)
raises (itut_x780::ApplicationError);

/**

"-- seesection 6.6.2.1 ¢c) --";;

perceivedSeverityList GET-REPLACE, ADD-REMOVE
*/

PerceivedSeveritySetType perceivedSeverityListGet ()
raises (itut_x780::ApplicationError);

void perceivedSeverityListSet
(in PerceivedSeverity SetType perceivedSeverityList)
raises (itut_x780::ApplicationError);

void perceivedSeverityListAdd
(in PerceivedSeverity SetType perceivedSeverityList)
raises (itut_x780::ApplicationError);

void perceivedSeverityListRemove
(in PerceivedSeverity SetType perceivedSeverityList)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.6.2.1 d) --"

probableCauselist GET-REPLACE, ADD-REMOVE
*/

Probabl eCauseSet Ty pe probableCauselistGet ()
raises (itut_x780::ApplicationError);

void probableCausel istSet
(in ProbableCauseSet Type probableCausel ist)
raises (itut_x780::ApplicationError);

void probableCauseListAdd
(in ProbableCauseSet Type probableCausel ist)
raises (itut_x780::ApplicationError);

void probableCausel istRemove
(in ProbableCauseSet Type probableCausel ist)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.7.10.1 --"

@param summaryContents Indicates whether Perceived Severity, Alarm Status and/or
Probable Cause are included in the results

@param alarmSummaryData Sequences of alarm summaries including Perceived
Severity, Alarm Status and/or Probable Cause, depending
on summary contents

AN
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*/

void retrieveCurrentAlarmSummary
(in SummaryContentsSet Type summaryContents,
out AlarmSummaryDataSeqType alarmSummaryData)
raises (itut_x780::ApplicationError);

MANDATORY_NOTIFICATION
(itut_x780::Notifications, currentAlarmSummaryReport)

}; Il interface CurrentAlarmSummaryControl

/**

Creation and Deletion for Current Alarm Summary Control
*/

interface CurrentAlarmSummaryControl Factory : ManagedObjectFactory
{
CurrentAlarmSummaryControl create
(in NameBindingType nameBinding,
in ManagedObject superior,
in string name, // no auto-naming, cannot be null
in StringSetType packages,
in AlarmStatusSetType alarmStatusList,
/I GET-REPLACE, ADD-REMOVE
in ObjectListSetType objectList,
/I GET-REPLACE, ADD-REMOVE
in PerceivedSeveritySetType perceivedSeverityList,
/I GET-REPLACE, ADD-REMOVE
in ProbableCauseSetType probableCauseL ist)
/I GET-REPLACE, ADD-REMOVE
raises (itut_x780::ApplicationError,
itut_x780::CreateError);

}; /l interface CurrentAlarmSummaryControl Factory

/**

10.6 Management Operations Schedule

*/
/**
Thisvaluetypeis used to retrieve all attributes
*/

val uetype ManagementOperationsScheduleValueType : itut_x780::ManagedObjectValueType {
public AdministrativeStateType administrativeState;
/I GET-REPLACE
public AffectedObjectClassType affectedObjectClass;
/I GET-REPLACE
public AffectedObjectl nstancesType affectedObjectl nstances;
/I GET-REPLACE
public BeginTimeType beginTime;
/I GET-REPLACE
public EndTimeType endTime;

A1
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/I GET-REPLACE

public Interval Type interval;
/I GET-REPLACE

public Operational StateType operational State;
/I conditional
/I managementOperati onsSchedul eOperational StatePkg
/I GET

}; /1 valuetype M anagementOperationsScheduleVaueType

/**

"-- seesection 6.6.2.2 --";;
*/

/**

Management Operations Schedule managed object

Destination Addressis not needed in a CORBA world. Inthe CORBA world, what channel isto be used is outside
the scope of an object. Thus, a managed object cannot send a message from one channel or another
*/

interface ManagementOperationsSchedul e : M anagedObject
{

/**

"-- see section 6.6.2.2 a) --"

administrativeState GET-REPLACE
*/

AdministrativeStateType administrativeStateGet ()
raises (itut_x780::ApplicationError);

void administrativeStateSet
(in AdministrativeStateType administrativeState)
raises (itut_x780::ApplicationError);

/* *

"-- see section 6.6.2.2 b) --"

affectedObjectClass GET-REPLACE
*/

AffectedObjectClassType affectedObjectClassGet ()
raises (itut_x780::ApplicationError);

void affectedObjectClassSet
(in AffectedObjectClassType affectedObjectCl ass)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.6.2.2 c) --"

affectedObjectlnstances GET-REPLACE
*/

V ko)
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AffectedObjectl nstancesType affectedObj ectl nstancesGet ()
raises (itut_x780::ApplicationError);

void affectedObjectlnstancesSet
(in AffectedObjectl nstancesType affectedObjectl nstances)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.6.2.2 d) --"
first activation at begin time, if present, or else when scheduleis created

beginTime GET-REPLACE
*/

BeginTimeType beginTimeGet ()
raises (itut_x780::ApplicationError);

void beginTimeSet
(in BeginTimeType beginTime)
raises (itut_x780::ApplicationError);

/**

"-- see section 6.6.2.2 €) --"

endTime GET-REPLACE
*/

EndTimeType endTimeGet ()
raises (itut_x780::ApplicationError);

void endTimeSet
(in EndTimeType endTime)
raises (itut_x780::ApplicationError,
itut_g816::InvalidParameter);
/* *
The default EndTimeTypeis continual
*/

void endTimeSetDefault ()
raises (itut_x780::ApplicationError,
itut_g816::InvalidParameter);

/**

"-- see section 6.6.2.2 f) --"

interval GET-REPLACE
*/

Interval Type interval Get ()
raises (itut_x780::ApplicationError);

void interval Set

(inInterval Typeinterval)
raises (itut_x780::ApplicationError);

Y ko)
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/**

Conditional Package managementOperationsSchedul eOperational StatePkg PRESENT IF "an
instance supportsit.”;

"-- see section 6.6.2.2 g) --"

operational State GET
*/

Operational StateType operational StateGet ()
raises (itut_x780::ApplicationError,
NOmanagementOperationsSchedul eOperational StatePkg);

}; Il interface ManagementOperationsSchedule

/**

Creation and Deletion for Management Operations Schedule
*/

interface M anagementOperationsSchedul eFactory : M anagedObjectFactory
{
ManagementOperationsSchedul e create

(in NameBindingType nameBinding,

in ManagedObject superior,

in string name, // no auto-naming, cannot be null

in StringSetType packages,

in AdministrativeStateType administrativeState,
/I GET-REPLACE

in AffectedObjectClassType aff ectedObjectClass,
/I GET-REPLACE

in AffectedObjectlnstancesType aff ectedObjectlnstances,
/I GET-REPLACE

in BeginTimeType beginTime,
/I GET-REPLACE

in EndTimeType endTime,
/I GET-REPLACE

inInterva Typeinterval,
/I GET-REPLACE

in Operational StateType operational State)
/I conditional
/I managementOperationsSchedul eOperational StatePkg
/I GET

raises (itut_x780::ApplicationError,
itut_x780::CreateError);

}; /l interface ManagementOperati onsSchedul eFactory

/**

10.7 Enhanced Current Alarm Summary Control
*)

/**

Note that the Enhanced Current Alarm Summary Control managed object has no attributes, the naming attributeis

A
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no longer needed
*/

valuetype EnhancedCurrentAlarmSummaryControl VaueType : itut_x780::ManagedObjectValueType {
}; /1 valuetype EnhancedCurrentAlarmSummaryControl ValueType

/**

"-- see section 7.2.2 on model -
*/

/**

Enhanced Current Alarm Summary Control managed object
*/

interface EnhancedCurrentAlarmSummaryControl : ManagedObject
{

/**

"-- see section 7.2.5 on model --"
*/

/**

The Alarm Synchronization method is used to return current alarms to the manager.

@param aarmSynchronizationlnfo What managed object alarms are we interested in? If thisis
Null, then assume All Managed Objects Relative
To Superior

@param howMany Maximum number of alarmsfor which results

should bereturned in first batch, O indicates all
results returned viaiterator

@param resultslterator A reference to an iterator containing the results.
Thiscould be NULL if no results are returned

@param AlarmSynchronizationDataSeqType Sequence of current alarms, if howMany is non-
zero

*/

AlarmSynchronizationDataSeqType alarmSynchronization

(in AlarmSynchronizationlnfoType alarmSynchronizationl nfo,

in unsigned short howMany,

out AlarmSynchronizationDatalterator resultslterator)

raises (itut_x780::ApplicationError,
InvalidObjectl nstanceErrorParameter,
SelectionCriteriaNotSupported,
itut_g816::InvalidFilter,
itut_g816::InvalidParameter,
itut_g816::FilterComplexityLimit);

/**
The concept of Cancel Alarm Synchronization isno longer required. First, you can’'t cancel an alarm

synchronization call that is currently under progress. Secondly, the application can destroy an iterator
onceit hasareturned.

This also removes the need for: noSuchlnvokel dErrorParameter and

cancel edAlarmSynchroni zationParameter
*/

AC
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MANDATORY_NOTIFICATION
(itut_x780::Notifications, objectCreation)

MANDATORY_NOTIFICATION
(itut_x780::Notifications, objectDel etion)

}; Il interface EnhancedCurrentAlarmSummaryControl

/**

The Alarm Synchronization Data Iterator allows the alarmSynchronization action to be returned in multiple calls.
Thisisnecessary since avery large number of alarms could be returned and this could be larger than CORBA
allowsto be returned in one call

The agent system controls the life-cycle of the iterator. However, a destroy operation is provided to handle
the case where the manager wants to stop the iteration procedure before reaching the last iteration.

"-- see section 7.2.5.1.3 on model --"
*/

interface AlarmSynchronizationDatal terator

{
/* *
This method is used to return the next how many current alarms via Alarm Synchronization. This
method returns between 1 and “howMany” current alarms. The agent may return less than
“howMany” items even if there are more itemsto send. “howMany” must be non-zero. Return
TRUE if there are more current alarms to return. Return FALSE if there are no more current alarmsto
be returned. Note that the agent may both provide the last current alarmin thelist and also indicate
FALSE for completion.

If FALSE isreturned, the agent will automatically destroy the iterator.

@param howMany Maximum number of alarmsfor which results
should be returned in this batch, must be non-zero

@param AlarmSynchronizationDataSeqType Sequence of current alarms, see section 7.2.5.1.2
on how to map alarmsto fit the Structure Event
structure

*/

boolean getNext
(in unsigned short howMany,
out AlarmSynchronizationDataSeqType currentAlarms)
raises (itut_g816::InvalidParameter,
itut_x780::ApplicationError);
/* *

This method is used to destroy the iterator and release its resources.
*/

void destroy ();

}; Il interface AlarmSynchronizationDatal terator

/**

"-- see section 7.2.4.2 on modgd --"

A
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*/

/**

Creation and Deletion for Enhanced Current Alarm Summary Control
*/

interface EnhancedCurrentAlarmSummaryControlFactory : ManagedObjectFactory
{
EnhancedCurrentAlarmSummaryControl create

(in NameBindingType nameBinding,

in ManagedObject superior,

in string name, // no auto-naming, cannot be null

in StringSetType packages)

raises (itut_x780::ApplicationError,

itut_x780::CreateError);

}; /l interface EnhancedCurrentAlarmSummaryControl

10.8 Noatifications

*/

/**

/**

"-- see section 6.7.6.1 --"

@param alarmSummaryData Sequences of alarm summaries including Perceived Severity, Alarm Status
and/or Probable Cause, depending on summary contents
*/

interface Notifications {
void currentAlarmSummaryReport
(in AlarmSummaryDataSeqType ad armSummaryData);
b

/**

Notification constants
*/

const string currentAlarmSummaryReportTypeName =
"itu_g821::Natifications::currentAlarmSummaryReport™ ;
congt string alarmSummaryDataName = "adarmSummaryData’;

10.9 NameBinding

*/

module NameBinding

{

/**

This name binding is used to name the Current Alarm Summary Control object to a Managed Element
object.
*/
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modul e CurrentAlarmSummaryControl_M anagedElement
{
const string superiorClass = "itut_m3120::ManagedElement”;
const boolean superiorSubclassesAllowed = TRUE;
const string subordinateClass = "itut_qg821::CurrentAlarmSummaryControl";
const boolean subordinateSubclassesAllowed = TRUE;
const boolean managerCreatesAllowed = TRUE;
const DeletePolicy Type deletePolicy = itu_x780::del eteContainedObjects;
const string kind =" CurrentAlarmSummaryControl";

}; // module CurrentAlarmSummaryControl_ManagedElement

/* *

This name binding is used to name the Management Operations Schedule object to a Managed Element
object.

*/

module M anagementOperationsSchedule_M anagedElement
{
const string superiorClass = "itut_m3120::ManagedElement";
const boolean superiorSubclassesAllowed = TRUE;
const string subordinateClass = "itut_qg821::ManagementOperationsSchedule";
const boolean subordinateSubclassesAllowed = TRUE;
const boolean managerCreatesAllowed = TRUE;
const DeletePolicy Type deletePolicy = itu_x780::del eteContainedObjects;
const string kind =" ManagementOperationsSchedule";

}; // module ManagementOperationsSchedule_ M anagedElement

/* *
This name binding is used to name the Enhanced Current Alarm Summary Control object to aManaged

Element object. Thisobject is not created or deleted by system management protocol.
*/

modul e EnhancedCurrentAlarmSummaryControl_ManagedElement

{
const string superiorClass = "itut_m3120::ManagedElement";

const boolean superiorSubclassesAllowed = TRUE;

const string subordinateClass = "itut_g821::EnhancedCurrentAlarmSummaryControl";
const boolean subordinateSubclassesAllowed = TRUE;

const boolean managerCreatesAllowed = FALSE;

const DeletePolicy Type deletePolicy = itu_x780::notDel etable;

const string kind = "EnhancedCurrentAlarmSummaryControl";

}; 1/ module EnhancedCurrentAlarmSummaryControl_ManagedElement

/**

This name binding is used to name the Enhanced Current Alarm Summary Control object to aManaged
Element Complex object. This object is not created or deleted by system management protocol.
*/

modul e EnhancedCurrentAlarmSummaryControl_ManagedElementComplex

{
const string superiorClass = "itut_m3120::ManagedElementComplex";
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const boolean superiorSubclassesAllowed = TRUE;

const string subordinateClass = "itut_g821::EnhancedCurrentAlarmSummaryControl";
const boolean subordinateSubclassesAllowed = TRUE;

const boolean managerCreatesAllowed = FALSE;

const DeletePolicy Type deletePolicy = itu_x780::notDel etable;

const string kind = "EnhancedCurrentAlarmSummaryControl";

}; !/ module EnhancedCurrentAlarmSummaryControl_ManagedElementComplex

/**

This name binding is used to name the Enhanced Current Alarm Summary Control object to a Network
object. Thisobject is not created or deleted by system management protocol.

*/

module EnhancedCurrentAlarmSummaryControl_Network

{

const string superiorClass = "itut_m3120::Network";

const boolean superiorSubclassesAllowed = TRUE;

const string subordinateClass = "itut_g821::EnhancedCurrentAlarmSummaryControl";
const boolean subordinateSubclassesAllowed = TRUE;

const boolean managerCreatesAllowed = FALSE;

const DeletePolicy Type deletePolicy = itu_x780::notDel etable;

const string kind = "EnhancedCurrentAlarmSummaryControl";

}; // module EnhancedCurrentAlarmSummaryControl_Network

}; // module NameBinding

}; // moduleitut_g821

#endif //_itut_g821_idl_
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APPENDIX A - Integrating Alarm Synchronization With Alarm Clearing

Alarm Clearing Clarified

According to Recommendation X.733[12], the use of clearing alarms is optional. When they are provided, alarms are
cleared based on their Perceived Severity value. A Perceived Severity value of “Cleared” can clear zero, one or more
previously reported alarms.

Alarms are cleared based on the value of the following alarm parameters:

1) Managed Object Class.

2) Managed Object Instance.

3) Event Type.

4) Probable Cause.

5) Specific Problems (when provided). An empty Specific Problems is to be treated equivalent to a Specific
Problems parameter that is not provided.

6) Correlated Notifications (when provided). An empty Correlated Notifications is to be treated equivalent to a
Correlated Notifications parameter that is not provided.

Multiple collections of alarms may be cleared based on the Correlated Notifications attribute. The Correlated
Notifications attribute contains a set of Notification Identifiers for which this new alarm is correlated. (It also will
include Managed Object Instances when the alarm containing the Notification Identifier was from a different
Managed Object Instance than used in this alarm.) Alarms may be correlated with alarms from any managed object
instance.

All Notification Identifiers contained in the Correlated Notifications attribute must already have been used in the
Notification Identifier attribute of a previously sent alarm. Notification Identifier values must be unique across al
notifications of a particular managed object class throughout the time the correlation is significant.

Alarms are cleared based on the following cases:

1) Specific Problems and Correlated Notifications not provided (or empty) in the clearing alarm — Clear al aarms
that exactly match Managed Object Class, Managed Object Instance, Event Type and Probable Cause. Alarms
are cleared irrespective of their Specific Problems or Correlated Notifications values.

2) Specific Problems is provided (and non-empty) and Correlated Notifications is not provided (or empty) in the
clearing alarm — Clear al aarms that exactly match Managed Object Class, Managed Object Instance, Event
Type, Probable Cause and Specific Problems. Also, clear all alarms that exactly match Managed Object Class,
Managed Object Instance, Event Type and Probable Cause and match a non-empty subset of Specific Problems.
Alarms are cleared irrespective of their Correlated Notifications values.

3) Specific Problems is not provided (or empty) and Correlated Notifications is provided (and non-empty) in the
clearing alarm — Clear al alarmsin the Correlated Notifications set. No other alarms are cleared by this alarm. Note
that this may result in alarms from other managed object classes being cleared.

4) Specific Problems and Correlated Notifications are provided (and non-empty) in the clearing alarm — Clear all
alarms in the Correlated Notifications set. No other alarms are cleared by this alarm. Note that this may result in
alarms from other managed object classes being cleared.

Some systems choose to clear alarms one-for-one, to reduce this complexity.
Since alarm correlation is integrated with alarm clearing, it is important that the agent clears the old alarm conditions

and resends them as new alarms (with updated Correlated Notifications information) when it changes its alarm
correlations.
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Alarm clearing may be progressing while Alarm Synchronization datais arriving. See Appendix B for a discussion of
these issues.

Alarm Clearing Examples

The following examples are used to demonstrate the clearing of alarms. In these examples, the alarms have arrived in
ascending order and are still pending. “-" is used to indicate the optional field wasn’t provided. The letters A, B, etc.
are used to indicate different values for that particular attribute type. As an example, MOC-A (Managed Object Class
A) isdifferent from MOC-B.

Alarm 1 2 3 4 5 6 7 8 9
Managed MOC- [ MOC- [ MOC- | MOC- | MOC-A | MOC- | MOC- MOC-B MOC-A
Object A A A A A B
Class
Managed MOI-A | MOI-A | MOI-A | MOI-A | MOI-B | MOI-B | MOI-C MOI-D MOI-A
Object
Instance
Event Type | ET-A ET-A ET-A ET-A ET-A ET-A ET-A ET-A ET-A
Probable PC-A PC-A PC-A PC-A PC-A PC-A PC-A PC-A PC-A
Cause
Specific - - {SP-A} | {SP-A} - - - {SP-B} -
Problems {SP-C}

Perceived Critical | Major | Minor [ Minor Critical Major | Critical Critical Critical

Severity

Notification - - - - 54 55 54 55 56

Identifier

Correlated - - - - - {54} - {55} {56}

Notification {54,M0I-C} | {54,MOI-B}

S {55,M0I-B}
{54,MOI-C}

{55,MO0lI-
D}

TableA.1. Sample Non-Cleared Alarms

The following examples list clearing alarms and which of the alarmsin Table A.1 would be cleared if that alarm were
the next alarm to arrive.

Individual examples:

a) Managed Object Class= MOC-A.
Managed Object Instance = MOI-A.
Event Type=ET-A.

Probable Cause = PC-B.

Specific Problems = <not supplied>.

Perceived Severity = Cleared.

Correlated Notifications = <not supplied>.

Resulting Alarms Cleared = none (Case #1). [ Different Probable Cause]

b) Managed Object Class= MOC-A.
Managed Object Instance = MOI-A.
Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = <not supplied>.
Perceived Severity = Cleared.

Correlated Notifications = <not supplied>.
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d)

€)

f)

9)

h)

Resulting Alarms Cleared = 1, 2, 3, 4 and 9 (Case #1).
Managed Object Class= MOC-A.
Managed Object Instance = MOI-A.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = { SP-A}.

Perceived Severity = Cleared.

Correlated Notifications = <not supplied>.
Resulting Alarms Cleared = 3 (Case #2).
Managed Object Class= MOC-A.
Managed Object Instance = MOI-A.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = {SP-A}{ SP-C}.
Perceived Severity = Cleared.

Correlated Notifications = <not supplied>.
Resulting Alarms Cleared = 3 and 4 (Case #2).
Managed Object Class= MOC-A.
Managed Object Instance = MOI-B.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = <not supplied>.
Perceived Severity = Cleared.

Correlated Notifications = <not supplied>.
Resulting Alarms Cleared = 5 and 6 (Case #1).
Managed Object Class= MOC-A.
Managed Object Instance = MOI-B.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = <not supplied>.
Perceived Severity = Cleared.

Correlated Notifications = { 54} .

Resulting Alarms Cleared = 5 (Case #3).
Managed Object Class= MOC-B.

Managed Object Instance = MOI-D.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems ={ SP-B}.

Perceived Severity = Cleared.

Correlated Notifications = {55} { 54,MOI-C} .
Resulting Alarms Cleared = 7 and 8 (Case #4).
Managed Object Class= MOC-A.
Managed Object Instance = MOI-A.

Event Type=ET-A.

Probable Cause = PC-A.

Specific Problems = <not supplied>.
Perceived Severity = Cleared.

Correlated Notifications = { 56} { 54,MOI-B}{ 55,MOI-B}{ 54,MOI-C}{ 55,MOl-D}.

Resulting Alarms Cleared =5, 6, 7, 8 and 9 (Case #3).

cH
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APPENDI X B - Alarm Synchronization Race Condition

Overview

Alarm Reporting [12] alarms may arrive while Alarm Synchronization alarms are being retrieved. This means that new
alarms can be interleaved with Alarm Synchronization Current Alarms. The new alarms may either be a fault or a
clearing of a fault. Managers that process Alarm Reporting alarms and Alarm Synchronization alarms sequentially

may arrive with arace condition when Alarm Reporting clear alarms arrive before the matching Alarm Synchronization

alarms. This is a race condition because the end results will depend on the order of the arriving alarms. This is

probably best shown through an example.

Example

Let’s go through a simple example. The manager has initiated an Alarm Synchronization request. Suppose the agent
has the four Current Alarms as shown in Table B.1. Also suppose the agent has a notification which will clear one of
the Current Alarms. We know that asynchronous event notifications can still arrive any time during an Alarm
Synchronization reguest. Suppose these alarms arrive in the following order:

Order 1 2 3 4 5
Type Alarm Synch | Alarm Synch [ Alarm Synch | Alarm Reporting | Alarm Synch
Managed MOC-A MOC-B MOC-C MOC-C MOC-D
Object Class
Managed MOI-A MOI-B MOI-C MOI-C MOI-D
Object Instance
Event Type ET-A ET-A ET-A ET-A ET-A
Probable Cause PC-A PC-A PC-A PC-A PC-A
Perceived Critical Major Minor Cleared Major
Severity

TableB.1. Race Condition Example #1

If the manager processes these requests in order from 1 through 5, the Alarm Reporting alarm will clear the Alarm
Synchronization aarm that arrived earlier. The end result is that alarms for MOC-A, MOC-B and MOC-D still exist
(whichiscorrect).

If we change the order slightly, asin Table B.2, we could end up with the following result:

Order 1 2 4 4 5
Type Alarm Synch | Alarm Synch [ Alarm Reporting | Alarm Synch | Alarm Synch
Managed MOC-A MOC-B MOC-C MOC-C MOC-D
Object Class
Managed MOI-A MOI-B MOI-C MOI-C MOI-D
Object Instance
Event Type ET-A ET-A ET-A ET-A ET-A
Probable Cause PC-A PC-A PC-A PC-A PC-A
Perceived Critical Major Cleared Minor Major
Severity

If the manager processes these requests in order, the Alarm Reporting alarm will not clear an Alarm Synchronization
alarm, sinceit hasn’t already arrived. The end result isthat alarmsfor MOC-A, MOC-B, MOC-C and MOC-D still exist

Table B.2. Race Condition Example #2

(which isincorrect, the end result should be alarmsfor MOC-A, MOC-B and MOC-D).
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This is even more complicated when Correlated Notifications and how they clear alarms are taken into effect (see
Appendix A).

Suggestions On Handling This Race Condition

New Alarm Reporting alarms still need to be processed while Alarm Synchronization is occurring. It typically is not
prudent to ignore critical alarms until an Alarm Synchronization regquest has completed.

The handling of this race condition must be handled by the manager. The agent is sending a snap shot of its Current
Alarms and sending asynchronous events when they occur.

The arriving of clearing alarms that are outside the scope of the Alarm Synchronization selection criteria will not
cause this race condition.

The handling of this race condition will depend on your Fault Management needs and how alarms are cleared by the
agent. One system handled this problem by applying Alarm Reporting alarms as they arrived, buffering them and re-
applying them following the completion of Alarm Synchronization. (Alarm Synchronization does have a well-defined
completion.) The amount of buffering can be reduced by not buffering alarm conditions that will not cause this race
condition.

Other race conditions may potentially exist. Perceived Severity values may be received in different orders. This may
or may not be important to a manager.

In addition, if welook at the case where there are no Current Alarms, we may issue an Alarm Synchronization request
and receive new alarms before we receive the indication of no Current Alarms.
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Thiswill show some examples of the Alarm Synchronization selection criteria. Using Recommendation M.3120 [3] for

an example, let’ s assume the following naming sub-tree:

ManagedElement
1

EnhancedCurrentAlarm
SummaryControl
1

Equipment
1

Superior
Equipment Object
; }
Subordinate
Object

Figure C.1. Sample Naming Tree For Alarm Synchronization Example

Let’salso assume the following collection of Current Alarms:

Class Instance Current Alarm
Managed Element 1 A
Equipment 1 B
Equipment 2 C

TableC.1. Current Alarm Distribution For Alarm Synchronization Example

In this example, there are three Current Alarms, which we are designating as A, B and C.
Individual examples:

1) Alarm Synchronization Info Choice = All Objects Relative To Superior.
Current Alarmsretrieved = A, B and C.
2) Alarm Synchronization Info Choice = Scoped Criteria.
Base Managed Object = Managed Element 1.
Scope = Whole Sub-tree.
Criteria=“TRUE". (Default filter.)
Current Alarmsretrieved = A, B and C. (Effectively the same as the earlier example.)
3) Alarm Synchronization Info Choice = Scoped Criteria.
Base Managed Object = Managed Element 1.
Scope = Individual Level.
Leve = 1.
Criteria="“TRUE".
Current Alarmsretrieved = B.
4) Alarm Synchronization Info Choice = Scoped Criteria.
Base Managed Object = Equipment 1.
Scope = Base Object Only.
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6)

7)

Criteria=“TRUE".

Current Alarmsretrieved = B.

Alarm Synchronization Info Choice = Scoped Criteria.
Base Managed Object = Managed Element 1.
Scope=Base To Level.

Leve = 1.

Criteria=“TRUE".

Current Alarmsretrieved = A, B.

Alarm Synchronization Info Choice = Object List.
Object Instance #1 = Equipment 1.

Object Instance #2 = Equipment 2.

Current Alarmsretrieved = B and C.

Alarm Synchronization Info Choice = Object List.
Object Instance #1 = Equipment = 1.

Object Instance #2 = Equipment = 2.

Object Instance #3 = Equipment = 3 (i.e., outside the scope).

Thiswill issue an Invalid Parameter error for Object | nstance #3.

| mag
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APPENDI X D —Alarm Surveillance Functions, Services And Functional Units

This appendix updates the Alarm Surveillance section in Recommendation Q.821 [7] according to the capabilities
available in CORBA. Appendix D outlines the alarm surveillance functions and services available via
Recommendation X.780 [16], Recommendation Q.816 [6] and this document.

The general format of the Recommendation Q.821 Alarm Surveillance section has been maintained. Note, however,
that such terms as functional unit do not exist in the CORBA framework [16] as they do in Q / CMISE. In the CORBA
framework, functional units are not negotiated as they are with Q / CMISE. Also, the CORBA framework has added
new capabilities, such as Heartbeat Service, and new objects, such as Event Channels.

D.1  Alarm Surveillance Functions

Alarm Surveillance functions are used to monitor or interrogate network elements (or both) about events or
conditions. Event data is generated by a network element upon the detection of an abnormal condition. Examples of
such events are detection of transmission data errors, the violation of a performance threshold and the detection of
faulty equipment. Event data can be reported at the time of occurrence, logged for future access or both. An event
may also cause further management actions within the network element that lead to the generation of other
management data.

The management information related to Alarm Surveillance whose semantics is described includes managed object
classes, support object classes and their associated attributes.

The Q / CMISE services from Recommendation Q.821 [7] are shown for comparison purposes only and are not
discussed further in this document.

D.1.1 Alarm Reporting Functions

This section describes the Alarm Reporting functions provided by the services specified in this Recommendation
when using CORBA. Table D.1 gives a mapping between these functions and the (one or more) services that support
each function.

CORBA Service

Initiate Event Channel,
Terminate Event Channel,
Alarm Reporting,

Set Event Channel,

Get Event Channel,

Event Channel Reporting,
Heartbeat Reporting,

Get Heartbeat Period,

Function
Report Alarm

Q/ CMISE Service
Alarm Reporting

Set Heartbeat Period

Route Alarm Report Initiate Alarm Reporting, Initiate Alarm Reporting,
Set Event Channel, Set Event Forwarding Discriminator
Obtain Event Channels

Request Alarm Report Route Obtain Event Channels Get Event Forwarding Discriminator

Initiate Alarm Reporting,
Terminate Alarm Reporting,

Condition Alarm Reporting Initiate Alarm Reporting,

Terminate Alarm Reporting,

Set Event Channel, Set Event Forwarding Discriminator
Obtain Event Channels
Request Alarm Report Control Obtain Event Channels, Get Event Forwarding Discriminator
Condition Get Event Channel

Allow/Inhibit Alarm Reporting

Suspend Alarm Reporting,
Resume Alarm Reporting

Suspend Alarm Reporting,
Resume Alarm Reporting
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CORBA Service

Alarm Report Retrieving
Alarm Report Deleting

Function

Reqguest Alarm Report History
Delete Alarm Report History

Q/ CMISE Service
Alarm Report Retrieving
Alarm Report Deleting

TableD.1. Alarm Reporting Functionsand CORBA Services

D.1.1.1 Report Alarm
Network element specifies the destination(s) that it will supply a specified set of alarm reports. Network element emits
notification upon the occurrence of an alarm.

D.1.1.2 Route Alarm Report
TMN specifiesthat it will become a consumer of alarm notifications via specified destination(s).

D.1.1.3 Request Alarm Report Route
TMN reguests network element to send destination(s) for a specified set of alarm notifications.

D.1.1.4 Condition Alarm Reporting
TMN specifies new attributes for alarm notification destination(s).

D.1.1.5 Request Alarm Report Control Condition
TMN requests to receive current definitions for alarm notification destination(s).

D.1.1.6 Allow/Inhibit Alarm Reporting
TMN requests alarm reporting to be allowed or inhibited to the TMN.

D.1.1.7 Request Alarm Report History
TMN reguests and receives specified historical alarm information.

D.1.1.8 Delete Alarm Report History
TMN reguests to delete specified historical alarm information.

D.1.2 Alarm Summary Functions
This section describes the Alarm Summary functions provided by the services specified in this Recommendation
when using CORBA. Table D.2 gives a mapping between these functions and the (one or more) services that support

each function.

Function

CORBA Service

Q/ CMISE Service

Report Current Alarm Summary

Current Alarm Summary Reporting

Current Alarm Summary Reporting

Route Current Alarm Summary

<Not Applicable>

Initiate/ Set Management Operations
Schedule

Reguest Current Alarm Summary
Route

<Not Applicable>

Get Management Operations Schedule

Schedule Current Alarm

Initiate/Terminate/Set Current Alarm

Initiate/ Terminate/Set Current Alarm

Summary Summary Control, Summary Control,
Initiate/Terminate/Set Initiate/Terminate/Set
Management Operations Schedule Management Operations Schedule
Request Current Summary Get Current Alarm Summary Control, | Get Current Alarm Summary Control,
Schedule Get Management Operations Get Management Operations Schedule

Schedule

Allow/Inhibit Current Alarm
Summary

Resume/Suspend Management
Operations Schedule

Resume/Suspend M anagement
Operations Schedule

Request Current Alarm Summary

Retrieve Current Alarm Summary

Retrieve Current Alarm Summary

TableD.2. Alarm Summary Functionsand CORBA Services

D.1.2.1 Report Current Alarm Summary
Network element provides TMN (based on a pre-defined schedule) with a Current Alarm Summary.
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D.1.2.2 Schedule Current Alarm Summary
TMN specifies a schedule for the network element to establish for the reporting of Current Alarm Summaries. The
schedule information specifies when it should be reported.

D.1.2.3 Condition Current Alarm Summary
TMN specifies a condition for the network element to establish for the reporting of Current Alarm Summaries. The
condition information specifies what should be reported.

D.1.2.4 Request Current Alarm Summary Schedule
TMN requests network element to send the current schedule information for Current Alarm Summary reporting;
network element responds with the schedule information.

D.1.2.5 Request Current Alarm Summary Condition
TMN requests network element to send the current condition information for Current Alarm Summary reporting;
network element responds with the condition information.

D.1.2.6 Allow/Inhibit Current Alarm Summary
TMN instructs network element to allow/inhibit reporting of the scheduled Current Alarm Summaries.

D.1.2.7 Request Current Alarm Summary
TMN requests the network element to send a Current Alarm Summary; network element responds with the summary.

D.1.3 Alarm Event Criteria Functions

This section describes the Alarm Event Criteria functions provided by the services specified in this Recommendation
when using CORBA. Table D.3 gives a mapping between these functions and the (one or more) services that support
each function.

Function CORBA Service Q/ CMISE Service
Condition Alarm Event Criteria Initiate/Terminate/Set Alarm Initiate/Terminate/Set Alarm Severity
Severity Assignment Profile Assignment Profile
Request Alarm Event Criteria Get Alarm Severity Assignment Get Alarm Severity Assignment Profile
Profile

TableD.3. Alarm Event Criteria Functionsand CORBA Services

D.1.3.1 Condition Alarm Event Criteria

TMN instructs the network element to assign specified alarm attributes (e.g., thresholds, etc.) used by the network
element to determine if an event is to be considered an aarm. This function is initialy limited to alarm severity
assignment.

D.1.3.2 Request Alarm Event Criteria

TMN requests network element to report the current assignments of specified attributes (e.g., thresholds, etc.) used
to determine if an event is to be considered an alarm; network element responds with the current assignment of the
requested attributes, modes or thresholds. Thisfunction isinitialy limited to the alarm severity attribute.

D.1.4 Alarm Indication Functions

This section describes the Alarm Indication functions provided by the services specified in this Recommendation
when using CORBA. Table D.4 gives a mapping between these functions and the (one or more) services that support
each function.

Function CORBA Service Q/ CMISE Service
Inhibit/Allow Audible and Visual | Set Inhibit/Allow Audible and Visual | Inhibit/Allow Audible and Visual Local
Alarm Indications Local Alarms Alarms
Request Inhibit/Allow Audible Get Inhibit/Allow Audible and <Not Applicable>
and Visual Local Alarms Visual Loca Alarms
Indications
Reset Audible Alarms Reset Audible Alarms Reset Audible Alarms
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TableD.4. Alarm Indication Functionsand CORBA Services

D.1.4.1 Inhibit/Allow Audible and Visual Alarm Indications
TMN instructs the network element to inhibit/allow the operation of specified alarm indication/recording devices
such aslamps, speakers, printers, etc.

D.1.4.2 Request Inhibit/Allow Audible and Visual Local Alarms Indication
TMN requests the network element to send the current assignment of the inhibit/allow audible and visual alarm
indication; network element responds with the current inhibit/allow audible and visual alarm indication.

D.1.4.3 Reset Audible Alarms
TMN instructs the network element to reset specified audible alarm indicator(s).

D.1.5 Log Control Functions

This section describes the Log Control functions provided by the services specified in this Recommendation when
using CORBA. Table D.5 gives a mapping between these functions and the (one or more) services that support each
function.

Function

CORBA Service

Q/ CMISE Service

Allow / Inhibit Logging

Suspend/Resume L ogging

Suspend/Resume L ogging

Condition Logging

Initiate/Terminate Log,
Set Log

Initiate/Terminate Log,
Set Log

Get Log,

Get Log

Request Log Condition

Log Lookup

TableD.5. Log Control Functionsand CORBA Services

D.1.5.1 Allow / Inhibit Logging
TMN requests that the logging of L og Records be allowed or inhibited.

D.1.5.2 Condition Logging
TMN requests that L og attributes be assigned as specified by the TMN.

D.1.5.3 Request Log Condition
TMN requests the current assignment of specified Log attributes; the TMN receives the current assignment of the
specified attributes.

D.2  Alarm Surveillance Service Definition

This section defines the services needed to support the alarm surveillance functions specified in section D.1. Alarm
surveillance involves the reporting of alarms and alarm summaries, which are specialized forms of event reporting and
the logging of thisinformation.

The services defined to support the alarm surveillance functions specified in section D.1 have been grouped into
several functional units to allow negotiation of their use and to allow referencing by other Recommendations.
Functional unit negotiation shall be performed as described in [8]. Table D.6 lists these functional units and their
corresponding services.

| Functional Unit | CORBA Services | Object Classes | Functions |
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Functional Unit CORBA Services Object Classes Functions
Kernel Initiate Event Channel, Channel Finder, Report Alarm

Terminate Event Channel,
Alarm Reporting,

Set Event Channel,

Get Event Channel,

Event Channel Reporting

Event Channel Factory,

Event Channel,

Filter Factory,

Filter,

Mapping Filter,

Sequence Proxy Pull Consumer,
Sequence Proxy Pull Supplier,
Sequence Proxy Push
Consumer,

Sequence Proxy Push Supplier,
Sequence Pull Consumer,
Sequence Pull Supplier,
Sequence Push Consumer,
Sequence Push Supplier,
Structured Proxy Pull
Consumer,

Structured Proxy Pull Supplier,
Structured Proxy Push
Consumer,

Structured Proxy Push Supplier,
Structured Pull Consumer,
Structured Pull Supplier,
Structured Push Consumer,
Structured Push Supplier,
Supplier Admin,

Typed Proxy Push Consumer,
Typed Proxy Push Supplier,
Typed Push Consumer

Basic Alarm Report
Control

Suspend Alarm Reporting,
Resume Alarm Reporting

Sequence Proxy Pull Consumer,
Sequence Proxy Push Supplier,
Structured Proxy Pull
Consumer,

Structured Proxy Push Supplier,
Typed Proxy Push Supplier

Allow / Inhibit Alarm
Reporting
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Functional Unit

CORBA Services

Object Classes

Functions

Enhanced Alarm
Report Control

Obtain Event Channel,
Initiate Alarm Reporting,
Terminate Alarm Reporting

Channel Finder,

Consumer Admin,

Event Channel,

Filter Factory,

Filter,

Mapping Filter,

Sequence Proxy Pull Consumer,
Sequence Proxy Pull Supplier,
Sequence Proxy Push
Consumer,

Sequence Proxy Push Supplier,
Sequence Pull Consumer,
Sequence Pull Supplier,
Sequence Push Consumer,
Sequence Push Supplier,
Structured Proxy Pull
Consumer,

Structured Proxy Pull Supplier,
Structured Proxy Push
Consumer,

Structured Proxy Push Supplier,
Structured Pull Consumer,
Structured Pull Supplier,
Structured Push Consumer,
Structured Push Supplier,
Typed Proxy Push Consumer,
Typed Proxy Push Supplier,
Typed Push Consumer

Condition Alarm Reporting,
Route Alarm Report,
Request Alarm Report
Route,

Request Alarm Report
Control Condition

Alarm Report Alarm Report Retrieving Iterator, Request Alarm Report
Retrieval Notify Log, History

Typed Notify Log
Alarm Report Alarm Report Deleting Notify Log, Delete Alarm Report
Deletion Typed Notify Log History
Current Alarm Current Alarm Summary Management Operations Report Current Alarm
Summary Reporting | Reporting Schedule, Summary

Current Alarm Summary
Control

Basic Management

Suspend Management

Management Operations

Allow / Inhibit Current

Operations Operations Schedule, Schedule Alarm Summary
Scheduling Resume M anagement

Operations Schedule
Enhanced Initiate Management Management Operations Schedule Current Alarm
Management Operations Schedul e, Schedule Summary,
Operations Terminate Management Route Current Alarm
Scheduling Operations Schedul e, Summary,

Set M anagement
Operations Schedul e,
Get Management
Operations Schedule

Request Current Alarm
Summary Schedule,
Request Current Alarm
Summary Route
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Functional Unit

CORBA Services

Object Classes

Functions

Current Alarm
Summary Reporting
Control

Initiate Current Alarm
Summary Control,
Terminate Current Alarm
Summary Control,

Set Current Alarm Summary
Control,

Get Current Alarm Summary
Control

Current Alarm Summary
Control

Schedule Current Alarm
Summary,

Request Current Alarm
Summary Schedule

Current Alarm

Retrieve Current Alarm

Current Alarm Summary

Request Current Alarm

Terminate Alarm Severity
Assignment Profile,

Set Alarm Severity
Assignment Profile,

Get Alarm Severity
Assignment Profile

Summary Retrieval | Summary Control Summary
Alarm Event Criteria | Initiate Alarm Severity Alarm Severity Assignment Condition Alarm Event
Management Assignment Profile, Profile Criteria,

Request Alarm Event
Criteria

Alarm Indication
M anagement

Set Allow And Inhibit
Audible and Visual Local
Alarms,

Get Allow And Inhibit
Audible and Visual Local
Alarms,

Reset Audible Alarms

Managed Element or its
subclasses

Inhibit/Allow Audible and
Visual Local Alarm
Indications,

Request Inhibit/Allow
Audible and Visual Local
Alarm Indications,

Reset Audible Alarm

Basic Log Control

Suspend Logging,
Resume L ogging

Notify Log

Inhibit/Allow Logging

Enhanced Log Initiate Log, Channel Finder, Condition Logging,
Control Terminate Log, Event Channel, Request Log Condition
Set Log, Filter Factory,
Get Log, Filter,
Log Lookup Notify Log Factory,
Notify Log,
Typed Notify Log Factory,
Typed Notify Log
Heartbeat Heartbeat Reporting, Heartbeat Report Alarm
Get Heartbeat Period,
Set Heartbeat Period
TableD.6. Alarm Surveillance Functional Units, Services, Object Classes and Functions
D.2.1 Kernel Functional Unit

The Kernel functional unit contains the Alarm Reporting service, the Initiate Event Channel, the Terminate Event
Channel, the Get Event Channel, the Set Event Channel and the Event Channel Reporting services described below.
Figure D.1 shows the interactions between the managing and managed system for this functional unit. Note that the
Event Channel shown inFigure D.1 may be predefined.
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FigureD.1. Kerne Functional Unit

D.2.1.1 Alarm Reporting Service
The Alarm Reporting service allows a managed system to report the detection of an alarm condition for a managed
object to its managing system(s). This service supports the Report Alarm functionin section D.1.1.

For the service definition, see OMG Noatification Service [19], Recommendation X.780 [16] and Recommendation
Q.816 [6]. The managed system will either supply a single Structured Event, a sequence of Structured Events or a
Typed Event. Which will be used is based on Service Level Agreement.

The Suspect Object List is aparameter to be included in the Additional Information parameter of the Alarm Reporting
service. The Suspect Object List parameter identifies objects that may be responsible for an alarm condition. Each
listed instance may optionally have afailure responsibility probability associated with it.

D.2.1.2 Initiate Event Channel Service
The Initiate Event Channel service allows a managed system to create an instance of the Event Channel object class.
This service supports the Report Alarm functionsidentified in section D.1.1.

Recommendation Q.816 [6] requires that each Event Channel be registered with the Channel Finder service. Adding,
modifying or deleting information from the Channel Finder service will result in a Channel Change notification being
sent to each defined Event Channel (see section D.2.1.6).

For the service definition, see OMG Notification Service[19].

D.2.1.3 Terminate Event Channel Service
The Terminate Event Channel service allows a managed system to delete an instance of the Event Channel object
class. This service supports the Report Alarm functionsidentified in sectionD.1.1.

Recommendation Q.816 [6] requires that each Event Channel be registered with the Channel Finder service. Adding,
modifying or deleting information from the Channel Finder service will result in a Channel Change notification being
sent to each defined Event Channel (see section D.2.1.6).

For the service definition, see OMG Noatification Service[19].

D.2.1.4 Set Event Channel Service
The Set Event Channel service is a service that allows a managed or managing system to alter the criteria used to
determine the alarm destinations. This service supports the Report Alarms functionsidentified in sectionD.1.1.
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Managed systems must only deal with Event Channel supplier information and managing systems must only deal
with Event Channel consumer information.

For the service definition, see OMG Notification Service[19].

D.2.1.5 Get Event Channel Service
The Get Event Channel service is a service that allows a managed or managing system to access the criteria used to
determine the alarm destinations. This service supports the Report Alarms functionsidentified in sectionD.1.1.

Managed systems must only deal with Event Channel supplier information and managing systems must only deal
with Event Channel consumer information.

For the service definition, see OMG Noatification Service[19].

D.2.1.6 Event Channel Reporting Service
The Event Channel Reporting service allows a managed system to report changes to OMG Notification Service [19]
Event Channels.

The Event Channel Reporting service is invoked by the Channel Finder service when an Event Channel is added,
deleted or modified. Note that the Channel Finder service starts automatically on system initialization. The Change
Channel notification will be sent to all defined Event Channels. This service supports the Report Alarm function
identified in section D.1.1.

For the service definition, see Recommendation Q.816 [6].

Table D.7 lists the parameters for the Event Channel Reporting service.

Parameter name Reg/Ind | Rsp/Cnf Notes
Event Header
Fixed Event Header
Event Type
Domain Name
Type Name
Event Name
OptionalHeaderFields
Filterable Event Body
Property Name
Property Value
Channel Modification
Property Name
Property Value
Channel Information
Channel 1d
Channel Class
Base Objects
Name Type
Event Types
Scoped Name Type
Excluded Event Types

- “telecommunications’

- “itu_x780::Notifications.:channel Change”
- Null

- Only if supplied by application

— “channelModification”

— “channelInfo”

— May contain one or more Event Type

SIS IS IS IS IS IS ISISISISIZSIESI0RIZRIEIRIL
I

- May contain one or more Extended Event
Types

Scoped Name Type
Source Classes

< L

- May contain one or more Source Classes
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Parameter name Reg/Ind | Rsp/Cnf Notes
Scoped Name Type M —
Excluded Source Classes M - May contain one or more Excluded Source
Classes
Scoped Name Type M -
Channel M -

TableD.7. Event Channel Reporting Service Parameters

Thefollowing parameters are defined for usein the Event Channel Reporting service:

Channel Modification
This parameter identifies the type of Event Channel change. It can be either:

Channel Create
Channel Delete
Channel Update

Channel Information
This parameter includes information on the modified Event Channel. These results will include the following
parameters:

Channel Id — A string identifier for the Event Channel.

Channel Class — Scoped class name of the Event Channel.

Base Objects — Base managed object instances. Empty list indicates that all managed objects covered by this
system are used.

Event Types — List of Event Types support by this Event Channel. As an example, it could contain
“itu_x780::Notifications::equipmentAlarm” if Equipment Alarms are supported (see section 7.2.5.1.1). Empty list
indicates al Event Types are used by this Event Channel. Note that the Channel Change notification (i.e., this
notification) isnot included in thislist event though it is supported by all Event Channels.

Excluded Event Types— If the Event Typesfield is empty, this can be used to exclude Event Types.

Source Classes — List of interfaces that send notificationsto this Event Channel. Empty list indicates all managed
objects covered by the supplied Base Objects are to be used.

Excluded Source Classes— If the Source Classes field is empty, this can be used to exclude managed objects.
Channel — Reference to the Event Channel object.

D.2.2 Basic Alarm Report Control Functional Unit

The Basic Alarm Report Control functional unit contains the Suspend Alarm Reporting and the Resume Alarm
Reporting services. Figure D.2 shows the interactions between the managing and managed system for this functional
unit. Note that the Event Channel object shown in Figure D.2 may be predefined.
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Figure D.2. Basic Alarm Report Control Functional Unit

D.2.2.1 Suspend Alarm Reporting Service

The Suspend Alarm Reporting service allows a managing system to inhibit the reporting of alarm information through
an instance of the Sequence Proxy Push Supplier or Structured Proxy Push Supplier object classes. This service
supports the Allow / Inhibit Alarm Reporting function identified in sectionD.1.1.

The managed system will either supply a single Structured Event, a sequence of Structured Events or a Typed Event.
Which will be used is based on Service Level Agreement.

Note that managed systems may also inhibit the reporting of alarm information through an instance of the Sequence
Proxy Pull Consumer, Sequence Proxy Push Supplier, Structured Proxy Pull Consumer, Structured Proxy Push
Supplier, or Typed Proxy Push Supplier object classes.

For the service definition, see OMG Notification Service[19] under Sequence Proxy Pull Consumer, Sequence Proxy
Push Supplier, Structured Proxy Pull Consumer, Structured Proxy Push Supplier, or Typed Proxy Push Supplier.

D.2.2.2 Resume Alarm Reporting Service

The Resume Alarm Reporting service allows a managing system to allow the reporting of alarm information through
an existing instance of the Sequence Proxy Push Supplier or Structured Proxy Push Supplier object classes. This
service supports the Allow / Inhibit Alarm Reporting function identified in section D.1.1.

The managed system will either supply a single Structured Event, a sequence of Structured Events or a Typed Event.
Which will be used is based on Service Level Agreement.

Note that managed systems may also allow the reporting of alarm information through an instance of the Sequence
Proxy Pull Consumer, Sequence Proxy Push Supplier, Structured Proxy Pull Consumer, Structured Proxy Push
Supplier, or Typed Proxy Push Supplier object classes.

For the service definition, see OMG Notification Service [19] under Sequence Proxy Pull Consumer, Sequence Proxy
Push Supplier, Structured Proxy Pull Consumer, Structured Proxy Push Supplier, or Typed Proxy Push Supplier.

D.2.3 Enhanced Alarm Report Control Functional Unit

The Enhanced Alarm Report Control functional unit contains the Initiate Alarm Reporting, the Terminate Alarm
Reporting and the Obtain Event Channels services. Figure D.3 shows the interactions between the managing and
managed system for thisfunctional unit.
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Figure D.3. Enhanced Alarm Report Control Functional Unit

D.2.3.1 Initiate Alarm Reporting Service

The Initiate Alarm Reporting service allows a managing system to connect to an Event Channel. This service
supports the Condition Alarm Reporting and the Route Alarm Report functionsidentified in section D.1.1.

For the service definition, see OMG Notification Service[19].

D.2.3.2 Terminate Alarm Reporting Service
The Terminate Alarm Reporting service allows a managing system to disconnect from an Event Channel. This service

supports the Condition Alarm Reporting function identified in section D.1.1.

For the service definition, see OMG Notification Service[19].

D.2.3.3 Obtain Event Channels Service

The Obtain Event Channels service allows a managing system to retrieve what OMG Notification Service [19] Event
Channels are defined by the managed system. This service supports the Route Alarm Report, Request Alarm Report
Route, Condition Alarm Reporting and Request Alarm Report Control functionsidentified in section D.1.1.

The semantics of the Channel Finder list method are defined in Recommendation Q.816 [6].

Table D.8 shows the parameters used in the Obtain Event Channels service.

Parameter name Reg/Ind | Rsp/Cnf Notes
Channel Info Set Type - M May contain zero or more
sequences
Channel 1d — M
Channel Class - M
Base Objects - M
Name Type — M
Event Types - M May contain one or more
Event Type
Scoped Name Type - M
Excluded Event Types - M May contain one or more
Extended Event Types




B00-12-08

T1M1.5/2000-217R3
Scoped Name Type - M
Source Classes - M May contain one or more
Source Classes
Scoped Name Type — M
Excluded Source Classes - M May contain one or more
Excluded Source Classes
Scoped Name Type — M
Channel - M
Exceptions - P

Table D.8. Obtain Event Channels Service

The following parameters are defined for use in the Obtain Event Channels service:

Channd Info Set Type
This parameter includes information on the Event Channels defined by the managed system. These results may
include multiple sequences of the following parameters:

- Channel Id - A string identifier for the Event Channel.

- Channel Class— Scoped class name of the Event Channel.

- Base Objects — Base managed object instances. Empty list indicates that all managed objects covered by this
system are used.

- Event Types — List of Event Types support by this Event Channel. As an example, it could contain
“itu_x780::Notifications::equipmentAlarm” if Equipment Alarms are supported (see section 7.2.5.1.1). Empty list
indicates all Event Types are used by this Event Channel. Note that the Channel Change notification is not
included in thislist event though it is supported by all Event Channels.

- Excluded Event Types— If the Event Typesfield is empty, this can be used to exclude Event Types.

- Source Classes— List of interfaces that send notifications to this Event Channel. Empty list indicates all managed
objects covered by the supplied Base Objects are to be used.

- Excluded Source Classes — If the Source Classesfield is empty, this can be used to exclude managed objects.

- Channel — Reference to the Event Channel object.

Exceptions
- Application Error

D.2.4 Alarm Report Retrieval Functional Unit
The Alarm Report Retrieval functional unit contains the Alarm Report Retrieving service described below. Figure D.4
shows the interactions between the managing and managed system for this functional unit.
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FigureD.4. Alarm Report Retrieval Functional Unit

D.2.4.1 Alarm Report Retrieving Service
The Alarm Report Retrieving service is used to access the values of specified alarm Log Record attributes. This
service supports the Request Alarm Report History function identified in section D.1.1.

This service does assume the use of Event Channel filters or Log filters that restrict the log to just alarm notifications
(i.e,, Communications, Environmental, Equipment, Processing Error or Quality Of Service alarms). Note that OMG
Telecom Log Service [20] Log Records do not have sub-classifications (such as Alarm Record) aswith Q / CMISE.

This service may be used to retrieve attribute values of asingle alarm Log Record by specifying the Log Record Id. In
this case, this service utilizesthe OMG Telecom Log Service Get Record Attribute method. For the service definition
in this case, seethe OMG Telecom Log Service.

Alternatively, attributes for multiple alarm Log Records may be retrieved by utilizing the OMG Telecom Log Service
Query or Retrieve methods. The Query method returns al alarm Log Records that match a supplied filter. The
Retrieve method returns all alarm Log Records starting from a given time. For the service definition in these cases, see
the OMG Telecom Log Service.

D.2.5 Alarm Report Deletion Functional Unit
This functional unit contains the Alarm Report Deleting service. Figure D.5 shows the interaction between the
managing and managed systems for this functional unit.

TN
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Figure D.5. Alarm Report Deletion Functional Unit

D.2.5.1 Alarm Report Deleting Service
The Alarm Report Deleting service is used to remove specific alarm Log Records. This service supports the Delete
Alarm Report History function described in sectionD.1.1.

For the service definition, see OMG Telecom Log Service [20] under Log Record del etion.

D.2.6 Current Alarm Summary Reporting Functional Unit

The Current Alarm Summary Reporting functional unit contains the Current Alarm Summary Reporting service
described below. Figure D.6 shows the interactions between the managing and managed system for this functional
unit. Note that the Management Operations Schedule and Current Alarm Summary Control objects shown in Figure
D.6 may be predefined. The Management Operations Schedul e object shall be present but need not be modifiable by
the managing system.

Managing System Managed System
Management
Operations
Schedule
Pokes
A 4
o Current Alarm
OMG Not.lflcatlon Summary Control
Current Service Current
Alarm Alarm ¢
Summary Summary
P Report P Reporting
Current Alarm [« Event [€ SCurrent ARIarm .
ummary Repor
Summary Report Control Channel Control ryl. P
Consumer < G < » Supplier

FigureD.6. Current Alarm Summary Reporting Functional Unit
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D.2.6.1 Current Alarm Summary Reporting Service
The Current Alarm Summary Reporting service allows a managed system to report a summary of the alarm conditions
of specified managed objects to its managing system(s).

The Current Alarm Summary Reporting service is invoked when the Current Alarm Summary Control object pointed
to by the Management Operations Schedule object (via the Affected Object Class and Affected Object Instance
attributes) is poked. This service supports the Report Current Alarm Summary function identified in section D.1.2.

Table D.9lists the parameters for the Current Alarm Summary Reporting service.

Parameter name Reg/Ind | Rsp/Cnf Notes
Event Header M —
Fixed Event Header M —
Event Type M -
Domain Name M — “telecommunications’
Type Name M - “itu_x780::Natifications::current
AlarmSummaryReport”
Event Name M — Null
OptionalHeaderFields C — Only if supplied by application
Filterable Event Body M —
Property Name M — “adarmSummaryData’
Property Value M —
Alarm Summary Data M - Zero or more sequences of
ObjectAlarmSummaryType
Object Of Reference C —
Summary Info C —
Perceived Severity C —
Alarm Status C —
Probable Cause C —

TableD.9. Current Alarm Summary Reporting Service Parameters

The following parameters are defined for use in the Current Alarm Summary Reporting service:

Alarm Summary Data
This parameter includes the results of an alarm summary report generation by a managed system. These results
potentially include multiple sequences of the following parameters:

- Object Of Reference
- Summary Info. Thisincludes multiple sequences of the following parameters (in each sequence, at least one must
be provided):
Perceived Severity [6] (Optiona)
Alarm Status[6] (Optional)
Probable Cause [6] (Optional)

D.2.7 Basic Management Operations Scheduling Functional Unit

The Basic Management Operations Scheduling functional unit contains the Suspend Management Operations
Schedul e and the Resume M anagement Operations Schedul e services. Figure D.7 shows the interactions between the
managing and managed system for this functional unit. Note that the Management Operations Schedule object
shown in Figure D.7 may be predefined. In such cases, only the Administrative State attribute is modifiable by the
Managing System.

rdel
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Figure D.7. Basic M anagement Oper ations Scheduling Functional Unit

D.2.7.1 Suspend Management Operations Schedule Service

The Suspend Management Operations Schedule service allows a managing system to inhibit the scheduled operation
of a service (such as the Current Alarm Summary Reporting service) triggered by an instance of the Management
Operations Schedule object class in a managed system. This service utilizes the Set service and procedures defined
in[16]. This service supportsthe Allow / Inhibit Current Alarm Summary function identified in sectionD.1.2.

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.7.2 Resume Management Operations Schedule Service

The Resume Management Operations Schedul e service allows a managing system to resume the scheduled operation
of a service (such as the Current Alarm Summary Reporting service) triggered by an instance of the Management
Operations Schedule object class in a managed system. This service utilizes the Set service and procedures defined
in[16]. This service supportsthe Allow / Inhibit Current Alarm Summary function identified in sectionD.1.2.

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.8 Enhanced Management Operations Scheduling Functional Unit

The Enhanced Management Operations Scheduling functional unit contains the Initiate Management Operations
Schedule service, the Terminate Management Operations Schedule, the Set Management Operations Schedule and
the Get Management Operations Schedule services. Figure D.8 shows the interactions between the managing and
managed system for this functional unit.

If a bilateral agreement exists between two error reporting service users, the Initiate and Terminate Management

Operations Schedul e services can be omitted. In this case, operation of the Management Operations Schedule starts
automatically at system initialization.

il
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Figure D.8. Enhanced M anagement Oper ations Scheduling Functional Unit

D.2.8.1 Initiate Management Operations Schedule Service

The Initiate Management Operations Schedule service allows a managing system to create an instance of the
Management Operations Schedule object class in a managed system. This service utilizes the Create service and
procedures defined in [16]. This service supports the Schedule Current Alarm Summary and Route Current Alarm
Summary functionsidentified in section D.1.2.

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.8.2 Terminate Management Operations Schedule Service

The Terminate Management Operations Schedule service allows a managing system to delete an instance of the
Management Operations Schedule object class in a managed system. This service utilizes the Delete service and
procedures defined in [16]. This service supports the Schedule Current Alarm Summary function identified in section
D.12

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.8.3 Set Management Operations Schedule Service

The Set Management Operations Schedule service is a confirmed service that allows a managing system to set the
attribute values of a specified instance of a Management Operations Schedule object. This service utilizes the Set
service and procedures defined in [16]. This service supports the Schedule Current Alarm Summary and Route
Current Alarm Summary functionsidentified in section D.1.2.

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.8.4 Get Management Operations Schedule Service

The Get Management Operations Schedule service allows a managing system to retrieve the values of given
attributes of a specified instance of a Management Operations Schedule object. This service utilizes the Get service
and procedures defined in [16]. This service supports the Request Current Alarm Summary Schedule and Request
Current Alarm Summary Route functionsidentified in sectionD.1.2.

The semantics of the Management Operations Schedule attributes are defined in section 6.2.2.

D.2.9 Current Alarm Summary Reporting Control Functional Unit
The Current Alarm Summary Reporting Control functional unit contains the Initiate Current Alarm Summary Control,
the Terminate Current Alarm Summary Control, the Set Current Alarm Summary Control and the Get Current Alarm

7A
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Summary Control services. Figure D.9 shows the interactions between the managing and managed system for this
functional unit.

Managing System Managed System

Management
Operations
Schedule

Initiate / Terminate / Set / Get Current
Alarm Summary Control

Y

Current Alarm
Confirmation and Results Summary Control

FigureD.9. Current Alarm Summary Reporting Control Functional Unit

D.2.9.1 Initiate Current Alarm Summary Control Service

The Initiate Current Alarm Summary Control service allows a managing system to create an instance of the Current
Alarm Summary Control object class in a managed system. This service utilizes the Create service and procedures
defined in [16]. This service supports the Schedule Current Alarm Summary function identified in sectionD.1.2.

The semantics of the Current Alarm Summary Control attributes are defined in section 6.2.1.

D.2.9.2 Terminate Current Alarm Summary Control Service

The Terminate Current Alarm Summary Control service allows a managing system to delete an instance of the Current
Alarm Summary Control object class in a managed system. This service utilizes the Delete service and procedures
defined in [16]. This service supports the Schedule Current Alarm Summary function identified in sectionD.1.2.

The semantics of the Current Alarm Summary Control attributes are defined in section 6.2.1.

D.2.9.3 Set Current Alarm Summary Control Service

The Set Current Alarm Summary Control service is a confirmed service that alows a managing system to set the
attribute values of a specified instance of a Current Alarm Summary Control object. This service utilizes the Set
service and procedures defined in [16]. This service allows a managing system to alter the criteria used to select
objects to be included in Current Alarm Summary reports. This service supports the Schedule Current Alarm
Summary function identified in section D.1.2.

The semantics of the Current Alarm Summary Control attributes are defined in section 6.2.1.

D.2.9.4 Get Current Alarm Summary Control Service

The Get Current Alarm Summary Control service alows a managing system to retrieve the values of given attributes
of a specified instance of a Current Alarm Summary Control object. This service utilizes the Get service and
procedures defined in [16]. This service supports the Request Current Alarm Summary Schedule function identified
in sectionD.1.2.

The semantics of the Current Alarm Summary Control attributes are defined in section 6.2.1.

v d =
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D.2.10 Current Alarm Summary Retrieval Functional Unit

The Current Alarm Summary Retrieval functional unit contains the Retrieve Current Alarm Summary service described
below. Figure D.10 shows the interactions between the managing and managed system for this functional unit. Note
that the Current Alarm Summary Control object shown in Figure D.10 may be predefined. If thisis the only Current
Alarm Summary-related functional unit supported, the Current Alarm Summary Control object class shall be present
but need not be modifiable by the managing system.

Managing System Managed System

Management
Operations
Schedule

Retrieve Current Alarm Summary

Ao
d Current Alarm
Confirmation and Results Summary Control

Figure D.10. Current Alarm Summary Retrieval Functional Unit

D.2.10.1 Retrieve Current Alarm Summary Service

The Retrieve Current Alarm Summary serviceis used to request that a Current Alarm Summary report be sent from the
managed system to the managing system. It utilizes the retrieveCurrentAlarmSummary method of the Current Alarm
Summary object. It supports the Request Current Alarm Summary function identified in sectionD.1.2.

Table D.10 shows the parameters used in the Retrieve Current Alarm Summary service.

Parameter name Reg/Ind | Rsp/Cnf Notes
Summary Contents U - One, two or al three may be
included
Include Perceived Severity C —
Include Alarm Status C -
Include Probable Cause C -
Alarm Summary Data - M May be NULL if no alarm
summary report
Object Of Reference — C
Summary Info — C
Perceived Severity - C Depending whether Include
Perceived Severity used
Alarm Status - C Depending whether Include
Alarm Status used
Probable Cause - C Depending whether Include
Alarm Status used
Exceptions — P

TableD.10. Retrieve Current Alarm Summary Service Parameters

T
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Thefollowing parameters are defined for usein the Retrieve Current Alarm Summary service:

Summary Contents
This parameter is used to control the attributes that shall be included in the report. The report may include any (and
multiples) of the following:

- Perceived Severity [6]
- Alarm Status|[6]
- Probable Cause[6]

Alarm Summary Data
This parameter includes the results of an alarm summary report generation by a managed system. These results
include multiple sequences of the following parameters:

- Object Of Reference

- Summary Info. Thisincludes multiple sequences of the following parameters:
Perceived Severity [6] (Optiona)
Alarm Status[6] (Optional)
Probable Cause [6] (Optional)

Exceptions
- Application Error

D.2.11 Alarm Event Criteria Management Functional Unit

The Alarm Event Criteria Management functional unit contains the Set Alarm Severity Assignment List and Get
Alarm Severity Assignment List services. Figure D.11 shows the interactions between the managing and managed
system for this functional unit.

Managing System Managed System

Initiate / Terminate / Set / Get Alarm
Severity Assignment Profile

Ao
71 Alarm Severity
Confirmation and Results Assignment Profile

A

FigureD.11. Alarm Event Criteria Management Functional Unit
D.2.11.1 Initiate Alarm Severity Assignment Profile Service
The Initiate Alarm Severity Assignment Profile service allows a managing system to create an instance of the Alarm
Severity Assignment Profile object classin a managed system. This service utilizes the Create service and procedures
defined in [16]. This service supports the Condition Alarm Event Criteriafunction identified in sectionD.1.3.

The semantics of the Alarm Severity Assignment Profile attributes are defined in[3].
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D.2.11.2 Terminate Alarm Severity Assignment Profile Service

The Terminate Alarm Severity Assignment Profile service allows a managing system to delete an instance of the
Alarm Severity Assignment Profile object class in a managed system. This service utilizes the Delete service and
procedures defined in [16]. This service supports the Condition Alarm Event Criteria function identified in section
D.13.

The semantics of the Alarm Severity Assignment Profile attributes are defined in[3].

D.2.11.3 Set Alarm Severity Assignment Profile Service

The Set Alarm Severity Assignment Profile service allows a managing system to modify the alarm severity
assignment list associated with the Alarm Severity Assignment Profile object instance. This service utilizes the Set
service and procedures defined in [16]. This service supports the Condition Alarm Event Criteria function identified
in section D.1.3.

The semantics of the Alarm Severity Assignment Profile object class are described in[3].

D.2.11.4 Get Alarm Severity Assignment Profile Service

The Get Alarm Severity Assignment Profile service allows a managing system to retrieve the alarm severity
assignment list associated with the Alarm Severity Assignment Profile object instance. This service utilizes the Get
service and procedures defined in[16]. This service supports the Request Alarm Event Criteria function identified in
section D.1.3.

The semantics of the Alarm Severity Assignment Profile object class are described in[3].

D.2.12 Alarm Indication Management Functional Unit

The Alarm Indication Management functional unit contains the Set Allow And Inhibit Audible and Visual Local
Alarms, the Get Allow And Inhibit Audible and Visual Local Alarms and the Reset Audible Alarm services. Figure
D.12 shows the interacti ons between the managing and managed system for this functional unit.

Managing System Managed System

Get Allow And Inhibit Audible and
Visual Local Alarms

Set Allow And Inhibit Audible and
Visual Local Alarms

Reset Audible Alarms

A 4

) ) Managed Element
Confirmation and Results or its subclasses

FigureD.12. Alarm Indication M anagement Functional Unit
D.2.12.1 Set Allow And Inhibit Audible and Visual Local Alarms Service
The Set Allow and Inhibit Audible and Visual Loca Alarms service alows a managing system to alow or inhibit
audible and visual local alarms. This service utilizes the enableAudibleVisual Local AlarmSet method [3]. This service
supports the Inhibit/Allow Audible and Visual Local Alarm Indications function identified in section D.1.4.

Table D.11 shows the parameters used in the Set Allow and Inhibit Audible and Visual Local Alarms service.
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Parameter name | Reg/Ind | Rsp/Cnf | Notes
Enable M —
Exceptions — P

TableD.11. Set Allow and Inhibit Audible and Visual Local Alarms Service

The following parameters are defined for usein the Set Allow and Inhibit Audible and Visual Local Alarms service:

Enable
If set to TRUE, allow audible and visual local alarms. If set to FAL SE, inhibit audible and visual local alarms.

Exceptions
- Application Error
- NoAudibleVisua Loca Alarm Package

An Attribute Value Change event notification will be issued under the following conditions:

- The Allow and Inhibit Audible and Visual Local Alarms changed value from TRUE to FALSE or from FALSE to
TRUE,

- TheAttribute Vaue Change event notification is supported for this managed object instance and

- TheAllow and Inhibit Audible and Visual Local Alarms attribute is a monitored attribute for the Attribute Value
Change event notification.

D.2.12.2 Get Allow And Inhibit Audible and Visual Local Alarms Service

The Get Allow and Inhibit Audible and Visual Local Alarms service allows a managing system to query whether the
audible and visual local alarms are allowed or inhibited. This service utilizes the enableAudibleVisual L ocal AlarmGet
method [3]. This service supports the Request Inhibit/Allow Audible and Visual Local Alarm Indications function
identified in section D.1.4.

Table D.12 shows the parameters used in the Get Allow and Inhibit Audible and Visual Local Alarms service.

Parameter name | Reg/Ind | Rsp/Cnf | Notes
Results - M
Exceptions — P

TableD.12. Get Allow and Inhibit Audibleand Visual L ocal Alarms Service

The following parameters are defined for use in the Get Allow and Inhibit Audible and Visual Local Alarms service:

Results
If set to TRUE, audible and visual local alarms are alowed. If set to FALSE, audible and visual local alarms are
inhibited.

Exceptions
- Application Error
- NoAudibleVisua Loca Alarm Package

D.2.12.3 Reset Audible Alarms Service

The Reset Audible Alarms service alows a managing system to retire existing audible and visual local alarms without
inhibiting them in the future. This service utilizes the resetAudibleAlarm method [3]. This service supports the Reset
Audible Alarms function identified in section D.1.4.

Table D.13 shows the parameters used in the Reset Audible Alarm service.

| Parameter name | Reg/Ind | Rsp/Cnf | Notes |

0
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| Exceptions | - | P | |

TableD.13. Reset Audible Alarms Service

Thefollowing parameters are defined for use in the Reset Audible Alarms service:

Exceptions
- Application Error
- NoAudibleVisua Loca Alarm Package

D.2.13 Basic Log Control Functional Unit

The Basic Log Control functional unit contains the Suspend Logging and the Resume Logging services. Figure D.13
shows the interactions between the managing and managed system for this functional unit. Note that the L og object
shown in Figure D.13 may either have a predefined Filter or the Filter may be absent.

Managing System Managed System
OMG Telecom Log
Service

Suspend /
Resume
Logging |

Notify or

Confirmation Typed Notify
ﬂuﬂ Results Log

<

Figure D.13. Basic Log Control Functional Unit

D.2.13.1 Suspend Logging Service
The Suspend Logging service allows a managing system to inhibit the logging of Log Records. This service supports
the Inhibit / Allow Logging function identified in section D.1.5.

For the service definition, see OMG Telecom Log Service[20] and the use of Operational State.

D.2.13.2 Resume Logging Service
The Resume Logging service allows a managing system to resume the logging of Log Records. This service supports
the Inhibit / Allow Logging function identified in section D.1.5.

For the service definition, see OMG Telecom Log Service[20] and the use of Operational State.

D.2.14 Enhanced Log Control Functional Unit

The Enhanced Log Control functional unit contains the Initiate Log, the Terminate Log, the Set Log, the Get Log and
the Log Lookup services. Figure D.14 shows the interactions between the managing and managed system for this
functional unit. Note that the Log object shown in Figure D.14 may either be predefined or be created using the
Initiate Log service.
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Managing System - Managed System
Inifiate / - QMG Telecom Log
Terminate .
/ Get / Set Service
/ Lookup
"1 Notify or
Confirmation TypEd NOtifY
and Results Log
B 7 Event
Info
Events
Events A4
Event < Alarm
Channel Supplier

OMG Notification
Service

Figure D.14. Enhanced L og Control Functional Unit

D.2.14.1 Initiate Log Service
The Initiate L og service allows a managing system to create an instance of the Log object classin the OMG Telecom
Log Service[20]. This service supports the Condition L ogging function identified in section D.1.5.

L og Event Channels must be registered with the Channel Finder service (see Recommendation Q.816 [6]).

Notifications of type Structured Event, Event Batch or Typed Event may be stored in a Notify Log. Notifications of
type Typed Event may be stored in a Typed Notify Log.

Logs and Log factories may generate notifications that can be accessed via the Route Alarm Report function. Note
that OMG Telecom Log Service notifications may be of a different format from notifications generated from
Recommendation Q.816 [6]. The following types of notifications may be generated:

a) Object creation

b) Object deletion

c) Thresholdalarm

d) Attribute value change
e) Statechange

f)  Processing error alarm

For the service definition, see OMG Telecom Log Service under NotifylL ogFactory or TypedNotifyL ogFactory.

D.2.14.2 Terminate Log Service
The Terminate Log service allows a managing system to delete an instance of the Log object class in the OMG
Telecom Log Service[20]. This service supports the Condition Logging function identified in section D.1.5.

For the service definition, see OMG Telecom Log Service under NotifylL ogFactory or TypedNotifyL ogFactory.

D.2.14.3 Set Log Service
The Set Log service is a confirmed service that allows a managing system to set the attribute values of a specified
instance of aLog object. This service supports the Condition Logging function identified in section D.1.5.

The Set Log service allows the setting of
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a) Administrative state

b) Availability status

c) Maximumlogsize

d) Logfull action

€) Logduration

f) Log scheduling

g) Log capacity thresholds

h) Expiration timefor Log Records

i) Quality Of Service (QOS) properties
j) Logfilter

For the service definition, see OMG Telecom Log Service [20] under NotifyLog or TypedNotifyL og.

D.2.14.4 Get Log Service
The Get Log service alows a managing system to retrieve the values of given attributes of a specified instance of a
Log object. This service supports the Request Log Condition function identified in section D.1.5.

For the service definition, see OMG Telecom Log Service [20] under NotifyLog or TypedNotifyL og.

D.2.14.5 Log Lookup Service
The Log Lookup service is a confirmed service that allows a managing system to query which Log objects are in
existence. This service supports the Condition Logging function identified in section D.1.5.

For the service definition, see OMG Telecom Log Service [20] under NotifyL ogFactory.

D.2.15 Heartbeat Functional Unit

The Heartbeat functional unit contains the Heartbeat Reporting, the Get Heartbeat Period and the Set Heartbeat
Period services. Figure D.15 shows the interactions between the managing and managed system for this functional
unit. Note that the Event Channel shown in Figure D.15 may be predefined.

Managing System Managed System
Set / Get Heartbeat Period q
>
. . Heartbeat
P Confirmation and Results
<
OMG Notification
Service
\ 4
Notification Event Heartbeat
Consumer Heartbeat Channel Heartbeat Supplier

Figure D.15. Heartbeat Functional Unit

D.2.15.1 Heartbeat Reporting Service

The Heartbeat Reporting service allows a managed system to send a periodic heartbeat notification. When active, a
heartbeat notification is sent to each registered Event Channel. This service supports the Report Alarms functions
identified in section D.1.1. For the service definition, see Recommendation Q.816 [6].
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Table D.14 lists the parameters for the Heartbeat Reporting service.

Parameter name

Reqg/Ind

Rsp/Cnf Notes

Event Header

Fixed Event Header

Event Type

Domain Name

“telecommunications’

Type Name

“itu_x780::Notifications::Heartbeat”

Event Name

Null

OptionalHeaderFields

Only if supplied by application

Filterable Event Body

Property Name

“systemL abel”

Property Value

System L abel

Property Name

“channelID”

Property Value

Channel Id

Property Name

“period”

Property Vaue

Period

Property Name

“timeStamp”

Property Value

Time Stamp

SIS SIS IS IS IZIZSIZSIZSIZSIS OISRl

TableD.14. Heartbeat Reporting Service Parameters

The following parameters are defined for use in the Heartbeat Reporting service:

- System Label — String identification of the managed system.
Channel Id — String Event Channel id.
Period — Value of the heartbeat period (in seconds).

- Time Stamp — Time when heartbeat notification is emitted.

D.2.15.2 Set Heartbeat Period Service

The Set Heartbeat Period service allows a managing system to set the heartbeat period. This service utilizes the
periodSet method [6]. This service supports the Report Alarms functionsidentified in sectionD.1.1.

Table D.15 shows the parameters used in the Set Heartbeat Period service.

Parameter name

Reg/Ind

Rsp/Cnf | Notes

Period

M

Exceptions

P

TableD.15. Set Heartbeat Period Service

Thefollowing parameters are defined for use in the Set Heartbeat Period service:

Period

The interval, in seconds, at which the Heartbeat Reporting service emits a heartbeat notification. Setting the period
resultsin the issuing of aheartbeat notification. If it is set to zero, no further heartbeat notificationswill be issued.

Exceptions
- Application Error
- Invalid Parameter
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D.2.15.3 Get Heartbeat Period Service
The Get Heartbeat Period service allows a managing system to access the heartbeat period. This service utilizes the

periodGet method [6]. This service supports the Report Alarms functionsidentified in section D.1.1.

Table D.16 shows the parameters used in the Get Heartbeat Period service.

Parameter name | Reg/Ind | Rsp/Cnf | Notes
Period — M
Exceptions — P

TableD.16. Get Heartbeat Period Service

Thefollowing parameters are defined for use in the Get Heartbeat Period service:

Period
The interval, in seconds, at which the Heartbeat Reporting service emits a heartbeat notification. If it is zero, no
heartbeat notificationswill be emitted.

Exceptions
- Application Error

D.3  Protocol Specification

D.3.1 Elements Of Procedure
Except for the services identified below, this specification makes use of the elements of procedure defined for the
services described in section D.2.

D.3.1.1 Managed Objects
This specification references the following support objectswhose IDL is specified in OMG Noatification Service [19]:

a) Channel Finder

b) Consumer Admin

c) Event Channel

d) Event Channel Factory

e) Filter

f)  Filter Factory

g) Mapping Filter

h) Sequence Proxy Pull Consumer
i)  Sequence Proxy Pull Supplier

i) Sequence Proxy Push Consumer
k) Sequence Proxy Push Supplier
I)  Sequence Pull Consumer

m) Sequence Pull Supplier

n) Sequence Push Consumer

0) Sequence Push Supplier

p) Structured Proxy Pull Consumer
q) Structured Proxy Pull Supplier
r  Structured Proxy Push Consumer
s) Structured Proxy Push Supplier
t)  Structured Pull Consumer

u) Structured Pull Supplier

v) Structured Push Consumer

w) Structured Push Supplier

X)  Supplier Admin

y) Typed Proxy Push Consumer
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2) Typed Proxy Push Supplier
aa) Typed Push Consumer

This specification references the following support objects whose IDL is specified in OMG Telecom Log Service [20]:

a) Iterator

b) Notify Log

c) Notify Log Factory

d) Typed Notify Log

e) Typed Notify Log Factory

This specification references the following managed objects whose IDL are specified in Recommendation M.3120 [3]:

a) Alarm Severity Assignment Profile
b) Managed Element

¢) Managed Element Complex

d) Network

This specification references the following managed objects whose IDL are specified in Recommendation X.780 [16]:

a) Managed Object
b) Managed Object factory

This specification references the following support objects whose IDL are specified in this document (see section
10):

a) Alarm Synchronization Data |terator

b) Current Alarm Summary Control

c) Current Alarm Summary Control Factory

d) Enhanced Current Alarm Summary Control

e) Enhanced Current Alarm Summary Control Factory
f) Management Operations Schedule

g) Management Operations Schedul e Factory

D.3.1.2 Valuetypes
This specification references the following valuetypes specified in this document whose IDL are defined in
Recommendation X.780 [16]:

a) Managed Object Value Type

D.3.1.3 Types
This specification references the following types associated with the objects specified in this document whose IDL
are defined in Recommendation X.780 [16]:

a) AdministrativeStateType
b) BitStringType

c) DeletePolicyType

d) ExternadTimeType

e) GeneralizedTimeType
f) NameType

g) NameBindingType

h) ObjectClassType

i) Operational StateType
j) PerceivedSeverityType
k) ProbableCauseType



B00-12-08
T1M1.5/2000-217R3

) StartTimeType
m) StopTimeType
n) StringSetType

This specification references the following types associated with the objects specified in this document whose IDL
are defined in Recommendation Q.816 [6]:

a) FilterType
b) LanguageType
c) ScopeType

This specification references the following types associated with the objects specified in section 6 whose IDL is
defined in Recommendation M.3120 [3]:

a) AlarmStatusType

This specification references the following types associated with the objects specified in section 6 whose IDL is
defined in OMG Notification Service [19):

a) EventBatch

The objects defined in this specification inherit attributes from ManagedObject as specified in Recommendation
X.780[16]; these attributes are not repeated here.

This specification references the following types that are defined in section 10.3:

a) AffectedObjectClassType

b) AffectedObjectInstancesType

c) AlarmStatusSetType

d) AlarmStatusTypeOpt

e) AlarmSummaryDataSeqType

f)  AlarmSummarylnfoSeqType

g) AlarmSummarylnfoType

h) AlarmSynchronizationDataSeqType
i)  AlarmSynchronizationlnfoChoice
i) AlarmSynchronizationlnfoType
k) BeginTimeType

) EndTimeType

m) IntervalChoice

n) IntervaType

0) InvalidObjectlnstanceErrorSeqType
p) ObjectAlarmSummaryType

g) ObjectListChoice

N ObjectListSetType

s) ObjectListType

t) ObjectOfReferenceType

u) PerceivedSeveritySetType

v) PerceivedSeverity TypeOpt

w) ProbableCauseSetType

X)  ProbableCauseTypeOpt

y) RangeOfObjectsType

2) ScopedCriteriaSeqType

aa) ScopedCriteriaType
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bb) SimpleObjectListSetType
cc) StartTimeType

dd) StopTimeType

ee) StopTimeType

ff) SummaryContentsSetType
gg) SummaryContentsType
hh) Termina RDNRangeType
i) Timelnterval Type

D.3.1.4 Notifications
This specification references the following notifications defined in Recommendation X.780 [16]:

a) attributeVaueChange
b) objectCreation

c) objectDeletion

d) stateChange

€) communicationsAlarm
f) equipmentAlarm

g) environmentalAlarm
h) processingErrorAlarm
i) qualityOfServiceAlarm

This specification references the following notification defined in Recommendation Q.816 [€]:

a) channelChange
b) heartbeat

This specification references the following notification defined in this document:

a) currentAlarmSummaryReport

D.3.1.5 Methods
This specification references the foll owing methods defined in Recommendation M.3120 [3].

- InManaged Element:
a) enableAudibleVisualLoca AlarmGet
b) enableAudibleVisualLocal AlarmSet
c) resetAudibleAlarm

This specification references the following methods defined in Recommendation Q.816 [6]:

- InChannel Finder:
a) list
- InChannel Finder Component:
a) register
b) unregister
- InHeartbeat:
a) periodGet
b) periodSet

The get, set, add and remove methods for attributes contained in managed objects referenced in this document are
not repeated here.

This specification references the following methods defined in this document.



This specification references the following exceptions specified in Recommendation M.3120 [3]:

In Management Operations Schedule;

a)
b)
c)
d)
e)
f)
9)
h)
i)
)
k)
)
m)

n)

administrativeStateGet
administrativeStateSet
affectedObjectClassGet
affectedObj ectClassSet
affectedObjectl nstancesGet
affectedObj ectl nstancesSet
beginTimeGet
beginTimeSet

endTimeGet

endTimeSet
endTimeSetDefault

interval Get

interval Set

operational StateGet

In Current Alarm Summary Control:

a)
b)
c)
d)
e)
f)

9)
h)
i)

)

K)
1)

m)
n)
0)
p)
q)

In Enhanced Current Alarm Summary Control:

alarmStatusListAdd
alarmStatusListGet
alarmStatusListRemove
alarmStatusListSet
objectListAdd

objectListGet
objectListRemove
objectListSet
perceivedSeverityListAdd
perceivedSeverityListGet
perceivedSeverityL istRemove
perceivedSeverityListSet
probableCauseListAdd
probableCauseListGet
probableCauseListRemove
probableCausel istSet
retrieveCurrentAlarmSummary

a) aarmSynchronization

In AlarmSynchronizationDatal terator:
a) destroy

b) getNext

D.3.1.6 Exceptions

a) NOAudibleVisualocaAlarmPackage

This specification references the following exceptions specified in Recommendation X.780 [16]:

a) ApplicationError
b) CreateError
c) DeéleteError

This specification references the following exceptions specified in Recommendation Q.816 [6]:

a)
b)

InvalidFilter
InvalidParameter

B00-12-08
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c) FilterComplexityLimit
This specification references the following exception specified in this document (see section 10.4):

a) InvalidObjectinstanceErrorParameter
b)  NOmanagementOperationsSchedul eOperational StatePkg
c) SelectionCriteriaNotSupported

D.3.1.7 Name Bindings
This specification references the following name bindings specified in this document (see section 10.9):

a) CurrentAlarmSummaryControl_ManagedElement

b) EnhancedCurrentAlarmSummaryControl_ManagedElement

¢) EnhancedCurrentAlarmSummaryControl_ManagedElementComplex
d) EnhancedCurrentAlarmSummaryControl_Network

e) ManagementOperationsSchedule_ManagedElement
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