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1	Decision/action requested.
The group is asked to discuss the proposal.
2	References
[1] 	3GPP TS 32.111-2: "Telecommunication management; Fault Management; Part 2: Alarm Integration Reference Point (IRP): Information Service (IS)".
[2] 	3GPP TS 28.532: "Management and orchestration; Management services".
3	Rationale
Observation 1: Concept of “Alarm definition”
Consider this definition of Matching-Criteria-Attributes from TS 32.111-2 (referenced and used in TS 28.532 and TS 28.111):
Matching-Criteria-Attributes: which identifies a set of ITU-T Recommendation X.733 [2] defined attributes.
Notifications carrying identical values for these attributes are considered to be carrying alarm information related to (a) the same network resource and (b) the same alarmed condition. The matching-criteria-attributes are: objectInstance, eventType, probableCause and specificProblem, if present.
Of these matching-criteria-attributes, objectInstance identifies the network resource that has sent the alarm notification, i.e., (a). The remaining attributes, i.e., eventType, probableCause and specificProblem, represent the alarmed condition, i.e. (b). 	Comment by lengyelb-2: eventType is called alarmType in newer specifications
[bookmark: _Hlk150266791]This definition implies, on a conceptual level, that alarm notifications can be grouped together based on the values of eventType, probableCause and specificProblem indicating (b) the same alarmed condition. This concept has not yet been explored in 3GPP SA5. 
A potential name for this new concept is “Alarm definition”. “Alarm definition” is a set of information about a specific alarmed condition. It has a single unique identifier. It includes the information in eventType, probableCause and specificProblem and potentially other information too. Identifying an alarmed condition based on the above 2 mandatory and one optional parameter is complicated both for SW and even more for a human user. None of the three parameters are guaranteed to be unique. Identifying the alarmed condition based on a single unique parameter is much simpler. A single parameter can be used as a key or id of the alarmed condition. 	Comment by lengyelb-2: This is conceptually similar to an extended "alarm type".
A number of vendors started using specificProblem as a single unique identifier for the alarmed condition, however, that is not a standard solution and as a further problem specificProblem is optional.
We propose to introduce the concept of alarm-definition with a single unique identifier to describe the alarmed condition. In the following observations we identify multiple use-cases where alarm definition would be useful. It could also be expanded to include other information useful to the management of an alarm.
Observation 2: Alarm capability
Currently, there is no mechanism defined that a Fault MnS consumer can use to retrieve the set of all alarmed conditions that a network resource could notify about.
If the concept of “Alarm definition” would have a representation in an NRM, then a network resource could use it to present the alarm notifications that this network resource can generate. 
Observation 3: Context-sensitive alarm capability
The set of alarmed conditions that a particular network resource can notify about, i.e., its set of supported “Alarm definitions”, could change depending on the current state of that network resource, e.g., configuration, software composition, licenses.
For example, a particular gNB could provide gNB CU-CP, gNB CU-UP and gNB DU functionality, but may currently be providing gNB DU functionality only. In this case, the gNB will only send notifications about alarmed conditions that are relevant for the gNB DU.
Likewise, a gNB DU may support optional features, such as Carrier Aggregation, that may be configured or not at any given time. The gNB DU will then only send notifications about alarmed conditions that are relevant for the features currently configured. 
Observation 4: Overriding perceived severity using Alarm definition
Each vendor will define a set of alarms and their percievedSeverity values. Operators sometimes have a different view of the severity of a specific alarmed condition. Operators would like to be able to override the severity of alarmed conditions.
In TS 28.532, the notification notifyChangedAlarm is specified in clause 11.2.1.1.5. This notification allows a network resource to notify when the perceivedSeverity of an existing AlarmInformation changes to another value than CLEARED. This notification is furthermore explicitly included in the state diagram in clause 11.2.2.1.3.1.3, in particular Figure 11.2.2.1.3.1.3-1. This implies that a change of perceivedSeverity carries special importance.
Furthermore, consider this definition of the information attribute additionalInformation from TS 28.532, clause 11.2.2.1.5.1:
	additionalInformation
	This attribute when present allows the inclusion of a set of vendor specific alarm information in the alarm.

A specific condition for this optional population is when an alarm presented by the Management System (e.g. via the user interface) has different values of perceived severity, and / or alarm type, compared with the values presented to the Itf-N.

Any other uses of additional information on the alarm and its semantics are outside the scope of the present document
	The additional information field is a list of one or more information parts.

The present document allows the support of two such information parts to carry
-	vendor defined perceived severity
-	vendor defined alarm type
using defined identification.
Other vendor specific information parts are allowed by using vendor specific identifications.



This definition implies that the perceived severity sent by a network resource in an alarm notification may differ from the vendor-defined perceived severity for that same alarmed condition. In other words, the change of perceived severity for an alarmed condition in runtime is a supported use case.
However, this use case is currently not specified. Furthermore, there is currently no mechanism defined that would allow a Fault MnS Consumer to request a change to the perceived severity originally specified by the vendor.
Observation 5: Alarm definitions as input to alarm filtering
Filtering alarm notifications would be easier if based on alarm definitions including a single identifier for the alarmed condition.
Consider this definition of the input parameter filter for the getAlarmList operation, from TS 28.532, clause 11.2.1.1.3.2:
	filter
	O
	N/A
	It carries a filter constraint. 
[bookmark: MCCQCTEMPBM_00000035]If the filter is present, the MnS producer shall apply it on AlarmInformation instances in AlarmList when constructing its output parameter AlarmInformationList.
If the filter is not present, all of the AlarmInformation instances included by the scope are selected.



A similar definition of the input parameter filter also exists for the getAlarmCount operation, from TS 28.532, clause 11.2.1.1.8.2:
	filter
	O
	N/A
	It carries a filter constraint. The operation shall apply it when counting the AlarmInformation instances in AlarmList.
Case when synchronous mode of operation is used for getAlarmList:
(a) If this parameter is present, the operation shall count the AlarmInformation instances which satisfy both (a) this filter constraint and (b) the condition set by input parameter alarmAckState.
(b) If this parameter is absent, the operation shall count all AlarmInformation instances that satisfy the condition set by input parameter alarmAckState.

Case when asynchronous mode of operation is used for getAlarmList:
(a) If this parameter is present, the operation shall count all AlarmInformation instances that satisfy this filter constraint and the condition set by input parameter alarmAckState.
(b) If this parameter is absent, the operation shall count AlarmInformation instances that satisfy (a) the filter constraint currently active in the notification channel established between the authorized MnS consumer and the MnS produce and (b) the condition set by input parameter alarmAckState.



Note that neither of these operations define the syntax and semantics of the filter parameter. 
It could be speculated that the alarmed condition as represented by the “Alarm definition” concept could be used when specifying such a filter.

Recommendation: 
Study and Introduce the concept of alarm definition with a single unique id identifying the alarmed condition. Adding this to the NRM, provides the possibility to:
(a) Expose the Alarm definitions currently supported by a network resource.
(b) Override the vendor-defined perceived severity for an instance of Alarm definition.
(c) Use the Alarm definition identifier as part of the filter used in read operations towards the AlarmList or notification subscriptions.

4	Detailed proposal
Study the concept of alarm definition and the potential use-cases above.


