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1	Decision/action requested
The group is asked to discuss and approve the proposal.
2	References
[1]	SP-220153: "New SID on Fault Supervision Evolution"
[2]	TR 28.830 "Fault supervision evolution"
[3]	TS 28.104: "Management Data Analytics (MDA)"
[4]	TS 28.532: "Generic management services"
[5]	ITU-T Recommendation X.733 (1992) | ISO/IEC 10164-4: 1992, Information technology – Open Systems Interconnection – Systems Management – Alarm reporting function.
[6]	TS 28.111: "Management and orchestration; Fault Management". 
3	Rationale
This tdoc discusses potential enhancements for root cause analysis in FSEV study [1, 2].
WoP#2 of the FS_FSEV study item is as follows: “2. How fault supervision evolution supports 5G use cases, such as 5G SLS deterioration, risk prediction”. “probableCause” is still an important aspect to be addressed.
With the introduction of MDA, it is expected that MDA may be used for the analysis of probableCause. The fault supervision management service producer may consider the analytics of “probableCause” in the alarm notifications.
In TS 28.532 [4], the alarm notification may provide information of probableCause.
The attribute probableCause uses the definitions in ITU-T Rec. X. 733 [5], some examples of the attributes are as follows:
– adapter error;
– application subsystem failure: A failure in an application subsystem has occurred (an application
subsystem may include software to support the Session, Presentation or Application layers);
– bandwidth reduced: The available transmission bandwidth has decreased;
– call establishment error: An error occurred while attempting to establish a connection;
– communications protocol error: A communication protocol has been violated;
– communications subsystem failure: A failure in a subsystem that supports communications over
telecommunications links, these may be implemented via leased telephone lines, by X.25 networks,
token-ring LAN, or otherwise;
…
In the endorsed S5-233583 TS 28.111 [6], a set of probabaleCause values were provided in Annex A (normative) which can be used as reference. It is expected that the MDA assisisted fault management provide analysis information of probabaleCause. The MDA management service may coordinate with fault supervision management service for identification and analysis of probabaleCause.
Proposal 1: It is proposed to include the potential enhancements for MDA to provide the probableCause information for both the analysis and failure prediction scenarios.
4	Detailed proposal

	1st Change


[bookmark: _Toc107987883]
[bookmark: _Toc148467147]5.2.2.3	Potential solution 3: Fault cause analysis enhancement
[bookmark: _Toc148467148]5.2.2.3.1	Introduction
The MDA may provide capability of probabaleCause analysis.
[bookmark: _Toc148467149]5.2.2.3.2	Description
In TS 28.532 [5], the alarm notification may provide information of probableCause. The attribute probableCause uses the definitions in ITU-T Rec. X. 733 [4]. The MDA analytics report may include the probableCause. The fault supervision management service producer may consider the MDA analytics output of probableCause in the next alarm notification of the same alarm type. The values can refer to the Probable Causes list in Annex A (normative) in TS 28.111 [10]. The attribute of probableCause may be added to existing MDA Type MDAAssistedFaultManagement.FailurePrediction and the new proposed MDA type of performance degradation analysis.
Table x: MDA analytics output of probableCause in failure prediction
	Attribute Name
	Description

	probableCause
	Provide the analysis report of the probableCause as listed in Annex A (normative) in TS 28.111 [10].



	End of change



