3GPP TSG-SA5 Meeting #151	S5-236847
Xiamen, China, October 9-13, 2023	
Source:	Nokia
Title:	Report of SA5 Rel-19 23Q3 moderated discussion MExpo
Document for:	Information
Agenda Item:	6.2.3
1	Decision/action requested
The group is asked to discuss and approve the proposals.
2	References
[1] SA5 Rel-19 23Q3 moderated discussion – Exposure of network management services to vertical consumers | NWM Web (etsi.org)
[2] S5-236126 SA5 Collection of Rel-19 potential topics for SA workshop preparation
[3] S5-234365 Discusion Paper: Techical Specification for Services
3	Rationale
A DSO can implement a service that makes use of exposed information from the management system by accessing capabilities that are already defined in the specificationss today. This section provides informative examples of the specific steps a DSO can take to implement the desired functional service.
4	Detailed 

1. Potential scope

Based on the latest discussions in SA5#150 [2], there were three ideas for potential scope of this work:

(1) Methods to expose management services to specific categories of verticals
(2) Methods to translate addressing of objects by FDN into addressing understandable by verticals (e.g. geo area)
(3) Methods to consume management information from verticals to be utilized by the 3GPP management system.

Online comments were received from Microsoft Europe SARL, Samsiung R&D institute UK, Nokia, Huawei Technologies France, Ericsson LM and Telefonica S.A.

1. Would be helpful to add examples of “management information from verticals”.
Moderator: The ongoing work for NSOEU is a very relevant example of exposing network management services to vertical consumers. In this case the vertical makes use of performance information from the network and makes requests of the management system (conservation and prioritization of available battery life).
2. Are we assuming that mechanism to expose MnS will differ from one vertical to another? Seems strange.
Moderator: I do not make that assumption. In SA5#149 the group endorsed S5-234365 [3] which proposed a common container specification for vertical services developed by SA5. There were logistical errors when allocating the TS number for NSOEU which breaks the idea endorsed in the DP, but I assume we have a common method for exposure of services in SA5. The the extent feasible.
3. Why are we assuming that vertical will not understand the 3GPP defined addressing mechanism? Why a vertical can’t know the DN?
Moderator: I do not assume the vertical will not understand the 3GPP defined addressing mechanism. The challenge is how does the vertical learn the DN of specific objects.
4. If we do not complete the scope of the NSOEU WI in Rel-18, I assume that exposure of network management services to energy utilities (a specific vertical consumer) will be in scope of at least the work item associated with this topic.
Moderator: I agree. Should NSOEU not complete, or if completed but further enhancements are desired, I support that work in Rel-19 under this topic.
5. Some background information and justification are missing.
Moderator: By considering examples, as requested in comment 1, I hope this provides some background information. I believe allowing the CSP to monetize their network investment by exposing (providing as a commercial service) select management services is the justification.
6. On (1): does it mean that only specific categories of verticals are concerned? Which categories? Does it mean that different method(s) will be defined for different categories of verticals? Need to make it clear that the scope of ”3. Investigation on the potential solution of using intent driven management to support management exposure to vertical customer (e.g., collaboration with GSMA/CAMARA)” which is proposed in ’Intent driven management services for mobile network’ SID is out of scope of this SID. SA5 should avoid the duplication on this aspect.
Moderator: I am not aware of a discussion of categories thus far, but welcome such a discussion. Regarding different methods for different categories, I believe this is addressed in comment 2. I agree we shall avoid duplication of work.
7. On (3), in previous R18 NPN SI, we had such thing as well but finally no contributions from companies. Not sure SA5 is interested with this topic again.
Moderator: I believe this must be addressed by SA5, it will be needed in NSOEU. But agree we have not seen proposals.
8. Nothing on EGMF (Exposure Governance Management Function)? The role of EGMF has still not been decided in SA5. If EGMF is still alive, it may be good to re-consider it in Rel-19.
Moderator: this can be considered.
9. I am missing motivation to the 3 items. Are these three items the scope?
Moderator: I believe SA5 has agreed these concepts in scope when we endorsed the NSOEU vertical.
10. Is this proposal for external customers to an operator or is it exposure to different organisations within an operator company?
Moderator: Couldn’t it be both? I think this falls under the heading of access control.
11. Looking at the RedcapM topic, Is this topic aming on having generic requirements solutions etc. for different services, or will each service need to change in the exposure solution?
Moderator: In my opinion, this depends upon each individual vertical. But as mentioned in comments 2 and 6 above, I support a common exposure solution to the extent possible.
12. Is there an overlap with the objective “Enhancements on MnS(s) to support RedCap for vertical” in RedCapM?
Moderator: this objective appears to have been removed in the latest version of RedCapM documents.

2 Potential collaboration groups and related topics

Based on the latest discussions in SA5#150 [2], there were initially no potential collaboration groups identified.

1. I consider the FS_NSOEU study and NSOEU feature to be related topics, since these investigated a specific exposure of network management services to a vertical consumer.
Moderator: Agree they are related, comments in the justification provide details.
2. I’d expect here collaboration with i) GSMA Open Gateway initiative and ii) TM Forum Open API group, as they are defining the so-called “Operate APIs”, i.e., APIs providing Open Gateway OAM capabilities to 3rd parties (see white paper here: https://www.gsma.com/futurenetworks/wp-content/uploads/2023/05/The-Ecosystem-for-Open-Gateway-NaaS-API-development.pdf). Examples of these Operate APIs include APIcatalogue management, usage reporting, service assurance, etc.
Moderator: These are good examples which must be explored.
