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	Reason for change:
	The use case on AI/ML data trustworthiness has been discussed and agreed (clause 5.3.1 in TR 28.908). This CR is to normatively propose the use case and requirements on AI/ML data trustworthiness.
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	Use case description and requirements have been added
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[bookmark: _Toc128685313][bookmark: _Toc129028595][bookmark: _Toc129030125][bookmark: _Toc129155992][bookmark: _Toc128685280][bookmark: _Toc129028553][bookmark: _Toc129030083][bookmark: _Toc129155950][bookmark: _Hlk118302523]6.Z	Trustworthy Machine Learning 


[bookmark: _Toc128685316][bookmark: _Toc129028598][bookmark: _Toc129030128][bookmark: _Toc129155995]6.Z.2	Use cases
[bookmark: _Toc128685317][bookmark: _Toc129028599][bookmark: _Toc129030129][bookmark: _Toc129155996][bookmark: _Toc128685282][bookmark: _Toc129028555][bookmark: _Toc129030085][bookmark: _Toc129155952]6.Z.2.K	AI/ML data trustworthiness
The training data, testing data and inference data used for ML training, testing and inference, respectively, may need to be pre-processed according to the desired trustworthiness measure of the ML model. For example,
-	The samples in the training data and testing data can be labelled to include the ground-truth explanation label (in addition to the ground-truth class label). Therefore, the ML model can be trained to predict both ground-truth explanations label and ground-truth class label for an inference sample.
-	The samples in the training data and testing data can be assigned weights to ensure individual or group fairness in the ML model.
-	The missing features in the training data, testing data and inference data can be imputed with mean values to ensure the ML model is technically robust.
-	Noise can be added to the training data and testing data to ensure that the data samples are free from any kind of poisoning attacks.
Depending on the use case, some or all data trustworthiness pre-processing techniques can be applied before training, testing and deployment of the ML model. The MnS consumer should be enabled to receive information on the supported trustworthiness-related data processing capabilities for training, testing or inference. Moreover, the producer of data processing be it for training, testing or inference should enable the MnS consumer to provide requirements for trustworthiness which should then be considered in the data processing. And the MnS consumer should be enabled to define their reporting characteristics for ML trustworthiness.

6.Z.3	Requirements for Trustworthy Machine Learning
Table 6.Z.3-1
	Requirement label
	Description
	Related use case(s)

	REQ-ML_DATA_TRUST-1
	The producer(s) of ML training, ML testing and AI/ML inference service(s) should support a capability to enable an authorized MnS consumer to request reporting on the supported data trustworthiness related pre-processing capabilities of an ML entity.
	AI/ML data trustworthiness (clause 6.Z.2.K)

	REQ-ML_DATA_TRUST-2
	The producer(s) of ML training, ML testing and AI/ML inference service(s) should have a capability to pre-process the training data, testing data and inference data of an ML entity to satisfy the desired data trustworthiness measure.
	AI/ML data trustworthiness (clause 6.Z.2.K)

	REQ-ML_DATA_TRUST-3
	The producer(s)of ML training, ML testing and AI/ML inference service(s) should support a capability to enable an authorized MnS consumer to define the reporting characteristics related to the data trustworthiness reports of an ML entity. 
	AI/ML data trustworthiness (clause 6.Z.2.K)
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