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1	Decision/action requested
For approval
2	References
[1]	3GPP TR 28.824 V0.7.0 Management and orchestration; Study on network slice management capability exposure
3	Rationale
This contribution addresses the following issues in [1]:
1. In clause 4.1.4.6, step 14 refers to “OSS” but this is not mentioned anywhere else in this clause.
2. In clause 5.1.1, text at the end of step 5 actually belongs in step 6.
3. In clause 7.2, some text is duplicated.
4	Detailed proposal
[bookmark: _Toc49757787]This contribution proposes to make the following changes in [1].
[bookmark: _Toc95755608]
	1st change


[bookmark: _Toc95755559]
4.1.4.6	 Procedure for consumption of exposed MnS after service order is completed
The procedure for consumption of an exposed MnS after the product and service order are completed is shown in figure 4.1.4.6.1. The MnS is produced by the MnS producer located in the OSS of the NSP.
An MnS may already be produced before CAPIF 1 service is requested. The CAPIF 2/2e service is a filtered, enriched and/or converted version of the MnS. The transformation, filtering, enrichment, or conversion of MnS APIs into service APIs is optional. The details of how this transformation, filtering and/or enrichment is to be done is out of scope of SA5. 
Editor’s Note: There exist initiatives such as CAMARA [21] which are working in this translation. 
Filtering is removing of information elements (attributes and classes), enrichment is adding information elements from other MnS or other sources outside OAM, converting is changing information elements through for example combining or mapping information elements. The CAPIF 2/2e service is provided by the API_Provider_domain_function and consumed by the NSC_Application. The API_Provider_domain_function uses the MnS(s) produced to provide the CAPIF 2/2e service.

[image: ]
Figure 4.1.4.6.1 Procedure for consumption of exposed MnS after service order is completed
NOTE1: For simplicity reasons the CAPIF Core function and API Provider domain function defined in TS 23.222 [14] are combined and any communication between them is also not included. 
NOTE2: The procedure is only applicable to “Exposure via CAPIF alternative 1” described in clause 7.9.1. 
1) The CAPIF_Core_function receives an authenticating and authorization request from the NSC_Application based on the identity and other information required for authentication and authorization of the NSC_Application.
2) The CAPIF_Core_function processes the authentication and authorization request.
3) The CAPIF_Core_function provides the response with the result of the authentication and authorization to the NSC_Application.
4) The CAPIF_Core_function receives a request for the discovery of service APIs information.
5) The CAPIF_Core_function processes the discovery request.
6) The CAPIF_Core_function provides the appropriate response to the NSC_Application.
7) The API_Provider_domain_function receives an authentication and authorization request from the NSC_Application based on the identity and other information required for authorization of the NSC_Application.
8) The API_Provider_domain_function processes the authorization request.
9) The API_Provider_domain_function provides the response with the result of the authentication and authorization to the NSC_Application
10) The API_Provider_domain_function receives a request for the invocation of the service API(s) from the NSC_Application.
11) The API_Provider_domain_function processes (and optionally may enrich and/or convert) the invocation request.
12) The MnS_Producers receive requests from the API_Provider_domain_function for MnS. 
13) The MnS_Producers provide the appropriate responses to the API_Provider_domain_function.
14) The API_Provider_domain_function processes (and optionally may filter, enrich and/or convert) the response from the OSSMnS_Producers.
15) The API_Provider_domain_function provides the appropriate response to the NSC_Application.
NOTE: Each response in the steps does not always need to trigger the next request.

	2nd change



[bookmark: _Toc104414238]5.1.1	Description
A use case of network slice management capability exposure can be described as follows:
1. NSP selects the MnS that can be exposed externally.
2. NSP decides on any constraints that shall be applied to the MnS when it is exposed externally. For example, NSP may decide to disallow certain operations, limit the Managed Object Instances that may be managed, or aggregate/anonymize sensitive data.
3. NSP implements and deploys a Management Function which consumes the MnS, applies any constraints, and exposes the resulting functionality as an exposed MnS.
4. NSP may publish the exposed MnS in a service catalog or service directory.
5. NSC authenticates itself, discovers the available MnSes and request for authorization to access a particular MnS. After getting proper authorization.
6. After getting proper authorization, NSC accesses the MnS with proper authorization.
7. NSP validates the authorization and decide to allow or not to allow access.

	3rd change



[bookmark: _Toc104414266]7.2	Possible solutions for eMnS discovery service
To enable communication between eMnS consumers and eMnS producers, eMnS consumers need a mechanism to discover eMnS producers that are available in the 3GPP management system, this is called eMnS discovery service.
When the operator decides to expose a management service (eMnS), the operator must decide which MnS(s) should be exposed, which internal MnS operations should be abstracted/filtered, and which internal MnS data should be abstracted/filtered. As part of this decision, the operator may use the MnS Discovery Service to collect information. The operator exposes the MnS and registers it with the eMnS discovery service, this may be done using an EGMF. The eMnS discovery service consumer sends a request to appropriate discovery service (e.g. eMnS discovery service producer) to obtain the eMnS data. 
The eMnS discovery service consumer sends a request to appropriate discovery service (e.g. eMnS discovery service producer) to obtain the eMnS data. 
Editor’s Note: Whether the use of an MnS discovery service to collect information about services for exposure is subject to standardization by SA5 is FFS.

	[bookmark: _Toc462827461][bookmark: _Toc458429818]End of changes
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