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1
Decision/action requested

The group is asked to discuss and approve the proposals.
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Discussion
SA6 sent a LS S5-223025 [1] to ask how EES can trigger the EAS instantiation dynamically that is a key issue described in TR 23.700-98 [2]. The LS contains a question, as shown below, to address the key issue:
· What are the details of the interface/API interactions exposed by the MnS for the EES to utilize dynamic instantiation of EAS?
This issue is derived from clause 8.12 in TS 23.558 [3] where it states that the EES may trigger the EAS management system to instantiate the EAS when EES fails to discover a matching EAS upon receiving the EAS discovery request from EEC.
This paper is intended to discuss the potential solutions to address SA6’s key issue mentioned above.
Potential solution #1:
One solution is to allow the EES to play the role of MnS consumer to instantiate the EAS VNF, according to the procedure defined in Clause 7.1.2.1 EAS VNF instantiation in TS 28.538. The argument is based on the statement “An MnS provided by an MnS producer can be consumed by any entity with appropriate authorisation and authentication.” as described in clause 4.1 in TS 28.533. NWDAF is allowed to consume MnS to access the MDAS data, because clause 6.2.18 in TS 28.501 states that NWDAF functionality supporting data collection from OAM. But, it does not mean NWDAF is allowed to consume MnS to instantiate a VNF.
Therefore, whether the EES is allowed to consume the MnS to instantiate an EAS needs to be discussed and agreed in SA5. Clause 7.3.3.1 in TS 23.558 states:
“ECSPs and ASPs may allow access to Edge Computing service from specific areas i.e. allowing only the UEs within that area to access functional entities resident in the EDN. This area is called service area.”
That area is defined in the service area requirements in the EAS profile provided by ASP. So, it is the responsibility of ECSP or ASP to determine the area where the EAS VNF should be deployed to serve UEs, not EES.  If EES is allowed to instantiate EAS VNF without authorization from ASP or ECSP, it can create an issue that EES may instantiate the EAS VNF instances in the service areas not allowed by ASP or ECSP. Please note that ASP or ECSP is responsible for paying for the services associated with these VNFs.
Potential solution #2:
Another solution for EES triggered EAS instantiation is to enable EES to inform the MnS producer about the need of a new EAS VNF with requirements to instantiate a new EAS VNF, when the EES fails to discover a matching EAS upon receiving the EAS discovery request from EEC. MnS producer then can notify ECSP or ASP that a new EAS VNF is needed. It is up to ECSP or ASP to decide whether a EAS VNF should be instantiated. If ECSP or ASP thinks so, it can use the EAS VNF instantiation procedure defined in Clause 7.1.2.1 in TS 28.538 to instantiate the EAS VNF.

4
Proposals
It is proposed to use potential solution #2.
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