3GPP TSG-SA5 Meeting #140-e 
S5-216258
e-meeting, 15 - 24 November 2021

Source:
China Mobile, Huawei
Title:
pCR TS 28.100 Clean up 
Document for:
Approval

Agenda Item:
6.4.9
1
Decision/action requested

The group is asked to discuss and approval.
2
References

[1]
3GPP 
draft TS 28.100: "Management and orchestration; Levels of autonomous network 0.7.0".

3
Rationale

This contribution proposes to clean up the Editor’s Notes which are addressed, remove the requirements that do not have stage 2 and 3 solution.

4
Detailed proposal

It proposes to make the following changes to TS 28.100[1].

	1st  Change


4.3.3
Management scope

The autonomy can be implemented in different scopes, the complexity of autonomous network depends on its applicable scope. For example, it will be more challenging for the telecommunication system to achieve the autonomous network on cross domain network layer than domain network layer, because more autonomy mechanism needs to be introduced for the coordination between different domains. The autonomy capabilities of the management scope will impact the autonomous network level for the whole autonomous network.
Following are applicable scopes for autonomous network:

-
Autonomy in NE/NF layer, which means the autonomy mechanisms are executed in the NE/NF.

-
Autonomy in domain network layer, which means the autonomy mechanisms are executed in the MnF(s) in domain.

-
Autonomy in cross domain network layer, which means the autonomy mechanisms are executed in the MnF(s) in cross domain.

-
Autonomy in communication service layer, how to execute the autonomy mechanisms are executed in MnF(s) for communication service.

Note: autonomy in communication service layer is not specified in the present document.
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Figure 4.3.3-1: Autonomy for different management scope

	2nd  Change


7
Generic autonomous network level


	3rd   Change


7.1.4 Generic MnS requirements 

7.1.4.1 MnS requirements to support autonomous network level 1 

REQ-ANL-NetOpt-Level_1-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network adjustment solution. 

REQ-ANL-NetOpt-Level_1-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network related information collection control information.

REQ-ANL-NetOpt-Level_1-MnS-3 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the network related information (including network performance data, network configuration data and environment data).
7.1.4.2 Additional MnS requirements to support autonomous network level 2

REQ-ANL-NetOpt-Level_2-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network issue identification control information.

REQ-ANL-NetOpt-Level_2-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the network issue.

REQ-ANL-NetOpt-Level_2-MnS-3 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network issue demarcation control information.

REQ-ANL-NetOpt-Level_2-MnS-4 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the network issue demarcation result.

REQ-ANL-NetOpt-Level_2-MnS-5 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network issue root cause analysis control information.


7.1.4.3 Additional MnS requirements to support autonomous network level 3

REQ-ANL-NetOpt-Level_3-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network adjustment analytic control information.


REQ-ANL-NetOpt-Level_3-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network adjustment decision control information.


7.1.4.4 Additional MnS requirements to support autonomous network level 4





The additional MnS requirements for level 4 are not specified in the present document.
7.1.5 Solutions for generic MnS requirements

Table 7.1.5-1: Solutions for generic MnS requirements of autonomous network level for network optimization
	Autonomous Network Level
	Requirements

(Defined in Clause 7.1.4)
	Corresponding solutions

	Level 1
	REQ-ANL-NetOpt-Level_1-MnS-1
	This is implemented by provisioning MnS defined in TS 28.532 [4] with 5G Network Resource model defined in TS 28.541[5].

	
	REQ-ANL-NetOpt-Level_1-MnS-2
	This is implemented by provisioning MnS defined in TS 28.532 [4] with PM control NRM fragment and Trace control NRM fragment defined in TS 28.622 [6].

	
	REQ-ANL-NetOpt-Level_1-MnS-3
	This is implemented by file data reporting MnS and streaming data report MnS defined in TS 28.532 [4] with measurements defined in TS 28.552 [7], KPI defined in TS 28.554[8], MDT data defined in TS 32.422 [9].

	Level2
	REQ-ANL-NetOpt-Level_2-MnS-1
	For the network issues which can be detected based on threshold, this can be implemented by generic provisioning MnS defined in TS 28.532 [4] with Threshold monitoring control NRM fragment defined in TS 28.622 [6].

	
	REQ-ANL-NetOpt-Level_2-MnS-2
	For the network issues which can be detected based on threshold, this can be implemented by notifyThresholdCrossing of performance assurance MnS defined in TS 28.532 [4].

	
	REQ-ANL-NetOpt-Level_2-MnS-3
	For the network issues which can be detected based on threshold,this can be implemented by generic provisioning MnS (e.g, createMOI) defined in TS 28.532 [4] with Threshold monitoring control NRM fragment defined in TS 28.622 [6].

	
	REQ-ANL-NetOpt-Level_2-MnS-4
	For the network issues which can be detected based on threshold, this can be implemented by notifyThresholdCrossing of performance assurance MnS defined in TS 28.532 [4].

	
	REQ-ANL-NetOpt-Level_2-MnS-5
	This can be implemented by using generic proivisioning MnS (e.g, createMOI) defined in TS 28.532 [4] to specify the network issue root cause analysis control information.

	
	
	

	Level3
	REQ-ANL-NetOpt-Level_3-MnS-1
	This can be implemented by using generic proivisioning MnS (e.g, createMOI) defined in TS 28.532 [4] to specify the network adjustment analytic control information. 

	
	
	

	
	
	

	
	REQ-ANL-NetOpt-Level_3-MnS-2
	This can be implemented by using generic provisioning MnS (e.g, createMOI) defined in TS 28.532 [4] to specify the network adjustment decision control information.


	4th   Change


7.2.4 Generic MnS requirements

7.2.4.1 MnS requirements to support autonomous network level 1 

REQ-ANL-RanNeDeploy-Level_1-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the RAN NE network configuration data and software.

REQ-ANL-RanNeDeploy-Level_1-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the RAN NE information collection control information.

7.2.4.2 Additional MnS requirements to support autonomous network level 2

REQ-ANL-RanNeDeploy-Level_2-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network configuration data generation control information.

7.2.4.3 Additional MnS requirements to support autonomous network level 3

REQ-ANL-RanNeDeploy-Level_3-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the network configuration data generation control information.

REQ-ANL-RanNeDeploy-Level_3-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the commissioning test control information.

REQ-ANL-RanNeDeploy-Level_3-MnS-3 The 3GPP management system shall have the capability allowing its authorized consumer to specify the dialing test control information.

7.2.4.4 Additional MnS requirements to support autonomous network level 4




The additional MnS requirements for level 4 are not specified in the present document.
7.2.5 Solutions for generic MnS requirements

Table 7.2.5-1: Solutions for generic MnS requirements of autonomous network level for RAN NE deployment
	Autonomous Network Level
	Requirements

(Defined in Clause 7.1.4)
	Corresponding solutions

	Level 1
	REQ-ANL-RanNeDeploy-Level_1-MnS-1
	This is implemented by provisioning MnS defined in TS 28.532 [4] with 5G Network Resource model defined in TS 28.541[5].

	
	REQ-ANL-RanNeDeploy-Level_1-MnS-2
	This is implemented by provisioning MnS defined in TS 28.532 [4] with 5G Network Resource model defined in TS 28.541[5].

	Level2
	REQ-ANL-RanNeDeploy-Level_2-MnS-1
	This can be implemented by provisioning MnS (e.g, createMOI) defined in TS 28.532 [4] to specify the network configuration data generation control information.

	Level3
	REQ-ANL-RanNeDeploy-Level_3-MnS-1
	This can be implemented by using generic provisioning MnS defined in TS 28.532 [4] to specify the network configuration data generation control information.

	
	REQ-ANL-RanNeDeploy-Level_3-MnS-2
	This can be implemented by using generic provisioning MnS defined in TS 28.532 [4] to specify the commissioning test control information.

	
	REQ-ANL-RanNeDeploy-Level_3-MnS-3
	This can be implemented by using generic provisioning MnS defined in TS 28.5326 [4] to specify the dialing test control information.


	5th    Change


7.3.4 Generic MnS requirements

7.3.4.1 MnS Requirements to support autonomous network level 1 

REQ-ANL-FM-Level_1-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault recovery control information.

REQ-ANL-FM-Level_1-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault related data collection control information.

REQ-ANL-FM-Level_1-MnS-3 The 3GPP management system shall have the capability allowing its authorized consumer to specify the alarm filtering control information.
REQ-ANL-FM-Level_1-MnS-4 The 3GPP management system shall have the capability allowing its authorized consumer to obtain fault related data (including alarms, events, signaling data, performance data, configuration data and environment data).

REQ-ANL-FM-Level_1-MnS-5 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the filtered alarm data.

7.3.4.2 Additional MnS requirements to support autonomous network level 2

REQ-ANL-FM-Level_2-MnS-1. The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault recognition control information.

REQ-ANL-FM-Level_2-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the recognized fault information.

REQ-ANL-FM-Level_2-MnS-3. The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault demarcation control information.

REQ-ANL-FM-Level_2-MnS-4 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the fault demarcation information (including fault type and corresponding affected managed object e.g. NE).

7.3.4.3 Additional MnS requirements to support autonomous network level 3

REQ-ANL-FM-Level_3-MnS-1 The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault root cause analysis control information.

REQ-ANL-FM-Level_3-MnS-2 The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault recovery mechanism analysis control information.

REQ-ANL-FM-Level_3-MnS-3 The 3GPP management system shall have the capability allowing its authorized consumer to specify the fault recovery mechanism decision control information.

REQ-ANL-FM-Level_3-MnS-4 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the root cause of the network fault.

REQ-ANL-FM-Level_3-MnS-5 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the recommended fault recovery mechanism.


REQ-ANL-FM-Level_3-MnS-6 The 3GPP management system shall have the capability allowing its authorized consumer to obtain the potential fault prediction information.

7.3.4.4 Additional MnS requirements to support autonomous network level 4





The additional MnS requirements for level 4 are not specified in the present document.
7.3.5 Solutions for generic MnS requirements

Table 7.3.5-1: Solutions for generic MnS requirements of autonomous network level for fault management
	Autonomous Network Level
	Requirements

(Defined in Clause 7.1.4)
	Corresponding solutions

	Level 1
	REQ-ANL-FM-Level_1-MnS-1
	This is implemented by fault supervision MnS defined in TS 28.532 [4], and provisioning MnS defined in TS 28.532[4] with 5G Network Resource model defined in TS 28.541[5].

	
	REQ-ANL-FM-Level_1-MnS-2
	This is implemented by fault supervision MnS defined in TS 28.532 [4], provisioning MnS defined in TS 28.532 [4] with 5G Network Resource model defined in TS 28.541[5], PM control NRM fragment and Trace control NRM fragment defin in TS 28.622 [6].

	
	REQ-ANL-FM-Level_1-MnS-3
	This can be implemented by utilizing fault supervision MnS (e.g. getAlarmList) defined in TS 28.532 [4] to specify the alarm filtering control information.

	
	REQ-ANL-FM-Level_1-MnS-4
	This is implemented by fault supervision MnS defined in TS 28.532 [4], provisioning MnS defined in TS 28.532 [4] with 5G Network Resource model defined in TS 28.541[5], streaming data reporting MnS and File data reporting MnS defined in TS 28.532 [4].

	
	REQ-ANL-FM-Level_1-MnS-5
	This can be implemented by utilizing fault supervision MnS (e.g. getAlarmList, notifyNewAlarm) defined in TS 28.532 [4] to obtain the filtered alarm data.

	Level2
	REQ-ANL-FM-Level_2-MnS-1
	This can be implemented by utilizing generic provisioning MnS defined in TS 28.532 [4] to specify the fault recognition control information.

	
	REQ-ANL-FM-Level_2-MnS-2
	This can be implemented by utilizing fault supervision MnS (e.g. getAlarmList, notifyNewAlarm) defined in TS 28.532 [4] to obtain the recognized fault information.

	
	REQ-ANL-FM-Level_2-MnS-3
	This can be implemented by utilizing generic provisioning MnS defined in TS 28.532 [4] to specify the fault demarcation control information.

	
	REQ-ANL-FM-Level_2-MnS-4
	This can be implemented by Fault supervision MnS defined in TS 28.532[4] to obtain the fault demarcation information (including fault type and corresponding affected managed object).

	Level3
	REQ-ANL-FM-Level_3-MnS-1
	This can be implemented by utilizing generic provisioning MnS defined in TS 28.532 [4] to specify the fault root cause analysis control information.

	
	REQ-ANL-FM-Level_3-MnS-2
	This can be implemented by utilizing generic provisioning MnS defined in 28.532 [4] to specify the fault recovery mechanism analysis control information.

	
	REQ-ANL-FM-Level_3-MnS-3
	This can be implemented by utilizing generic provisioning MnS defined in 28.532 [4] to specify the fault recovery mechanism decision control information.

	
	REQ-ANL-FM-Level_3-MnS-4
	This can be implemented by Fault supervision MnS (e.g. getAlarmList, notifyNewAlarm) defined in TS 28.532[4] to obtain the root cause of the network fault.

	
	REQ-ANL-FM-Level_3-MnS-5
	This can be implemented by Fault supervision MnS (e.g. getAlarmList, notifyNewAlarm) defined in TS 28.532[4]  to obtain the recommended fault recovery mechanism.

	
	
	

	
	REQ-ANL-FM-Level_3-MnS-6
	This can be implemented by Fault supervision MnS (i.e. notifyPotentialFaultyAlarmList) defined in TS 28.532[4] to obtain the potential fault prediction information.


	End of changes


