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2 - RATIONALE

Currently in 32.111-2, operations/notifications are very often not enough described and this leads to misunderstandings, unsufficiently specified operations, and oblige implementors to make choices that endangers interoperability. Here are some examples :

· it is not clear what value eventTime parameter should contains in notifications like notifyAckStateChanged, or notifyClearedAlarm.

· NotifyAlarmListRebuilt is completely under specified : what does the parameters of notificationHeader contain ?

· The description of notifyAckStateChanged is incorrect :

 “... the Acknowledgement Information of the Alarm Information in the Alarm List shall be absent or shall contain no information.  The Alarm Information carried in the notification shall have the Acknowledgement Information.  It shall contain ackUserId, ackTime and ackState indicating unacknowledged.  It may contain ackSystemId”.

Which ackUserId, the one before clearing Acknowledgement Information of the Alarm Information in the Alarm List or the one that unacknowledged the alarm ? and in this latter case, this should be described as a behaviour of unacknowledgeAlarm.

· badAlarmInformationReferenceList output parameter of acknowledgeAlarm has its “type” defined in the description of the parameter. This lead to wrong CORBA implementation in 32.111-3 (additional “reason” is missing)

· it is said in notifyClearedAlarm that the clearing of an already acknowledge alarm implies the removal of the alarmInformation from the alarm List. It is not said in notifyAckStateChanged that the acknowledgment of a cleared alarm implies the removal of the alarmInformation from the alarm List as well.

Thus it is proposed to refine the specification of each operation/notification by specifying the pre and post conditions of the operation/notification, by typing (in an implementation independent way) parameters and by clearly specifying what information is expected in input parameter or placed in each output parameter. A proposal for this refinement is presented herebelow.

3 – OPERATIONS OF AlarmIRPOperations INTERFACE

Operation acknowledgeAlarm  (M)
IRPManager invokes this operation to acknowledge one or more alarms.  

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

alarmInformationReferenceList
M
Type : 

LIST OF alarmInformation INFO OBJECT REFERENCE 
It identifies one or more alarms to be acknowledged

ackUserId
M
Type : 

INFO ATTRIBUTE ackUserId


It identities the user acknowledging the alarm.  It can be used to identify the human operator such as “John Smith” or it can identify a group, such as “Team Six”.  It may contain no information implying that IRPManager does not wish this information be kept in Alarm List.

ackSystemId
O
Type : 

INFO ATTRIBUTE ackSystemId
It identifies the processing system on which the subject IRPManager runs.  It may contain no information implying that IRPManager does not wish this information be kept in Alarm List

OUTPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

badAlarmInformationReferenceList
M
Type : 

LIST OF (alarmInformation INFO OBJECT REFERENCE, reason of non acknowledgement)
(a) inv_alarmEntryPartiallyAcknowledged  : It identifies one or more alarms that are not present in Alarm List or that they are present, but have not been acknowledged.

(b) otherwise it shall contain no information.

status
M
Type :

ENUM (Operation succeeded, Operation failed, Operation partially failed)
(a) inv_alarmEntryAllAcknowledged: “Operation succeeded”. 

or 

(b) pre-condition or post-condition not verified  : “Operation failed”.

or

(c) inv_alarmEntryPartiallyAcknowledged  : “Operation partially failed”

PRE-CONDITIONS

inv_alarmEntryNotAcknowledged

“at least one alarmInformation identified as input parameter is involved in alarmListHasAlarms relationship with the alarmList and has its ackState equal to “unacknowledged””

POST-CONDITIONS

(

inv_alarmEntryPartiallyAcknowledged

“at least one alarmInformation but not all identified as input parameter have been acknowledged. Acknowledgement of an alarmInformation means that the ackState attribute has been set to “acknowledged”, that ackUserId, ackSystemId attributes of this alarmInformation have been set to the values provided as input parameter and that the time of acknowledgement in the agent has been registered in ackDate&Time attribute”.

inv_alarmEntryRemovedIfCleared


“If an alarmInformation acknowledged has its perceivedSeverity attribute value equal to “cleared”, the alarmInformation is no more involved in alarmListHasAlarms relationship with the alarmList ”.

inv_notificationSent


“For each acknowledged alarmInformation, IRPAgent has sent the corresponding notification of acknowledgement to all IRPManagers in subscriptions”

)

OR

(

inv_alarmEntryAllAcknowledged

“all alarmInformation identified as input parameter have been acknowledged. Acknowledgement of an alarmInformation means that the ackState attribute has been set to “acknowledged”, that ackUserId, ackSystemId attributes of this alarmInformation have been set to the values provided as input parameter and that the time of acknowledgement in the agent has been registered in ackDate&Time attribute”

inv_alarmEntryRemovedIfCleared


“If an alarmInformation acknowledged has its perceivedSeverity attribute value equal to “cleared”, the alarmInformation is no more involved in alarmListHasAlarms relationship with the alarmList ”.

inv_notificationSent


“For each acknowledged alarmInformation, IRPAgent has sent the corresponding notification of acknowledgement to all IRPManagers in subscriptions”

)

Operation unacknowledgeAlarms (O)

IRPManager invokes this operation to unacknowledge one or more alarms.  

If operation is successful, IRPAgent shall send notifications carrying Acknowledgement Information to all IRPManagers (including the subject IRPManager) in subscriptions.  The Acknowledgement Information carried shall contain ackUserId,  ackTime and ackState. In addition it may contain ackSystemId.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

alarmInformationReferenceList
M
Type : 

LIST OF alarmInformation INFO OBJECT REFERENCE
It identifies one or more alarms to be unacknowledged

ackUserId
M
Type : 

INFO ATTRIBUTE ackUserId


It identifies the user unacknowledging the alarm

 ackSystemId
O
Type : 

INFO ATTRIBUTE ackSystemId
It identifies the processing system on which the subject IRPManager runs.

OUTPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

badAlarmInformationReferenceList
M
Type : 

LIST OF (alarmInformation INFO OBJECT REFERENCE, reason of non unacknowledgement)
(a) inv_alarmEntryPartiallyunacknowledged  : It identifies one or more alarms that are not present in Alarm List or that they are present, but have not been unacknowledged.

(b) otherwise it shall contain no information.

status
M
Type :

ENUM (Operation succeeded, Operation failed, Operation partially failed)
(a) inv_alarmEntryAllUnacknowledged: “Operation succeeded”. 

or 

(b) pre-condition or post-condition not verified  : “Operation failed”

or

(c) inv_alarmEntryPartiallyUnacknowledged  : “Operation partially failed”

PRE-CONDITIONS

inv_alarmEntryNotAcknowledged

“at least one alarmInformation identified as input parameter is involved in alarmListHasAlarms relationship with the alarmList and has its ackState equal to “unacknowledged””

inv_validUserId&SystemId

“the value of ackUserId and ackSystemId attributes of the alarmInformation identified as input parameter must be the same as the ones provided as input parameters”

POST-CONDITIONS

(

inv_alarmEntryPartiallyUnacknowledged

“at least one alarmInformation but not all identified as parameter have been unacknowledged. Unacknowledgement of an alarmInformation means that the ackState attribute has been set to “unacknowledged”, that ackUserId, ackSystemId attributes of this alarmInformation have been set to the values provided as parameter and that the time of unacknowledgement in the agent has been registered in ackDate&Time attribute”.

inv_notificationSent


“For each acknowledged alarmInformation, IRPAgent has sent the corresponding notification of acknowledgement to all IRPManagers in subscriptions”

)

OR

(

inv_alarmEntryAllUnacknowledged

“all alarmInformation identified as parameter have been unacknowledged. Unacknowledgement of an alarmInformation means that the ackState attribute has been set to “unacknowledged”, that ackUserId, ackSystemId attributes of this alarmInformation have been set to the values provided as parameter and that the time of unacknowledgement in the agent has been registered in ackDate&Time attribute”

inv_notificationSent


“For each acknowledged alarmInformation, IRPAgent has sent the corresponding notification of acknowledgement to all IRPManagers in subscriptions”

)

Operation getAlarmList (M)

IRPManager requests IRPAgent to provide a list of alarms in Alarm List. These alarms can be provided as a sequence of single alarm notifications (asynchronous alarm alignment) or in a unique message containing all the alarms (synchronous alarm alignment).

Input parameters carrying filtering criteria (filter and alarmAckState) are both optional. However if both are present, they should both be applied.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

filter
O
Filter constraint grammar is SS dependent
It carries a filter constraint. It is possible to filter on the all attributes of an alarmInformation. 

If parameter is absent and the alarm alignment is asynchronous, IRPAgent shall apply the current filter constraint used towards the IRPManager.

alarmAckState
O
Type : 

ENUM (all alarms, all active alarms, all active and acknowledged alarms, all active and unacknowledged, all cleared and unacknowledged alarms, all unacknowledged)


OUTPUT PARAMETERS FOR SYNCHRONOUS CASE

Parameter Name
Qualifier
Parameter Matching
Description

notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.alarmRaiseDate&Time


systemDN
O
DN of the IRPAgent


alarmDescriptionList
M
Type : 

LIST OF alarmDescription,

One alarmDescription per alarmInformation involved in alarmListHasAlarms relationship with alarmList
alarmDescription is defined in the table below

status
M
Type :

ENUM (Operation succeeded, Operation failed)
(a) pre-condition and post-condition verified  : “Operation succeeded”

(b) pre-condition or post-condition not verified  : “Operation failed”

alarmDescription :

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE monitoredEntity.managedObjectClass where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation 


managedObjectInstance
M
INFO ATTRIBUTE monitoredEntity.managedObjectInstance where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation 


notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.alarmRaiseDate&Time if alarmInformation.probableCause is not “cleared” OR

INFO ATTRIBUTE alarmInformation.alarmClearDate&Time if alarmInformation.probableCause is “cleared”


eventType
M
INFO ATTRIBUTE alarmInformation.eventType


probable Cause
M
INFO ATTRIBUTE alarmInformation.probableCause


perceived Severity
M
INFO ATTRIBUTE alarmInformation.perceivedSeverity


specific Problem
O
INFO ATTRIBUTE alarmInformation.specificProblem


correlated Notifications
O



backedUpStatus
O
INFO ATTRIBUTE monitoredEntity.backupStatus


backUpObject
O
INFO ATTRIBUTE monitoredEntity.backupObject


trend Indication
O
INFO ATTRIBUTE alarmInformation.trendIndication 


threshold Info
O
INFO ATTRIBUTE alarmInformation.thresholdInfo


stateChange Definition
O
INFO ATTRIBUTE alarmInformation.stateChange 


monitored Attributes
O
INFO ATTRIBUTE alarmInformation.monitoredAttributes


proposed Repair Actions
O
INFO ATTRIBUTE monitoredEntity.proposedRepairActions


additional Text
O
INFO ATTRIBUTE alarmInformation.additionalText


alarmId
M
INFO ATTRIBUTE alarmInformation.alarmId


ackState
M
INFO ATTRIBUTE alarmInformation.ackState


ackUserId
M
INFO ATTRIBUTE alarmInformation.ackUserId


ackDate&Time
M
INFO ATTRIBUTE alarmInformation.ackDate&Time


ackSystemId
O
INFO ATTRIBUTE alarmInformation.ackSystemId


OUTPUT PARAMETERS FOR ASYNCHRONOUS CASE


TO BE COMPLETED

PRE-CONDITIONS

inv_validFilter


“the filter input parameter is valid”

POST-CONDITIONS FOR SYNCHRONOUS CASE

inv_validAlarmDescriptionList


“the list of alarmDescription returned is valid”

Operation getAlarmCount (O)

IRPManager wishes to know the amount of alarmInformation kept in IRPAgent.  IRPManager requests IRPAgent to provide the counts via this operation.  Possible usage is for IRPManager to find out the number of alarmInformation in alarmList before invoking getAlarmList operation.

Input parameters carrying filtering criteria (filter and alarmAckState) are both optional. However if both are present, they should both be applied.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

filter
O
Filter constraint grammar is SS dependent
It carries a filter constraint. It is possible to filter on the all attributes of an alarmInformation

alarmAckState
O
Type : 

ENUM (all alarms, all active alarms, all active and acknowledged alarms, all active and unacknowledged, all cleared and unacknowledged alarms, all unacknowledged)


OUTPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

criticalCount
M
Type : INTEGER,

number of alarmInformation involved in alarmListHasAlarms relationship with alarmList that satisfy the filtering criterias and where alarmInformation.perceivedSeverity is equal to “critical”


majorCount
M
Type : INTEGER,

number of alarmInformation involved in alarmListHasAlarms relationship with alarmList that satisfy the filtering criterias and where alarmInformation.perceivedSeverity is equal to “major”


minorCount
M
Type : INTEGER,

number of alarmInformation involved in alarmListHasAlarms relationship with alarmList that satisfy the filtering criterias and where alarmInformation.perceivedSeverity is equal to “minor”


warningCount
M
Type : INTEGER,

number of alarmInformation involved in alarmListHasAlarms relationship with alarmList that satisfy the filtering criterias and where alarmInformation.perceivedSeverity is equal to “warning”


clearedCount
M
Type : INTEGER,

number of alarmInformation involved in alarmListHasAlarms relationship with alarmList that satisfy the filtering criterias and where alarmInformation.perceivedSeverity is equal to “cleared”


status
M
Type :

ENUM (Operation succeeded, Operation failed)
(b) pre-condition and post-condition verified  : “Operation succeeded”

(b) pre-condition or post-condition not verified  : “Operation failed”

PRE-CONDITIONS

inv_validFilter


“the filter input parameter is valid”

POST-CONDITIONS

inv_validCounts


“the counts returned are valid”

Operation getAlarmIRPVersion (M)

IRPManager wishes to determine the IRP versions supported by the IRPAgent. IRPAgent shall return with a list of (one or more) version numbers currently supported.

INPUT PARAMETERS

None

OUTPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

versionNumberList
M
Type :

LIST OF INTEGER
It indicates one or more SS version numbers supported by the IRPAgent.  

status
M
Type :

ENUM (Operation succeeded, Operation failed)
(a) Operation succeeded in that IRPAgent is able to provide the list of version numbers. 

(b) Operation failed in that the IRPAgent is not able to provide the list of supported version numbers.

PRE-CONDITIONS

None

POST-CONDITIONS

None

4 – NOTIFICATIONS OF AlarmIRPNotifications INTERFACE

For any notification described below, IRPAgent notifies IRPManager(s) only if the notification satisfies the current filter constraint of the IRPManager(s) subscription. 

Notification notifyNewAlarm  (M)
The operation is used by IRPAgent to notify the subscribed IRPManagers  that a new alarm has been added to the alarm list.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE monitoredEntity.managedObjectClass where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


managedObjectInstance
M
INFO ATTRIBUTE monitoredEntity.managedObjectInstance where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.alarmRaiseDate&Time


systemDN
O
DN of the IRPAgent


eventType
M
INFO ATTRIBUTE alarmInformation.eventType


probable Cause
M
INFO ATTRIBUTE alarmInformation.probableCause


perceived Severity
M
INFO ATTRIBUTE alarmInformation.perceivedSeverity


specific Problem
O
INFO ATTRIBUTE alarmInformation.specificProblem


correlated Notifications
O



backedUpStatus
O
INFO ATTRIBUTE monitoredEntity.backupStatus


backUpObject
O
INFO ATTRIBUTE monitoredEntity.backupObject


trend Indication
O
INFO ATTRIBUTE alarmInformation.trendIndication


threshold Info
O
INFO ATTRIBUTE alarmInformation.thresholdInfo


stateChange Definition
O
INFO ATTRIBUTE alarmInformation.stateChange 


monitored Attributes
O
INFO ATTRIBUTE alarmInformation.monitoredAttributes


proposed Repair Actions
O
INFO ATTRIBUTE monitoredEntity.proposedRepairActions


additional Text
O
INFO ATTRIBUTE alarmInformation.additionalText


alarmId
M
INFO ATTRIBUTE alarmInformation.alarmId


OUTPUT PARAMETERS

None

TRIGGERING CONDITIONS

PRE-CONDITIONS

none

POST-CONDITIONS

inv_newAlarmIsCreated


“alarmInformation has been created and is involved in monitoredEntityHasAlarms relationship with monitoredEntity identified by managedObjectClass and managedObjectInstance, and is also involved in alarmListHasAlarms relationship with the alarmList”.

Notification notifyChangedAlarm  (O)
The operation is used by IRPAgent to notify the subscribed IRPManagers  that a change has occurred regarding an alarm in the alarm list. The Alarm Information carried in the notification shall satisfy the current filter constraint of the subscription.  

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE monitoredEntity.managedObjectClass where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


managedObjectInstance
M
INFO ATTRIBUTE monitoredEntity.managedObjectInstance where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.alarmRaiseDate&Time


systemDN
O
DN of the IRPAgent


eventType
M
INFO ATTRIBUTE alarmInformation.eventType


probable Cause
M
INFO ATTRIBUTE alarmInformation.probableCause


perceived Severity
M
INFO ATTRIBUTE alarmInformation.perceivedSeverity


specific Problem
O
INFO ATTRIBUTE alarmInformation.specificProblem


correlated Notifications
O



backedUpStatus
O
INFO ATTRIBUTE monitoredEntity.backupStatus


backUpObject
O
INFO ATTRIBUTE monitoredEntity.backupObject


trend Indication
O
INFO ATTRIBUTE alarmInformation.trendIndication


threshold Info
O
INFO ATTRIBUTE alarmInformation.thresholdInfo


stateChange Definition
O
INFO ATTRIBUTE alarmInformation.stateChange 


monitored Attributes
O
INFO ATTRIBUTE alarmInformation.monitoredAttributes


proposed Repair Actions
O
INFO ATTRIBUTE monitoredEntity.proposedRepairActions


additional Text
O
INFO ATTRIBUTE alarmInformation.additionalText


alarmId
M
INFO ATTRIBUTE alarmInformation.alarmId


OUTPUT PARAMETERS

None

TRIGGERING CONDITIONS

PRE-CONDITIONS

inv_identicalAlarmEntryExistingInAlarmList


“ there is an alarmInformation (with matching eventType, probableCause, specificProblem) attributes that is involved in monitoredEntityHasAlarms relationship with monitoredEntity identified by managedObjectClass and managedObjectInstance and is involved in alarmListHasAlarms relationship with the alarmList ”.

POST-CONDITIONS

inv_alarmEntryStillExistingInAlarmList


“ the alarmInformation identified in pre-condition is still involved in monitoredEntityHasAlarms relationship with monitoredEntity identified by managedObjectClass and managedObjectInstance, is still involved in alarmListHasAlarms relationship with the alarmList and still has the same alarmId attribute value”.

inv_alarmEntryChangedInAlarmList


“ alarmInformation identified in pre-condition has been updated according to the following rules : the alarmRaiseDate&Time contains the time when occurred the new alarm, at least one value of the backupStatus, backupObject, proposedRepairAction attributes of monitoredEntity identified by managedObjectClass and managedObjectInstance has changed, or perceivedSeverity attribute value has changed together with ackState attribute value which is set to “unacknowledged” and with ackDate&Time, ackUserId and ackSystemId attributes values which are reset ”.

Notification notifyAckStateChanged  (M)
The operation is used by IRPAgent to notify the subscribed IRPManagers  that the acknowledgement state of an alarm of the alarm list has been changed. The Alarm Information carried in the notification shall satisfy the current filter constraint of the subscription.  

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE monitoredEntity.managedObjectClass where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


managedObjectInstance
M
INFO ATTRIBUTE monitoredEntity.managedObjectInstance where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.ackDate&Time


systemDN
O
DN of the IRPAgent


eventType
M
INFO ATTRIBUTE alarmInformation.eventType


probable Cause
M
INFO ATTRIBUTE alarmInformation.probableCause


perceived Severity
M
INFO ATTRIBUTE alarmInformation.perceivedSeverity


specific Problem
O
INFO ATTRIBUTE alarmInformation.specificProblem


correlated Notifications
O



backedUpStatus
O
INFO ATTRIBUTE monitoredEntity.backupStatus


backUpObject
O
INFO ATTRIBUTE monitoredEntity.backupObject


trend Indication
O
INFO ATTRIBUTE alarmInformation.trendIndication


threshold Info
O
INFO ATTRIBUTE alarmInformation.thresholdInfo


stateChange Definition
O
INFO ATTRIBUTE alarmInformation.stateChange 


monitored Attributes
O
INFO ATTRIBUTE alarmInformation.monitoredAttributes


proposed Repair Actions
O
INFO ATTRIBUTE monitoredEntity.proposedRepairActions


additional Text
O
INFO ATTRIBUTE alarmInformation.additionalText


alarmId
M
INFO ATTRIBUTE alarmInformation.alarmId


ackState
M
INFO ATTRIBUTE alarmInformation.ackState


ackUserId
M
INFO ATTRIBUTE alarmInformation.ackUserId


ackSystemId
O
INFO ATTRIBUTE alarmInformation.ackSystemId


OUTPUT PARAMETERS

None

TRIGGERING CONDITIONS

PRE-CONDITIONS

inv_identicalAlarmEntryExistingInAlarmList


“ there is an alarmInformation (with matching eventType, probableCause, specificProblem) attributes that is involved in monitoredEntityHasAlarms relationship with monitoredEntity identified by managedObjectClass and managedObjectInstance and is involved in alarmListHasAlarms relationship with the alarmList ”.

POST-CONDITIONS

inv_alarmEntryAckStateChanged


“ alarmInformation identified in pre-condition has been acknowledged or unacknowledged as described in operation acknowledgeAlarm or unacknowledgeAlarm”.

Notification notifyClearedAlarm  (M)
The operation is used by IRPAgent to notify the subscribed IRPManagers  that an alarm in the alarm list has been cleared.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE monitoredEntity.managedObjectClass where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


managedObjectInstance
M
INFO ATTRIBUTE monitoredEntity.managedObjectInstance where monitoredEntity is involved in monitoredEntityHasAlarms relationship with alarmInformation


notificationId
M



eventTime
M
INFO ATTRIBUTE alarmInformation.alarmClearDate&Time


systemDN
O
DN of the IRPAgent


eventType
M
INFO ATTRIBUTE alarmInformation.eventType


probable Cause
M
INFO ATTRIBUTE alarmInformation.probableCause


perceived Severity
M
INFO ATTRIBUTE alarmInformation.perceivedSeverity


specific Problem
O
INFO ATTRIBUTE alarmInformation.specificProblem


correlated Notifications
O
INFO ATTRIBUTE alarmInformation.correlatedAlarm


backedUpStatus
O
INFO ATTRIBUTE monitoredEntity.backupStatus


backUpObject
O
INFO ATTRIBUTE monitoredEntity.backupObject


trend Indication
O
INFO ATTRIBUTE alarmInformation.trendIndication


threshold Info
O
INFO ATTRIBUTE alarmInformation.thresholdInfo


stateChange Definition
O
INFO ATTRIBUTE alarmInformation.stateChange 


monitored Attributes
O
INFO ATTRIBUTE alarmInformation.monitoredAttributes


proposed Repair Actions
O
INFO ATTRIBUTE monitoredEntity.proposedRepairActions


additional Text
O
INFO ATTRIBUTE alarmInformation.additionalText


alarmId
M
INFO ATTRIBUTE alarmInformation.alarmId


OUTPUT PARAMETERS

None

TRIGGERING CONDITIONS

PRE-CONDITIONS

inv_currentAlarmExistingInAlarmList


“an alarmInformation with matching eventType, probableCause, specificProblem attributes involved in monitoredEntityHasAlarms relationship with monitoredEntity identified by managedObjectClass and managedObjectInstance , and involved in alarmListHasAlarms relationship with the alarmList has its perceivedSeverity attribute value different from “cleared””

POST-CONDITIONS

inv_alarmEntryCleared


“ alarmInformation identified in pre-condition has had its perceivedSeverity attribute value changed to “cleared””.

inv_alarmNotAckInAlarmListOrAlarmAckRemovedFromAlarmList


“if alarmInformation identified in pre-condition had its ackState attribute value equal to “acknowledged”, then alarmInformation is no more involved in alarmListHasAlarms relationship with the alarmList ”.

Notification notifyAlarmListRebuilt  (M)
IRPAgent maintains an Alarm List.  If IRPAgent rebuilds this list for any reason, the IRPAgent shall notify IRPManager after the Alarm List is rebuilt.   The conditions under which IRPAgent shall rebuild and the means by which IRPAgent shall rebuild its Alarm List are outside the scope of this IRP.

INPUT PARAMETERS

Parameter Name
Qualifier
Parameter Matching
Description

managedObjectClass
M
INFO ATTRIBUTE alarmList.managedObjectClass ?


managedObjectInstance
M
INFO ATTRIBUTE alarmList.managedObjectInstance ?


notificationId
M



eventTime
M
Current date and time


systemDN
O
DN of the IRPAgent


reason
M
Type : ENUM

“Indeterminate” is a valid value


OUTPUT PARAMETERS

None

TRIGGERING CONDITIONS

PRE-CONDITIONS

None

POST-CONDITIONS

inv_alarmListRebuilt


“ the alarmList is rebuilt”.

5 – EXPLANATIONS OF CHANGES IN OPERATIONS AND NOTIFICATIONS

Operation acknowledgeAlarms

· most of the general description in 5.2.1 has been reformulated as post-conditions

· implementation independent types are added for each parameter (clarification of badAlarmInformationReferenceList)

· the constraint “If an alarmInformation acknowledged has its perceivedSeverity attribute value equal to “cleared”, the alarmInformation is no more involved in alarmListHasAlarms relationship with the alarmList ” has been added as a post-condition

· the operation failure is clearly identified as a wrong pre-condition or post-condition (we could then be more precise in error conditions)

Operation unacknowledgeAlarms

· most of the general description in 5.2.2 has been clarified/corrected and reformulated as post-conditions

· implementation independent types are added for each parameter (clarification of badAlarmInformationReferenceList)

· the operation failure is clearly identified as a wrong pre-condition or post-condition (we could then be more precise in error conditions)

Operation getAlarmList (M)

· general filtering behaviour is extracted from alarmAckState parameter description and added to the general description of 5.2.4

· a new value is added to the alarmAckState : “all unacknowledged”

· output parameters for synchronous and asynchronous cases (to be completed)  are defined (current output parameters are incorrect)

· ackState, ackUserId and ackTime are changed to mandatory parameters

· implementation independent types are added for each parameter

· can possibly filter on all attributes of alarmInformation

Operation getAlarmCount (O)

· general filtering behaviour is extracted from alarmAckState parameter description and added to the general description of 5.2.4

· a new value is added to the alarmAckState : “all unacknowledged”

· implementation independent types are added for each parameter

· can possibly filter on all attributes of alarmInformation

Operation getAlarmIRPVersion (M)

· implementation independent types are added for each parameter

Notification notifyNewAlarm (M)
· semantic of header parameters is given (managedObjectClass, managedObjectInstance, eventTime, systemDN)

· semantic of other parameters is refined

· part of description in chapter 5.4.1 is given as post-condition

Notification notifyChangedAlarm  (O)
· semantic of header parameters is given (managedObjectClass, managedObjectInstance, eventTime, systemDN)

· semantic of other parameters is refined

· ‘Y’ qualifiers are replaced by a condition on post-condition

· part of description in chapter 5.4.1 is given as post-condition

Notification notifyAckStateChanged  (M)
· semantic of header parameters is given (managedObjectClass, managedObjectInstance, eventTime, systemDN)

· semantic of other parameters is refined

· ‘Y’ qualifiers are replaced by a condition on post-condition

· part of description in chapter 5.3.4 is removed (redundant and unclear) and replaced by a post-condition

Notification notifyClearedAlarm  (M)
· semantic of header parameters is given (managedObjectClass, managedObjectInstance, eventTime, systemDN)

· semantic of other parameters is refined

· constraint given in chapter 5.3.5 is reformulated in post-condition

Notification notifyAlarmListRebuilt  (M)
· semantic of header parameters is given (managedObjectClass, managedObjectInstance, eventTime, systemDN)

· straightforward post-condition is added
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