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2 - RATIONALE

Currently in 32.111-2, there is no clear specification of the implementation information data. Instead, some pieces of information are spread in several chapters (5.3.1, 5.4.1, 5.4.6,...) and often merged with either operation behavior or operation parameters descriptions : for instance, table 6 (notificationHeader) together with table 13 (alarmInformationBody) are supposed to define the information managed over the interface (alarmInformation composed of notificationHeader and alarmInformationBody is an element of the alarm list) but also the exact content of notifications sent over the interface.

This constant merge leads to misunderstandings, unsufficiently specified operations, and oblige implementors to make choices that endangers interoperability. Here are some examples :

· the field additionalInformation in alarmInformationBody could well be a parameter of a notification but has no sense in terms of information : instead, alarmId, ackTime, ackUserId, ackSystemId and ackState attributes should all be described separately as a piece of information like the other attributes in alarmInformationBody.

· the description of ackState (and ackUserId, ackTime, ackSystemId) contains description of notification behaviour

· extendedEventType field of notificationHeader is part of alarmInformation but doesn’t describe at all the information data (only an operation type). Same remark with systemDN and notificationId fields which are strictly relevant to operations/notifications and not to the information data.

· the ‘Y’ qualifier specifies a pre-condition for notifications to occur but doesn’t describe at all the information data

· eventTime is not defined : what does eventTime attribute represent for an alarmInformation ?

· it is not clear what value eventTime parameter should contains in notifications ? is it the time when the notification is sent or the value of eventTime attribute in alarmInformation ?

Thus, it is proposed to clearly separate the description of the information data and the description of the operations/notifications. Description of the information data is presented herebelow.

3 – INFORMATION DATA MODEL

Information object class definition

· monitoredEntity

DEFINITION “This information object represents a network entity that can support alarms”

INVOLVED IN monitoredEntityHasAlarms relationship

ATTRIBUTES backupStatus, backupObject, proposedRepairActions (O)

· alarmInformation

DEFINITION “This information object represents the information qualifying an alarm”

INVOLVED IN monitoredEntityHasAlarms, alarmListHasAlarms relationship

ATTRIBUTES eventType, probableCause, perceivedSeverity, alarmRaiseDate&Time, alarmClearDate&Time, ackState, ackUserId, ackDate&Time (M); ackSystemId, specificProblem, trendIndication, thresholdInfo,  additionalText, correlatedAlarm, stateChangeDefinition, monitoredAttributes (O)

· alarmList

DEFINITION “This information object represents a list of alarmInformation information objects”

INVOLVED IN alarmListHasAlarms relationship

Information relationship class definition

· UML class diagram representing relationships between classes








· MonitoredEntityHasAlarms

DEFINITION “this relationship defines the relationship between a monitoredEntity and its alarms”

INVARIANT “all alarms involved in the same monitoredEntityHasAlarms relationship instance must all have different values for their triplet of attributes (alarmType, probableCause, specificProblem)”

· AlarmListHasAlarms

DEFINITION “this relationship defines the relationship between the alarm list and its alarms”

INVARIANT “the alarmInformation contained in alarmList don’t have simultaneously their perceivedSeverity attribute with a value “cleared” and their ackState attribute with a value “acknowledged”

INVARIANT “the alarmId attribute of all alarmInformation in the alarmList are all distinct”

Attributes

1- eventType 

“this attribute represents the type of alarm”

POSSIBLE VALUES : see table 14

2- probableCause 


“this attribute represents the probale cause of an alarm. It qualifies alarm and provides further information than alarmType attribute.  See Appendix B for a complete listing.  This list is extensive.  It is recommended that IRPAgent should use the list as is and not to extend it.  It is noted that IRPAgent can privately (outside the scope of this IRP) define values for specificProblem atribute that provides semantics not conveyed by probableCause. A special probable cause value (SS specific, e.g. –1) indicates that this alternative is valid. This attribute value shall be single-value and of simple type such as integer or string.  See definition in [2] clause 8.1.2.1”

POSSIBLE VALUES : see Appendix B

3- perceivedSeverity 


“this attribute represents the perceived severity of an alarm. It indicates the relative level of urgency for operator attention. . This IRP does not recommend the use of indeterminate value.  ”

POSSIBLE VALUES : critical, major, minor, warning, indeterminate, cleared

4- alarmRaiseDate&Time 


“this attribute represents the date and time when  the alarm has been raised”

5- alarmClearDate&Time 


“this attribute represents the date and time when  the alarm has been cleared”

INITIAL VALUE : NULL

6- ackState 


“this attribute represents the acknowledgement state of an alarm”

POSSIBLE VALUES : acknowledged, unacknowledged

INITIAL VALUE : unacknowledged

7- ackUserId 


“this attribute is an identifier identifying who has the more recently acknowledged or unacknowledged the alarm”

INITIAL VALUE : NULL

8- ackDate&Time 


“this attribute represents the date and time when  the alarm has the more recently been acknowledged or unacknowledged”

INITIAL VALUE : NULL

9- ackSystemId 


“this attribute is an identifier identifying the system from where the alarm has been acknowledged or unacknowledged”

INITIAL VALUE : NULL

10- specificProblem 


“this attribute provides further qualification on the alarm than probableCause.  This attribute value shall be single-value and of simple type such as integer or string. See definition in  [2] clause 8.1.2.2”

11- backUpStatus 


“this attribute indicates if the object that raised the alarm has been backed-up.  See definition in  [2] clause 8.1.2.4”

INITIAL VALUE : NULL

12- backUpObject 


“this attribute carries the identifier of the back up object.  It shall be absent if backUpStatus is absent or its value indicates false. See definition in  [2] clause 8.1.2.5”

INITIAL VALUE : NULL

13- trendIndication 


“this attribute indicates if the trend. See definition in  [2] clause 8.1.2.6”

14- thresholdInfo 


“this attribute indicates if the threshold crossed was in the up or down direction. See definition in  [2] clause 8.1.2.7”

15- proposedRepairActions 


“this attribute indicates proposed repair actions consequent to the alarm. See definition in [2] clause 8.1.2.12”

16- additionalText 


“this attribute contains a free format text about the alarm”

17- alarmId 


“this attribute is an identifier of the alarm, it identifies one and only one alarm”

18- correlatedAlarm 


“this attribute contains a list of alarms that are correlated to the alarm it defines”

19- stateChangeDefinition 


“ It indicates MO attribute value changes.  See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.10”

20- monitoredAttributes 


“ It indicates MO attributes whose value changes are being monitored.  See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.11.”

4 – EXPLANATIONS / COMPARISON WITH EXISTING alarmInformation TABLES

Mapping of information objects

· alarmList information object corresponds to alarmList defined in chapter 5.4.1.

· alarmInformation information object corresponds to alarmInformation defined in chapter 5.4.6.

· monitoredEntity information object represents a network resource that can generate alarms, as defined in chapter 5.4.2.

Mapping of relationships

· monitoredEntityHasAlarms defines the relationship between a monitoredEntity and its alarms. Its invariant “all alarms involved in the same monitoredEntityHasAlarms relationship instance must all have different values for their triplet of attributes (alarmType, probableCause, specificProblem)” identifies the matching condition (as defined in Annex D) and synthesizes what is explained in chapter 5.4.1.

· alarmListHasAlarms defines the relationship between the alarm list and its alarms. Its invariant “the alarmInformation contained in alarmList don’t have simultaneously their perceivedSeverity attribute with a value “cleared” and their ackState attribute with a value “acknowledged” expresses a constraint defined in chapter 5.4.1. Its invariant “the alarmId attribute of all alarmInformation in the alarmList are all distinct” expresses a constraint defined in chapter 5.4.3.1.

Mapping of attributes

Mapping of information attributes to information in 32.111-2

· eventType represents what is defined as eventType in table A.1 in Annex A.

· probableCause represents what is defined as probableCause in table 13.

· perceivedSeverity represents what is defined as probableCause in table 13.

· alarmRaiseDate&Time represents the date and time when the alarm is raised. There is no equivalent information data in alarmInformation (eventTime is described as a parameter of a notification, not as an information data).

· alarmClearDate&Time represents the date and time when the alarm is cleared. There is no equivalent information data in alarmInformation (eventTime is described as a parameter of a notification, not as an information data).

· ackState represents what is defined as ackState in the description of additionalInformation in table 13. 

· ackUserId represents what is defined as ackUserId in the description of additionalInformation in table 13.  ackDate&Time represents what is defined as ackTime in the description of additionalInformation in table 13.

· ackSystemId represents what is defined as ackSystemId in the description of additionalInformation in table 13.

· specificProblem represents what is defined as specificProblem in table 13.

· thresholdInfo represents what is defined as thresholdInfo in table 13. 

· additionalText represents what is defined as thresholdInfo in table 13. 

· correlatedAlarm identifies a list of alarms that are correlated to the alarm it defines. It corresponds to correlatedNotifications in table 13 (which is more notification oriented than information data oriented).

· stateChangeDefinition represents what is defined as stateChangeDefinition in table 13.

· monitoredAttributes represents what is defined as monitoredAttributes in table 13.

· backupStatus represents what is defined as backupStatus in table 13.

· backupObject represents what is defined as backupObject in table 13.

· proposedRepairActions represents what is defined as backupObject in table 13.

Mapping of data of alarmInformation in 32.111-2 not yet mapped to information attributes

· managedObjectClass and managedObjectInstance information are represented by the monitoredEntityHasAlarms relationship.

· notificationId doesn’t qualifies alarmInformation, it identifies a notification.

· systemDN is not related to alarmInformation, it is only a parameter of a notification.

· extendedEventType is not related to alarmInformation, it carries an operation type (moreover redundant).
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