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1
Decision/action requested

The group is asked to discuss and approve the proposal..
2
References

[1]
3GPP TS 28.533: "Management and orchestration; Architecture framework"
3
Rationale

This pCR is to study the use case on network slice management capability exposure.
4
Detailed proposal

	Start of 1st Change


5.Y
Network slice management capability exposure
5.Y.1
Description

A use case of network slice management capability exposure can be described as follows:
1. MNO A selects the MnS that can be exposed to Externals and publishes the related MnS data in certain MnS producer that the BSS can visit. Externals can obtain the MnSs that are allowed to be exposed via BSS (e.g. through Service Catalog).
2. In order to obtain the network slice management capability exposure, a vertical A (i.e. MnS exposure service consumer) firstly have a contract with an MNO A. During the negotiation of the contract, the vertical A negotiates its specific requirements for the network slice management capability exposure to the MNO. The negotiation can be done via the following ways: 
a) For vertical A which is small enterprise, it can directly make the contract which is related to the network slice management capability exposure via BSS (e.g. Service Catalog provided by BSS). 
b) For vertical A which is large enterprise (i.e. Internet giant with their own service customer) the MnS exposure service consumer can negotiate the contract and the related specific requirements on the network slice management capability exposure offline (e.g. through a F2F meeting). 
3. The MNO can upload the contract with the requirement of the network slice management capability exposure to the BSS if the contract is signed offline (see 2b). The BSS may interact with the OSS in order to complete certain configuration (i.e. permission rules) regarding the exposure of MnS based on the customized requirement from the MnS exposure service consumer. 
4. In terms of permission rule,  it can be configured in the OSS domain, which take the responsible for managing the permission for all the MnSs within the 3GPP management system. The configured permission rule will take effect when the corresponding MnFs receive the requests from the MnS exposure service consumer, e.g. to read maxNumberofUEs within NetworkSlice, etc.
5.Y.2
Issue and gaps
Gap: 

The definition and the format of the permission rule for network management capability exposure of network slice related managed object is not specified in existing 3GPP management system.
Whether and how to publish MnS which can be exposed to BSS to a suitable MnS producer for network management capability exposure is not specified in existing 3GPP management system.
	End of Change


