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# 5 Business level requirements

## 5.1 Requirements

### 5.1.1 General requirements

**REQ-5GNS-CON-01** The network slicing management architecture shall allow any deployment options within the Network Operator's domain.

**REQ-5GNS-CON-02** The set of network slicing management functions shall be generic to all kinds of network function and network function provider.

**REQ-5GNS-CON-05** The network slicing management architecture shall provide capabilities to manage the total view of all created slice instances.

**REQ-5GNS-CON-06** The network slicing management architecture should provide management capabilities that are dedicated to each network slice. The management dedicated to a network slice shall work independently from the management dedicated to another network slice.

**REQ-5GNS-CON-07** The network slicing management architecture shall allow managing multiple network slices simultaneously or independently along with their lifecycle.

**REQ-5GNS-CON-08** The 3GPP management system shall have the capability to determine to use network with or without slicing based on network related requirements.

**REQ-5GNS-CON-09** The 3GPP management system shall, when given the capacity increase or decrease of a network slice, be able to calculate the capacity increase or decrease of a RAN slice subnet, CN slice subnet and derive corresponding requirements for the TN part that support the network slice.

**REQ-5GNS-CON-10** The 3GPP management system shall be able to modify the capacity of a RAN slice subnet to a given value.

**REQ-5GNS-CON-11** The 3GPP management system shall be able to modify the capacity of a CN slice subnet to a given value.

**REQ-5GNS-CON-12** The 3GPP management system shall be able to communicate the TN requirements corresponding to the network slice capacity change.

**REQ-5GNS-CON-13** The 3GPP management system shall be able to provide management data analytics to authorized consumers.

**REQ-5GNS-CON-14** The 3GPP management system shall be able to collect and analyse relevant management data.

**REQ-MnSD-FUN-15** The MnS producer shall have the capability allowing its authorized consumer to obtain information about MnS capabilites.

**REQ-5GNS-CON-16** The 3GPP management system shall be able to provide closed control loop SLS assurance services to consumers.
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