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1
Decision/action requested

The group is asked to approve the proposal.
2
References

[1]
3GPP TR 28.811 v0.2.0: “Management and orchestration; Network Slice Management Enhancement”

3
Rationale

This contribution addresses the following editor’s note…
Editor’s note: Further study is needed on the impact of restrictions on access to NOP-B’s management system, and the minimum operations capabilities needed for NOP-A to effectively operate the network slice.

4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.501 v16.6.0: "System architecture for the 5G System (5GS); Stage 2"
[2]
3GPP TS 28.541 v17.0.0: "5G Network Resource Model (NRM); Stage 2 and stage 3"
[3]
3GPP TS 28.531 v16.7.0: "Management and orchestration; Provisioning"
[4]
3GPP TS 28.530 v16.3.0: "Management and orchestration; Concepts, use cases and requirements"
[5]
3GPP TS 28.532 v16.6.0: "Management and orchestration; Generic management services"

[6]
3GPP TS 28.545 v16.1.0: "Management and orchestration; Fault Supervision (FS)"

[7]
3GPP TS 28.5502 v16.7.0: "Management and orchestration; Performance assurance"

[8]
3GPP TS 28.554 v17.1.0: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)"

	2nd change


5.1
Network Slice covering multiple networks
5.1.1
Description

CSP wishes to provide a communication service in multiple countries or regions. The CSP has selected NOP-A as network slice provider. NOP-A does not have RAN coverage in all of the geographical areas that are required by the CSP.

NOP-A selects NOP-B to provide RAN coverage for one or more geographical areas, and agrees slice subnet requirements with NOP-B.

NOP-A orders the allocation of a network slice by NOP-B which will contain the required RAN network slice subnet. NOP-A may issue the request to NOP-B’s 3GPP management system, or NOP-B may issue the request to its own 3GPP management system.


The network slice instance is modelled as a set of MOIs which exist partially in NOP-A’s management system and partially in NOP-B’s management system.

NOP-A’s management system will contain a NetworkSlice MOI, the cross-domain NetworkSliceSubnet MOI, and the CN NetworkSliceSubnet MOI.

NOP-B’s management system will contain a NetworkSlice MOI and RAN NetworkSliceSubnet MOI.

As part of the provisioning phase, the cross-domain NetworkSliceSubnet MOI in NOP-A’s management system should be configured with a reference to the RAN NetworkSliceSubnet MOI in NOP-B’s management system. To obtain this reference, NOP-A’s management system may read the NetworkSlice instance which was returned by NOP-B after allocateNsi operation (cf. 28.531 [3], clause 6.5.1), and read the attribute NetworkSliceSubnetRef. This assumes that NOP-A has read access to the generic provisioning management service of NOP-B, and has the authority to read the NetworkSlice instance.

Therefore, to allow NOP-A to manage the network slice using a 3GPP Management System, NOP-B may allow NOP-A read access to the managed object NetworkSlice via the getMOIAttributes operation, defined in 28.532 [5]. This will allow NOP-A to read the operationalState and administrativeState of the NetworkSlice instance, and also the networkSliceSubnetRef of the NetworkSliceSubnet.

If NOP-B wishes to allow NOP-A to control the adminstrativeState of the NetworkSlice instance, NOP-B may allow NOP-A write access to the managed object NetworkSlice via the modifyMOIAttributes operation, defined in 28.532 [5]. However, this would also allow NOP-A to alter the ServiceProfileList, which may not be desirable. Therefore, NOP-B must implement checks on any change to the attribute ServiceProfileList, see “Procedure of Network Slice Instance Modification” in 28.531 [3] and any undesirable changes should be rejected.

If NOP-B wishes to allow NOP-A to view alarms related to the NetworkSlice instance, NOP-B may expose the “FS Data Report for NSI” Service, as described in 28.545 [6]. NOP-B should only allow operations by NOP-A where the baseObjectInstance is equal to the DN of the NetworkSlice instance.

If NOP-B wishes to allow NOP-A to manage alarms related to the NetworkSlice instance, NOP-B may expose the “FS Control for NSI” Service, as described in 28.545 [6]. NOP-B should only allow operations by NOP-A where the baseObjectInstance is equal to the DN of the NetworkSlice instance.

If NOP-B wishes to allow NOP-A to view performance measurements related to the NetworkSlice instance, NOP-B may expose the operations and notificationsdescribed in 28.550 [7]. NOP-B should only expose measurements related to the S-NSSAI of the NetworkSlice instance.

If NOP-B wishes to allow NOP-A to view KPIs related to the NetworkSlice, NOP-B may expose the KPIs as described in 28.554 [8]. NOP-B should only expose KPIs related to the NetworkSlice instance or KPIs related to the S-NSSAI of the NetworkSlice instance.


5.1.2
Identified problems
No technical issues have been identified, but there is no guidance for a NOP on the management capabilities that should be exposed to allow different management levels for a network slice.
Editor’s note: It is FFS how MCEG and EGMF can be used to expose different management levels for a network slice.
	End of changes


