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1	Decision/action requested
Endorsement of the proposal in section 4.
2	References
[1]	3GPP TS 28.535 Management and orchestration; Management services for communication service assurance; Requirements.
[2]	3GPP TS 28.536 Management and orchestration; Management services for communication service assurance; Stage 2 and stage 3.
[3]	3GPP TS 28.531 Management and orchestration; Provisioning.
[4]	3GPP TS 28.533 Management and orchestration; Architecture framework
3	Rationale
Background
At the #130 meeting the group decided that the entity subject to a managed control loop cannot be a CSI (communication service instance) as we have no definition of communication service instance in Rel-16, as result the CSI abbreviation and phrase Communication Service Instance have been removed from the Communication Service Assurance specifications TS 28.535 and TS 28.536. This change was implemented through the agreement documented in the following two CR’s.
	2020-06
	SA5#131e
	S5-203428
	pCR TS 28.536 Remove CSI from clause 4.1.1
	0.4.0

	2020-06
	SA5#131e
	S5-203289
	pCR TS 28.535 Remove CSI definition
	1.3.0



Subsequently the group developed the stage 2 and stage 3 specifications in TS 28.536 [2] with the understanding that the managed entity subject to management control is a NetworkSlice or NetworkSliceSubnet. 
- The requirements that are put on a NetworkSlice instance are the service requirements documented in the serviceProfiles associated with that NetworkSlice instance. The Rel-16 solution includes an information object class named AssuranceClosedControlLoop to enable a management system to provide management services to monitor and adjust the resources associated with a NetworkSlice in order to meet the objectives captured in information object class AssuranceGoal. 
- The requirements that are put on a NetworkSliceSubnet instance are the service requirements documented in the sliceProfiles associated with that NetworkSliceSubnet instance. In Rel-16 the solution includes information object class named AssuranceClosedControlLoop to enable a management system to provide management services to monitor and adjust the resources associated with a NetworkSliceSubnet in order to meet the objectives captured in information object class AssuranceGoal.
This contribution identifies the gaps between stage 1 use cases and requirements and the stage 2 model and discusses potential solutions to address those gaps in Rel-16. 
Gap analysis
The use cases and requirements (stage 1) for communication service assurance are documented in TS 28.535 [1], the required management information (stage 2/3) for communication service assurance is documented in TS 28.536 [2]. 
The use cases and requirements in TS 28.535 are documented as business level use cases and requirements, and specification level use cases and requirements. 
The business level requirements express the ambition level for potential solutions.
In Rel-16 the new and added information elements in NRM that have been specified to enable a CSP (Communication Service Provider) to monitor and control an assurance solution are as follows: new IOCs (Information Object Class) named; AssuranceClosedControlLoop  and AssuranceGoal, new datatype named AssuranceTarget and new attributes named; assuranceTargetList (list of AssuranceTarget name value pairs), controlLoopLifeCyclePhase, assuranceGoalObserved, assuranceGoalPredicted and observationTime.
Based on the current specification for the stage 2 information the following gaps between stage 1 TS 28.535 [1] and stage 2 TS 28.536 [2] have been identified: 
1) Stage 1 uses “communication service” for both the use cases and requirements. There is no definition of a communication service, and a communication service is not visible as an entity in stage 2 and 3. What is visible in the solution for closed loop service assurance are the requirements subject to assurance are captured in an SLS. An SLS applicable to a NetworkSlice includes information from the ServiceProfile and SLS applicable to NetworkSliceSubnet ncludes information from a SliceProfile.

2) The development of the closed loop assurance solution is across Rel-16 and Rel-17, not all business level requirements can be met with the solutions agreed in Rel-16. The use cases and requirements that do not have a solution for Rel-16 are proposed to be removed from TS 28.535 Rel-16, with following CR  
The updates required to implement bullit point 1 impact both TS 28.535 Rel-16 and Rel-17 specification. The following 2 CR’s are proposed for this meeting. The Rel-17 CR is the mirror of the Rel-16 CR.
a) S5-211xxx Rel 16 CR TS 28.535 Update use cases and requirements to replace communication service
b) S5-211xxx Rel 17 CR TS 28.535 Update use cases and requirements to replace communication service
The updates required to implement bullit point 2 impact TS 28.535 Rel-16 only.
c) S5-211xxx Rel 16 CR TS 28.535 Remove use cases and requirements with no solution.
4	Detailed proposal
The group is asked to endorse the approach to align stage 1 and 2 for the communication service assurance solution specification. 
