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[12] 3GPP TS 28.552: "Management and orchestration; 5G performance measurements".

[13] 3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".

[x] 3GPP TS 28.625: "State Management Data Definition Integration Reference Point (IRP); Information Service (IS)".

[y] ITU-T Recommendation X.731: "Information technology - Open Systems Interconnection - Systems Management: State management function".
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### 4.1.2 Model

#### 4.1.2.1 Imported and associated information entities

##### 4.1.2.1.1 Imported information entities and local labels

|  |  |
| --- | --- |
| Label reference | Local label  |
| TS 28.622 [5], IOC, Top | Top |
| TS 28.622 [5], IOC, SubNetwork | SubNetwork |
| TS 28.622 [6], ProxyClass, ManagedEntity | ManagedEntity |
| TS 28.541 [6], dataType, ServiceProfile  | ServiceProfile |
| TS 28.541 [6], dataType, SliceProfile | SliceProfile |

#### 4.1.2.2 Class diagram

#### 4.1.2.2.1 Relationships



Figure 4.1.2.2.1.1: Assurance management NRM fragment

#### 4.1.2.2.2 Inheritance



Figure 4.1.2.2.2.1: Assurance management inheritance relationships

#### 4.1.2.3 Class definitions

##### 4.1.2.3.1 AssuranceControlLoop

4.1.2.3.1.1 Definition

This IOC represents the capabilities of a control loop, these include:

- to automatically adjust a ManagedEntity (for example a network slice) to meet the objective described in AssuranceControlLoopGoal

- to report the effectiveness of an AssuranceControlLoop

- state management of an AssuranceControlLoop

- to keep track of the lifecycle of an AssuranceControlLoop

4.1.2.3.1.2 Attributes

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Attribute name | Support Qualifier | isReadable | isWritable | isInvariant | isNotifyable |
| operationalState | M | T | F | F | T |
| administrativeState | M | T | T | F | T |
| controlLoopLifeCyclePhase | M | T | T | F | T |
| observationTimePeriod | M | T | T | F | T |
| assuranceGoalStatus | M | T | F | F | T |

4.1.2.3.1.3 Constraints

No constraints have been defined for this document.

4.1.2.3.1.4 Notifications

The common notifications defined in clause 4.1.2.5 are valid for this IOC, without exceptions or additions.

##### 4.1.2.3.2 AssuranceGoalStatus

4.1.2.3.2.1 Definition

This class represents the status of the controlLoopGoal at the end of an observationPeriod. The status can be reported as actual status and predicted status. Data that is monitored by an assuranceControlLoop and includes measurements [x] and KPI's [y] and predictions that are applicable to the assuranceControlLoopGoals.

An assuranceGoalStatus holds the value of the observation and where applicable the value of a prediction. Depending on the AssuranceGoal the type of the AssuranceGoalStatusObserved and AssuranceGoalStatusPredicted can be different for different AssuranceGoalStatus MOIs.

4.1.2.3.2.2 Attributes

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Attribute name | Support Qualifier | isReadable | isWritable | isInvariant | isNotifyable |
| AssuranceGoalStatusObserved | M | T | T | F | T |
| AssuranceGoalStatusPredicted | O | T | T | F | T |

.

4.1.2.3.2.3 Attribute constraints

No constraints have been defined for this document.

4.1.2.2.3.4 Notifications

The common notifications defined in subclause 4.1.2.5 are valid for this IOC, without exceptions or additions.

##### 4.1.2.3.3 AssuranceControlLoopGoal <<ProxyClass>>

4.1.2.3.3.1 Definition

This IOC represents the <<dataType>> ServiceProfile and <<dataType>> SliceProfile, defined in network slice NRM in [6].

4.1.2.3.3.2 Attributes

The attributes are defined in network slice NRM in [6].

4.1.2.3.3.3 Attribute constraints

The attribute constraints are defined in network slice NRM in [6].

4.1.2.3.3.4 Notifications

The notifications of IOCs using the <<dataType>> ServiceProfile or <<dataType>> SliceProfile are defined in network slice NRM in [6].

##### 4.1.2.3.4 ObservationTimePeriod <<dataType>>

4.1.2.3.4.1 Definition

This datatype represents the time that a goal is observed which can be specified in seconds, minutes, hours or days depending on the goal that is being observed.

4.1.2.3.4.2 Attributes

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Attribute name | Support Qualifier | isReadable | isWritable | isInvariant | isNotifyable |
| observationTime | M | T | T | F | T |
| timeUnit | M | T | T | F | T |

4.1.2.3.3.3 Attribute constraints

No constraints have been defined for this document.

4.1.2.3.3.4 Notifications

The common notifications defined in subclause 4.1.2.5 are valid for this IOC, without exceptions or additions.

#### 4.1.2.4 Attribute definitions

##### 4.1.2.4.1 Attribute properties

The following table defines the properties of attributes that are specified in the present document.

Table 4.1.2.4.1.1

| Attribute Name | Documentation and Allowed Values | Properties |
| --- | --- | --- |
| controlLoopLifeCyclePhase | It indicates the lifecycle phase of the ControlLoop. AllowedValues: Preparation, Commissioning, Operation and Decommissioning.  | type: Enummultiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
|  |  |  |
| observationTimePeriod | It indicates the time duration over which a controlLoopGoal is observed. During the observation period various observation data is collected to assess if the controlLoopGoal has been met The observation time is expressed in timeUnits. | type: Integermultiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| timeUnit | It indicates the unit of time used to express the observationTimeAllowedValues: second, minute, hour, day | type: Enummultiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| observationTime | It indicates the observation time expressed in number of timeUnit.  | type: Integer multiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| assuranceGoalStatus | It reports the status of the controlLoopGoal at the end of an observationPeriod. The status can be reported as actual status or predicted status.  | type: <<dataType>> multiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| assuranceGoalStatusObserved | It indicates the actual value of the controlLoopGoal at the end of an observation period | type: AssuranceGoalStatusObserved multiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| assuranceGoalStatusPredicted | It indicates the predicted value of the controlLoopGoal at the end of an observation period see note 1, or of a future observation period, see note 2.  | type: AssuranceGoalStatusPredictedmultiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: None isNullable: False |
| operationalState | It indicates the operational state of the AssuranceClosedControlLoop instance. It describes whether the resource is installed and partially or fully operable (Enabled) or the resource is not installed or not operable (Disabled).Allowed values; Enabled/DisabledallowedValues: "ENABLED", "DISABLED".The meaning of these values is as defined in 3GPP TS 28.625 [x] and ITU-T X.731 [y]. | type: ENUM multiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: DisabledallowedValues: Enabled, DisabledisNullable: False |
| administrativeState | It indicates the administrative state of the AssuranceClosedControlLoop instance. It describes the permission to use or the prohibition against using the AssuranceClosedControlLoop instance. The administrative state is set by the MnS consumer. Allowed values; Locked/UnlockedallowedValues: "LOCKED", "UNLOCKED".The meaning of these values is as defined in 3GPP TS 28.625 [x] and ITU-T X.731 [y]. | type: ENUM multiplicity: 1isOrdered: N/AisUnique: N/AdefaultValue: LockedallowedValues: Locked, UnlockedisNullable: False |
| NOTE 1: The predictive capability is provided by using a different population for assessment than the population for which measurements are available.NOTE 2: The predictive capability is provided by using a method for predicting the most likely status in the future. |

##### 4.1.2.4.2 Constraints

No constraints have been identified for this document.

##### 4.1.2.4.3 Notifications

This subclause presents a list of notifications, defined in [7], that provisioning management service consumer can receive. The notification parameter objectClass/objectInstance, defined in [10], would capture the DN of an instance of an IOC defined in the present document.

#### 4.1.2.5 Common notifications

##### 4.1.2.5.1 Alarm notifications

This clause presents a list of notifications, defined in TS 28.532 [7], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [8], shall capture the DN of an instance of a class defined in the present document.

##### 4.1.2.5.2 Configuration notifications

This clause presents a list of notifications, defined in TS 28.532 [7], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [8], shall capture the DN of an instance of a class defined in the present document.

|  |
| --- |
| **Third change** |

Annex X (normative):
AssuranceClosedControlLoop state management

An AssuranceClosedControlLoop is a logical object in the management system that represents complex interaction between the assurance information and configuration information of a grouping of resources. At any time, the management system needs to know the state of an AssuranceClosedControlLoop.

The ITU-T X.731 [y], to which [x] refers, has defined the inter-relation between the administrative state and operational state of systems in general. Figure X.1 shows the state diagram of an AssuranceClosedControlLoop, where the number in the Figure identify the state changes. The explanations for the state changes are described in Table X.1.



Figure X.1: AssuranceClosedControlLoop state diagram

In an AssuranceClosedControlLoop deployment scenario, the interactions between various management services allow the reconfiguration of the resources controlled by the AssuranceClosedControlLoop based on predefined goal(s). The interactions specified under the column "The state transition events and actions" of Table X.1 shall be present for the state transition.

Table X.1: The AssuranceClosedControlLoop state transition table

|  |  |  |
| --- | --- | --- |
| Trigger number | The state transition events and actions | State |
| 0 | The Assurance MnS producer responds positively to the “create ACCL" message, the ACCL is created and the state is set to Locked  | Locked & Disabled |
| 1 | The Assurance MnS producer responds positively to the “ACCL is created” message and the administrative state is set to Enabled. | Locked & Enabled |
| 2 | The Assurance MnS consumer suspends operation of the ACCL by setting the adminstrative state to Locked  | Locked (Enabled or Disabled) |
| 3 | The Assurance MnS consumer resumes operation of the ACCL by setting the administrative state to Unlocked. | Unlocked(Enabled or Disabled) |
| 4 | The Assurance MnS producer does not have any assurance goals to fulfil and suspends operation by setting the operational state to Disabled  | Disabled(Locked or Unlocked) |
| 5 | The Assurance MnS producer responds positively to the “delete ACCL" message, the ACCL is deleted, and the state is set to NULL (the Initial and Final state) | NULL |

NOTE: The trigger numbers in the first column represent the state changes in Figure X.1