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1
Decision/action requested

The group is asked to approve the proposal.
2
References

[1]
3GPP TR 28.809: “Study on enhancement of Management Data Analytics (MDA)”

3
Rationale

The KPI anomaly analysis use case as described in clause 6.3.6 did not cover the CN related analysis, this pCR suggests to add the CN related KPI anomaly analysis for this use case.
4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st Change


6.3.6.3
Possible solutions
6.3.6.3.1
Solution description

The MDAS producer correlates and analyses the management data described in the following subclause to provide KPI anomaly analysis and identify the root cause. The required data can be from RAN domain or CN domain or both. As the table in 6.3.6.3.4 shows, the analytics report is able to be provided by the MDAS producer to describe the KPI anomaly issue, root causes and recommendations. This procedure may be triggered by the request or periodically. 
6.3.6.3.2
Data required for KPI anomaly analysis for RAN domain

Following table shows the potential data required to analyse the RAN domain KPI anomaly.

	Data Category
	Required Data

	Performance Measurements
	Radio resource utilization: The usage of physical radio resource utilization of the network, see clause 5.1.1.2 of TS 28.552[8];

Performance Measurements for gNB: for example, for RRC connection related KPI anomaly analysis, see clause 5.1, TS 28.552[8], e.g., RRC connection number, RRC connection establishment, RRC connection re-establishment, RRC connection resuming;

RAN UE throughput: A KPI that shows how NG-RAN impacts the service quality provided to an end-user, see clause 6.3.6 of TS 28.554 [7].



	MDT Data
	UE measurements related to RSRP, RSRQ, SINR and UE location information.

	QoE Data
	The details information of QoE data required by this case is FFS.


Note: The above parameters may not be the complete list.
6.3.6.3.3
Data required for KPI anomaly analysis for CN domain

Following table shows the potential data required to analyse the CN domain KPI anomaly.

	Data Category
	Required Data

	Performance Measurements
	Performance Measurements for AMF: for example, for number of registered subscribers related KPI anomaly analysis, see clause 5.2.1, TS 28.552[8];
Performance Measurements for SMF: for example, for PDU session management related KPI anomaly analysis, see clause 5.3.1, TS 28.552[8];
Throughput at N3 interface: KPI related to Upstream/Downstream GTP data throughput at N3 interface, see clause 6.3.4 and clause 6.3.5 of TS 28.554 [7];

	QoE Data
	The details information of QoE data required by this case is FFS.


Note: The above parameters may not be the complete list.

6.3.6.3.4
Data required for KPI anomaly analysis for cross domain

For cross domain analysis, the RAN domain and CN domain required data as described in 6.3.6.3.2 and 6.3.6.3.3 may be needed, as well as the potential data described in the following table.

	Data Category
	Required Data

	Performance Measurements
	Throughput for network slice instance: Upstream/Downstream throughput for network and Network Slice Instance, see clause 6.3.2 and clause 6.3.3 of TS 28.554 [7];

NWDAF analytical data: Slice QoE, see clause 6.4 of TS 23.288 [18].

	QoE Data
	The details information of QoE data required by this case is FFS.


Note: The above parameters may not be the complete list.
6.3.6.3.5
Analytics report for KPI anomaly analysis

Following table shows the potential information of the domain specific or cross domain analytics report for KPI anomaly analysis based on the required data received as described in 6.3.6.3.2, 6.3.6.3.3 and 6.3.6.3.4.
	Analytics Report of network slice KPI anomaly
	Attribute Name
	
Description

	
	KPI anomaly identifier
	The identifier of the KPI anomaly; 

	
	Anomalous KPI Name
	The name of the KPI(s) which is identified or predicted as anomalous, the KPI name refers to bullet a) in TS28.554 (7);

	
	Managed Objects of anomalous KPI
	The object instances where the KPI is applicable, e.g., SubNetwork Instance, NetworkSlice Instance

	
	Info of KPI anomaly
	Statistics or predictions of the anomalous KPIs, may concern single KPI or multiple correlated KPIs, and may split into subcounters at different levels, e.g. per S-NSSAI, per NSI, per NSSI, per 5QI, per UE etc.

	
	Root cause
	The root cause of the network slice KPI anomaly issues, e.g., unstable handover successful rate, low PRB utilization, low QoS retainability.


	End of changes


